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Introduction

At the CT1#39Bis meeting text was agreed into TR 24.879 on the personal ME identifier. At that time RIM objected to the User-Agent and Server headers being used as the container for this identity as the use of and syntax of the strings for these headers has already been defined for other applications such as PoC which may be used with CSI. 
Example 1:

In this example PoC Client acting as UAC and the PoC Server acting as UAS are OMA PoC release version 1.0 products. The PoC Client has inserted its own company and product name and version "Acme-Talk5000/v1.01".

User-Agent: PoC-client/OMA1.0 Acme-Talk5000/v1.01

Server: PoC-serv/OMA1.0 

Example 2:

In this example both the PoC Server acting as UAC and the PoC Client acting as UAS are OMA PoC release version 1.0 products.

User-Agent: PoC-serv/OMA1.0

Server: PoC-client/OMA1.0
[From OMA-TS-PoC-ControlPlane-V1_0]
Although the User-agent and Server headers can contain multiple product tokens it is not clear from a practical implementation perspective that when different applications (especially downloaded clients) that utilise these headers are run on that handset that any tokens defined for CSI will also be able to be included in the same header by the lower layers or that the applications will obtain the personal ME identifier and also include it. In addition the inclusion of the personal ME identifier in these headers doesn’t align with the semantics of these headers which is for identifying the hardware and software version of the device and of the applications not a unique instance of a device.
The IETF already has work in progress for generating and communicating unique device identifiers in draft-ietf-sip-gruu-04. This work utilises the semantically correct Contact header for transporting the device identifier using the "opaque" URI parameter.  Indeed the use of the personal ME identifier in combination with the Public User Identity to uniquely identify a specific device for the given Public User Identity is precisely one of the properties and uses of GRUUs (Globally Routable UA URIs).
Unlike the User-Agent and the Server headers the contents of which do not require applications to have any interaction with the lower layers to populate, the Contact header contents require interaction with lower layers in order to obtain the values. It is therefore more straightforward to include the personal ME identifier as a URI parameter in the Contact header.
3GPP already has defined a unique device identifier the IMEI (defined in TS 23.003). The IMEI meets all the requirements for the personal ME identifier. 

Composition of IMEI

The International Mobile station Equipment Identity (IMEI) is composed as shown in figure 10.
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Figure 10: Structure of IMEI

The IMEI is composed of the following elements (each element shall consist of decimal digits only):

-
Type Allocation Code (TAC). Its length is 8 digits;

-
Serial Number (SNR) is an individual serial number uniquely identifying each equipment within the TAC. Its length is 6 digits;

-
Spare digit: this digit shall be zero, when transmitted by the MS.

[From TS 23.003]
The IMEI is 15 decimal digits but the last digit is always zero when transmitted by the MS and can be derived using the other 14 digits (See Annex B TS 23.003) so only 14 decimal digits are needed to be sent as the last digit can be added on by the recipient. If these 14 decimal digits are converted to a decimal number then this number representation of the IMEI can be transported in just 6 octets. This is only 2 octets more than what was agreed to be transported in UUS-1 signaling at CT1#39Bis and meets the stage 2 requirement for the personal ME identifier from TS 23.279: " The identifier should fit into UUS-1 signalling, also allowing for other services to be run over UUS-1"
Proposal

This contribution proposes to use the "opaque" parameter as a URI parameter include in the Contact header as defined in draft-ietf-sip-gruu-04 for communicating the personal ME identifier in SIP requests and responses and to use a representation of the IMEI for the personal ME identifier.  For transport  using UUS-1 signaling the 14 most significant digits of the IMEI are converted into a 6 byte representation as described above and for transport using SIP signalling the IMEI is represented as a URN. 

This proposal does not make any dependency on draft-ietf-sip-gruu or require any functional enhancement of the IM CN subsystem however it is compatible with the future use of GRUUs in IMS and avoids the unnecessary definition of a new 3GPP identifier specifically for CSI.
Changes

1
Scope

The present document provides the technical realisation for the combination of Circuit Switched calls and IM sessions when using them simultaneously between the same two users.

The present document describes the use of CS and IMS services in combination, using the existing procedures that have been defined for CS and IMS. It includes the necessary function as Adding IMS session to an ongoing CS call., adding a CS call to an ongoing IMS session, supplementary services as they relate to CSICS and supporting capability exchange.

The present document is applicable to UE and Application Servers providing for the combination of Circuit Switched calls and IM sessions.

2
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The following documents contain provisions that, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
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· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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3
Definitions, symbols and abbreviations

For the purposes of the present document, the following terms and definitions of Combinational CS calls and IMS sessions are given in 3GPP TS 22.279 [2].

Combinational Service

Combinational call

Combinational Session

CSICS capable UE
3.2
Abbreviations

For the purposes of the present document, the abbreviations defined in 3GPP TR 21.905 [1] and the following abbreviations apply:

CSICS
Circuit Switched IMS Combinational Service

4
Common Procedures for CS-first and IMS-first Scenarios

4.1
Registration of UE Capabilities

The CUA may include a feature tag in the Contact header of a REGISTER request, in accordance with RFC 3840 [6]. The feature-tag value shall be +g.3gpp.cs-voice, +g.3gpp.cs-video, or both values. 

Editor’s note: The value of the feature tags needs IANA registration.

4.2
UE Capability Exchange - Overview

The terminal capabilities that shall be exchanged are:

a)
IMS Media types which can be supported as IMS media streams (i.e. media component definitions of IMS sessions).

b)
Media format parameters for supported IMS media types (codecs, media file formats etc.)

c)
MSISDN and preferred SIP URI for the UE sending the UE capability information

d)
Whether the terminal is capable combining an IMS session with either CS-Video telephony, CS-Voice, or both

e)
MMS version that is supported

f)
Support for other IMS based capabilities and/or services eg. PoC 
g)
Personal ME Identifier to identify which of the user’s MEs the UE capability information is related to.

The terminal capabilities of other UEs are stored by within the requesting UE. This stored information shall be valid until ISIM/USIM is removed or until such a time as an update of the terminal capabilities occurs (following the criterion provided above).

4.3
Criteria for Initiating Capability Exchange

An OPTIONS request should be sent from the UE to the remote UE in the following cases:
a)
when the UE is in a CS call with the remote UE; and 
-
requires information of the remote UE capabilities; and 
-
no radio environment information is received or the received radio environment information indicates that the remote UE and remote radio environment is capable of handling PS and CS domain simultaneously and the received MSIDN or MSISDN plus personal ME identifier is unknown to the UE.

b)
when the UE is in an IM session with the remote UE; and requires information of the remote UE capabilities and the received INVITE does not include the UE capability information.

NOTE 1:
The method used by UE to determine when it is required to update the remote UE capabilities is implementation dependent.

c)
when the UE capabilities have been significantly upgraded; or

NOTE 2: 
A significant upgrade of UE capabilities is when an UE has been upgraded with eg video capability or supports a new service.

d)
when an UE receives an OPTIONS request from a remote UE and there is no ongoing (or recently finished) capability exchange initiated from the remote UE.

NOTE 3:
The OPTIONS request can be sent as a standalone transaction or as a part of a session.

Information specific to capability exchange with a CS-call already established is covered in subclause 6.3.12.. Information specific to capability exchange with an IM session already established is covered in subclause 5.3.1.2.

4.4
Criteria for Responding to a Capability Exchange Request

The end-user or application shall give its approval for the UE capabilities to be includedin response to a capability exchange request.

4.5
Radio Environment Information

A UE shall be able to send information about the current radio environment during CS Call set-up.

The information exchanged during the call establishment is valid for the duration of the CS call.

The following information is exchanged that the radio environment the terminal is in currently supports simultaneous CS and PS services.

4a Common capability information and identifiers for CS-first and IMS-first scenarios 

4a.1 Personal ME identifier 

A specific ME of the user shall be identified by a personal ME identifier, which is based on the IMEI, as defined in TS 23.003.  The personal ME identifier is transported in SIP requests and responses as a URI parameter in the format "opaque=urn:imei:XXXXXXXXXXXXXX" where XXXXXXXXXXXXXX is the 14 most significant decimal digits of the IMEI. The personal ME identifier is transported in CS signaling messages in UUS-1 as a 6 octet numerical representation of the 14 most significant decimal digits of the IMEI.
At CS call setup, the MSISDN distinguishes a user and the personal ME identifier distinguishes one ME among those belonging to that user. In the IMS, a public user identity distinguishes a user and the personal ME identifier distinguishes one ME among those belonging to that user. 
The personal ME identifier may be exchanged during:

-
UE capability information exchange , as specified in subclauses 5.3.1.2 and 6.3.1.2 ; and

-
IMS session set up, as specified in subclauses 5.3.1.3,  5.3.1.4 , 6.3.1.3 and 6.3.1.4; and

-
CS call set up, as specified in subclauses 5.3.1.5, 5.3.1.6,  6.3.1.5 and 6.3.1.6.
5
Combining a CS call with an existing IMS Session

5.1
Introduction

5.2
Functional Entities

5.2.1 User Equipment

A UE shall implement the role of a CUA as specified in subclause 5.3.1.

5.2.2
Application Server (AS) 

An application server may be included in a CSI call. However, no specific CSI role is assigned to it.
5.3
Roles

5.3.1
CSI User Agent (CUA)

5.3.1.1
General

In addition to the procedures specified in subclause 5.3.1 of this document, the CUA shall support:

a)
the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the CUA is implemented

5.3.1.2
Exchange of UE Capability Information – IM Session First Scenario

The OPTIONS request shall be in accordance with 3GPP TS 24.229 [5] with the following clarifications:

a)
The Request URI shall:

-
include the URI received in the P-Asserted-Identity header from the remote CUA; or if that is not available:

-
include a tel URI corresponding to the MSISDN intended for the CS call set up; or

-
include a SIP URI associated with the remote user available in the CUA.

NOTE 1:
The MSISDN can only be included as a tel URI if it is in international format.
NOTE 2:
If no SIP URI or tel URI in accordance with above is available the CUA cannot initiate the OPTIONS request.

b)
The P-Preferred-Identity header shall either include:

-
preferably the MSISDN of an assumed registered tel URI of the CUA; or

-
an assumed registered SIP URI associated with the CUA.

c)
The Accept-Contact header may include a feature tag(s) with the value(s) "+g.3gpp.cs-voice" or "+g.3gpp.cs-video" marked as explicit.  

d)
The Contact header may include the personal ME identifier as a URI parameter prepended with the string "opaque=urn:imei:". 
The 200 (OK) response to the OPTIONS request shall be in accordance with 3GPP TS 24.229 [5] with the following clarifications: 
a)
The CUA may include a "+g.3gpp.cs-voice", a "+g.3gpp.cs-video" or both values in the Contact header.
b) 
The Contact header may include the personal ME identifier as a URI parameter prepended with the string "opaque=urn:imei:".
Upon the receipt of the 200 (OK) response the CUA acts in accordance with 3GPP TS 24.229 [5]. In addition, the CUA may update the UE capability information and the URIs associated with the remote CUA and the personal ME identity of the remote CUA.  
5.3.1.3
Session set-up – originating case

When the originating CUA wishes to establish an IM session in combination with a CS call, the CUA shall use the call initiation procedure specified in 3GPP TS 24.229 [5] with the following clarifications.

a)
The Request-URI in the initial request shall either include:

1)
a tel URI  that is the MSISDN intended for CS call set up; or

2)
a SIP-URI associated with the remote user available in the CUA.

NOTE:
The MSISDN can only be included as a tel URI  if it is in the international format. 

b)
The P-Preferred -Identity header in the initial request shall include an assumed registered  tel URI  corresponding the MSISDN of the CUA.

c)
The Accept-Contact header in the initial request shall include a feature tag. It shall either be a "+g.3gpp.cs-voice" or a "+g.3gpp.cs-video" or both, marked as explicit. 
d)
 include the personal ME identifier in the Contact header as a URI parameter prepended with the string "opaque=urn:imei:".

If the response includes a personal ME identifier and the combination of public user identity plus personal ME identifier of the terminating UE is known to the CUA, the CUA may indicate capability information for the terminating UE to the user via the MMI.
5.3.1.4
Session set-up – terminating case

When the terminating CUA receives an initial request, the terminating CUA shall apply the procedures as specified in 3GPP TS 24.229 [5]. The Contact header shall include a feature tag in the response(s), in accordance with RFC 3840 [6]. The feature-tag value shall be either "+g.3gpp.cs-voice" or "+g.3gpp.cs-video" or both. The UE may include in the Contact header in the responses the personal ME identifier as a URI parameter prepended with the string "opaque=urn:imei:".
If the request includes a personal ME identifier and the combination of public user identity plus personal ME identifier of the originating UE is known to the CUA, the CUA may indicate capability information for the terminating UE to the user via the MMI.
5.3.1.5
CS call set-up – originating case

When the originating CUA wishes to add the CS part of a CSICS call, it shall set up the call in accordance with 3GPP TS 24.008 [4] with the following additions:

a)
the CUA may include the radio environment information and the personal ME identity in the user-user information in the set-up Message as defined in Annex X of this specification. The handling of the user-user information element shall be in accordance with 3GPP TS 24.087 [9].

NOTE 1:
If the CUA does not support the user-to-user 1 supplementary service, in accordance with 3GPP TS 24.087 [8] the radio environment information and the personal ME identity will not be sent to the remote CUA.
b)
the CUA shall include in the called party BCD number either:

-
an E.164 number as included in the P-Asserted Identity header that was received during IM session establishment; or

-
if this is not possible, the MSISDN of the remote user stored in UE.
NOTE 2:
It is assumed that the CUA uses the COLP supplementary service, in accordance with 3GPP TS 24.081 [7] and UUS service 1, in accordance with 3GPP TS 24.087 [8]. The CLIR supplementary service in accordance with 3GPP TS 24.081 [8] is not assumed to be used by the CUA. 
If the connected number received in the Connect Message differs from the MSISDN number used in the SETUP message, the actions to be taken by the CUA are implementation dependent.

5.3.1.6
CS call set-up – terminating case

When the terminating CUA receives a CS call, the CUA shall check if there any ongoing IM sessions, which were initiated with a request that included an Accept-Contact header with either the "+g.3gpp.cs-voice" or "+g.3gpp.cs-video" feature tag, or both.

-
If there are ongoing IM sessions, which were initiated with a request that included an Accept-Contact header with either the "+g.3gpp.cs-voice" or the "+g.3gpp.cs-video" feature tag, or both and if the received Calling Party BCD number corresponds to an entry in the P-Asserted-Identity header in an ongoing IM session, the CUA shall set up the call in accordance with 3GPP TS 24.008 [4]. The CUA may include the user-user information element with the radio environment information and personal ME identity in the CONNECT message, in accordance with 3GPP TS 24.087 [9] as defined in Annex X of this specification.

-
Otherwise, the CUA shall set up the call in accordance with subclause 6.3.1.7.

NOTE 1 
It is assumed that the CUA uses the CLIP supplementary service, in accordance with 3GPP TS 24.081 [7] and UUS service 1, in accordance with 3GPP TS 24.087 [8] The COLR supplementary service in accordance with 3GPP TS 24.081 [8] is not assumed to be used by the CUA. 

NOTE 2:
If the CUA does not support the user-to-user 1 supplementary service, in accordance with 3GPP TS 24.087 [8] the radio environment information and the personal ME identity will not be sent to the remote CUA.

5.3.1.7
SDP exchange  – UE capability information exchange

The CUA shall act in accordance with 3GPP TS 24.229 [5] when the CUA exchanges its capabilities with the remote CUA.

The following information may be included:

a)
IMS Media types which can be supported as IMS media streams (i.e. media component definitions of IMS sessions).

b)
Media format parameters for supported IMS media types (codecs, media file formats etc.).

NOTE:
The media and codecs used for the CS call is not included in the SDP.

5.3.1.8
SDP offer answer – originating case

When a CUA wants to create a CSI communication, the CUA shall populate the SDP as specified in subclause 6.1 in 3GPP TS 24.229 [5].
5.3.1.9
SDP offer answer – terminating case

When a CUA wants to participate in a CSI communication, the CUA shall populate the SDP as specified in subclause 6.1 in 3GPP TS 24.229 [5].

5.3.2

Application Server (AS)
An application server may be included in a CSI call. However, no specific CSI role is assigned to it.

6 
Combining an IMS Session with an existing CS Call

6.1
Introduction

6.2
Functional Entities

6.2.1 User Equipment

A UE shall implement the role of a CUA as specified in subclause 6.3.1.

6.2.2
Application Server (AS) 

An application server may be included in a CSI call. However, no specific CSI role is assigned to it.

6.3
Roles

6.3.1 CSI User Agent (CUA)

6.3.1.1
General

In addition to the procedures specified in subclause 6.3.1 of this document, the CUA shall support:

a)
the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the CUA is implemented

6.3.1.2
Exchange of UE Capability Information – CS First Scenario

The OPTIONS request shall be in accordance with 3GPP TS 24.229 [5] with the following clarifications:

a)
The Request URI shall include one of the following:

-
a URI, as received in P-Asserted-Identity header from the remote CUA during the terminal capability information exchange procedure; or, if this is not available;

-
a tel URI  consisting of the Connected Number information element or the Calling Party BCD number received during establishment of the existing CS call, or the MSISDN used for the CS call set-up ( the Called Party BCD Number); or

· a SIP URI associated with the remote user stored in the CUA.

NOTE 1:
The MSISDN can only be included as a tel URI if it is in the international format.

NOTE 2:
If no SIP URI or tel URI in accordance with above is available the CUA cannot initiate the OPTIONS request.

 b)
The P-Preferred-Identity header shall either include:

-
the MSISDN of the CUA as an assumed registered tel URI; or

-
an assumed registered SIP URI associated with the CUA.

c)
The Accept-Contact header may include either a "+g.3gpp.cs-voice" or a  "+g.3gpp.cs-video" feature tag or both marked as explicit. 

d)
The Contact header may include the personal ME identifier as a URI parameter prepended with the string "opaque=urn:imei:".
The 200 (OK) response to the OPTIONS request shall be in accordance with 3GPP TS 24.229 [5] with the following clarifications: 
a)
The CUA may include a "+g.3gpp.cs-voice", a "+g.3gpp.cs-video" or both values in the Contact header of the 200 (OK) response. 
b) 
The Contact header may include personal ME identifier as a URI parameter prepended with the string "opaque=urn:imei:".
Upon the receipt of the 200 (OK) response, the CUA acts in accordance with 3GPP TS 24.229 [5]. In addition, the CUA may update the UE capability information for the remote user, the URIs associated with the remote CUA and the personal ME identity of the remote CUA.
6.3.1.3
Session set-up – originating case

When the originating CUA wishes to add an IMS session to a CS call, it shall use the call initiation procedure specified in 3GPP TS 24.229 [5] with the following clarifications:
a)
The Request URI in the initial request shall either include:

1)
the URI, as received in P-Asserted Identity header from the terminating CUA during the terminal capability information exchange procedure; or if this is not available

2)
a tel URI that either is:

-
the connected number information element, received during establishment of the existing CS call, and if this is not available the MSISDN used for the CS call set-up (the used Called Party BCD Number); or

-
the Calling Party BCD number information element, received during establishment of the existing CS call.

b)
The P-Preferred Identity header in the initial request should include an assumed registered tel URI corresponding to the MSISDN of the CUA;

c)
The Accept-Contact header in the initial request shall include a feature tag. It shall either be a “+g.3gpp.cs-voice” or a “+g.3gpp.cs-video” or both marked as explicit;
d) 
The Contact header shall include a feature tag  in accordance with RFC 3840 [6]. The feature-tag value shall be either "+g.3gpp.cs-voice" or "+g.3gpp.cs-video" or both; and .

e)
The Contact header may include personal ME identifier as a URI parameter prepended with the string "opaque=urn:imei:".
NOTE 1:
If privacy is indicated it is not possible to correlate the CS call and the IMS session.

6.3.1.4
Session set-up – terminating case

When the terminating CUA receives an initial request for an IMS session, the terminating CUA shall apply the procedures as specified in 3GPP TS 24.229 [5] with the following additions:

a)
If the Accept-Contact header in the INVITE includes in an entry either a "+g.3gpp.cs-voice" or a "+g.3gpp.cs-video" feature tag or both, the CUA shall check if one of the identities in the P-Asserted-Identity header matches the received Calling Party BCD number information element or Connected number information element received for an ongoing CS call. If there is a match, a CSICS call is established.

Otherwise, the CUA shall not consider this a CSI call/session.

b)
 The Contact header shall include a feature tag in the response(s), in accordance with RFC 3840 [6]. The feature-tag value shall be either "+g.3gpp.cs-voice" or "+g.3gpp.cs-video" or both.
c)
The UE may include in the Contact header in the responses the personal ME identifier as a URI parameter prepended with the string "opaque=urn:imei:". 
6.3.1.5
CS call set-up – originating case

When the originating CUA wishes to set up a CS call in combination with an ongoing IM Session, the CUA shall set up the call in accordance with 3GPP TS 24.008 [4] with the following additions:

a)
The SETUP message may include the user-user information element, which can include the radio environment information and the personal ME identity as specified in Annex X to this specification. The handling of the user-user information element shall be in accordance with 3GPP TS 24.087 [9].
If the CONNECT message the CUA subsequently receives includes a personal ME identifier and the combination of MSISDN plus personal ME identifier of the terminating UE is known to the CUA, the CUA may indicate capability information for the terminating UE to the user via the MMI.
NOTE 1:
If the CUA does not support the user-to-user 1 supplementary service, in accordance with 3GPP TS 24.087 [8] the radio environment information and the personal ME identity will not be sent to the remote CUA. 

NOTE 2:
It is assumed that the CUA uses COLP supplementary service, in accordance with 3GPP TS 24.081 [7] and UUS service 1, in accordance with 3GPP TS 24.087 [8] The CLIR supplementary service in accordance with 3GPP TS 24.081 [8] is not assumed to be used by the CUA.

6.3.1.6
CS call set-up – terminating case

When the terminating CUA receives a CS call:

a)
the CUA shall set up the call in accordance with 3GPP TS 24.008 [4] and may include the user to user information element in the Connect message with the radio environment information as defined in Annex X of this specification. The handling of the user-user information element shall be in accordance with 3GPP TS 24.087 [9].

If the SETUP message includes a personal ME identifier and the combination of MSISDN plus personal ME identifier of the originating UE is known to the CUA, the CUA may indicate capability information for the terminating UE to the user via the MMI.
NOTE 1:
If the CUA does not support the user-to-user 1 supplementary service, in accordance with 3GPP TS 24.087 [8] the radio environment information and the personal ME identity will not be sent to the remote CUA.

NOTE 2:
It is assumed that the CUA uses the CLIP supplementary service, in accordance with 3GPP TS 24.081 [7] and UUS service 1, in accordance with 3GPP TS 24.087 [8]. The COLR supplementary service in accordance with 3GPP TS 24.081 [8] is not assumed to be used by the CUA.

6.3.1.7
SDP exchange – UE capability iformation exchange

The CUA shall act in accordance with subclause 5.3.1.8.

6.3.1.8
SDP offer-answer – originating case

The CUA shall act in accordance with subclause 5.3.1.9.

6.3.1.9
SDP offer-answer – terminating case

The CUA shall act in accordance with subclause 5.3.1.10.

5.3.2
Application Server (AS)
An application server may be included in a CSI call. However, no specific CSI role is assigned to it.

7
Interaction with Supplementary Services

8
3GPP-CSI user-user protocol 

The user-user protocol contents are included in the user-user information element described in TS 24.008[4] clause 10.5.4.25. 
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Figure 8.1/3GPP TR 24.879 User-user information when the user-user protocol indicator is set to "3GPP-CSI"

Table 8.1/3GPP TR 24.879: User-user information when the user-user protocol indicator is set to "3GPP-CSI"
	User-user information (octets 4 to N)

When the user-user protocol discriminator is set to "3GPP", the user-user information contains a variable number of logical units, which may occur in an arbitrary order within the user-user information.

Each unit is of variable length and consists of:

-
a capability identifier (1 octet); and 
-
optionally, the capability contents (n octets).

The capability identifier field contains the hexadecimal coding of the capability identifier. 

If the user-user information contains a capability identifier that is not supported by the receiving entity or specified as "unused" the corresponding unit shall be discarded.

The capability contents field of each unit contains information specific to the capability specified by the capability identifier.

	

	Capability Identifier 

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0 ext
	0
	0
	0
	0
	0
	0
	0
	
	Radio Environment

	0 ext
	0
	0
	0
	0
	0
	0
	1
	
	Personal ME Identifier 

	
	
	
	
	
	
	
	
	
	

	0 ext
	0
	0
	0
	0
	0
	1
	0
	
	Unused

	through
	
	

	0 ext
	1
	1
	1
	1
	1
	1
	1
	
	Unused

	

	1 ext
	0
	0
	0
	0
	0
	0
	0
	
	Unused (NOTE)

	through
	
	

	1 ext
	1
	1
	1
	1
	1
	1
	1
	
	Unused (NOTE)

	

	

	Radio environment contents 

	The radio environment contents is coded as shown in figure 8.2/3GPP TR 24.879 and table 8.2/ 3GPP TR 24.879.

	

	Personal ME identifier contents (6 octets)

	The personal ME identifier is the IMEI, as described in clause 4a.1. The 6 octets are the 14 most significant digits of the IMEI coded as a 6 octet numeric value. The 6 octet numeric is converted to the personal ME identifier by converting it to a decimal string and then including the decimal digit  zero as the 15th least significant digit.

	
	Bits 8 to 1
	

	
	Octet 1
	
Character 1 is the most significant digit and bit 8 is the most significant bit 

	
	Octet 2
	

	
	Octet 3
	

	
	Octet 4
	

	
	Octet 5
	

	
	Octet 6
	

	

	

	NOTE: 
Capability identifiers with bit 8 (extension bit) specified as 1 can only be used to define capabilities without capability contents.


	8
	7
	6
	5
	4
	3
	2
	1
	

	1

ext
	0

spare
	0

spare
	0

spare
	0

spare
	0

spare
	0

spare
	CS/
PS
	octet Ka


Figure 8.2/3GPP TR 24.879 Radio environment contents

Table 8.2/3GPP TR 24.879: Radio environment contents
	CS and PS capability (octet Ka, bit 1)

	

	The CS and PS capability indicates whether the MS is in a radio environment that supports simultaneous use of CS and PS services (see TS 23.279[3]).

	

	0
	
	
	simultaneous use of CS and PS services not supported

	1
	
	
	simultaneous use of CS and PS services supported

	

	Bits 2 to 7 of octet Ka are spare and shall be coded as zero.

	


Editor's Note: Procedures related to the user user information for the 3GPP-CSI protocol indicator, and error cases in particular, are to be defined.
Annex A (informative):
Example Signalling Flows for the Combining of CS Calls with IMS Sessions

Editor's note: draft-ietf-simple-message-sessions-11.txt contains a TBD for IANA registration of a default MSRP port number to assist with Firewall traversal. This default port number will be assigned by IANA at publication. When the RFC is published the Annex A flow examples need to be updated to show use of the default port number in the a=path attribute and the to-path and from-path headers. Current value in the examples is 3402 and this should be replaced by the IANA assigned default port in both offer and answer.
A.1
Scope of signalling flows

This annex gives examples of signalling flows for the combination of CS calls with IMS Sessions within the IP Multimedia (IM) Core Network (CN) subsystem based on the Session Initiation Protocol (SIP).

These signalling flows provide detailed signalling flows, which expand on the overview information flows provided in 3GPP TS 23.279 [3].

A.2
Introduction

A.2.1
General

A.2.2
Key required to interpret signalling flows

The key to interpret signalling flows specified in 3GPP TS 24.228 [11] subclause 4.1 applies with the additions specified below.

In order to differentiate between messages for SIP and media, the following notation is used:


[image: image2.wmf]INVITE

SIP message

Media over a PS connection


Figure A.2.2-1: Signalling flow notation

A.3
Signalling flows demonstrating CSI session setup when no CS call has yet been set up

A.3.1
Introduction

This subclause provides signalling flows for CSI session setup, using session-based messaging as an example, established before any CS call has been established.

The signalling flows are based on the session establishment flows in subclause A.3 of 3GPP TS 24.247 [10], with some additions related to CSI. The UAC includes the feature tag +g.3gpp.cs-voice and +g.3gpp.cs-video, in the Accept-Contact header.

A.3.2
Establishing a CSI session when no CS call has yet been set up

Figure A.3.2-1 shows the establishment of an MSRP session between two users as well as the first message being sent over the established connection. A CS call is established after the first MSRP message has been sent.

It is assumed that both the originating CUA and terminating CUA are using an IP-CAN with a separate bearer for SIP signalling which means that each CUA needs to reserve a new IP-CAN bearer for the message session media component prior to sending the first MSRP message.

Editor’s note: The flow has to be updated with information about the personal ME identifier.
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Figure A.3.2-1: Establishment of a session before a CS call is established

The details of the signalling flows are as follows: 

1.
UE capabilities exchange



Both UE’s have initiated a capability exchange, see subclause A.5.

2.
INVITE request (CUA#1 to P-CSCF#1) - see example in table A.3.2-2



The originating CUA wants to initiate a session with the terminating CUA. In this example, the originating CUA creates a local MSRP URL, which can be used for the communication between the two user agents. It builds a SDP Offer containing the generated MSRP URL and assigns a local port number for the MSRP communication. 

The originating CUA declares its capabilities for cs-voice and cs-video, and requests to reach a UE with cs-voice or cs-video capabilities.

Table A.3.2-2: INVITE request (CUA#1 to P-CSCF#1)

INVITE tel:+12125552222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <tel:+12125551111>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+12125552222>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;opaque=urn:imei:26053179311383;comp=sigcomp>;+g.3gpp.cs-voice;+g.3gpp.cs-video

Accept-Contact: *,+g.3gpp.cs-voice, +g.3gpp.cs-video;explicit

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, OPTIONS
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=message 3402 TCP/MSRP *

a=accept-types:message/cpim text/plain text/html image/jpeg image/gif video/3gpp

a=path:msrp://[5555::aaa:bbb:ccc:ddd]:3402/s111271;tcp

a=max-size:131072
SDP
The SDP contains a set of content types supported by CUA#1 and desired by the user at CUA#1 for this session in the accept-types attribute and indicates the maximum size message that can be receieved by CUA#1 in the max-size attribute.

3.
100 (Trying) response (P-CSCF#1 to CUA#1)


The P-CSCF responds to the INVITE request with a 100 (Trying) provisional response as described in subclause A.3 of 3GPP TS 24.247 [10].

4.
 INVITE request (S-CSCF#1 to I-CSCF#2) - see example in table A.31-4

S-CSCF#1 forwards the INVITE request to the I-CSCF#2, after mapping the tel URI  to a SIP-URI. 

Table A.3.2-4: INVITE request (S-CSCF#1 to I-CSCF#2)

INVITE sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Contact: 
Accept-Contact: 
Allow: 

Content-Type: 

Content-Length: (...)

v=

o=

s=

c= 

t=

m=

a=

a=

a=

5.
 INVITE request (P-CSCF#2 to CUA#2) – see example in table A.3.2-5

P-CSCF#2 forwards the INVITE request to the terminating CUA. 
Table A.3.2-5: INVITE request (P-CSCF#2 to CUA#2)

INVITE sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 65

Record-Route: <sip:pcscf2.visited2.net:5088;lr;comp=sigcomp>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: 
Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Contact: 
Accept-Contact: 
Allow: 

P-Called-Party-ID: 

Content-Type: 

Content-Length: (...) 

v=

o=

s=

c= 

t=

m=

a=

a=

a=
6.
 100 (Trying) response (CUA#2 to P-CSCF#2)

The terminating CUA sends a 100 (Trying) provisional response to P-CSCF#2 as described in subclause A.3 of 3GPP TS 24.247 [10].

7.
Reserve IP-CAN bearer for media

The terminating CUA accepts the message session.  The terminating CUA reserves an IP-CAN bearer for the message session media component.

8.
Reliable exchange of SDP

blabla.9.  200 (OK) response (CUA#2 to P-CSCF#2) – see example in table A.3.2-9
After reserving an IP-CAN bearer for the message session media component the terminating CUA sends a 200 (OK) response for the INVITE request containing SDP that indicates that the terminating CUA has accepted the message session and listens on the MSRP TCP port returned in the path attribute in the answer for a TCP SETUP from the originating CUA. 

CUA#2 declares support only for cs-voice, not cs-video in its Contact header.

Table A.3.2-9: 200 (OK) response (CUA#2 to P-CSCF#2)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:pcscf2.visited2.net:5088;lr;comp=sigcomp>>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

Privacy: none

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:user2_public1@home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE

Contact: <sip:[5555::eee:fff:aaa:bbb]:8805;opaque=urn:imei:31053813617932;comp=sigcomp>;+g.3gpp.cs-voice

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, OPTIONS

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933617 IN IP6 5555:: eee:fff:aaa:bbb
s=-

c=IN IP6 5555::eee:fff:aaa:bbb
t=0 0

m=message 3402 TCP/MSRP *

a=accept-types:text/plain text/html message/cpim

a=path:msrp://[5555::eee:fff:aaa:bbb]:3402/s234167;tcp

a=max-size:65536
SDP
The SDP contains the set of offered content types supported by CUA#2 and desired by the user at CUA#2 for this session in the accept-types attribute and indicates the maximum size message that can be received by CUA#2 in the max-size attribute.

10.
200 (OK) response (P-CSCF#1 to CUA#1) – see example in table A.3.2-10

P-CSCF#1 forwards the 200 (OK) response to the originating CUA.

Table A.3.2-10: 200 (OK) response (P-CSCF#1 to CUA#1)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:pcscf2.visited2.net;lr>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

P-Asserted-Identity:

Privacy:

From: 

To: 

Call-ID: 

CSeq: 

Require:

Contact: 

Allow:  

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

a=

a=

a=
11.
ACK request (CUA#1 to P-CSCF#1) – see example in table A.3.2-11


The CUA responds to the 200 (OK) response with an ACK request sent to the P-CSCF#1.

Table A.3.2-11: ACK request (CUA#1 to P-CSCF#1)

ACK sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>, <sip:scscf2.home2.net;lr>, <sip:pcscf2.visited2.net;lr>
From: <sip:user1_public1@home1.net>;tag=171828
To: <sip:user2_public1@home2.net>;tag=314159
Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 ACK

Content-Length: 0

12.
Reserve IP-CAN bearer for media

The originating CUA reserves an IP-CAN bearer for the message session media component.

13.
ACK request (P-CSCF#2 to CUA#2) – see example in table A.3.2-13.

P-CSCF#2 forwards the ACK request to the terminating CUA.

Table A.3.2-13: ACK request (P-CSCF#2 to CUA#2)

ACK sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 66

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 

14.
Establishment of the MSRP session


The CUAs will establish the MSRP session as described in subclause A.3 of 3GPP TS 24.247 [10].

15. Media exchange in PS domain
The CUAs will transfer media over the PS domain.
16.
CS call establishment

Editor’s note: This bullet will be expanded ito a CS call flow.

A.4
Signalling flows demonstrating CSI session setup when a CS call is already established

Editor’s note:
Flow to be provided.

A.5
Signalling flows demonstrating UE capability exchange outside a CS call

A.5.1
Introduction

This subclause provides signalling flows for UE capability exchange outside a CS call.

A.5.2
UE capability exchange

Figure A.5.2-1 shows the UE capability exchange using OPTIONS.

Editor’s note: The flow has to be updated with information about the personal ME identifier.
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Figure A.5.2-1: UE capability exchange before any CS call is established

The details of the signalling flows are as follows: 

1.
OPTIONS request (CUA#1 to P-CSCF#1) - see example in table A.5.2-1



The originating CUA wants to know the capabilities of the terminating UE, preferably a UE that supports cs-voice and cs-video, or one or the other.

Table A.5.2-1: OPTIONS request (CUA#1 to P-CSCF#1)

OPTIONS tel:+12125552222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <tel:+1-212-555-1111>
P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+12125552222>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 OPTIONS

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;opaque=urn:imei:26053179311383;comp=sigcomp>

Accept-Contact: *,+g.3gpp.cs-voice,+g.3gpp.cs-video;explicit

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, OPTIONS

Accept: application/sdp 

Content-Length: 0

2.
 OPTIONS request (S-CSCF#1 to I-CSCF#2) - see example in table A.5.1-2

S-CSCF#1 forwards the OPTIONS request to the I-CSCF#2, after mapping the tel URI  to a SIP-URI. 

Table A.5.2-2: OPTIONS request (S-CSCF#1 to I-CSCF#2)

OPTIONS sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: 

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Contact: 
Accept-Contact: 
Allow: 

Accept: 
Content-Length: 0

3.
Routing decision based on caller preferences and callee capabilities

The S-CSCF for CUA#2 uses caller preferences (information from the Accept-Contact header) and callee capabilities (information stored in the Registrar from the REGISTER Contact header) information to decide how to route the OPTIONS request.

4.
OPTIONS request (P-CSCF#2 to CUA#2) – see example in table A.5.2-4

P-CSCF#2 forwards the OPTIONS request to the terminating CUA.
Table A.5.2-4: OPTIONS request (P-CSCF#2 to CUA#2)

OPTIONS sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 65

Record-Route: <sip:pcscf2.visited2.net:5088;lr;comp=sigcomp>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

P-Asserted-Identity: 
Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Contact: 
Accept-Contact: 
Allow: 

Accept: application/sdp 

Content-Length: 0
P-Called-Party-ID:

5.
Save CUA#1’s address, prepare 200 OK response
The terminating CUA caches any address related information it learns about CUA#1 from the OPTIONS request, such as its SIP URI. The terminating CUA adds feature parameters to the Contact header field in the OPTIONS response indicating its capabilities. The feature parameters that were included in the registration generated by the terminating CUA are used in the OPTIONS response.  

6.  200 (OK) response (CUA#2 to P-CSCF#2) – see example in table A.5.2-6
The terminating CUA sends a 200 (OK) response for the OPTIONS request containing the terminating CUA’s capabilities. This information is declared both in the feature tags listed in the Contact header and in the SDP. In this example, CUA#2 declares capability for cs-voice, but not cs-video, and it declares support for MSRP, RTP video (H.263) and RTP audio (AMR).

Table A.5.2-6: 200 (OK) response (CUA#2 to P-CSCF#2)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:pcscf2.visited2.net:5088;lr;comp=sigcomp>>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

Privacy: none

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:user2_public1@home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 OPTIONS

Contact: <sip:[5555::eee:fff:aaa:bbb]:8805;opaque=urn:imei:31053813617932;comp=sigcomp>;+g.3gpp.cs-voice

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE, OPTIONS

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933617 IN IP6 5555:: eee:fff:aaa:bbb
s=-

c=IN IP6 5555::eee:fff:aaa:bbb
t=0 0

m=message 0 TCP/MSRP *

a=accept-types:text/plain text/html message/cpim image/jpeg image/gif video/3gpp

a=max-size:65536

m=video 0 RTP/AVP 96

a=rtpmap:96 H263-2000/90000

m=audio 0 RTP/AVP 97

a=rtpmap:97 AMR/8000

SDP
The SDP contains:

· The set of offered content types supported by UE#2 and desired by the user at UE#2 for an MSRP session in the accept-types attribute and indicates the maximum size message that can be received by UE#2 in the max-size attribute (no dynamically allocated attributes are included, for example, the a=path line is not there);

· The supported video codec and relevant parameters (but no dynamically allocated parameters);

· The supported audio codec and relevant parameters (but no dynamically allocated parameters).

No ports are declared since UE capabilities are just being listed.

7.
200 (OK) response (P-CSCF#1 to CUA#1) – see example in table A.5.2-7

P-CSCF#1 forwards the 200 (OK) response to the originating CUA.

Table A.5.2-7: 200 (OK) response (P-CSCF#1 to CUA#1)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:pcscf2.visited2.net;lr>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

P-Asserted-Identity:

Privacy:

From: 

To: 

Call-ID: 

CSeq: 

Require:

Contact: 

Allow:  

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=

a=

a=

m=

a=

m=

a=
8. Cache information on CUA#2’s capabilities
Since no CS call is ongoing, cache the information obtained on CUA#2’s capabilities for later use within a CS call. 
9. OPTIONS request and response (CUA#2 to CUA#1)
Same as steps 1 to 8 above, but originated from CUA#2.

10. CS call establishment
Editor’s note: This bullet will be expanded ito a CS call flow.

A.6
Signalling flows demonstrating UE capability exchange when a CS call is already in progress

A.6.1
Introduction

This subclause provides signalling flows for UE capability exchange when a CS call is already established.

A.6.2
UE capability exchange

Figure A.6.2-1 shows the UE capability exchange using OPTIONS when a CS call is already in progress between CUA#1 and CUA#2.

Editor’s note: The flow has to be updated with information about the personal ME identifier.
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Figure A.6.2-1: UE capability exchange using OPTIONS after a CS call is established

Only the details of the signalling flows are described that are different from the flows where UE capability exchange happens before a CS call is established (see subclause A.5). 

1. CS call establishment
Either UE has initiated the setup of a CS call between CUA#1 and CUA#2, as described in 3GPP TS 24.008 [4].

2. OPTIONS request (CUA#1 to P-CSCF#1) - see example in table A.4.2-1

When the CS call is already established, then the OPTIONS request is built using the tel URI  that is the same as the connected number received in the Connect Message from the already established CS call.

3. to 5. OPTIONS request (CUA#1 to CUA#2)
Same as steps for OPTIONS when no CS call is established, see subclause A.5 steps 2. to 4.

6. Cache information on CUA#2’s capabilities and display capabilities available during this CS call
Since a CS call is ongoing, use the information in the OPTIONS response to indicate to the user which capabilities are available during this CS call. Also, cache the information obtained on CUA#2’s capabilities for later use.

7. to 8. OPTIONS response (CUA#2 to CUA#1)
Same as steps for OPTIONS when no CS call is established, see subclause A.5 steps 5. to 7.

9. Cache information on UE#1’s capabilities and display capabilities available during this CS call
Since a CS call is ongoing, use the information in the OPTIONS response to indicate to the user which capabilities are available during this CS call. Also, cache the information obtained on UE#1’s capabilities for later use.

10. OPTIONS request and response (CUA#2 to CUA#1)
Same as steps 2. to 9. above, but originated from CUA#2.
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