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	1 
	Opening

Wednesday

at 09.00
	
	Opening & welcome 
	
	
	

	
	
	
	
	
	
	Reminder to Individual Members and the persons making the technical proposals about their obligations under their respective Organizational Partners IPR Policy:

I draw your attention to your obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP

	
	
	
	
	
	
	

	2


	Agenda & Reports

Wednesday
	
	
	
	
	

	
	
	C1-051214
	Agenda
	CT1 chairman
	
	

	
	
	
	
	
	
	

	3


	Input Liaison statements

Wednesday
	
	
	
	
	The meeting is limited to treatment of  incoming LSs related to the agenda items BFI, CSI and VCC.

	
	
	C1-051246
	LS on Overlap Support
	TISPAN
	
	Forwarded to CT1 #40 (CT1 – TISPAN WG3 joint meeting)

During TISPAN#8 Meeting, WG3 received the Liaison from CT1 regarding Overlap Support and the relating answer from SA2. WG3 appreciates the discussion on Overlap signalling within CT1 to progress this issue.

SA2 expressed in their CT1 LS reply that the inter-working of overlap signalling should be done in the MGCF (i:e: only en block signalling is used within the IMS), and they were concerned that TISPAN was only looking into a single use-case.

However, TISPAN WG3 would like to continue investigating alongside with 3GPP whether complementary solutions where the MGFC does not terminate the overlap can be achieved.

WG3 is looking forwards to future discussions on this issue at the next joint meeting.

	
	
	C1-051247
	LS on handling ETSI specific ISUP features and TISPAN supplementary services in TS 29.163.
	CT3
	
	Noted.

CC to CT1

In a joint meeting with TISPAN working group 3, contributions aimed for TS 29.163 on  “Interworking between the IMS and circuit switched networks” were discussed. Some contributions proposed to cover the Interworking of some ETSI specific ISUP features including the ETSI ISUP ACR supplementary service, as well as the TISPAN simulation services. All these services are described in ETSI specifications and reference to these specifications would be required to describe the Interworking in TS 29.163.

Furthermore, the scope of TS 29.163 is currently restricted to ITU-T ISUP and BICC.

The discussed options to handle these issues include the following:

· Do not include any ETSI specific features in TS 29.163. The features would then be included by TISPAN in the endorsement of TS 29.163.

· Include ETSI specific features in TS 29.163, and identify with NOTES that they are applicable for ETSI ISUP and/or TISPAN.

CT3 also requests clarifications if the TISPAN simulation supplementary services will be made part of the 3GPP IMS, e.g. by endorsement or reference.

	
	
	C1-051248
	Reply LS on handling ETSI specific ISUP features and TISPAN supplementary services in TS 29.163.
	CT
	
	Noted.

CC to CT1

CT plenary thanks CT3 for the LS CP-050392 seeking plenary guidance whether ETSI specifications should be referenced by CT3 in 29.163. CT plenary had a discussion on the question posed to the plenary and concluded that CT3 should go ahead and accommodate the interworking between the IMS and Circuit Switched networks by expanding the scope of TS 29.163. To promote a unified IMS in the industry, CT3 is encouraged to provide the interworking capabilities requested by TISPAN by way of referencing to the required ETSI specifications for ETSI specific ISUP features including ACR and TISPAN simulation services.

	
	
	C1-051249
	LS on support for RFC 3312 in IMS
	SA2
	
	Is it sufficient to mark the LS as Noted?

SA2 thanks CT1 and ETSI TISPAN WG2 for their liaisons statements “LS on Short IMS Session Setup” and “Pre-conditions in TISPAN” respectively. SA2 would like to take the opportunity to answer both liaison statements at the same time as they are related to each other.

CT1 requested actions:
1. CT1 requested SA2 to confirm the CT1 interpretation of the SA2 objectives for the introduced “inactive” flows.

SA2 response:

One of the main objectives for introducing the alternative flows that do not make use of the pre-condition mechanism in 23.228 was to allow applications that make use of IMS and especially OMA PoC, to be IMS compliant as PoC does not require nor make use of preconditions. Especially, introducing such flows should avoid any Rel-6 UAS or CSCF to reject an INVITE request due to the fact that it is lacking the indication of support for preconditions, unless specified as required by the application.

When introducing the inactive flows SA2 did discuss whether to “Allow originating side resource reservation at same time INVITE is sent”, but the general understanding was that if SBLP was applied to the APN used for IMS, it would not be possible to modify the resources and include an authorization token if it was not done for the initial reserved resources.

A new work item has been proposed in SA2 that includes studying enhancements of IMS session setup when real-time critical applications like Multimedia telephony is used. Indeed, how to shorten IMS session setup, including the possibility to setup resources at the same time INVITE is sent, will be included in such a study.

2. to study the attached alternative session establishment flows and consider to revise the inactive-flag based session establishment flows in section 5.7a of TS 23.228 in accordance with the attached document. As an alternative CT1 would see the possibility that SA2 documentation reflects only the requirements instead of the detailed flows

SA2 response:

SA2 thinks that the proposed flows provide an improvement, and encourages CT1 to proceed with these flows, taking SA2 comments into account, and to inform SA2 of the outcome of further investigations regarding this topic. At this point SA2 did not find any reason to change 23.228, i.e. if any changes are needed those will be addressed at future meetings.

ETSI TISPAN WG2 requested actions:
TISPAN WG2 asks whether the “The implementation of pre-conditions shall be mandated on the SIP interface towards terminals, while keeping the usage as optional” or whether the “implementation of pre-conditions shall not be mandated on the SIP interface towards terminals”

SA2 response:

SA2 is of the opinion that it should be recommended (“should”) to implement the pre-conditions mechanism (as per RFC 3312) by all UAs on the SIP interface towards terminals and the terminals themselves. In addition, no entity should require the preconditions mechanism to be “supported” nor “required” in any SIP request, unless explicitly specified for the application.

SA2 kindly asks CT1 to take SA2 answers to CT1 and TISPAN WG2 liaisons into account when continuing the stage 3 work. Also, CT1 is kindly asked to provide further guidance to TISPAN WG2 on the precondition matters, if needed.

	
	
	C1-051250
	LS on Query about Overlap support
	SA2
	
	Forwarded to CT1 #40 (CT1 – TISPAN WG3 joint meeting)

SA2 would like to thank CT1 on their kind liaison on the issue of “Support of Overlap” informing that CT1 is receiving requests for the support of overlap signalling.

In response to the question of whether there are architectural considerations regarding the proposals for the support of overlap, SA2 feels that architectural guidance was provided when this topic was discussed in SA2#47 (and again in the joint TISPAN-3GPP meeting). This guidance indicates that the interworking for overlap signalling was to be provided at the border between the IMS system and the CS domain, i.e. in the MGCF.  SA2 did not have sufficient details of the solution to understand whether there were additional architectural aspects in the proposal that required architectural consideration.

SA2 is also concerned to hear that the discussion does not take into account the full requirement but only one case of the interworking of overlap.

	
	
	C1-051251
	Reply LS on TLS security requirements when incorporating draft-ietf-sip-history-info
	SA3
	
	Noted.

SA3’s understanding of the text quoted in your LS (subclause 3.2 of draft-ietf-sip-history-info-06.txt) is that it was written in the context of RFC3261 which requires that proxies implement TLS. Therefore, it seems there was no reason in that context to consider the use of IPSec. Furthermore, security requirements and threat models in this draft assumes the open IP network, such as the internet (which is, of course, not the case in 3GPP)

The appropriate handling of a request with History-Info in the case that TLS is not available seems to have been addressed in section 5 and point 4) of the draft, which addresses "Application Considerations", which states:

4) The security associated with the History-Info header requires the use of TLS. In the case of TLS not being available for a connection over which a request is being forwarded, the History-Info header may be removed from a request. The impact of lack of having the information depends upon the nature of the specific application (e.g. is the information something that appears on a display or is it processed by automata which could have negative impacts on the subsequent processing of a request?). It is suggested that the impact of an intermediary not supporting the security recommendations should be evaluated by the application to ensure that the impacts have been sufficiently addressed by the application.
SA3 believes that adequate security protections are provided by the IMS domain for carrying History-Info header in SIP messages by the IMS Access domain security specification (TS 33.203) and the Network Domain Security for IP services or NDS/IP (TS 33.210). Furthermore, subclause 5.4 of TS 33.203 (“SIP Privacy- handling when interworking with non-IMS Networks”) specifies how to handle SIP privacy information when interworking with proxies in non-IMS networks. Also, subclause 6.5 of TS 33.203 (“CSCF interoperating with proxy located in a non-IMS network”) specifies how TLS can be used when an IMS CSCF needs to interwork with proxy/CSCF located in foreign network. These security principles also needs to be followed when interacting with Application Servers and other network elements that may be involved in handling SIP Privacy headers such as History-Info.

Although the security protections outlined above are suffient for the problem in question, SA3 also wants to inform CT1 that as part of the Rel-7 IMS Security work item in SA3 (called “IMS Security Extensions”), TLS is being considered as one of the two candidate solutions for IMS access security that is short-listed for further consideration in SA3.
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	Work organisation

Friday
	
	
	
	
	

	4.1 
	Work plan
	
	

	
	
	
	TSG-CT plenary and WG meeting dates for 2005:

	
	
	
	Date
	Meeting
	Venue
	Host

	
	
	
	14 – 18 Feb 2005
	CN 1-3-4 (#37)
	Australia
	

	
	
	
	9 - 11 Mar 2005   
	CN plenary #27
	Tokyo, Japan
	

	
	
	
	25 – 29 Apr 2005
	CT 1-3-4-6 (#38)
	Cancun, Mexico
	

	
	
	
	1 – 3 Jun 2005
	CT plenary #28
	Quebec, Canada
	

	
	
	
	12 – 14 Jul 2005, the meeting should have the mandate to make changes to 24.229 24.819 (and 23.228 in SA2 area) 
	CT1, CT3, SA2, TISPAN joint session on NGN
	Sophia Antipolis, France
	ETSI

	
	
	
	29 Aug – 2 Sep 2005
	CT 1-3-4-5 (#39)
	London, UK
	

	
	
	
	21 – 23 Sep 2005
	CT plenary #29
	Tallinn, Estonia
	

	
	
	
	11 - 12 Oct 2005
	SA1 & CT1 Ad-Hoc on NW-selection
	Cannes, France
	

	
	
	
	12 – 14 Oct 2005
	CT1 (#39 bis)
	Cannes, France
	

	
	
	
	31 Oct - 4 Nov 2005
	CT 1-3-4 (#40) including TISPAN WG3 joint meeting
	Berlin, Germany
	

	
	
	
	30 Nov – 2 Dec 2005
	CT plenary #30
	Malta
	

	
	
	
	8 Dec 2005
	IOT meeting (CT, RAN, SA)
	Malta
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	5
	Release 7

work items
	
	
	
	
	

	5.1
	Protocol impact from providing IMS services via fixed broadband
Wednesday
	
	
	
	
	IMS changes due to TISPAN NGN requirements

	
	
	C1-051229
	Protocol impact from providing IMS services via fixed broadband
	Siemens
	TR
	Latest version of the FBI TR

	
	
	C1-051226
	Inserting of I-CSCF and IMS-ALG/IBCF in the session route path
	LM Ericsson
	24.819
	

	
	
	C1-051227
	P-CSCF routing impacts due to new IMS-ALG/IBCF functionality
	LM Ericsson
	24.819
	

	
	
	C1-051228
	S-CSCF routing impacts due to new IMS-ALG/IBCF functionality
	LM Ericsson
	24.819
	

	
	
	C1-051230
	FBI WID Open Issues List
	Siemens
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	5.2 
	CSI

Thursday 
	
	
	
	
	Combining CS and IMS services

	
	
	C1-051242
	TR 24.879 v0.1.1, Combining CS calls and IMS sessions; Stage-3
	Vodafone
	TR
	Latest version of the CSI TR

	
	
	C1-051215
	Use of User Agent Header to transport Personal ME identifier
	LM Ericsson
	24.879
	

	
	
	C1-051216
	Revision of subclause 4 of TR 24879
	LM Ericsson
	24.879
	

	
	
	C1-051217
	IM session set up
	LM Ericsson
	24.879
	

	
	
	C1-051218
	CC call set up
	LM Ericsson
	24.879
	

	
	
	C1-051219
	Update of AS subclause
	LM Ericsson
	24.879
	

	
	
	C1-051220
	Deletion of section “interaction with supplementary services” 
	LM Ericsson
	24.879
	

	
	
	C1-051221
	UE capability exchange 
	LM Ericsson
	24.879
	

	
	
	C1-051222
	Call flows: UE capability exchange (no CS call)
	LM Ericsson
	24.879
	3rd signalling flow

	
	
	C1-051223
	Call flows: UE capability exchange (CS call established)
	LM Ericsson
	24.879
	4th signalling flow

	
	
	C1-051224
	Call flows: IM session set up (no cs call)
	LM Ericsson
	24.879
	1st signalling flow

	
	
	C1-051225
	Call flows: IM session set up (cs call established)
	LM Ericsson
	24.879
	2nd signalling flow

	
	
	C1-051231
	24.879 – Exchange of UE Capability Exchange Correction
	Siemens
	
	

	
	
	C1-051232
	24. .879 – Correction Registration Procedure
	Siemens
	
	

	
	
	C1-051233
	24.879 – Media feature tag definition
	Siemens
	
	

	
	
	C1-051235
	IMS Core Network for the operation of CSI
	Samsung
	
	

	
	
	C1-051236
	Radio Capability Exchange for IMS Services and CS Bearer
	Vodafone
	24.879
	

	
	
	C1-051237
	Syntax of Personal ME Identifier for Combinational Services
	Vodafone
	24.879
	

	
	
	C1-051238
	Procedure for Exchanging the Personal ME Identifier for Combinational Services
	Vodafone
	24.879
	

	
	
	C1-051239
	Using the Personal ME Identifier to Trigger Capability Exchange
	Vodafone
	24.879
	

	
	
	C1-051240
	Interaction Between CLIP, CLIR, COLP, COLR and Combining IMS and CS Bearer
	Vodafone
	24.879
	

	
	
	C1-051241
	Revision of WID for Stage 3 Specification of Combining CS and IMS services & Capability Detection and Exchange mechanism
	Vodafone
	WID
	Revised version of the CSI-WID

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	5.3
	VCC

Friday
	
	
	
	
	Voice Call Continuity

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	6
	Output Liaison Statements

Thursday - Friday 
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7
	Late and misplaced documents

Friday
	
	Late documents and documents which were submitted with erroneous or incomplete information 
	
	
	Prioritisation of documents within this category will be done during the meeting.

	
	
	C1-051234
	Dynamic Capability Exchange for Handover
	Samsung
	
	

	
	
	C1-051243
	Personal ME Identifier for Combinational Services
	Vodafone, Huawei
	24.879
	Withdrawn

	
	
	C1-051244
	Procedure for Exchanging the Personal ME Identifier for Combinational Services
	Vodafone, Huawei
	24.879
	Withdrawn

	
	
	C1-051245
	Cases for Exchanging the Personal ME Identifier for Combinational Services
	Vodafone, Huawei
	24.879
	Withdrawn

	
	
	C1-051252
	A review of stage 2 material on VCC
	Lucent Technologies / Keith Drage
	
	

	
	
	C1-051253
	Specification framework for VCC
	Lucent Technologies / Keith Drage
	
	

	
	
	C1-051254
	Roles for VCC
	Lucent Technologies / Keith Drage
	
	

	
	
	C1-051255
	GSTN access type of the P-Access-Network-Info
	Orange
	24.229
	

	
	
	C1-051256
	Addition in TR 24.819 of NAT traversal scenario
	Orange
	24.819
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	A.O.B.


	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	 
	
	
	

	9
	Closing

Friday 

by 16:00 at the very latest
	
	Did you mark your attendance to this meeting in attendees list?
	
	
	Any meeting document which is not mentioned in this report or with no recorded decision shall be interpreted as "reserved", i.e. not defined and shall be ignored if received
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