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Abstract

This Discussion Paper deals with the need for ISUP-SIP interworking between the Location Number parameter (ISUP) and the P-Access-Network-Info header (SIP).
1) Purpose and codes of the Location number parameter

The functionality of the Location Number parameter is introduced in ITU-T Q.762 as follows:

"3.49
location number: Information sent to identify the geographical area (e.g. region, 

country, city, etc.) of the origin of a call. It is primarily intended to provide services for mobile originated calls."

In PSTN/PLMN networks, this parameter is often used to convey crude geographic location information when the calling party number isn't part of a geographic range of number such as the E.164 numbering plan. For example, this parameter is widely used by mobiles.

IN Services platforms have access to this information via the INAP LocationNumber parameter. In a number of European countries, a common use case for this parameter is the provision of location dependent IN services. For example, this parameter is used for:

· regulatory services (e.g. French ambulance service),    

· phone directory enquiry services,

· company call centres. 

The format of the Location number is specified in ITU-T Q.763 as follows:

	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	O/E
	Nature of address indicator

	2
	INN
	Numbering plan indicator
	Address presentation restricted indicator
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	Filler (if necessary)
	nth address signal


Figure 30/Q.763 – Location number parameter field

The following codes are used in the subfields of the location number parameter field:

a)
Odd/even indicator (O/E): as for 3.9 a).

b)
Nature of address indicator

	0 0 0 0 0 0 0
	Spare

	0 0 0 0 0 0 1
	reserved for subscriber number (national use)

	0 0 0 0 0 1 0
	reserved for unknown (national use)

	0 0 0 0 0 1 1
	national (significant) number (national use)

	0 0 0 0 1 0 0
	international number
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	reserved for national use

	1 1 1 1 1 1 1
	Spare


c)
Internal Network Number indicator (INN)

	0
	routing to internal number allowed

	1
	routing to internal number not allowed


d)
Numbering plan indicator

	0 0 0
	Spare

	0 0 1
	ISDN (telephony) numbering plan (ITU-T Recommendation E.164)

	0 1 0
	Spare

	0 1 1
	Data numbering plan (ITU-T Recommendation X.121) (national use)

	1 0 0
	Telex numbering plan (ITU-T Recommendation F.69) (national use)

	1 0 1
	private numbering plan

	1 1 0
	reserved for national use

	1 1 1
	Spare


e)
Address presentation restricted indicator

	0 0
	presentation allowed

	0 1
	presentation restricted

	1 0
	address not available (national use)

	1 1
	Spare


NOTE – When the address presentation restricted indicator indicates address not available, the subfields in items a), b), c) and d) are coded with 0's, and the screening indicator is set to 11 (network provided).

f)
Screening indicator

	0 0
	Reserved

	0 1
	user provided, verified and passed

	1 0
	Reserved

	1 1
	network provided


g)
Address signals: as for 3.26 h).

h)
Filler: as for 3.9 f).

2) Purpose and structure of the P-access-network-info header

The P-Access-Network-Info header is defined in RFC3455:

"[…]  SIP User Agents may use this header to relay information about the access technology to proxies that are providing services.  In other cases, the SIP server that provides the user with services may simply wish to know crude location information in order to provide certain services to the user.  For example, many of the location based services available in wireless networks today require the home network to know the identity of the cell the user is being served by.  Some regulatory requirements exist mandating that for cellular radio systems, the identity of the cell where an emergency call is established is made available to the emergency authorities. […]"

The P-Access-Network-Information header as currently defined by RFC3455 carries two types of information:

· a definition of the type of access network in use (e.g. xDSL, GPRS…),

· crude geographic location (e.g; MCC, MNC and cell identity of the mobile for GPRS).

Both of these types of information are of use for services such as previously mentioned. In IMS, the P-Access-network-info header is sent to originating AS for such purposes.

3) The need for interworking the Location number parameter

In the process of migrating their PSTN/PLMN equipment, operators face the problem of being able to keep their services in one place (i.e. in the PSTN domain or in the IMS domain) while enabling both legacy and migrated subscriber to access the same service platform.

At least two approaches exist for migrating IN services:

· operators may choose to migrate their SSP (service switching point) but not their SCP (service control point). In this scenario, the AS is of type IM-SSF interfaces with the existing SCP.

· operators may choose to migrate their SCP pure SIP AS.

PSTN/PLMN subscribers should be able to benefit from the service offered by IMS in the same manner any other IMS subscriber. A side effect of this is that legacy PSTN/PLMN subscribers will become virtual IMS subscribers from the perspective of the services provided by the IMS and hence the PSTN/PLMN can be viewed as one particular type of access technology from the IMS perspective. 

Consequently, the information conveyed by the Location Information parameter which is of use to services migrated from the PSTN/PLMN should be interworked appropriately in SIP at MGCF level and sent to trusted AS.

NOTE:     In past CT1 meetings, it has been argued that the P-Access-Network-Info header shouldn't be sent to the terminating side of the call since there was no appropriate SIP privacy mechanism that would prevent this header to be sent to non-trusted end points.  
We believe that SIP procedures defined in RFC3455 already allow for proxies to remove this header before sending it to an untrusted device such as a UE or an untrusted AS. 

"A proxy that provides services to the user, the proxy typically located in the home network, and therefore trusted, MUST delete the header when the SIP signalling is forwarded to a SIP server located in a non-trusted administrative network domain"
Alternatively, procedures could be added to the AS providing the OIP simulation service logic.

4) Proposal
Orange / France Télécom propose the following:

· At MGCF level, ISUP Location Information is interworked with P-Access-Network-Info header provided the IMS peer entity is trusted. The "access-type" field of the P-Access-Network-info should be set to "PSTN/PLMN",

· S-CSCF should forward this header to an AS in the trusted domain on the terminating side.
If the above principles are agreed by CT3 and CT1 (a similar Discussion Paper would also need to be presented at to CT1), Orange and France Télécom would be happy to provide the appropriate CRs to 3GPP specifications (TS.29.163, TS.24.229).
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