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ABSTRACT

This contribution discusses some issues related to how an I-CSCF currently inserts itself in the route path, and how the current possible solutions/assumptions to solve that can be used when the IMS-ALG/IBCF functionality is added to IMS.

INTRODUCTION

Chapter 5.3.3 (I-CSCF REGISTER  procedures) says:

“Upon receiving an incoming REGISTER request for which topology hiding has to be applied and which includes a Path header, the I-CSCF(THIG) shall add the routeable SIP URI of an I-CSCF(THIG) to the top of the Path header. The I-CSCF(THIG) may include in the inserted SIP URI an indicator that identifies the direction of subsequent requests received by the I-CSCF i.e., from the S-CSCF towards the P-CSCF, to identify the mobile-terminating case. The I-CSCF(THIG) may encode this indicator in different ways, such as, e.g., a unique parameter in the URI, a character string in the username part of the URI, or a dedicated port number in the URI.”

Chapter 5.4.1.2.2 (S-CSCF REGISTER procedures) says:

“10)
create a 200 (OK) response for the REGISTER request, including:

a)
the list of received Path headers;

b)
a P-Associated-URI header containing the list of public user identities that are associated to the public user identity under registration. The first URI in the list of public user identities supplied by the HSS to the S-CSCF will indicate the default public user identity to be used by the S-CSCF. The public user identity indicated as the default public user identity must be an already registered public user identity. The S-CSCF shall place the default public user identity as a first entry in the list of URIs present in the P-Associated-URI header. The default public user identity will be used by the P-CSCF in conjunction with the procedures for the P-Asserted-Identity header, as described in subclause 5.2.6.3. The S-CSCF shall not add a barred public user identity to the list of URIs in the P-Associated-URI header;

c)
a Service-Route header containing:

-
the SIP URI identifying the S-CSCF containing an indication that requests routed via the service route (i.e. from the P-CSCF to the S-CSCF) are treated as for the mobile-originating case. This indication may e.g. be in a URI parameter, a character string in the user part of the URI or be a port number in the URI; and,

-
if network topology hiding is required a SIP URI identifying an I-CSCF(THIG) as the topmost entry;”
ISSUES

There are a number of issues with the existing text.

First, the text does not say HOW the S-CSCF knows that THIG is enabled. Neither does it say from where the S-CSCF will get the I-CSCF URI to insert in the topmost entry of the Service-Route header (note that the URI inserted by the I-CSCF in the Path header is meant to be used for requests sent from the S-CSCF towards the I-CSCF, and may not be usable for requests sent from the UE towards the I-CSCF). For R5 and R6, one can assume that the S-CSCF can retrieve the information whether THIG is enabled, and the URI of the I-CSCF, from configuration.

Second, it has been agreed that the TISPAN IBCF functionality will be added to the IMS-ALG for R7. For roaming cases, the REGISTER request may traverse multiple IMS-ALG/IBCF- and I-CSCF entities. For example, one IMS-ALG/IBCF may be used both as an exit point from one domain, and another as an entry point to another domain, and between the entry point IMS-ALG/IBCF and the S-CSCF there may also be an I-CSCF. Some, or all, of these entities may want to insert themselves in the route path.

For requests in the S-CSCF-to-UE direction, the entities can insert themselves in the route path by adding a Path header instance with an URI pointing to themselves, as currently defined for the I-CSCF.

It cannot, however, be assumed that the S-CSCF knows the URIs of all IMS-ALG/IBCF- and I-CSCF entities to be inserted in the path (in roaming cases some entities are not even in the same domain as the S-CSCF), in order to add Service-Route entities for all entities to the REGISTER response.

NOTE: For fixed access, it cannot be assumed that an UE will always connect to a P-CSCF in the home network, why IMS level roaming is required for such terminals.

SOLUTION

A way to solve the issues is by defining that the I-CSCF- and IMS/ALG entities, that want to be in the route path, insert a Service-Route header instance, with a URI pointing to themselves, in the REGISTER 200 response. Now, the S-CSCF does not need to know whether how many entities shall be inserted in the path, and what the URI of the entities are.

There will be no impacts on the UE and P-CSCF, since they don’t know whether the Service-Route entities have been inserted

RFC3608 does not forbid proxies from adding a Service-Route header to a REGISTER response. Chapter 6.2 of the RFC does, however, list some issues related to proxies adding Service-Route headers. We do not, however, believe that those issues are applicable to IMS scenarios.

PROPOSAL

We propose that the solution presented in the contribution is adopted. If adopted, the author is willing to contribute the appropriate CRs.

