Page 1



3GPP TSG-CT1 Meeting #39
Tdoc C1-051154
London, UK, 29 August-2 September 2005
	CR-Form-v7.1

	CHANGE REQUEST

	

	(

	TR 24.819
	CR
	CRNum
	(

rev
	2
	(

Current version:
	0.3.0
	(


	

	For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	Addition in TR 24.819 of NAT traversal scenario

	
	

	Source:
(

	France Telecom, Orange, Ericsson

	
	

	Work item code:
(

	FBI
	
	Date: (

	01/09/05

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	Release 7

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Ph2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)



	
	

	Reason for change:
(

	During the TISPAN- 3GPP CT1 joint meeting, a CR on "P-CSCF impacts in support for NA(P)T/NA(P)T-PT and hosted NAT" co-signed by France Telecom, Ericsson and Orange was presented against TS 24.229. However, it has been decided to introduce these changes in TR 24.819.
Furthermore, a CR against TS 23.228 taking into account the "hosted NAT" scenario described by TISPAN has been agreed during the TISPAN – 3GPP SA2 joint meeting.
Consequently, stage 3 procedures for the support of hosted NAT should be added in TR 24.819. 

 

	
	

	Summary of change:
(

	This CR adds a new clause in TR 24.819: subclause 5.9 "Additional procedures in support for hosted NAT". 
This clause describes the P-CSCF handling for the hosted NAT scenario.

	 
	

	Consequences if 
(

not approved:
	3GPP IMS specifications do not fufill the needs of fixed IMS deployments.

	
	

	Clauses affected:
(

	Adding of a new clause 5.9.

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


How to create CRs using this form:

Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm.  Below is a brief summary:

1)
Fill out the above form. The symbols above marked (
 contain pop-up help information about the field that they are closest to.

2)
Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word "revision marks"  feature (also known as "track changes") when making the changes. All 3GPP specifications can be downloaded from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest version, look for the directory name with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3)
With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of the clause containing the first piece of changed text.  Delete those parts of the specification which are not relevant to the change request.

*** BEGINNING OF MODIFICATIONS ***
5.9
Additional procedures in support for hosted NAT

Editor's note: It is intended that material from this clause will add in a normative annex of TS 24.229.
NOTE: this subclause describes the mechanism for support of the hosted NAT scenario. This does not preclude other mechanisms but they are out of the scope of the specification.
5.9.1
Scope

This annex describes the P-CSCF procedures in support of hosted NAT. In this scenario, both the media flows and the SIP signalling both traverse a NA(P)T device located in the customer premises domain. The term "hosted NAT" is used to address this function. More details can found in TS.182.006 [xx]

The P-CSCF can, by comparing the address information in the top-most SIP Via header of a SIP REGISTER request, received from the UE, with the IP level address information from where the request was received, determine whether to perform the hosted NAT procedures for the user identified by the REGISTER request. The P-CSCF will use the hosted NAT procedure only when the address information do not match. If the top-most Via header contains a domain name the P-CSCF shall perform the appropriate DNS procedures in order to retrieve the address information to be used for the comparison.

Editor's Note: The security solution currently specified for Release 6 by 3GPP for access to IMS does not allow SIP-unaware NAT devices to be inserted in the signalling path. Hence, if scenarios with SIP-unaware NAT devices in the signalling path are to be supported in Release 1, alternative IMS access security mechanisms are needed.

5.9.2
P-CSCF usage of SIP

5.9.2.1
Introduction

This clause describes the SIP procedures for supporting hosted NAT scenarios.

5.9.2.2
Registration

The procedures described in clause 5.2.2 apply with the additional procedures described in the present clause.

When the P-CSCF receives a REGISTER request from the UE, the P-CSCF shall add the "received" and "rport" parameters to the Via header set to the source IP address and port of the packet header in accordance with the procedure defined in RFC 3261 [26] and RFC 3581 [56A]. Furthermore, the P-CSCF performs the following actions on the Contact header depending on its content:

· if the Contact header contains a contact address in the form of an IP address (NOTE), the P-CSCF shall save this IP address for the duration of the registration and replace it by the source IP address of the packet containing the REGISTER request before forwarding the message; 

· if the Contact header contains more than one contact addresses in the form of an IP address, the P-CSCF shall apply the above procedure to one of those contact addresses (i.e. by chosing the one with the hightest qvalue parameter) and delete any other contact addresses containing an IP address. 
Editor's note: Need to indicate what happens when two with same qvalue 
NOTE: When the host parameter in the Contact address is in the form of a FQDN, the P-CSCF has to ensure that the given FQDN will resolve (e.g., by reverse DNS lookup) to the IP address and port pointing towards the hosted NAT and bound to this UE.

When the P-CSCF received a response to the above request, if the Contact header contains a contact address in the form of an IP address, the P-CSCF shall replace this IP address by the saved IP address contained in the REGISTER request before forwarding the associated response to the UE. 

5.9.2.3
General treatment for all dialogs and standalone transactions excluding the REGISTER method 

5.9.2.3.1
Introduction

The procedures described in subclause 5.2.6 apply with the additional procedures described in subclause 5.9.2.3.

5.9.2.3.2
Request initiated by the UE

When the P-CSCF receives an initial request for a dialog or a request for a standalone transaction, the P-CSCF shall add the "received" and "rport" parameters to the Via header set to the source IP address and port in the packet header as defined in RFC 3261 [26] and RFC 3581 [56A]. Furthermore, if the contact address in the Contact header is in the form of an IP address, the P-CSCF shall save this IP address for the duration of the dialog or standalone transaction and replace it by the source IP address of the packet containing the REGISTER request.

When the P-CSCF received a response to the above request, if the Contact header contains a contact address in the form of an IP address, the P-CSCF shall replace this IP address by the saved IP address contained as per the previous paragraph.

5.9.2.3.3
Request terminated by the UE

When the P-CSCF receives a response to an initial request for a dialog or a request for a standalone transaction, if the contact address in the Contact header is in the form of an IP address, the P-CSCF shall save this IP address for the duration of the dialog or standalone transaction and replace it by the source IP address of the packet containing the REGISTER request.

5.9.3
P-CSCF usage of SDP

5.9.3.1
Introduction

Subclause 5.9.3 describes the SDP related procedures performed by the P-CSCF in support of hosted NAT.

5.9.3.2
Receipt of an SDP offer

When the P-CSCF receives an SDP offer during session establishment, if this offer comes from a UE located behind a hosted NAT, the P-CSCF shall modify the SDP offer by replacing the IP address(es) and port number previously set in the SDP offer by the IP address(es) and port number(s) received  from the IMS Access Gateway over the Iq interface.
5.9.3.3
Receipt of an SDP answer

When the P-CSCF receives any SDP answer to an SDP offer described in subclause 5.9.3.2, if this answer comes from a UE located behind a hosted NAT, the P-CSCF shall modify the SDP answer by replacing the IP address(es) and port number previously set in the SDP answer by the IP address(es) and port number(s) received from the IMS Access Gateway over the Iq interface. 

5.9.3.4
Change of media connection data
After the session is established, it is possible for both ends of the session to change the media connection data for the session. When the P-CSCF receives a SDP offer/answer coming from a UE located behind a hosted NAT with port number(s) or IP address(es) included, there are three different possibilities:

-
IP address(es) or/and port number(s) have been added. In this case, the P-CSCF shall apply the procedures as described in subclause 5.9.3.2 and 5.9.3.3 as appropriate for those additionnal IP address(es) or/and port number(s);

-
IP address(es) and port number(s) have been reassigned to the end points. In this case, the P-CSCF shall apply the procedures as described in subclause 5.9.3.2 and 5.9.3.3 as appropriate for those reassigned IP address(es) and port number(s);

-
no change has been made to the IP address(es) and port number(s). The P-CSCF shall apply procedures described in subclause 5.9.3.2 using the previously stored IP address(es) and port number(s).
*** END OF MODIFICATIONS ***
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