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INTRODUCTION
This contribution addresses the support of the Negative Acknowledgement (NACK) mechanism for SigComp in the IMS. The SigComp NACK mechanism is described in RFC 4077. 

DISCUSSION 
Part of SigComp as described in RFC 3320 is a mechanism by which the sending endpoint can request state creation and storage at the receiving endpoint, for retrieval and reference by subsequent messages. RFC 3320 states that the sending endpoint must be sure that the state exists at the receiving endpoint. SigComp also defines a means by which the sending endpoint can request acknowledgement that the message (including the state creation request) was received.  However, receipt of the acknowledgement still does not guarantee that the state is present for reasons that include: 
· The acknowledgement can be returned whether or not creation of an individual piece of state succeeds.

· Client restart (e.g. due to battery failure) may lead to a situation where the server believes that the client has state that was actually lost during client restart.

· If the server does not store state persistently then server failover may lead to the client believing state exists at the server when in fact the state has been lost.

SigComp does not provide a mechanism by which the receiving endpoint can inform the sending endpoint that there is a problem. In particular, there is no way for a SigComp endpoint to send a SigComp message unless it has been told to do so by the application. Consequently, it is difficult and/or time consuming for recovery to take place. There are other reasons for message failure (e.g. output overflow, UDVM cycles exhausted), but a problem is most likely to be due to loss of synchronization about the state that exists at each endpoint. 
The NACK mechanism addresses this issue by providing a means for the receiving endpoint to send a message to say that there has been a problem. The sending endpoint can make adjustments according to the information in the NACK message before the original message is retransmitted.  This allows rapid and efficient recovery from error situations.

Based on the assumption that the NACK mechanism is known to be present at both sides it offers the following benefits: 
· Optimistic state approach: When it is known that NACK is available, the sending endpoint can assume that state creation succeeds and the state is present without having to wait for an acknowledgement, relying on the fact that a NACK will be received if there is a problem. In most cases the state will be there and only rarely will a NACK (and the round trip time cost of recovery) be required.  The ability to assume state creations succeed means that state can be referenced immediately.  This is particularly useful in the case of two messages being sent in the same direction without a return message in the opposite direction between them – the second message can refer to the first, which can improve the compression ratio.
· Optimistic bytecode approach: the likelihood is quite high that when a terminal registers, there will already be another terminal using the same bytecode registered with the server, and therefore, the likelihood of the bytecode state already being present at the server, is also quite high.  The NACK mechanism enables the server to inform the UE when state is not present.  So with the NACK mechanism in use, the UE can assume that the bytecode is at the server (relying on the fact it will be told if this is not the case) and not upload the bytecode, thereby reducing the number of bytes to be sent.
· There is no need for persistent storage of state information in the server or replication of state information amongst a cluster of servers as NACK provides simple recovery mechanism. 
The above listed benefits can only be realized when both endpoints support the NACK mechanism, e.g. a Rel-7 UE communicates with a Rel-7 P-CSCF. Obviously the NACK mechanism is not available in Rel-5 or Rel-6 UE’s or P-CSCF’s. Hence, there must be a way to discover for endpoints to discover whether or not the NACK mechanism is present at the remote endpoint. RFC4077 states that a SigComp endpoint that supports NACK must set its version to 0x02.  The version of SigComp in use at a given endpoint can be advertised by the endpoint itself or queried (through the bytecode) by the remote endpoint.  Therefore, it is possible for an endpoint to discover whether or not NACK is supported by the remote endpoint.  
The following tables give an overview of the possible benefits a Rel-7 P-CSCF or a Rel-7 UE.
Table 1: Benefits for a Rel-7 P-CSCF (NACK support mandatory)
	Optimisation
	Comments/benefits

	Persistent storage
	
Reduced persistent storage memory requirements.  (Though some would still be needed for pre Rel-7 UEs.)

	Optimistic Bytecode
	Reduce the number of bytes sent between the UE and the P-CSCF, thereby reducing transmission latency. 

	Optimistic State creation at Server
	Allowing reference to state without waiting for an acknowledgement can improve the compression ratio, thereby reducing the number of bytes sent between endpoints, thereby reducing transmission latency.  This optimisation can work in either direction. 


Table 2: Benefits for a Rel-7 UE (NACK support mandatory)
	Optimisation
	Comments/benefits

	Persistent storage
	NACK support at the UE allows the persistent storage optimisation to be used at the P-CSCF.

	Optimistic Bytecode
	Reduce the number of bytes sent between the UE and the P-CSCF, thereby reducing transmission latency. 


	Optimistic State creation at terminal
	Allowing reference to state without waiting for an acknowledgement can improve the compression ratio, thereby reducing the number of bytes sent between endpoints, thereby reducing transmission latency.  This optimisation can work in either direction. 


PROPOSAL 
In order to improve the compression ratio by allowing optimism about the state present and to reduce the memory needed for persistent storage at the P-CSCF it is proposed that the NACK mechanism for SigComp as of RFC4077 shall be required in the P-CSCF and in the UE in Rel-7. A corresponding CR is available in C1-050xxx. 

