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1. Overall Description:

CT3 would like to thank ETSI TISPAN and T-Mobile for providing information regarding some of the TISPAN NGN supplementary services including suggested changes to TS 29.163 in support of these services.  CT3 would like to provide specific comments and to ask specific questions regarding the three T-Mobile CRs to TS 29.163 on support of certain TISPAN NGN supplementary services.  

CT1 has primary responsibility for the work item on IMS services via fixed broadband, and has begun work on TR 24.819, Protocol impact from providing IMS services via fixed broadband.  CT3 kindly requests that TISPAN and supporting companies present to CT3 future requested changes to IMS interworking procedures towards CS networks in support of TISPAN NGN supplementary services in the form of CRs to clause 8 of TR 24.819. 

Regarding C3-050421 on the addition of interworking of TISPAN Reason header, CT3 has the following comments and questions:

· There seems to be a potential for fraudulent behaviour by a UE generating a Reason header towards an MGCF.  Does TISPAN share this concern?  Does TISPAN have any suggestions on how to ensure that an MGCF only interworks authorized Reason headers?  Which entities in the IMS architecture have a role in providing this authorization/policing function?  It seems likely that the potential for fraud will also apply to other SIP extensions developed by TISPAN for other supplementary services.  Has TISPAN considered the potential need for a more general security architecture to assure that supplementary services data is properly secured?

· Why is it required to fill the component value with text?

· Is it meaningful to indicate a cause value for internal error in the network to a user?  More generally, since it seems that some reason codes are not appropriate for a UE, which reason code values should be “passed” to a UE?  Which reason code values, if any, should be trusted when coming from a UE?

Regarding C3-050372 on the addition of interworking of TISPAN ACR simulation service, CT3 has the following comments and questions:

· For various reasons, the originating side in an IMS session may not play out an audible ACR indication in early media from an I-MGCF.  How does this impact the provision of the ACR service?

· For similar reasons, an O-MGCF may not be able to play out an audible ACR indication in early media from IMS.  In addition, early media could not come directly from a terminating UE, so a special application server would be required to provide audible ACR indication.  Has TISPAN considered the use of the SIP Alert-Info header as an alternative way of providing audible ACR indication without requiring full support of early media?

· ACM with ACR indication is not mapped to 183 response by TS 29.163, and neither is a 183 response of any kind mapped to an ACM.  When mapping an ACM with ACR indication to a 183 response, is the intent to “piggyback” the ACR indication onto a 183 response in a typical IMS call flow or to add a new 183 response message to the flow?

Regarding C3-050302 on the addition of interworking of TISPAN CDIV simulation service, CT3 has the following comments and questions:

· Is there ever a case when information in a History header should not be passed to a UE during the normal course of establishing a SIP session with a UE?

· The proposed text for TS 29.163 does not include any reference to the sending or receiving of a SIP 302 redirection response message at an MGCF.  What role, if any, does the 302 response have with regard to the CDIV service?  Should the 302 response interoperate with the CDIV service and which IMS entities are involved?  

C3-050372 on the TISPAN ACR simulation service was not seen as technically stable enough for TR 29.819.  CT3 has agreed to CR C3-050421 against TR 29.819 on the TISPAN Reason header.  C3-050302 was noted with limited discussion, pending receipt of a version agreed by TISPAN.

2. Actions:

To ETSI TISPAN.

ACTION: 
CT3 asks ETSI TISPAN to consider the comments expressed in this liaison and to also provide responses to the questions above in time for the next CT3 meeting CT3_37.  

3. Date of Next CT3 Meetings:

CT3_37
29th August - 2nd September 2005
London

