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1. Introduction

Currently in TS 32.200 section 7.1.3.2 about identification of Operators for charging it is stated:

"The IOI is composed of one pair of originating IOI and terminating IOI."
"The IOI concept can be used for inter operator accounting identification purposes."
"It shall be possible to apply the IOI concept on a peer to peer basis between operators."
Since last SA5#42bis meeting, S5-054552 CR was approved for R6  including the concept of IOI for roaming scenario and IOI exchange with service/content provider in addition to the IOI between two home network operators. In TS 32.240 section 5.3.4.3, it is stated:

-
Three types of IOI shall be defined: 


- Type 1 IOI: between the home network operator and a visited network operator for an end user in roaming situation (case when the P-CSCF is located in a visited network); 


- Type 2 IOI: between the network operator which holds the subscription of the originating end user and the network operator which holds the subscription of the terminating end user. In case of redirection, Type 2 IOI can be used between network operators which hold a subscription of the terminating end user, i.e. between the terminating party's network operator from which the session is redirected to the terminating party's network operator to which the session is redirected.


- Type 3 IOI: between the home network operator and a service provider; 

-
For Type 1 IOI, the P-CSCF in the VPLMN is responsible for generating the originating IOI and the S-CSCF in the home network is responsible for generating the terminating IOI;

-
For Type 2 IOI, the S-CSCF in the originating party's home network or the originating MGCF is responsible for generating the originating IOI and the S-CSCF in the terminating party's home network or the terminating MGCFis responsible for generating the terminating IOI. In case of redirection by the S-CSCF, the S-CSCF-in the terminating party's network operator from which the session is redirected- is responsible for generating the originating IOI and the S-CSCF in the terminating party's network operator or the terminating MGCF- to which the session is redirected- is responsible for generating the terminating IOI.

-
For Type 3 IOI, when forwarding a request to an AS, the S-CSCF in the home network is responsible for generating the originating IOI and the AS contacted by this S-CSCF is responsible for generating the terminating IOI. For a Type 3 IOI, when an AS initiates a request, the AS is responsible for generating the originating IOI and the S-CSCF or I-CSCF contacted by this AS is responsible for generating the terminating IOI.
The objective of this document is to discuss the IOI definition in coherence with TS 32.240 and to specify the exchanges of IOIs for Type 1 and Type 3 IOIs taking into account the impacts on Type 2 IOI if any.

2. Discussion and Proposal for IOI definition

IOI definition in TS 24.229 should be aligned with TS 32.240 definition introducing Type 1 and Type 3 IOIs (see CR S5-054552).

As specified in TS 32.225 table 5.4, it is possible to insert several values of Inter-operator-identifier in Accounting requests.

As specified at IETF RFC 3455, P-Charging-Vector header may contain several instances of charge-params which include orig-ioi and term-ioi. The value both for orig-ioi and term-ioi is a gen-value which may be a token, a host or a quoted-string according to RFC 3261 about SIP.
gen-value      =  token / host / quoted-string

With the introduction of three types of IOIs, it should be possible to recognize the Type of IOI which is used for each (orig-ioi, term-ioi) couple. For that purpose, it is proposed to specify the gen-value with the introduction of a prefix to determine the type of IOI being Type 1, Type 2 or Type 3.
3. Proposal for Type 1 IOI

Type 1 IOI is exchanged between the P-CSCF and S-CSCF when the UE and P-CSCF are located in a visited network. Type 1 IOI value is only dependant on the location of the P-CSCF for the registered user. For that reason, it may be proposed to exchange the IOIs values between the P-CSCF and S-CSCF during the registration procedure since it is the first IMS procedure after the P-CSCF discovery.

Advantage of this solution is to exchange Type 1 IOI within a single SIP signalling exchange and not at each type of IMS procedure, e.g. session establishment, session modification, session ending etc…

It is assumed that only one pair (orig-ioi, term-ioi) is necessary per UE. Since it may be considered that the IOI values are linked with the UE/contact address, the IOI values should be deleted when the public identity linked to this contact address is being deregistered.
IOI exchange and storage
The IOI exchange may be represented as follows during the registration:

1. The P-CSCF in the visited network inserts an orig-ioi in the P-Charging-Vector header of the REGISTER request. 

2. The S-CSCF retrieves the orig-ioi from the P-Charging-Vector of the REGISTER request. The S-CSCF stores its value if the value of orig-ioi is not already stored for the same UE, i.e. same contact address (e.g. due to a registration of another public identity which is still registered). The S-CSCF does not use this value when interacting with ASs since this value does not identify the network from which the S-CSCF sends the third party REGISTER request.

3. The S-CSCF in the home network inserts a term-ioi in the P-Charging-Vector header of the 2xx response to the REGISTER request.

4. The P-CSCF retrieves the term-ioi from the P-Charging-Vector of the 2xx response of REGISTER request. The P-CSCF stores its value if the value of term-ioi is not already stored for the same UE (e.g. due to a registration of another public identity which is still registered). The P-Charging-Vector header is deleted by the P-CSCF before forwarding the response to the UE.
· 
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IOI removal 
The stored IOI values should be deleted during the UE deregistration whatever the UE deregisters by itself or is deregistered by the network.

During the deregistration with current procedure at the P-CSCF, the registration information are deleted at the P-CSCF on receipt of 2xx response to REGISTER if the de-registration is initiated by the UE (section 5.2.5.1) and on receipt of NOTIFY request if the deregistration is initiated by the network (section 5.2.5.2). 


It is proposed to remove IOI values at the same time.

During the deregistration with current procedure at the S-CSCF, the S-CSCF removes the registration information (sections 5.4.1.4 and 5.4.1.5). 


It is proposed to remove IOI values at the same time.

4. Proposal for Type 3 IOI

Type 3 IOI is exchanged between the S-CSCF and AS when the AS is located in an external network. 

Discussion
Except when the AS initiates a request, interactions between the S-CSCF and AS are dependant on the presence of Filter criteria, i.e. dependant on the characteristics of the request.

orig-ioi should be sent by the S-CSCF to the AS and term-ioi should be sent by the AS to the S-CSCF. The couple (orig-ioi, term-ioi) should be available both at the S-CSCF and AS to be sent in the Accounting requests.
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ASs are contacted by the S-CSCF when initial Filter criteria present at the S-CSCF are applicable to the request. Treatments at the originating side and terminating side of the session are the same for Type 3 IOI but treatments should be different for interactions with Type 2 IOI.

It is necessary to associate IOI values with the characteristics of the request (in particular From, To, Call-ID headers which identify the session) since term-ioi values are not the same for all requests, i.e. are dependant on terminating party for Type 2 IOI and on filter criteria for Type 3 IOI.

Proposal for AS in proxy mode, terminating UA or B2BUA receiving a request

It is proposed to store the IOI values during the SIP signalling exchange e.g. at session establishment (on receipt of INVITE request and response) and to delete the IOI values after sending an Accounting request if configured by the operator.
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Note: This process of IOI exchange and storage is meant for an AS acting as a proxy, but is applicable for a terminating UA or a B2BUA receiving a request.
At originating side:

The S-CSCF inserts the Type 3 orig-ioi in the SIP request only the first time it contacts an AS, it is assumed that the AS does not modify the orig-ioi parameter and that the S-CSCF keeps this parameter when contacting next ASs. The AS stores this value. After the last AS is contacted, the S-CSCF deletes its Type 3 orig-ioi before forwarding the request toward the terminating network and insert a Type 2 IOI toward the terminating S-CSCF (same value, Type 3 IOI is supposed to be exchanged between the S-CSCF and AS only). 

The S-CSCF stores the Type 2 term-ioi value contained in the response received from the terminating network. The AS inserts the Type 3 orig-ioi value and its term-ioi value in the SIP response, only term-ioi is necessary at the S-CSCF. The S-CSCF stores the Type 3 term-ioi value. The S-CSCF deletes the Type 2 and Type 3 IOIs before forwarding the response toward the originating UE (since Type 2 and Type 3 IOIs should not be communicated to the P-CSCF and UE).
At terminating side:

The S-CSCF stores the Type 2 orig-ioi value received from the originating network. The S-CSCF inserts the Type 3 orig-ioi in the SIP request (with no Type 2 IOI since Type 2 IOIs are supposed to be exchanged between S-CSCFs only, i.e. S-CSCF deletes Type 2 orig-ioi) only the first time it contacts an AS, it is assumed that the AS does not modify the orig-ioi parameter and that the S-CSCF keeps this parameter when contacting following ASs. The AS stores this value. After the last AS is contacted, the S-CSCF deletes its Type 3 orig-ioi before forwarding the request toward the terminating UE.

The AS inserts the Type 3 orig-ioi value and its term-ioi value in the SIP response, only term-ioi is necessary at the S-CSCF. The S-CSCF stores the Type 3 term-ioi value. The S-CSCF inserts a Type 2 term-ioi (with no Type 3 IOI, i.e. S-CSCF deletes Type 3 term-ioi) before forwarding the response toward the originating S-CSCF.

Proposal for AS in mode originating UA or B2BUA initiating a request

For an AS in Originating UA mode or B2BUA initiating a request, another process should be used since orig-ioi is meant for the network where the AS is located and term-ioi is meant for the network where the S-CSCF is located. 
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Treatment at the originating side may be as follows:
The AS inserts the Type 3 orig-ioi in the SIP request sent toward the S-CSCF. The S-CSCF stores this value. The S-CSCF deletes the Type 3 orig-ioi (referring to the AS network) before forwarding the request toward the terminating network and inserts a Type 2 IOI toward the terminating S-CSCF. 

The S-CSCF stores the Type 2 term-ioi value contained in the response received from the terminating network. The S-CSCF inserts the Type 3 term-ioi value in the SIP response. The AS stores the Type 3 term-ioi value. 

The AS deletes the Type 3 term-ioi value after sending an Accounting request if configured by the service provider. The S-CSCF deletes Type 2 term-ioi and Type 3 orig-ioi after sending an Accounting request if configured by the operator.

5. Conclusion
Orange proposes the following CRs for R6/R7:

· CR on TS 24.229 to align IOI definition with TS 32.240 and specify the syntax of orig-ioi and term-ioi with a prefix indicating the type of IOI

· CR on TS 24.229 for the exchange, storage, removal of Type 1 IOI values

· CR on TS 24.229 for the exchange storage, removal of Type 3 IOI values and interactions with Type 2 IOI

TS 32.225 v5.8.0

5.1.1
Basic Principles

The offline charging functionality is based on the IMS network nodes reporting accounting information upon reception of various SIP methods or ISUP messages, as most of the accounting relevant information is contained in these messages. This reporting is achieved by sending Diameter Accounting Requests (ACR) [start, interim, stop and event] from the IMS nodes to the CCF and/or ECF.

The Diameter client uses ACR start, interim and stop in procedures related to successful SIP sessions. It uses ACR events for unsuccessful SIP sessions and for session unrelated procedures. Further details are specified in the tables below and in subclause 5.1.2.

It is operator configurable in the nodes for which SIP method or ISUP messages an Accounting Request is sent, with the exception that if accounting information is collected for sessions the ACR [Start] and ACR [Stop] messages are mandatory according to the tables below. Table 5.1 describes all possible ACRs that might be sent from a P‑CSCF, I‑CSCF, S-CSCF, MGCF or BGCF.   A list of node specific ACRs, along with the AVPs to be included are detailed in section 5.1.3.3.

The ACRs to be sent from a MRFC are described in table 5.2.

In the tables below, the terms "configurable" implies that operators may enable or disable the generation of an ACR message by the IMS node in response to a particular "triggering SIP method /ISUP message". However, for those table entries marked with *, the operator can enable or disable the ACR message based on whether or not the SIP (Re) Invite message that is replied to by the "triggering SIP method /ISUP message" carried piggybacked user data.

Table 5.1: Accounting Request messages triggered by SIP Methods or ISUP Messages
for all IMS nodes except for MRFC and AS

	Diameter message
	Triggering SIP Method /ISUP message
	Mandatory/ Configurable

	ACR [Start]
	SIP 200 OK acknowledging an initial SIP INVITE
	Mandatory

	
	ISUP:ANM (applicable for the MGCF)
	Mandatory

	ACR [Interim]
	SIP 200 OK acknowledging a SIP
RE-INVITE or SIP UPDATE [e.g. change in media components]
	Configurable

	
	Expiration of AVP [Acct-Interim-Interval]
	Configurable

	ACR [Stop]
	SIP BYE message (both normal and abnormal session termination cases)
	Mandatory

	
	ISUP:REL (applicable for the MGCF)
	Mandatory

	ACR [Event]
	SIP 200 OK acknowledging non-session related SIP messages, which are:
	

	
	
SIP NOTIFY
	Configurable

	
	
SIP MESSAGE
	Configurable

	
	
SIP REGISTER
	Configurable

	
	
SIP SUBSCRIBE
	Configurable

	
	SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful SIP session set-up
	Configurable *

	
	SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful session-unrelated procedure
	Configurable *

	
	SIP CANCEL, indicating abortion of a SIP session set-up
	Configurable *

	
	I-CSCF completing a Cx Query that was issued in response to a SIP INVITE
	Configurable

	NOTE:
SIP SUBSCRIBE with the field "Expires" set to 0 means unsubscribe. SIP REGISTER with its "Expires" header field or "Expires" parameter equal to 0 means Deregistration [14].


Table 5.2: Accounting Request messages triggered by SIP Methods for the MRFC

	Diameter message
	Trigger
	Mandatory/ Configurable

	ACR [Start]
	SIP 200 OK acknowledging an SIP INVITE for initiating a multimedia ad hoc conferencing session
	Mandatory

	ACR [Interim]
	SIP ACK acknowledging a SIP INVITE to connect an UE to the conferencing session
	Configurable

	
	Expiration of AVP [Acct-Interim-Interval]
	Configurable

	ACR [Stop]
	SIP BYE message
	Mandatory

	
	SIP Final Response with error codes 4xx, 5xx or 6xx indicating termination of an ongoing session
	Mandatory


ASs support all four ACR types (start/interim/stop/event). The use of ACR start, interim and stop (Session Charging) versus ACR event (Event Charging) depends on the services provided by the application server. Example flows for an AS employing Event Charging and an AS using Session Charging are shown in subclause 5.1.2.1.3.

The ability of SIP methods not listed in tables 5.1 and 5.2 to trigger ACRs is for further study.

5.1.3.2.1
Accounting-Request Message

Table 5.4 illustrates the basic structure of a Diameter Accounting-Request message as used for offline charging. The use of the AVPs is specified in subclause 5.1.3.3 per IMS node and ACR type.

Table 5.4: Accounting-Request (ACR) Message Contents for Offline Charging
	Diameter base protocol AVPs

	AVP
	Used in offline ACR

	<Diameter-Header:271,REQ,PXY>
	Yes

	<Session-Id> -- Diameter Session Id
	Yes

	{Origin-Host}
	Yes

	{Origin-Realm}
	Yes

	{Destination-Realm}
	Yes

	{Accounting-Record-Type}
	Yes

	{Accounting-Record-Number}
	Yes

	[Acct-Application-Id]
	No

	[Vendor-Specific-Application-Id]
	Yes

	[User-Name]
	Yes

	[Accounting-Sub-Session-Id]
	No

	[Accounting-RADIUS-Session-Id]
	No

	[Acct-Multi-Session-Id]
	No

	[Acct-Interim-Interval]
	Yes

	[Accounting-Realtime-Required]
	No

	[Origin-State-Id]
	Yes

	[Event-Timestamp]
	Yes

	*[Proxy-Info]
	No

	*[Route-Record]
	No

	*[AVP]
	No

	3GPP Diameter accounting AVPs

	[Event-Type]
	Yes

	[Role-of-node]
	Yes

	[User-Session-ID ]
	Yes

	[Calling-Party-Address]
	Yes

	[Called-Party-Address]
	Yes

	[Time-stamps]
	Yes

	*[Application-Server-Information]
	only for S-CSCF/MRFC

	*[Inter-Operator-Identifier]
	yes

	[IMS-Charging-Identifier]
	yes

	*[SDP-Session-Description]
	yes

	*[SDP-Media-Component]
	yes

	[GGSN-Address]
	Yes

	[Served-Party-IP-Address]
	only for P-CSCF

	[Authorised-QoS]
	only for P-CSCF

	[Server-Capabilities]
	Only for I-CSCF

	[Trunk-Group-ID]
	only for MGCF

	[Bearer-Service]
	only for MGCF

	[Service-ID]
	Only for MRFC

	[Service-Specific-Data]
	Only for AS

	[UUS-Data] 
	Yes

	[Cause]
	Yes


NOTE:
For AVP of type "Grouped" only the group AVP is listed in table 5.4. Detailed descriptions of the AVPs is provided in clause 7.

TS 24.229 v6.7.0

7.2A.5.2.1
General

The syntax of the P-Charging-Vector header field is described in RFC 3455 [52]. There may be additional coding rules for this header depending on the type of IP-CAN, according to access technology specific descriptions.

Table 7.3 describes 3GPP-specific extensions to the P-Charging-Vector header field defined in RFC 3455 [52].

Table 7.3: Syntax of extensions to P-Charging-Vector header

   access-network-charging-info = (gprs-charging-info / i-wlan-charging-info / generic-param)

   gprs-charging-info = ggsn SEMI auth-token [SEMI pdp-info-hierarchy] *(SEMI extension-param)

   ggsn = "ggsn" EQUAL gen-value

   pdp-info-hierarchy = "pdp-info" EQUAL LDQUOT pdp-info *(COMMA pdp-info) RDQUOT

   pdp-info = pdp-item SEMI pdp-sig SEMI gcid [SEMI flow-id]

   pdp-item = "pdp-item" EQUAL DIGIT

   pdp-sig = "pdp-sig" EQUAL ("yes" / "no")
   gcid = "gcid" 1*HEXDIG
   auth-token = "auth-token" EQUAL 1*HEXDIG

   flow-id = "flow-id" EQUAL "(" "{" 1*DIGIT COMMA 1*DIGIT "}" *(COMMA "{" 1*DIGIT COMMA 1*DIGIT "}")")"
   extension-param = token [EQUAL token]

   i-wlan-charging-info = "pdg"
The access-network-charging-info parameter is an instance of generic-param from the current charge-params component of P-Charging-Vector header.

The access-network-charging-info parameter includes alternative definitions for different types access networks. The description of these parameters are given in the subsequent subclauses.

The access network charging information is not included in the P-Charging-Vector for SIP signalling that is not associated with a session,

When the access network charging information is included in the P-Charging-Vector and necessary information is not available from the Go/Gq interface reference points then null or zero values are included

RFC 3455

5.6 P-Charging-Vector header syntax

      The syntax for the P-Charging-Vector header is described as

      follows:

      P-Charging-Vector     = "P-Charging-Vector" HCOLON icid-value

                              *(SEMI charge-params)

      charge-params         = icid-gen-addr / orig-ioi /

                              term-ioi / generic-param

      icid-value            = "icid-value" EQUAL gen-value

      icid-gen-addr         = "icid-generated-at" EQUAL host

      orig-ioi              = "orig-ioi" EQUAL gen-value

      term-ioi              = "term-ioi" EQUAL gen-value

   The P-Charging-Vector contains icid-value mandatory parameter.  The

   icid-value represents the IMS charging ID, and contains an identifier

   used for correlating charging records and events.  The first proxy

   that receives the request generates this value.

   The icid-gen-addr parameter contains the host name or IP address of

   the proxy that generated the icid-value.

   The orig-ioi and term-ioi parameters represent, respectively, the

   originating and terminating interoperator identifiers.  They are used

   to correlate charging records between different operators.  The

   originating ioi represents the network responsible for the charging

   records in the originating part of the session or standalone request.

   Similarly, the terminating ioi represents the network responsible for

   the charging records in the terminating part of the session or

   standalone request.
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S-CSCF  stores Type 3 term-ioi,







AS stores  Type 3 orig-ioi.







In SIP signalling S-CSCF inserts Type 3 orig-ioi without Type 2 orig-ioi.







In SIP signalling, AS inserts Type 3 term-ioi.







S-CSCF  stores Type 3 term-ioi,







In SIP signalling, AS inserts Type 3 term-ioi.
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S-CSCF stores Type 2 orig-ioi,







In SIP signalling, S-CSCF inserts Type 2 orig-ioi without Type 3 orig-ioi.















AS stores Type 3 orig-ioi,







In SIP signalling, S-CSCF inserts Type 3 orig-ioi only once if several ASs are contacted.







In SIP signalling S-CSCF does not use Type 2 orig-ioi and Type 3 orig-ioi.
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S-CSCF deletes Type 2 term-ioi  and  Type 3 term-ioi values.







S-CSCF deletes Type 2 orig-ioi  and  Type 3 term-ioi values.







Originating party







AS deletes  Type 3 orig-ioi value.







S-CSCF stores Type 2 term-ioi value.







Terminating party







In SIP signalling, AS inserts Type 3 term-ioi.







AS stores  Type 3 orig-ioi value.







In SIP signalling S-CSCF inserts Type 3 orig-ioi without Type 2 orig-ioi.







In SIP signalling, AS inserts Type 3 term-ioi (and orig-ioi).







S-CSCF stores Type 3 term-ioi value. In SIP Signalling, S-CSCF does not use Type 2 term-ioi and Type 3 term-ioi.











S-CSCF stores Type 3 term-ioi value. In SIP Signalling, S-CSCF inserts Type 2 term-ioi and does not use Type 3 term-ioi.







Accounting request : Type 1 IOI, type 2 IOI, Type 3 IOI
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Type 1 IOI, type 2 IOI, Type 3 IOI
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S-CSCF stores Type 2 orig-ioi value.







In SIP signalling, S-CSCF inserts Type 2 orig-ioi without Type 3 orig-ioi.







2xx, 4xx, 5xx, 6xx response to INVITE











AS deletes  Type 3 orig-ioi value.







AS stores Type 3 orig-ioi value.







In SIP signalling, S-CSCF inserts Type 3 orig-ioi only once if several ASs are contacted.







In SIP signalling S-CSCF does not use Type 2 orig-ioi and Type 3 orig-ioi.
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S-CSCF deletes Type 2 term-ioi  and  Type 3 orig-ioi values.







S-CSCF deletes Type 2 orig-ioi  and  Type 3 term-ioi values.











AS deletes  Type 3 term-ioi value.







S-CSCF stores Type 2 term-ioi value.







Terminating party







In SIP signalling, AS inserts Type 3 term-ioi.







AS stores  Type 3 orig-ioi value.







In SIP signalling S-CSCF inserts Type 3 orig-ioi without Type 2 orig-ioi.







In SIP signalling, S-CSCF inserts Type 3 term-ioi (and orig-ioi).







AS stores Type 3 term-ioi value. 







S-CSCF stores Type 3 term-ioi value. In SIP Signalling, S-CSCF inserts Type 2 term-ioi and does not use Type 3 term-ioi.







Accounting request : Type 1 IOI, type 2 IOI, Type 3 IOI
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S-CSCF stores Type 2 orig-ioi value.







In SIP signalling, S-CSCF inserts Type 2 orig-ioi without Type 3 orig-ioi.







2xx, 4xx, 5xx, 6xx response to INVITE











AS deletes  Type 3 orig-ioi value.







S-CSCF stores Type 3 orig-ioi value.







In SIP signalling, AS inserts Type 3 orig-ioi.







In SIP signalling S-CSCF does not use Type 2 orig-ioi and Type 3 orig-ioi.
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In 200 OK to REGISTER, inserts term-ioi identifying the home network of the UE
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Stores the term-ioi value







Stores the orig-ioi value 



































In REGISTER request, inserts orig-ioi identifying the visited network where the UE and P-CSCF are located
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