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Introduction

A new normative annex is added specifying xDSL specific issues.
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AMR
Adaptive Multi-Rate

AS
Application Server

BRAS
Broadband Remote Access Server

CLF
Connectivity Session Location Function

CN
Core Network

CSCF
Call Session Control Function

DSL
Digital Subscriber Line

FQDN
Fully Qualified Domain Name

HSS
Home Subscriber Server

HTTP
Hyper Text Transfer Protocol

I-CSCF
Interrogating CSCF

IM
IP Multimedia

IMS
IP Multimedia CN subsystem

IP
Internet Protocol

IP-CAN
IP-Connectivity Access Network

MGCF
Media Gateway Control Function

MRFC
Multimedia Resource Function Controller

MRFP
Multimedia Resource Function Processor

NASS
Network Attachment Subsystem

NGN
Next Generation Network

PVC
Permanent Virtual Circuit

SDP
Session Description Protocol

SBLP
Service Based Local Policy

P-CSCF
Proxy CSCF

PSI
Public Service Identity

S-CSCF
Serving CSCF 

SDP
Session Description Protocol

SIP
Session Initiation Protocol

UE
User Equipment

xDSL
refers to different variations of DSL, such as ADSL, HDSL

------------------- NEXT CHANGE -------------------

5.3A
Interoperability with different IP-CAN
Editor's note: It is intended that material from this clause will be added as subclause 3A to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

The IM CN subsystem can be accessed by UEs resident in different types of IP-CAN. The main body of this document, and annex A, are general to UEs and IM CN subsystems that are accessed using any type of IP-CAN. Requirements that are dependent on the type of IP-CAN are covered in annexes B, X and Y or in separate specifications.
------------------- NEXT CHANGE -------------------

5.4.2
URI and address assignments
Editor's note: It is intended that material from this clause will be added as subclause 4.2 to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

In order for SIP and SDP to operate, the following preconditions apply:

1)
I-CSCFs used in registration are allocated SIP URIs. Other IM CN subsystem entities may be allocated SIP URIs. For example sip:pcscf.home1.net and sip:<impl-specific-info>@pcscf.home1.net are valid SIP URIs. If the user part exists, it is an essential part of the address and shall not be omitted when copying or moving the address. How these addresses are assigned to the logical entities is up to the network operator. For example, a single SIP URI may be assigned to all I-CSCFs, and the load shared between various physical boxes by underlying IP capabilities, or separate SIP URIs may be assigned to each I-CSCF, and the load shared between various physical boxes using DNS SRV capabilities.

2)
All IM CN subsystem entities belonging to 3GPP operators are allocated IPv6 addresses in accordance with the constraints specified in 3GPP TS 23.221 [6] subclause 5.1. Constraint on IP version usage for IM CN subsystem entities belonging to other operators are outside the scope of this specification.

3)
The subscriber is allocated a private user identity by the home network operator, and this is contained within the ISIM application, if present. Where no ISIM application is present but USIM is present, the private user identity is derived (see subclause 5.1.1.1A). This private user identity is available to the SIP application within the UE.

NOTE:
The SIP URIs may be resolved by using any of public DNSs, private DNSs, or peer-to-peer agreements.

4)
The subscriber is allocated one or more public user identities by the home network operator. The public user identity shall take the form of SIP URI as specified in RFC 3261 [26] or tel URI as specified in RFC 3966 [22]. At least one of these is SIP URI and it is contained within the ISIM application, if ISIM application is present. Where no ISIM application is present but USIM is present, the UE derives a temporary public user identity (see subclause 5.1.1.1A). All registered public user identities are available to the SIP application within the UE, after registration.

5)
The public user identities may be shared across multiple UEs. A particular public user identity may be simultaneously registered from multiple UEs that use different private user identities and different contact addresses. When reregistering and deregistering a given public user identity and associated contact address, the UE will use the same private user identity that it has used during the initial registration of the respective public user identity and associated contact address.

6)
For the purpose of access to the IM CN subsystem, UEs are assigned IPv6 prefixes in accordance with the constraints specified in 3GPP TS 23.221 [6] subclause 5.1 (see subclause 9.2.1 for the assignment procedures).

------------------- NEXT CHANGE -------------------

5.7.2A.4
P-Access-Network-Info header

Editor's note: It is intended that material from this clause will be added as subclause 7.2A.4 to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

5.7.2A.4.1
Introduction

Editor's note: It is intended that material from this clause will be added as subclause 7.2A.4.1 to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

The P-Access-Network-Info header is extended to include specific information relating to particular access technologies.

5.7.2A.4.2
Syntax

Editor's note: It is intended that material from this clause will be added as subclause 7.2A.4.2 to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

The syntax of the P-Access-Network-Info header is described in RFC 3455 [52]. There may be additional coding rules for this header depending on the type of IP-CAN, according to access technology specific descriptions.

Table 7.3 describes 3GPP-specific extensions to the P-Charging-Vector header field defined in RFC 3455 [52].

Table 7.2: Syntax of extensions to P-Access-Network-Info header

   access-type            = "IEEE-802.11a" / "IEEE-802.11b" / "3GPP-GERAN" / "3GPP-UTRAN-FDD" / "3GPP-UTRAN-TDD" / "3GPP-CDMA2000" / "ADSL" / "ADSL2" / "ADSL2+" / "RADSL" / "SDSL" / "HDSL" / "HDSL2" / "G.SHDSL" / "VDSL" / "IDSL" / token

   access-info            = cgi-3gpp / utran-cell-id-3gpp / dsl-location / extension-access-info

   extension-access-info  = gen-value

   cgi-3gpp               = "cgi-3gpp" EQUAL (token / quoted-string)

   utran-cell-id-3gpp     = "utran-cell-id-3gpp" EQUAL (token / quoted-string)

   dsl-location           = "dsl-location" EQUAL (token / quoted-string)

5.7.2A.4.3
Additional coding rules for P-Access-Network-Info header

Editor's note: It is intended that material from this clause will be added as subclause 7.2A.4.3 to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

The UE shall populate the P-Access-Network-Info header, where use is specified in subclause 5.1, with the following contents:

1)
the access-type field set to one of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-CDMA2000", "IEEE-802.11a", or "IEEE-802.11b", "ADSL", "ADSL2", "ADSL2+", "RADSL", "SDSL", "HDSL", "HDSL2", "G.SHDSL", "VDSL" or "IDSL" as appropriate to the radio/xDSL access technology in use.

Editor’s note: A P-CSCF generally may support more than one access network type. Where this information is inserted should be considered, because the end UE may not be aware of the access network type. Also it should be clarified what would be a potential application of the access network type information.

Editor’s note: The xDSL related access-type field values are not included in the P-Access-NetworkDynamically provisioned xDSL bearer(s), i.e., activation and modification of xDSL bearer(s), are for further study. Further contributions are needed to get more insight in the proper support of dynamic establishment of PVC connections.

2)
if the access type field is set to "3GPP-GERAN", a cgi-3gpp parameter set to the Cell Global Identity obtained from lower layers of the UE. The Cell Global Identity is a concatenation of MCC, MNC, LAC and CI (as described in 3GPP TS 23.003 [3]). The value of "cgi-3gpp" parameter is therefore coded as a text string as follows:

Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length code of 16 bits using full hexadecimal representation) and CI (fixed length code of 16 bits using a full hexadecimal representation);

3) 
if the access type field is equal to "3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD" or "3GPP-CDMA2000", a "utran-cell-id-3gpp" parameter set to a concatenation of the MCC, MNC, LAC (as described in 3GPP TS 23.003 [3]) and the UMTS Cell Identity (as described in 3GPP TS 25.331 [9A]), obtained from lower layers of the UE, and is coded as a text string as follows:

Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length code of 16 bits using full hexadecimal representation) and UMTS Cell Identity (fixed length code of 28 bits).

4) if the access-type field set to one of "IEEE-802.11a" or "IEEE-WLAN-802.11b" the access info parameter is set to a null value. This release of this specification does not define values for use in this parameter

5)
If the access-type field is set to one of "ADSL", "ADSL2", "ADSL2+", "RADSL", "SDSL", "HDSL", "HDSL2", "G.SHDSL", "VDSL", "IDSL", the access-info field shall contain a dsl-location parameter obtained from the CLF (see NASS functional architecture) and derived from the binding information (IP edge ID, allocated IP address, line ID).
Editor's note: The dsl-location field would need to be structured in a standardized format. This does not necessarily contain Geographic Location Information suitable to locate an emergency situation.

Editor’s note: The structure of the P-Access-Network-Info header should reflect the fact that the information is User Provided or Network Provided.

------------------- NEXT CHANGE -------------------

5.7.2A.5
P-Charging-Vector header

Editor's note: It is intended that material from this clause will be added as subclause 7.2A.5 to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

5.7.2A.5.1
Introduction

Editor's note: It is intended that material from this clause will be added as subclause 7.2A.5.1 to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

The P-Charging-Vector header field is extended to include specific charging correlation information needed for IM CN subsystem functional entities.

5.7.2A.5.2
Syntax

Editor's note: It is intended that material from this clause will be added as subclause 7.2A.5.2 to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

5.7.2A.5.2.1
General

Editor's note: It is intended that material from this clause will be added as subclause 7.2A.5.2.1 to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

The syntax of the P-Charging-Vector header field is described in RFC 3455 [52]. There may be additional coding rules for this header depending on the type of IP-CAN, according to access technology specific descriptions.

Table 7.3 describes 3GPP-specific extensions to the P-Charging-Vector header field defined in RFC 3455 [52].

Table 7.3: Syntax of extensions to P-Charging-Vector header

   access-network-charging-info = (gprs-charging-info / i-wlan-charging-info / xdsl-charging-info / generic-param)

   gprs-charging-info = ggsn SEMI auth-token [SEMI pdp-info-hierarchy] *(SEMI extension-param)

   ggsn = "ggsn" EQUAL gen-value

   pdp-info-hierarchy = "pdp-info" EQUAL LDQUOT pdp-info *(COMMA pdp-info) RDQUOT

   pdp-info = pdp-item SEMI pdp-sig SEMI gcid [SEMI flow-id]

   pdp-item = "pdp-item" EQUAL DIGIT

   pdp-sig = "pdp-sig" EQUAL ("yes" / "no")
   gcid = "gcid" 1*HEXDIG
   auth-token = "auth-token" EQUAL 1*HEXDIG

   flow-id = "flow-id" EQUAL "(" "{" 1*DIGIT COMMA 1*DIGIT "}" *(COMMA "{" 1*DIGIT COMMA 1*DIGIT "}")")"
   extension-param = token [EQUAL token]

   i-wlan-charging-info = "pdg"
   xdsl-charging-info = bras SEMI auth-token [SEMI xDSL-bearer-info] *(SEMI extension-param)

   bras = "bras" EQUAL gen-value

   xDSL-bearer-info = "dsl-bearer-info" EQUAL LDQUOT dsl-bearer-info *(COMMA dsl-bearer-info) RDQUOT

   dsl-bearer-info = dsl-bearer-item SEMI dsl-bearer-sig SEMI dslcid [SEMI flow-id]

   dsl-bearer-item = "dsl-bearer-item" EQUAL DIGIT

   dsl-bearer-sig = "dsl-bearer-sig" EQUAL ("yes" / "no")
   dslcid = "dslcid" 1*HEXDIG
Editor’s note: The xDSL related part of the syntax is FFS.

The access-network-charging-info parameter is an instance of generic-param from the current charge-params component of P-Charging-Vector header.

The access-network-charging-info parameter includes alternative definitions for different types access networks. The description of these parameters are given in the subsequent subclauses.

The access network charging information is not included in the P-Charging-Vector for SIP signalling that is not associated with a session.,

When the access network charging information is included in the P-Charging-Vector and necessary information is not available from the Go/Gq interface reference points then null or zero values are included

------------------- NEXT CHANGE -------------------

5.7.2A.5.2.4
xDSL as IP-CAN

Editor's note: It is intended that material from this clause will be added as subclause 7.2A.5.2.4 to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

Editor’s note: The xDSL specific syntax of P-Charging-Vector header is FFS.

The access-network-charging-info parameter is an instance of generic-param from the current charge-params component of P-Charging-Vector header. The access-network-charging-info parameter includes alternative definitions for different types of access networks. This subclause defines the components of the xDSL instance of the access-network-charging-info.

For xDSL, there are the following components to track: BRAS address (bras parameter), media authorization token (auth-token parameter), and a set of dsl-bearer-info parameters that contains the information for one or more xDSL bearers.

The dsl-bearer-info contains one or more dsl-bearer-item values followed by a collection of parameters (dsl-bearer-sig, dslcid, and flow-id). The value of the dsl-bearer-item is a unique number that identifies each of the dsl-bearer-related charging information within the P-Charging-Vector header. Each dsl-bearer-info has an indicator if it is an IM CN subsystem signalling dsl-bearer (dsl-bearer-sig parameter), an associated DSL Charging Identifier (dslcid parameter), and a identifier (flow-id parameter). The flow-id parameter contains a sequence of curly bracket delimited flow identifier tuples that identify associated m-lines and relative order of port numbers in an m-line within the SDP from the SIP signalling to which the dsl-bearer charging information applies. For a complete description of the semantics of the flow-id parameter see 3GPP TS 29.207 [12] Annex C.

The format of the dslcid parameter is identical to that of ggsn parameter. On receipt of this header, a node receiving a dslcid shall decode from hexadecimal into binary format.

For a dedicated dsl-bearer for SIP signalling, i.e. no media stream requested for a session, then there is no authorisation activity or information exchange over the Go and Gq interfaces. Since there are no dslcid, media authorization token or flow identifiers in this case, the dslcid and media authorization token are set to zero and no flow identifier parameters are constructed by the PDF.
------------------- NEXT CHANGE -------------------

5.9.2.2
Handling of the IP-CAN

Editor's note: It is intended that material from this clause will be added as subclause 9.2.2 to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

The UE shall ensure that appropriate resources are available for the media flow(s) on the IP-CAN(s) related to a SIP-session. The means to ensure this is dependant on the characteristics for each IP-CAN, and is described separately for each IP-CAN in question.

GPRS is described in annex B. xDSL is described in annex Y.

------------------- NEXT CHANGE -------------------

5.A
Profiles of IETF RFCs for 3GPP usage
Editor’s note: Access network specific capabilities currently not considered.

---  Rest of the Annex is not shown  ---
------------------- NEXT CHANGE -------------------

5.Y
IP-Connectivity Access Network specific concepts when using xDSL to access IM CN subsystem
Editor's note: It is intended that material from this clause will be added as annex Y to TS 24.229.

Editor's note: References in this clause are made according to the numbering of references in TS 24.229.

5.Y.1
Scope

The present annex defines IP-CAN specific requirements for a call control protocol for use in the IP Multimedia (IM) Core Network (CN) subsystem based on the Session Initiation Protocol (SIP), and the associated Session Description Protocol (SDP), where the IP-CAN is xDSL. 

5.Y.2
xDSL aspects when connected to the IM CN subsystem

5.Y.2.1
Introduction

A UE accessing the IM CN subsystem, and the IM CN subsystem itself, utilise the services provided by the xDSL access network to provide packet-mode communication between the UE and the IM CN subsystem.

Requirements for the UE on the use of these packet-mode services are specified in this clause. Example rRequirements for the BRAS in support of this communication are specified in DSL Forum TR-092 [80].

Editor’s note: Additional requirements pertaining to the support of Ethernet regional access type are FFS.

From the UEs perspective, it is assumed that one or more IP-CAN bearer(s) are provided, in the form of connection(s) managed by the DSL modem supporting the UE.

In the first instance, it is assumed that the IP-CAN bearer(s) is (are) statically provisioned between the UE and the BRAS according to the user’s subscription.

Editor’s note: Further contributions are needed to get more insight in the proper support of dynamic establishment of connections.

It is out of the scope of the current Release to specify whether a single IP-CAN bearer is used to convey both signalling and media flows, or whether several PVC connections bearer are used to isolate various types of IP flows (signalling flows, conversational media, non conversational media…).

The end-to-end characteristics of the xDSL IP-CAN bearer depend on the type of regional access network, and on network configuration. The description of the network PVC termination (e.g., located in the DSLAM, in the BRAS…) is out of the scope of this annex.

5.Y.2.2
Procedures at the UE

5.Y.2.2.1
P-CSCF discovery

5.Y.2.2.1.1
P-CSCF discovery

Prior to communication with the IM CN subsystem, the UE shall perform a Network Attachment procedure using DHCP mode or PPP mode. When using xDSL, both IPv4 and IPv6 UEs may access the IM CN subsystem. The UE shallmay request a DNS Server IPv4 address(es) via RFC 2132 [20F] or a DNS Server IPv6 address(es) via RFC 3315 [40].

5.Y.2.2.1.2
Procedure at the UE when using IPv4

The UE may acquires a P-CSCF address(es) by using Dynamic Host Configuration Protocol (DHCP) RFC 2132 [20F], and the DHCPv4 options for SIP servers RFC 3361 [35A].

In case several P-CSCF addresses are provided to the UE, the selection of P-CSCF address shall be performed according to the resolution of host name as indicated in RFC 3261 [26]. If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the UE is implementation specific.

5.Y.2.2.1.3
Procedure at the UE when using IPv6

The UE may acquires a P-CSCF address(es) by using Dynamic Host Configuration Protocol for IPv6 (DHCPv6) RFC 3315 [40], the DHCPv6 options for SIP servers RFC 3319 [41]. 

In case several P-CSCF addresses are provided to the UE, the selection of P-CSCF address shall be performed according to the resolution of host name as indicated in RFC 3261 [26]. If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the UE is implementation specific.

5.Y.2.2.2
xDSL bearer provisioning

5.Y.2.2.2.1
Statically provisioned xDSL bearer(s)

xDSL bearer(s) is (are) statically provisioned in the current Release.

Editor’s note: Dynamically provisioned xDSL bearer(s), i.e., activation and modification of xDSL bearer(s), are for further study. Further contributions are needed to get more insight in the proper support of dynamic establishment of PVC connections.

5.Y.2.2.3
xDSL bearer(s) for media

5.Y.2.2.3.1
General requirements

The UE can establish media streams that belong to different SIP sessions on the same xDSL bearer.

5.Y.2.2.3.2
Media grouping

If the UE receives indication within the SDP according to RFC 3524 [54] that media stream(s) belong to group(s), and if several xDSL bearers are available to the UE for the session, the media stream(s) may be sent on separate xDSL bearers according to the indication of grouping. The UE may freely group media streams to xDSL bearers in case no indication of grouping is received from the P-CSCF.

If the UE receives media grouping attributes in accordance with RFC 3524[54] that it cannot provide within the available xDSL bearer(s), then the UE shall handle such SDP offers in accordance with RFC 3388[53].

5.Y.2.2.3.3
Media authorization

The UE can receive a media authorization token in the P-Media-Authorization header from the P-CSCF according to RFC 3313 [31]. If a media authorization token is received in the P-Media-Authorization header when a SIP session is initiated, the UE shall reuse the existing xDSL bearer(s) and ignore the media authorization token.

Editor’s note: Activation and modification of xDSL bearer(s) are for further study.

5.Y.2.2.3.4
Special requirements applying to forked responses

Since the UE is unable to perform bearer modification, forked responses place no special requirements on the UE. 
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