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ABSTRACT

This document discusses the issue when a S-CSCF compares a Request-URI, received in an INVITE request, with a value it has previously stored.

DISCUSSION

In chapter 5.4.3.3 of TS 24.229 (v.6.6.0) the S-CSCF behaviour, when a request terminated at the served user is received. In 4) a function checking the received Request-URI is described.

Currently, TS 24.229 only says that the S-CSCF checks if the received Request-URI equals the previously stored Request-URI, without specifying what “equals” really means. 

The following text is copied from TS 24.229 (v.6.6.0):

“4)
if there is a original dialog identifier present in the topmost Route header of the incoming request check whether the Request-URI equals to the saved value of the Request-URI. If there is no match, then:

a)
if the request is an INVITE request, save the Contact, CSeq and Record-Route header field values received in the request such that the S-CSCF is able to release the session if needed; and

b)
forward the request based on the topmost Route header and skip the following steps.

If there is a match, then check whether the initial request matches the next unexecuted initial filter criteria in the priority order and apply the filter criteria on the SIP method as described in 3GPP TS 23.218 [5] subclause 6.5. If there is a match, then insert the AS URI to be contacted into the Route header as the topmost entry followed by its own URI populated as specified in the subclause 5.4.3.4;”
The assumption will naturally be that the URI comparison rules defined in RFC3261 shall be used to determine if the Request-URIs are equal.

The question this document asks if the RFC mechanism for URI comparison really is suitable for the specific function?

For example, are there scenarios where the value of the transport parameter could change? In that case, do we want the comparison to fail?

We want to discuss the possibility to choose a specific set of Request-URI parts (for example, the user-part and host-part in the case of a SIP-URI) to be used for the comparison.

 It must, of course, be verified that specifying a set of data, leaving other parts out, will not trigger undesired behaviour in the S-CSCF.

The following text is copied from RFC3261:

19.1.4 URI Comparison

   Some operations in this specification require determining whether two

   SIP or SIPS URIs are equivalent.  In this specification, registrars

   need to compare bindings in Contact URIs in REGISTER requests (see

   Section 10.3.).  SIP and SIPS URIs are compared for equality

   according to the following rules:

      o  A SIP and SIPS URI are never equivalent.

      o  Comparison of the userinfo of SIP and SIPS URIs is case-

         sensitive.  This includes userinfo containing passwords or

         formatted as telephone-subscribers.  Comparison of all other

         components of the URI is case-insensitive unless explicitly

         defined otherwise.

      o  The ordering of parameters and header fields is not significant

         in comparing SIP and SIPS URIs.

      o  Characters other than those in the "reserved" set (see RFC 2396

         [5]) are equivalent to their ""%" HEX HEX" encoding.

      o  An IP address that is the result of a DNS lookup of a host name

         does not match that host name.

      o  For two URIs to be equal, the user, password, host, and port

         components must match.

         A URI omitting the user component will not match a URI that

         includes one.  A URI omitting the password component will not

         match a URI that includes one.

         A URI omitting any component with a default value will not

         match a URI explicitly containing that component with its

         default value.  For instance, a URI omitting the optional port

         component will not match a URI explicitly declaring port 5060.

         The same is true for the transport-parameter, ttl-parameter,

         user-parameter, and method components.

            Defining sip:user@host to not be equivalent to

            sip:user@host:5060 is a change from RFC 2543.  When deriving

            addresses from URIs, equivalent addresses are expected from

            equivalent URIs.  The URI sip:user@host:5060 will always

            resolve to port 5060.  The URI sip:user@host may resolve to

            other ports through the DNS SRV mechanisms detailed in [4].

      o  URI uri-parameter components are compared as follows:

         -  Any uri-parameter appearing in both URIs must match.

         -  A user, ttl, or method uri-parameter appearing in only one

            URI never matches, even if it contains the default value.

         -  A URI that includes an maddr parameter will not match a URI

            that contains no maddr parameter.

         -  All other uri-parameters appearing in only one URI are

            ignored when comparing the URIs.

      o  URI header components are never ignored.  Any present header

         component MUST be present in both URIs and match for the URIs

         to match.  The matching rules are defined for each header field

         in Section 20.

   The URIs within each of the following sets are equivalent:

   sip:%61lice@atlanta.com;transport=TCP

   sip:alice@AtLanTa.CoM;Transport=tcp

   sip:carol@chicago.com

   sip:carol@chicago.com;newparam=5

   sip:carol@chicago.com;security=on

   sip:biloxi.com;transport=tcp;method=REGISTER?to=sip:bob%40biloxi.com

   sip:biloxi.com;method=REGISTER;transport=tcp?to=sip:bob%40biloxi.com

   sip:alice@atlanta.com?subject=project%20x&priority=urgent

   sip:alice@atlanta.com?priority=urgent&subject=project%20x

   The URIs within each of the following sets are not equivalent:

   SIP:ALICE@AtLanTa.CoM;Transport=udp             (different usernames)

   sip:alice@AtLanTa.CoM;Transport=UDP

   sip:bob@biloxi.com                   (can resolve to different ports)

   sip:bob@biloxi.com:5060

   sip:bob@biloxi.com              (can resolve to different transports)

   sip:bob@biloxi.com;transport=udp

   sip:bob@biloxi.com     (can resolve to different port and transports)

   sip:bob@biloxi.com:6000;transport=tcp

   sip:carol@chicago.com                    (different header component)

   sip:carol@chicago.com?Subject=next%20meeting

   sip:bob@phone21.boxesbybob.com   (even though that's what

   sip:bob@192.0.2.4                 phone21.boxesbybob.com resolves to)

   Note that equality is not transitive:

      o  sip:carol@chicago.com and sip:carol@chicago.com;security=on are

         equivalent

      o  sip:carol@chicago.com and sip:carol@chicago.com;security=off

         are equivalent

o  sip:carol@chicago.com;security=on and sip:carol@chicago.com;security=off are not equivalent
PROPOSAL

We propose that the Request-URI comparison is described in detail, indicating exactly which parts of the Request-URI shall be identical in order to fulfil a match. Ericsson is willing to write and provide a CR contribution, to propose new text, for the next CT1 meeting.

