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1 Introduction
In the CSI phase 1, WI for Stage 3 Specification of Combining CS and IMS services & Capability Detection and Exchange mechanism has been established. In this WI, the radio capability exchange and the UE capability exchange should be studied. With this discussion paper we are aimed at providing a solution to the UE capability exchange.
2 Discussions
UE capability usually denotes static information which remains unchanged compared with the radio capability information unless the terminal is changed. With this assumption, the UE capability exchange procedure does not need to be performed every time the user initiates a registration procedure or a session initiation procedure. If UE capability exchange procedure is initiated only when the terminal capability information is changed, it will greatly increase the efficiency of terminal capability exchange, thereby avoiding unnecessary resource and bearer establishment.
The effective UE capability exchange procedure mentioned above can be achieved by adding a device identifier in the (SIP) messages for UE capability exchange. The device identifier is an identifier which uniquely identifies a terminal of the user, e.g. the IMEI, MAC.
Two cases are listed below to describe how to use the device identifier in detail.
Case 1:

As the current terminal capability exchange is based on the Public User Identity rather than the terminal itself, in case a Public User Identity is shared by multiple Private User Identities, the terminating UE can not identify to which UE the received capability information is related.  Even though the UE tries somehow to store the multiple sets of capabilities for the same Public User Identity, it will face the problem of deciding whether a CS bearer should be established during the session establishment procedure: because only one of the UE in the set satisfies the CSI requirement, how can we ensure the target device is online and being used by the user to respond to the CSI?
By using the device identifier, the originating UE sends the terminal capability information to its peer side with IMPU and its device identifier. The terminating UE will store the capability information based on the device identifier together with the IMPU. In this way, both sides will store the capability information of each other with both the IMPU and the relative device identifier. During the subsequent service interactions, all the UEs involved should carry the device identifier of itself in the messages, and each UE will recognize by the device identifier which terminal is being used for communication and thus take proper decisions.
Case 2:

In the current implementation of capability exchange, there is no mechanism for one UE to be notified when its peer side changes its terminal, and hence the UE will still use the out-of-dated capability information when establishing a new bearer, which increases the probability of failure. Though you may notify your peer side when changing your terminals, it will be a boring work since you will have to notify everyone in your address book, while at the same time your efforts of notification may be proved unnecessary at all: because you may change again to a new terminal after you notifying your peer side or change back to the old one before you have a call with most of them.
Similarly in the sharing IMPU case, by adding a device identifier in the terminal capability exchange procedure, both the endpoints will store the terminal capability information based on the IMPU and the device identifier. If one user changes his terminal, during the next time he initiates a session with the peer, the peer will know this by matching device identifier locally and decide to initiate a new terminal capability exchange procedure. In such a way, it is ensured that the change of terminal will be known immediately by the peer when establishment of a new bearer is needed.
It can be the same way when the terminal capability is changed due to an external device is attached or detached.

It should be ensured that the memory of terminal be used safely and economically, for example, lifetime can be set for the terminal capability information.

2 Proposals

In the implementation of CSI, add the device identifier as one element in the UE capability exchange procedure.

