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1. Reason for Change
The HTTP procedure for the SEALDD enabled data storage query procedure used the HTTP POST method. However, the HTTP GET method should be used as the operation of that procedure is a “query”.
2. Proposal
[bookmark: OLE_LINK132][bookmark: OLE_LINK133]It is proposed to agree the following changes to 3GPP TS 24.543 v1.1.0.
3. Revision history
-	

[bookmark: OLE_LINK113][bookmark: OLE_LINK3][bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc157509169][bookmark: _Toc154277430]7.2.10.1	SDDM client HTTP procedure
The SDDM-C sends a SEALDD data storage query request when it needs to query stored data in the SDDM-S, the SDDM-C shall send an HTTP GETPOST request message according to procedures specified in IETF RFC 9110 [18]. In the HTTP GETPOST request message, the SDDM-C:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SDDM-S;
b)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [12]; and
c)	shall include an application/vnd.3gpp.seal-data-delivery-info+xml MIME body with an <data-storage-query-req> element in the <data-delivery-info> root element which:
1)	shall include a <data-identifier> element set to the identity of the stored data which is queried.
[bookmark: _Toc157509170]* * * Next Change * * * *
7.2.10.2	SDDM server HTTP procedure
Upon receiving an HTTP GETPOST request containing:
a)	an Accept header field set to "application/vnd.3gpp.seal-data-delivery-info+xml";
b)	a Content-Type header field set to "application/vnd.3gpp.seal-data-delivery-info+xml"; and
c)	an application/vnd.3gpp.seal-data-delivery-info+xml MIME body with a <data-storage-query-req> element included in the <data-delivery-info> root element;
the SDDM-S:
a)	shall determine the identity of the sender of the received HTTP GETPOST request as specified in clause 7.2.1.1; and
1)	if the identity of the sender of the received HTTP GETPOST request is not authorized to request signalling transmission connection establishment, shall respond with a HTTP 403 (Forbidden) response to the HTTP GETPOST request and shall skip rest of the steps;
2)	shall support handling an HTTP GETPOST request from an SDDM-C according to procedures specified in IETF RFC 4825 [11] "GETPOST Handling"; and
b)	shall generate an HTTP 200 (OK) response message to the SDDM-C according to IETF RFC 9110 [18]. In the HTTP 200 (OK) response message, the SDDM-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-data-delivery-info+xml";
2)	shall include an application/vnd.3gpp.seal-data-delivery-info+xml MIME body with a <data-storage-query-rsp> element in the <data-delivery-info> root element which:
i)	shall include a <result> element set to "success" or "failure" indicating success or failure of the SEALDD data storage query request operation;
ii)	shall include a <data-identifier> element set to the identity of the stored data which is queried; and
iii)	may include a <application-data> element set to the application data queried.
* * * End of Changes * * * *

