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	Reason for change:
	In order to get priority treatment as early as possible in the attach process, the UE can send in indicator in the EAP-Response/Identity message, to indicate that the UE is a UE configured for high priority access. 

This aligns with a change for the 5GC in clause 7.3A.2.2 of TS 24.502 made in CT1#145 (Nov 2023).


	
	

	Summary of change:
	First change:
Adds reference to TS 24.305.

Second change:
UE adds MPS indicator as NAI decoration if UE is configured to behave as a UE with high priority access. The NAI with decoration is to be used in an EAP-Response message to indicate to the TWAN that the UE is a UE configured for high priority access.
Legacy networks that do not recognize the decoration will likely reject the EAP-Response/Identity and retry the EAP-Request/Identity. The UE is allowed to send a subsequent EAP-Response/Identity without NAI decoration so that the response has a chance of success. 
Added a note that the NAI decoration for high priority access can be disabled as specified in TS 24.305.

Third change:
Removed change made in CT1#143, which added an attribute to an EAP-Response message to convey the MPS indicator from the UE to the TWAN. Adding an attribute to an EAP-Response message other than an EAP-Response/Identity is too late in the attachment process to be useful, and the EAP-Response/Identity message cannot accommodate new attributes.

Fourth change:
Remove AT_HPA_INFO, it's no longer needed now that NAI decoration is used to indicate an MPS subscription from the UE.


	
	

	Consequences if not approved:
	MPS users attaching via a trusted WLAN will not get priority treatment until later in the attach process, i.e., when the UE profile is retrieved from the HSS and the MPS subscription can be checked.
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[bookmark: _Hlk153369856][bookmark: _Toc20154277][bookmark: _Toc27727253][bookmark: _Toc45203711][bookmark: _Toc146249171]***** Second change *****
[bookmark: _Hlk153369871]6.4.2.1	Identity Management
The user identities to be used by the UE in the authentication and authorization for accessing EPC via a trusted non-3GPP access are the Root-NAI (permanent identity), decorated NAI, Fast-Reauthentication NAI (Fast-Reauthentication Identity) and Pseudonym Identity and these identities are described in clause 4.4.
If the UE supports ERP, the identity to be used by the UE during the re-authentication procedure using ERP is the "KeyName-NAI" as described in 3GPP TS 23.003 [3].
If the UE's USIM file indicates that the UE is a UE configured for high priority access in the selected PLMN as specified in 3GPP TS 31.102 [35], the UE shall inform the TWAN by appending a priority indication to the NAI in the EAP Response/Identity message. See 3GPP TS 23.003 [3] for NAI details. Upon rejection by the network, the UE may respond to EAP Request/Identity retries without the NAI decoration.
NOTE 1:	A legacy network that rejects the EAP-Response/Identity message because it doesn’t recognize the NAI decoration might retry the EAP-Request/Identity. 
NOTE 2:	The NAI decoration for high priority access can be disabled as specified in 3GPP TS 24.305 [X].
***** Third change *****
[bookmark: _Toc146249174]6.4.2.3	Full Authentication and Fast Re-authentication
The UE shall support both full authentication and fast re-authentication for EAP AKA as specified in IETF RFC 4187 [33] and for EAP-AKA' as specified in IETF RFC 5448 [38].
Full authentication is performed to generate new keys. The initial authentication shall be a full authentication as specified in 3GPP TS 33.402 [15]. For a full authentication either the Permanent Identity or the Pseudonym Identity is used.
According to 3GPP TS 33.402 [15] the fast re-authentication procedure uses the Fast Re-authentication Identity and is used for renewing the session keys.
The Permanent Identity is based on the IMSI of the UE. The Fast Re-authentication Identity is provided to the UE by the 3GPP AAA server during the previous authentication procedure. The UE shall use the Fast Re-authentication Identity only once. A Pseudonym Identity provided to the UE by the 3GPP AAA Server during a previous authentication procedure can be reused in later authentications until the UE receives a new Pseudonym identity from the 3GPP AAA Server.
NOTE:	The 3GPP AAA Server will assign a new Pseudonym Identity with a frequency dictated by operator's policy. The allocation of new pseudonyms is required to prevent that the user's movements are tracked by an unauthorized party.
If during an authentication request, the UE receives an EAP-Request/AKA-Identity message containing AT_PERMANENT_ID_REQ, the UE shall return the Permanent Identity in the AT_IDENTITY attribute of the EAP-Response/AKA_Identity. If the UE receives an EAP-Request/AKA'-Identity message containing AT_PERMANENT_ID_REQ, the UE shall return the Permanent Identity in the AT_IDENTITY attribute of the EAP- Response /AKA'-Identity message.
If during an authentication request, the UE receives an EAP-Request/AKA-Identity message which contains AT_FULLAUTH_ID_REQ, the UE shall return the Pseudonym Identity as the AT_IDENTITY within EAP-Response/AKA_Identity message if available. If the UE receives an EAP-Request/AKA'-Identity message containing AT_FULLAUTH_ID_REQ, the UE shall return the Pseudonym Identity as the AT_IDENTITY within the EAP- Response /AKA'-Identity message if available. Otherwise the UE shall return the Permanent Identity.
If during an authentication request, the UE receives an EAP-Request/AKA-Identity message or EAP-Request/AKA'-Identity message respectively, which contains AT_ANY_ID_REQ, the UE shall return the Fast Re-authentication Identity if available as the AT_IDENTITY. Otherwise the UE shall return the Pseudonym Identity.
[bookmark: _Hlk131607092]If the UE's USIM file indicates that the UE is a UE configured for high priority access in the selected PLMN as specified in 3GPP TS 31.102 [35], the UE shall inform the TWAN by returning an AT_HPA_INFO element in the EAP-response as defined in clause 8.2.11.
***** Fourth change *****
8.2.11	AT_HPA_INFO attribute (void)
The AT_HPA_INFO attribute is coded according to Figure 8.2.11-1 and Table 8.2.11-1.
The AT_HPA_INFO attribute conveys the UE's priority subscription information from the USIM file as specified in 3GPP TS 31.102 [35].
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Figure 8.2.11-1: AT_HPA_INFO attribute

Table 8.2.11-1: AT_HPA_INFO attribute
	Octet 1 indicates the type of attribute as AT_ HPA_INFO with a value of zzz. This attribute is skippable.


	Octet 2 is the length of this attribute which shall be set to 1 as per IETF RFC 4187 [33].


	Octet 3, the HPA INFO Value, contains priority related information andis coded as follows:


	The UE is configured with high priority access control classes 11 to 15 indicated in the USIM (AC_PRI) (octet 3, bit 0)

	0
	None of the access priority bits 11 to 15 in the USIM are set.

	1
	One or more of the access priority bits 11-15 in the USIM are set.

	
The UE is configured for MPS in the HPLMN, EHPLMN or visited PLMN of the home country indicated in the USIM (MPS_PRI) (octet 3, bit 1)

	0
	The UE is not configured for MPS in the USIM

	1
	The UE is configured for MPS in the USIM

	
Bit 2 to bit 7 of octet 3 are spare.

	

	The optional padding field starts after the last octet of the HPA INFO Value field. Each octet of this field is set to zero by sending entity and ignored by receiving entity.




***** End of changes *****
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