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* * First Change * * * 
[bookmark: _Toc104711092][bookmark: _Toc154588493]A.2.1.1	for sending a message to MSGin5G Client
For sending a message to MSGin5G Client, the Application Client may use the message content specified in Table A.2.1.1-1.
Message type:	MESSAGE SENDING REQUEST
Significance:	dual
Direction:	the Application Client of the Constrained UE to the MSGin5G Client of the MSGin5G Gateway UE
Table A.2.1.1-1: message content for sending a message to MSGin5G Client
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Message Type
	Message Type
A.2.2.1
	M
	V
	1

	
	Target address
	Target address 
A.2.2.2
	M
	LV
	6-n

	
	Message ID
	Message ID
A.2.2.4
	M
	V
	16

	
	Payload
	Payload
A.2.2.5
	M
	LV-E
	30-655372048

	A
	Application ID
	Application ID
A.2.2.3
	O
	TV
	3

	B
	Delivery status required
	Delivery status required
A.2.2.6
	O
	TV
	1

	D
	Target Type
	Target Type
A.2.2.7
	O
	TV
	1



If using the message content specified in table A.2.1.1-1, the Application Client may generate a message according to 6.4.2.3.1 and send the generated message to the MSGin5G Client.

* * Next Change * * * 
[bookmark: _Toc104711094][bookmark: _Toc154588495]A.2.1.3	for sending a message to Application Client
For sending a message to Application Client, the MSGin5G Client may use the message content specified in Table A.2.1.3-1.
Message type:	MESSAGE RECEIVED REQUEST
Significance:	dual
Direction:	the MSGin5G Client of the MSGin5G Gateway UE to the Application Client of the Constrained UE
Table A.2.1.3-1: message content for sending a message to Application Client
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Message Type
	Message Type
A.2.2.1
	M
	V
	1

	
	Message ID
	Message ID
A.2.2.4
	M
	V
	16

	
	Payload
	Payload
A.2.2.5
	M
	LV-E
	20-655372048

	F
	Originator Address
	Originator Address
A.2.2.10
	O
	TLV
	3-257

	E
	Group ID
	Group ID
A.2.2.11
	O
	TLV
	3-257

	B
	Delivery status required
	Delivery status required
A.2.2.6
	O
	TV
	1

	C
	Priority
	Priority
A.2.2.9
	O
	TV
	1


If using the message content specified in table A.2.1.3-1, the MSGin5G Client may generate a message according to 6.4.2.2.1 and send the generated message to the Application Client.

* * Next Change * * * 
[bookmark: _Toc104711120][bookmark: _Toc154588521]A.2.2.15	Credential information
The purpose of the Credential information information element is to carry credentials from a credentials holder (e.g. application server, the MSGin5G Gateway UE).
The Credential information information element is coded as shown in Figure A.2.2.15-1 and Table A.2.2.15-1.
The Credential information information element is a type 6 information element with a minimum length of 3 octets and a maximum length of 65537  octets.
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	Length of Credential information contents
	octet 1

	
	octet 2

	
	octet 3

	Credential information contents
	

	
	octet n


Figure A.2.2.15-1: Credential information information element
Table A.2.2.15-1: Credential information information element
	Payload data is contained in octet 3 to octet n; Max value of 65535 octets.

	The format of the Credential information contents is out of scope of this specification.

	



* * End of Changes * * * 

