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1. Introduction

2. Reason for Change
Description of the functional entities in clause 5 is incorrect. Interface between the ADAES and ADAEC as specified in the other parts of specification, is SBI API based on the OpenAPI Specification file and the bodies of HTTP request and HTTP responses shall be encoded in JSON format in accordance with RFC 8259. Therefore, requirements to support:
-	XCAP server and client roles in accordance with RFC 4825; and
-	XDMS and XDMC roles in accordance with OMA OMA-TS-XDM_Core-V2_1,
should be removed from specification.
In addition, reference identity [10] of the removed RFC 4825 is now used by the OpenAPI Specification file to avoid reference renumbering.

3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.559 V0.4.0.

*** First Change ***
[bookmark: _Toc157346863][bookmark: _Toc157346902]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.900: "Technical Specification Group working methods".
[2]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][3]	3GPP TS 23.436: "Procedures for Application Data Analytics Enablement Service".
[4]	3GPP TS 29.122: "T8 reference point for Northbound APIs".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service".
[bookmark: _Hlk152838922][7]	3GPP TS 29.549:" Service Enabler Architecture Layer for Verticals (SEAL); Application Programming Interface (API) specification".
[8]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces".
[9]	3GPP TS 33.434: "Service Enabler Architecture Layer for Verticals (SEAL); Security Aspects".
[10]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[10]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[11]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[12]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[13]	IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[14]	IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests".
[15]	IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
[16]	IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication".
[17]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[18]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[19]	OMA OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".
[bookmark: _PERM_MCCTEMPBM_CRPT81200000___5][20]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.

*** Next Change ***
[bookmark: _Toc157346870][bookmark: _Hlk125461484]5.1	Application data analytics enablement server (ADAES)
The ADAES is a functional entity with a unique identity, ADAES ID, in the PLMN and uses the provideds data analytics to administer the operations and performance of one or more VAL applications.
To be compliant with the HTTP procedures in the present document the ADAES:
a)	shall support the role of XCAP server as specified in IETF RFC 4825 [10]; and
b)	shall support the role of XDMS as specified in OMA OMA-TS-XDM_Core-V2_1 [19].

*** Next Change ***
[bookmark: _Toc157346871]5.2	Application data analytics enablement client (ADAEC)
The ADAEC is a functional entity with a unique identity, ADAEC ID, and acts as the VAL application client which provides data analytics of the VAL applications.for managing network slice capabilities.
To be compliant with the HTTP procedures in the present document the ADAEC:
a)	shall support the role of XCAP client as specified in IETF RFC 4825 [10]; and
b)	shall support the role of XDMC as specified in OMAOMA-TS-XDM_Core-V2_1 [19].

*** Next Change ***
[bookmark: _Toc24925934][bookmark: _Toc24926112][bookmark: _Toc24926288][bookmark: _Toc33964148][bookmark: _Toc33980915][bookmark: _Toc36462717][bookmark: _Toc36462913][bookmark: _Toc43026184][bookmark: _Toc49763718][bookmark: _Toc56754419][bookmark: _Toc88743219][bookmark: _Toc101254143][bookmark: _Toc101254584][bookmark: _Toc104112296][bookmark: _Toc104192470][bookmark: _Toc104193034][bookmark: _Toc133336428][bookmark: _Toc136242732][bookmark: _Toc157347017]A.1	General
This annex is based on the OpenAPI Specification [1020] and provides corresponding representations of all APIs defined in the present specification.
NOTE 1:	An OpenAPIs representation embeds JSON Schema representations of HTTP message bodies.
This annex shall take precedence when being discrepant to other parts of the specification with respect to the encoding of information elements and methods within the API(s).
NOTE 2:	The semantics and procedures, as well as conditions, e.g. for the applicability and allowed combinations of attributes or values, not expressed in the OpenAPI definitions but defined in other parts of the specification also apply.
Informative copies of the OpenAPI specification files contained in this 3GPP Technical Specification are available on a Git-based repository that uses the GitLab software version control system (see clause 5B of the 3GPP TR 21.900 [1] and clause 5.3.1 of the 3GPP TS 29.501 [5] for further information).

*** End of Changes ***

