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Introduction
[bookmark: _Toc157616784]In the current TS 24.572 sub 7.3.2.4, below EN is remained: 
7.3.2.4	Uplink LCS-UP transport procedure not accepted by LMF
Editor's note:	Cases and handling of Uplink LCS-UPP transport procedure not accepted by LMF are FFS.

In this paper, we discuss Cases and Handling of Uplink LCS-UPP transport procedure not accepted by LMF.

Discussion
According to 3GPP TS 33.501 annex Q.2(shown below), the user plane connection is established base on the TLS mechanism.
annex Q.2	Security in 5G system location services to support user plane positioning: 
[bookmark: OLE_LINK92]The UE establishes a user plane connection to the LMF or AF as specified in TS 23.273. For the protection of the interface, a TLS based mechanism shall be supported. 

Based on this mechanism, several UEs could connect to one LMF through user plane connections and serve for LCS-UPP. For technical rationality, the number control of user plane connections should be handled on the transport layer. However, the number control of UEs that simultaneously served for LCS-UPP is also needed for each LMF. 

If one UE is already connected to the LMF successfully, the LMF still may reject it when it wants to start the Uplink LCS-UP transport procedure, because of LMF needs to provide more resources to the UE for LCS-UPP services than connection. Therefore, the LMF cannot support all connected UEs to start services. 
Both of these number controls are needed for the following reasons:
1. These number controls depend on different LMF capabilities. The number control of user plane connections depends on the LMF maximum user plane connection capability. The number control of UEs that simultaneously served for LCS-UPP depends on the capability of LMF to provide LCS-UPP resources to the served UE. UEs that simultaneously served for LCS-UPP need more resources than connected UEs.
2. Quick service initiation. Just relying on the user plane connection number control is not enough. If a UE’s connection is released when then LMF is cannot support it to start service, then the UE needs to re-establish the connection. But if the UE’s connection remains, when the given LMF could support its services, then the UE could just send further UL LCS-UP messages to the given LMF, which is faster than re-establishing a connection.
Observation 1: “Number of user plane connections” is different from “number of UEs that simultaneously served for LCS-UPP” 

In the TCP layer, congestion control is already defined. Congestion control in service layer is still needed. Congestion control in the TCP layer is about connections and does not involve service processing. Service layer processing may still have problems even if the connection is established. Control of “maximum number of UEs for LCS-UPP” could solve this problem.
Besides, TCP congestion control is out of 3GPP scope, which means out of control for user plane.
Therefore, the maximum number of UEs for LCS-UPP to avoid congestion in LCS-UPP is needed.
Observation 2: If the LMF determines that the maximum number of UEs simultaneously served for LCS-UPP has already been reached at the LMF, the LMF shall reject to proceed with the received Uplink LCS-UP message

Proposal 1: Upon reception of an Uplink LCS-UP message, if the LMF determines that the maximum number of UEs simultaneously served for LCS-UPP has already been reached at the LMF, the LMF shall not accept the LCS-UPP transport procedure.

The cause value mechanism is already implemented in 5GSM and 5GMM, which is used to indicate the reason. e.g. Why a 5GMM request from the UE is rejected by the network. In LCS-UP, a cause value mechanism is also needed.
For LCS-UP, when the LCS-UPP transport procedure is rejected by LMF, a cause value is also needs to be provided to the UE. The upper layer location services application needs to know the reason why the request is rejected so that it can decide how to proceed its location service accordingly. e.g. Request for LCS-UPP later or use location services mechanism in the control plane.
Observation 3: If the LCS-UPP transport procedure is not accepted by the LMF, a cause value needs to be provided to the UE which triggers UE specific action.
When the LCS-UPP transport procedure is not accepted by the NW, two alternatives should be considered:

Alternative 1: Trigger DL LCS-UP with a cause value, which triggers UE specified action, e.g. do not send further UL LCS-UP messages to the given LMF for a specific time. 

Alternative 2: Discard the message and rely on the delay for the upper layer (LCS/LPP) to detect and attempt recovery which later triggers a new LCS-UPP message at which point LMF may have the capacity to handle it. 
Totally relying on the upper layer to handle will cause signaling waste. Discard the message and the NAS layer just attempts recovery blindly waiting for the moment the LMF may have the capacity to handle. This kind of blind attempt will cause signaling waste besides this kind of bind-box test way does not follow the protocol design principle.
Therefore, Alternative 1 is a better option.

Proposal 2: Trigger DL LCS-UP with an indication, which gives upper layer location services application a reason and triggers UE specified action, e.g. do not send further UL LCS-UP messages to the given LMF for a specific time. 



Summary of proposals
For Cases of Uplink LCS-UPP transport procedure not accepted by LMF

Proposals 1 and 2 are implemented in the pCR to 24.572 in C1-241185 respectively.


