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	Reason for change:
	There is an editor's note in clause 8a.2.4 as follows:
Editor's note:	(WI: 5G_ProSe_Ph2, CR 0348) 5G ProSe UE-to-UE relay setting source layer-2 ID in the security establishment procedure towards the source 5G ProSe end UE as in 3GPP TS 23.304 [2] subclause 6.7.1.1 bullet 4, is FFS and depends on SA3 specification of security solution.
In clause 7.2.10.2 "5G ProSe direct link security mode control procedure initiation by the initiating UE", it specifies:
"The initiating UE shall set the source layer-2 ID and destination layer-2 ID as follows:
1)	if the initiating UE is acting as a 5G ProSe UE-to-network relay UE or a 5G ProSe UE-to-UE relay UE, and the EAP-AKA' based authentication method is used as specified in clause 6.3.3.3 of 3GPP TS 33.503 [34],
	the source layer-2 ID set to the source layer-2 ID used in PROSE AA MESSAGE TRANSPORT REQUEST message, and the destination layer-2 ID set to the the destination layer-2 ID used in PROSE AA MESSAGE TRANSPORT REQUEST message;
2)	if the initiating UE is not acting as a 5G ProSe UE-to-network relay UE or a 5G ProSe UE-to-UE relay UE using the security procedure with network assistance, and a 5G ProSe direct link authentication procedure has been initiated:
	the source layer-2 ID set to the source layer-2 ID used in PROSE DIRECT LINK AUTHENTICATION REQUEST message, and the destination layer-2 ID set to the the destination layer-2 ID used in PROSE DIRECT LINK AUTHENTICATION REQUEST message; "
So the editor's note in clause 8a.2.4 is already resolved and can be removed.

	
	

	Summary of change:
	Remove the editor's note on source layer-2 ID setting by U2U relay UE in the security establishment procedure towards the source 5G ProSe end UE.

	
	

	Consequences if not approved:
	Editor's note exists on source layer-2 ID setting by U2U relay UE for the security procedure.
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* * * Start of Change * * * *
[bookmark: _Toc155372154][bookmark: _Toc115079311]8a.2.4	5G ProSe UE-to-UE relay unicast direct communication over PC5 interface
The direct communication between 5G ProSe end UEs and 5G ProSe UE-to-UE relay UE reuses the procedures for unicast mode 5G ProSe direct communication over PC5 described in clause 7.2.
NOTE:	Any modifications needed to the procedures defined for unicast mode 5G ProSe direct communication over PC5 to support the direct communication between 5G ProSe end UEs and 5G ProSe UE-to-UE relay UE are described within clause 7.2.
Editor's note:	(WI: 5G_ProSe_Ph2, CR 0348) 5G ProSe UE-to-UE relay setting source layer-2 ID in the security establishment procedure towards the source 5G ProSe end UE as in 3GPP TS 23.304 [2] subclause 6.7.1.1 bullet 4, is FFS and depends on SA3 specification of security solution.
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