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10.1.1	Define PDP context +CGDCONT
Table 111: +CGDCONT parameter command syntax
	Command
	Possible response(s)

	[bookmark: _MCCTEMPBM_CRPT80111792___7]+CGDCONT=<cid>[,<PDP_type>[,<APN>[,<PDP_addr>[,<d_comp>[,<h_comp>[,<IPv4AddrAlloc>[,<request_type>[,<P-CSCF_discovery>[,<IM_CN_Signalling_Flag_Ind>[,<NSLPI>[,<securePCO>[,<IPv4_MTU_discovery>[,<Local_Addr_Ind>[,<Non-IP_MTU_discovery>[,<Reliable_Data_Service>[,<SSC_mode>[,<S-NSSAI>[,<Pref_access_type>[,<RQoS_ind>[,<MH6-PDU>[,<Always-on_req>[,<old-cid>[,<ATSSS-ST>[,<LADN-DNN_ind>[,<MA-PDU-session-information>[,<Ethernet_MTU_discovery>[,<Unstructured_Link_MTU_discovery>[,<PDU_Pair_ID>[,<RSN>[,<ECSConf_info_ind
>>[,<EDC_support>[,<SDNAEPC_support>[,<EAS_redisc_supp_ind>]]]]]]]]]]]]]]]]]]]]]]]]]]]]]]]]]
	

	[bookmark: _MCCTEMPBM_CRPT80111793___7]+CGDCONT?
	[+CGDCONT: <cid>,<PDP_type>,<APN>,<PDP_addr>,<d_comp>,<h_comp>[,<IPv4AddrAlloc>[,<request_type>[,<P-CSCF_discovery>[,<IM_CN_Signalling_Flag_Ind>[,<NSLPI>[,<securePCO>[,<IPv4_MTU_discovery>[,<Local_Addr_Ind>[,<Non-IP_MTU_discovery>[,<Reliable_Data_Service>[,<SSC_mode>[,<S-NSSAI>[,<Pref_access_type>[,<RQoS_ind>[,<MH6-PDU>[,<Always-on_req>[,<old-cid>[,<ATSSS-ST>[,<LADN-DNN_ind>[,<MA-PDU-session-information>[,<Ethernet_MTU_discovery>[,<Unstructured_Link_MTU_discovery>[,<PDU_Pair_ID>[,<RSN>[,<ECSConf_info_ind>>[,<EDC_support>[,<SDNAEPC_support>[,<EAS_redisc_supp_ind>]]]]]]]]]]]]]]]]]]]]]]]]]]]]
[<CR><LF>+CGDCONT: <cid>,<PDP_type>,<APN>,<PDP_addr>,<d_comp>,<h_comp>[,<IPv4AddrAlloc>[,<request_type>[,<P-CSCF_discovery>[,<IM_CN_Signalling_Flag_Ind>[,<NSLPI>[,<securePCO>[,<IPv4_MTU_discovery>[,<Local_Addr_Ind>[,<Non-IP_MTU_discovery>[,<Reliable_Data_Service>[,<SSC_mode>[,<S-NSSAI>[,<Pref_access_type>[,<RQoS_ind>[,<MH6-PDU>[,<Always-on_req>[,<old-cid>[,<ATSSS-ST>[,<LADN-DNN_ind>[,<MA-PDU-session-information>[,<Ethernet_MTU_discovery>[,<Unstructured_Link_MTU_discovery>[,<PDU_Pair_ID>[,<RSN>[,<ECSConf_info_ind>>[,<EDC_support>[,<SDNAEPC_support>[,<EAS_redisc_supp_ind>]]]]]]]]]]]]]]]]]]]]]]]]]]]]
[...]]]

	[bookmark: _MCCTEMPBM_CRPT80111794___7]+CGDCONT=?
	[bookmark: _MCCTEMPBM_CRPT80111795___7]+CGDCONT: (range of supported <cid>s),<PDP_type>,,,(list of supported <d_comp>s),(list of supported <h_comp>s),(list of supported <IPv4AddrAlloc>s),(list of supported <request_type>s),(list of supported <P-CSCF_discovery>s),(list of supported <IM_CN_Signalling_Flag_Ind>s),(list of supported <NSLPI>s),(list of supported <securePCO>s),(list of supported <IPv4_MTU_discovery>s),(list of supported <Local_Addr_Ind>s),(list of supported <Non-IP_MTU_discovery>s),(list of supported <Reliable_Data_Service>s),(list of supported <SSC_mode>s),,(list of supported <Pref_access_type>s),(list of supported <RQoS_ind>s),(list of supported <MH6-PDU>s),(list of supported <Always-on_req>s),(range of supported <old-cid>s),(list of supported <ATSSS-ST>s),(list of supported <LADN-DNN_ind>s),(list of supported <MA-PDU-session-information>s),(list of supported <Ethernet_MTU_discovery>s),(list of supported <Unstructured_Link_MTU_discovery>s),(range of supported <PDU_Pair_ID>s),(list of supported <RSN>s),( list of supportedlist of supported <ECSConf_info_ind>s),(list of supported <EAS_redisc_supp_ind>s)

[<CR><LF>+CGDCONT: (range of supported <cid>s),<PDP_type>,,,(list of supported <d_comp>s),(list of supported <h_comp>s),(list of supported <IPv4AddrAlloc>s),(list of supported <request_type>s),(list of supported <P-CSCF_discovery>s),(list of supported <IM_CN_Signalling_Flag_Ind>s),(list of supported <NSLPI>s),(list of supported <securePCO>s),(list of supported <IPv4_MTU_discovery>s),(list of supported <Local_Addr_Ind>s),(list of supported <Non-IP_MTU_discovery>s),(list of supported <Reliable_Data_Service>s),(list of supported <SSC_mode>s),,(list of supported <Pref_access_type>s),(list of supported <RQoS_ind>s),(list of supported <MH6-PDU>s),(list of supported <Always-on_req>s),(range of supported <old-cid>s),(list of supported <ATSSS-ST>s),(list of supported <LADN-DNN_ind>s),(list of supported <MA-PDU-session-information>s),(list of supported <Ethernet_MTU_discovery>s),(list of supported <Unstructured_Link_MTU_discovery>s),(range of supported <PDU_Pair_ID>s),(list of supported <RSN>s),(list of supported <ECSConf_info_ind>s),(list of supported <EDC_support>s),(list of supported <SDNAEPC_support>s),(list of supported <EAS_redisc_supp_ind>s)
[bookmark: _MCCTEMPBM_CRPT80111796___7][...]]

	[bookmark: _MCCTEMPBM_CRPT80111797___7]NOTE:	The syntax of the AT Set Command is corrected to make the parameter <cid> mandatory. Older versions of the specification had defined the parameter <cid> optional, however the UE behaviour was not defined.



Description
[bookmark: _MCCTEMPBM_CRPT80111798___7]The set command specifies PDP context parameter values for a PDP context identified by the (local) context identification parameter, <cid> and also allows the TE to specify whether security protected transmission of ESM information is requested, because the PCO can include information that requires ciphering. There can be other reasons for the UE to use security protected transmission of ESM information, e.g. if the UE needs to transfer an APN. The number of PDP contexts that may be in a defined state at the same time is given by the range returned by the test command.
For EPS the PDN connection and its associated EPS default bearer is identified herewith.
For 5GS the PDU session and its associated QoS flow of the default QoS rule is identified herewith.
[bookmark: _MCCTEMPBM_CRPT80111799___7]A special form of the set command, +CGDCONT=<cid> causes the values for context number <cid> to become undefined.
If the initial PDP context is supported, the context with <cid>=0 is automatically defined at startup, see clause 10.1.0. As all other contexts, the parameters for <cid>=0 can be modified with +CGDCONT. If the initial PDP context is supported, +CGDCONT=0 resets context number 0 to its particular default settings.
The read command returns the current settings for each defined context.
[bookmark: _MCCTEMPBM_CRPT80111800___7]The test command returns values supported as compound values. If the MT supports several PDP types, <PDP_type>, the parameter value ranges for each <PDP_type> are returned on a separate line.
Defined values
[bookmark: _MCCTEMPBM_CRPT80111801___7]<cid>: integer type; specifies a particular PDP context definition. The parameter is local to the TE-MT interface and is used in other PDP context-related commands. The range of permitted values (minimum value = 1 or if the initial PDP context is supported (see clause 10.1.0), minimum value = 0) is returned by the test form of the command.
[bookmark: _MCCTEMPBM_CRPT80111802___7]NOTE 1:	The <cid>s for network-initiated PDP contexts will have values outside the ranges indicated for the <cid> in the test form of the commands +CGDCONT and +CGDSCONT.
[bookmark: _MCCTEMPBM_CRPT80111803___7]<PDP_type>: string type; specifies the type of packet data protocol. The default value is manufacturer specific.
[bookmark: _MCCTEMPBM_CRPT80111804___2]X.25	ITU-T/CCITT X.25 layer 3 (Obsolete)
IP	Internet Protocol (IETF STD 5 [103])
IPV6	Internet Protocol, version 6 (see RFC 2460 [106])
IPV4V6	Virtual <PDP_type> introduced to handle dual IP stack UE capability. (See 3GPP TS 24.301 [83])
OSPIH	Internet Hosted Octect Stream Protocol (Obsolete)
PPP	Point to Point Protocol (IETF STD 51 [104])
Non-IP	Transfer of Non-IP data to external packet data network (see 3GPP TS 23.401 [82])
Ethernet	Ethernet protocol (IEEE  802.3)
Unstructured	Transfer of Unstructured data to the Data Network via N6 (see 3GPP TS 23.501 [165])
NOTE 2:	Only IP, IPV6, IPV4V6, Non-IP and Ethernet values are supported for EPS services. Only IP, IPV6, IPV4V6, Ethernet and Unstructured values are supported for 5GS service.
[bookmark: _MCCTEMPBM_CRPT80111805___7]<APN>: string type; a logical name that is used to select the GGSN or the external packet data network.
[bookmark: _MCCTEMPBM_CRPT80111806___3]If the value is null or omitted, then the subscription value will be requested.
[bookmark: _MCCTEMPBM_CRPT80111807___7]<PDP_addr>: string type; identifies the MT in the address space applicable to the PDP.
	When +CGPIAF is supported, its settings can influence the format of this parameter returned with the read form of +CGDCONT.
NOTE 3:	The value of this parameter is ignored with the set command. The parameter is included in the set command for backwards compatibility reasons only.
[bookmark: _MCCTEMPBM_CRPT80111808___7]<d_comp>: integer type; controls PDP data compression (applicable for SNDCP only) (refer 3GPP TS 44.065 [61]).
0	off
1	on (manufacturer preferred compression)
2	V.42bis
3	V.44
[bookmark: _MCCTEMPBM_CRPT80111809___7]<h_comp>: integer type; controls PDP header compression (refer 3GPP TS 44.065 [61] and 3GPP TS 25.323 [62]).
0	off
1	on (manufacturer preferred compression)
2	RFC 1144 [105] (applicable for SNDCP only)
3	RFC 2507 [107]
4	RFC 3095 [108] (applicable for PDCP only)
[bookmark: _MCCTEMPBM_CRPT80111810___7]<IPv4AddrAlloc>: integer type; controls how the MT/TA requests to get the IPv4 address information.
0	IPv4 address allocation through NAS signalling
1	IPv4 address allocated through DHCP
[bookmark: _MCCTEMPBM_CRPT80111811___7]<request_type>: integer type; indicates the type of PDP context activation request for the PDP context, see 3GPP TS 24.501 [161] (clause 6.4.1), 3GPP TS 24.301 [83] (clause 6.5.1.2) and 3GPP TS 24.008 [8] (clause 10.5.6.17). If the initial PDP context is supported (see clause 10.1.0) it is not allowed to assign <cid>=0 for emergency (bearer) services. According to 3GPP TS 24.008 [8] (clause 4.2.4.2.2 and clause 4.2.5.1.4) and 3GPP TS 24.301 [83] (clause 5.2.2.3.3 and clause 5.2.3.2.2), a separate PDP context must be established for emergency (bearer) services.
NOTE 4:	If the PDP context for emergency (bearer) services is the only activated context, only emergency calls are allowed, see 3GPP TS 23.401 [82] clause 4.3.12.9.
0	PDP context is for new PDP context establishment or for handover from a non-3GPP access network (how the MT decides whether the PDP context is for new PDP context establishment or for handover is implementation specific)
1	PDP context is for emergency (bearer) services
2	PDP context is for new PDP context establishment
3	PDP context is for handover from a non-3GPP access network
4	PDP context is for handover of emergency (bearer) services from a non-3GPP access network
5	context is for MA PDU session establishment
NOTE 5:	A PDP context established for handover of emergency (bearer) services from a non-3GPP access network has the same status as a PDP context for emergency (bearer) services.
[bookmark: _MCCTEMPBM_CRPT80111812___7]<P-CSCF_discovery>: integer type; influences how the MT/TA requests to get the P-CSCF address, see 3GPP TS 24.229 [89] annex B and annex L.
[bookmark: _MCCTEMPBM_CRPT80111813___7]0	Preference of P-CSCF address discovery not influenced by +CGDCONT
1	Preference of P-CSCF address discovery through NAS signalling
2	Preference of P-CSCF address discovery through DHCP
[bookmark: _MCCTEMPBM_CRPT80111814___7]<IM_CN_Signalling_Flag_Ind>: integer type; indicates to the network whether the PDP context is for IM CN subsystem-related signalling only or not.
0	UE indicates that the PDP context is not for IM CN subsystem-related signalling only
1	UE indicates that the PDP context is for IM CN subsystem-related signalling only
[bookmark: _MCCTEMPBM_CRPT80111815___7]<NSLPI>: integer type; indicates the NAS signalling priority requested for this PDP context:
0	indicates that this PDP context is to be activated with the value for the low priority indicator configured in the MT.
1	indicates that this PDP context is to be activated with the value for the low priority indicator set to "MS is not configured for NAS signalling low priority".
NOTE 6:	The MT utilises the provide NSLPI information as specified in 3GPP TS 24.301 [83] and 3GPP TS 24.008 [8].
[bookmark: _MCCTEMPBM_CRPT80111816___7]<securePCO>: integer type. Specifies if security protected transmission of PCO is requested or not (applicable for EPS only, see 3GPP TS 23.401 [82] clause 6.5.1.2).
0	Security protected transmission of PCO is not requested
1	Security protected transmission of PCO is requested
[bookmark: _MCCTEMPBM_CRPT80111817___7]<IPv4_MTU_discovery>: integer type; influences how the MT/TA requests to get the IPv4 MTU size, see 3GPP TS 24.008 [8] clause 10.5.6.3.
[bookmark: _MCCTEMPBM_CRPT80111818___7]0	Preference of IPv4 MTU size discovery not influenced by +CGDCONT
1	Preference of IPv4 MTU size discovery through NAS signalling
[bookmark: _MCCTEMPBM_CRPT80111819___7]<Local_Addr_Ind>: integer type; indicates to the network whether or not the MS supports local IP address in TFTs (see 3GPP TS 24.301 [83] and 3GPP TS 24.008 [8] clause 10.5.6.3).
0	indicates that the MS does not support local IP address in TFTs
1	indicates that the MS supports local IP address in TFTs
[bookmark: _MCCTEMPBM_CRPT80111820___7]<Non-IP_MTU_discovery>: integer type; influences how the MT/TA requests to get the Non-IP MTU size, see 3GPP TS 24.008 [8] clause 10.5.6.3.
[bookmark: _MCCTEMPBM_CRPT80111821___7]0	Preference of Non-IP MTU size discovery not influenced by +CGDCONT
1	Preference of Non-IP MTU size discovery through NAS signalling
[bookmark: _MCCTEMPBM_CRPT80111822___7]<Reliable_Data_Service>: integer type; indicates whether the UE is using Reliable Data Service for a PDN connection or not, see 3GPP TS 24.301 [83] and 3GPP TS 24.008 [8] clause 10.5.6.3.
0	Reliable Data Service is not being used for the PDN connection
1	Reliable Data Service is being used for the PDN connection
[bookmark: _MCCTEMPBM_CRPT80111823___7]<SSC_mode>: integer type; indicates the session and service continuity (SSC) mode for the PDU session in 5GS, see 3GPP TS 23.501 [165].
0	indicates that the PDU session is associated with SSC mode 1
1	indicates that the PDU session is associated with SSC mode 2
2	indicates that the PDU session is associated with SSC mode 3
[bookmark: _MCCTEMPBM_CRPT80111824___7]<S-NSSAI>: string type in hexadecimal character format. Dependent of the form, the string can be separated by dot(s) and semicolon(s). The S-NSSAI is associated with the PDU session for identifying a network slice in 5GS, see 3GPP TS 23.501 [165] and 3GPP TS 24.501 [161]. For the format and the encoding of S-NSSAI, see also 3GPP TS 23.003 [7]. This parameter shall not be subject to conventional character conversion as per +CSCS. The <S-NSSAI> has one of the forms:
	sst		only slice/service type (SST) is present
sst;mapped_sst	SST and mapped configured SST are present
sst.sd		SST and slice differentiator (SD) are present
sst.sd;mapped_sst	SST, SD and mapped configured SST are present
sst.sd;mapped_sst.mapped_sd	SST, SD, mapped configured SST and mapped configured SD are present
[bookmark: _MCCTEMPBM_CRPT80111825___7]<Pref_access_type>: integer type; indicates the preferred access type for the PDU session in 5GS, see 3GPP TS 23.503 [184] and 3GPP TS 24.526 [185].
0	indicates that the preferred access type is 3GPP access
1	indicates that the preferred access type is non-3GPP access
[bookmark: _MCCTEMPBM_CRPT80111826___7]<RQoS_ind>: integer type; indicates whether the UE supports reflective QoS for the PDU session, see 3GPP TS 23.501 [165] and 3GPP TS 24.501 [161].
0	indicates that reflective QoS is not supported for the PDU session
1	indicates that reflective QoS is supported for the PDU session
[bookmark: _MCCTEMPBM_CRPT80111827___7]<MH6-PDU>: integer type; indicates whether the UE supports IPv6 multi-homing for the PDU session, see 3GPP TS 23.501 [165] and 3GPP TS 24.501 [161].
0	indicates that IPv6 multi-homing is not supported for the PDU session
1	indicates that IPv6 multi-homing is supported for the PDU session
[bookmark: _MCCTEMPBM_CRPT80111828___7]<Always-on_req>: integer type; indicates whether the UE requests to establish the PDU session as an always-on PDU session, see 3GPP TS 24.501 [161].
0	always-on PDU session is not requested
1	always-on PDU session is requested
[bookmark: _MCCTEMPBM_CRPT80111829___7]<old-cid>: integer type; indicates the context identifier of the QoS flow of the default QoS rule of the SSC mode 2 or SSC mode 3 PDU session where the network requests relocation of the PDU session anchor. 
<ATSSS-ST>: integer type; indicates the "Supported ATSSS steering functionalities and steering modes (ATSSS-ST)" for the PDU session in 5GS, see 3GPP TS 24.501 [161].
0	ATSSS not supported
1	ATSSS Low-Layer functionality with any steering mode supported
2	MPTCP functionality with any steering mode and ATSSS-LL functionality with only active-standby steering mode supported
3	MPTCP functionality with any steering mode and ATSSS-LL functionality with any steering mode supported
[bookmark: _MCCTEMPBM_CRPT80111830___7]<LADN-DNN_ind>: integer type; indicates whether the PDP context is for a LADN DNN, see 3GPP TS 23.501 [165] and 3GPP TS 24.501 [161].
0	indicates that the PDP context is not for a LADN DNN
1	indicates that the PDP context is for a LADN DNN
[bookmark: _MCCTEMPBM_CRPT80111831___7]<MA-PDU-session-information>: integer type; indicates the value of MA PDU session information, see 3GPP TS 24.501 [161].
1	MA PDU session network upgrade is allowed
[bookmark: _MCCTEMPBM_CRPT80111832___7]<Ethernet_MTU_discovery>: integer type; influences how the MT/TA requests to get the Ethernet frame payload MTU size, see 3GPP TS 24.008 [8] clause 10.5.6.3.
[bookmark: _MCCTEMPBM_CRPT80111833___7]0	Preference of Ethernet frame payload MTU size discovery not influenced by +CGDCONT
1	Preference of Ethernet frame payload MTU size discovery through NAS signalling
[bookmark: _MCCTEMPBM_CRPT80111834___7]<Unstructured_Link_MTU_discovery>: integer type; influences how the MT/TA requests to get the unstructured link MTU size, see 3GPP TS 24.008 [8] clause 10.5.6.3.
[bookmark: _MCCTEMPBM_CRPT80111835___7]0	Preference of unstructured link MTU size discovery not influenced by +CGDCONT
1	Preference of unstructured link MTU size discovery through NAS signalling
[bookmark: _MCCTEMPBM_CRPT80111836___7]<PDU_Pair_ID>: integer type; indicates the value of PDU session pair ID, see 3GPP TS 24.501 [161] and 3GPP TS 24.526 [185].
<RSN>: integer type; indicates the value of RSN, see 3GPP TS 24.501 [161] and 3GPP TS 24.526 [185].
0	indicates that the RSN is set to v1
1	indicates that the RSN is set to v2
<ECSConf_info_ind>: integer type; indicates whether the PDP context is for an ECS Configuration information, see 3GPP TS 23.558 [187] and 3GPP TS 24.501 [161].
0	indicates that ECS Configuration information is not requested in the PCO
1	indicates that ECS Configuration information is not requested in the PCO
<EDC_support>: integer type; indicates whether UE supports EDC for the PDU session being established, see 3GPP TS 24.501 [161].
0	indicates that UE does not support EDC
1	indicates that UE supports EDC
<SDNAEPC_support>: integer type; indicates if the UE supports Secondary DN authentication and authorization over EPC, see 3GPP TS 24.301 [83], clause 6.5.1.2 , 3GPP TS 24.501 [161], clause 9.11.4.1 and clause 6.4.1.2.
0	   Secondary DN authentication and authorization over EPC not supported
1	   Secondary DN authentication and authorization over EPC supported
<EAS_redisc_supp_ind>: integer type; indicates the EAS rediscovery support indication to network, see 3GPP TS 23.558 [187] and 3GPP TS 24.501 [161].
0	indicates that EAS rediscovery is not supported
1	indicates that EAS rediscovery is supported
Implementation
Mandatory unless only a single subscribed context is supported.



* * * Next Change * * * *

10.1.x	EAS rediscovery support indication +CEASRSI
Table 10.1.x-1: +CEASRSI parameter command syntax
	Command
	Possible response(s)

	[bookmark: _MCCTEMPBM_CRPT80112431___7]+CEASRSI=<n>[,<mode>,<PDU_session_id>]
	+CME ERROR: <err>

	[bookmark: _MCCTEMPBM_CRPT80112432___7]+CEASRSI?
	[bookmark: _MCCTEMPBM_CRPT80112433___7]+CEASRSI: <n>


	[bookmark: _MCCTEMPBM_CRPT80112434___7]+CEASRSI=?
	[bookmark: _MCCTEMPBM_CRPT80112435___7]+CEASRSI: (list of supported <n>s)



Description
[bookmark: _MCCTEMPBM_CRPT80112436___7]The set command controls the presentation of EAS rediscovery indication from network to the TE by an unsolicited result code +CEASRSIU: <PDU_session_id>,<impact_field>[,<EAS_redisc_info_length>,<EAS_redisc_info>[,<impact_field>,<EAS_redisc_info_length>,<EAS_redisc_info> [,<impact_field>[,<EAS_redisc_info_length>,<EAS_redisc_info>]]] when the network triggers refresh of the the EAS information stored locally, see 3GPP TS 24.501 [161], clause 6.3.2 and 3GPP TS 24.548 [XX], clause 6.2. The set command shall also indicate the support for EAS rediscovery to the network which shall be sent during PDU session modification procedure. The impact indicated by the network can consist of 
-	no impact, indicating all EAS information associated with this PDU session needs to be refreshed; or
-	one or more impacted EAS IPv4 address range; or
-	one or more impacted EAS IPv6 address range; or
-	one or more impacted EAS FQDN; or
-	any combination of the above.
Each of these will be displayed through <EAS_redisc_info> when available.
Read command returns the current value of <n>. 
Test command returns values supported as a compound value.
Defined values
[bookmark: _MCCTEMPBM_CRPT80112437___7]<n>: integer type.
[bookmark: _MCCTEMPBM_CRPT80112438___7]0	disable unsolicited result code +CEASRSIU: <PDU_session_id>,<impact_field>[,<EAS_redisc_info_length>,<EAS_redisc_info>[,<impact_field>,<EAS_redisc_info_length>,<EAS_redisc_info>[,<impact_field>,<EAS_redisc_info_length>,<EAS_redisc_info>]]]
1 enable unsolicited result code +CEASRSIU: <PDU_session_id>,<impact_field>[,<EAS_redisc_info_length>,<EAS_redisc_info>[,<impact_field>,<EAS_redisc_info_length>,<EAS_redisc_info>[,<impact_field>,<EAS_redisc_info_length>,<EAS_redisc_info>]]]
2 setting unchanged, shall be used when the set command will be used to indicate EAS rediscovery support to network.
<mode>: integer type, indicates the EAS rediscovery support to network
0	indicates that EAS rediscovery is not supported
1	indicates that EAS rediscovery is supported
<PDU_session_id>: integer type; identifies the PDU session, see 3GPP TS 24.501 [161].
<impact_field>: integer type, indicates the type of impact information.
1	no impact, indicating all EAS information associated with this PDU session need to be refreshed
2	one or more impacted EAS IPv4 address range
3	one or more impacted EAS IPv6 address range
4	one or more impacted EAS FQDN
[bookmark: _MCCTEMPBM_CRPT80112439___7]<EAS_redisc_info_length>: integer type; indicates the total length of <EAS_redisc_info> information element.
[bookmark: _MCCTEMPBM_CRPT80112441___7]<ECSConf_info>: string type; indicates the EAS information received from the network. If the EAS information is consisting of more than one address then each address will be separated by a comma (,). For example, +CEASRSIU: 1,4,34, "Label1.Label2.Label3,Label4.Label5".
Implementation
Optional.



* * * Next Change * * * *

[bookmark: _Toc20207776][bookmark: _Toc27579659][bookmark: _Toc36116239][bookmark: _Toc45215124][bookmark: _Toc51866894][bookmark: _Toc154531806]Annex B (normative):
Summary of result codes
ITU‑T Recommendation V.250 [14] result codes which can be used in the present document and result codes defined in the present document:
Table B.1: Result codes
	Verbose result code
(V.250 command V1 set)
	Numeric
(V0 set)
	Type
	Description

	[bookmark: _MCCTEMPBM_CRPT80113135___7]+C5GPDUAUTHU
	as verbose
	unsolicited
	refer clause 10.1.73

	+C5GREG
	as verbose
	unsolicited
	refer clause 10.1.47

	+C5GREGN3GPP
	as verbose
	unsolicited
	refer clause 10.1.85

	[bookmark: _MCCTEMPBM_CRPT80113136___7]+C5GUSMS
	as verbose
	unsolicited
	refer clause 10.1.59

	[bookmark: _MCCTEMPBM_CRPT80113137___7]+CABTSRI
	as verbose
	unsolicited
	refer clause 10.1.41

	[bookmark: _MCCTEMPBM_CRPT80113138___7]+CACSP
	as verbose
	unsolicited
	refer clause 11.1.7

	[bookmark: _MCCTEMPBM_CRPT80113139___7]+CALV
	as verbose
	unsolicited
	refer clause 8.16

	[bookmark: _MCCTEMPBM_CRPT80113140___7]+CANCHEV
	as verbose
	unsolicited
	refer clause 11.1.8

	[bookmark: _MCCTEMPBM_CRPT80113141___7]+CAPPLEVMC
	as verbose
	unsolicited
	refer clause 8.78

	[bookmark: _MCCTEMPBM_CRPT80113142___7]+CAPTT
	as verbose
	unsolicited
	refer clause 11.1.4

	[bookmark: _MCCTEMPBM_CRPT80113143___7]+CAULEV
	as verbose
	unsolicited
	refer clause 11.1.5

	[bookmark: _MCCTEMPBM_CRPT80113144___7]+CBCAP
	as verbose
	unsolicited
	refer clause 8.59

	[bookmark: _MCCTEMPBM_CRPT80113145___7]+CBCHG
	as verbose
	unsolicited
	refer clause 8.61

	[bookmark: _MCCTEMPBM_CRPT80113146___7]+CBCON
	as verbose
	unsolicited
	refer clause 8.60

	+CC2APT
	as verbose
	unsolicited
	refer clause 18.2.2

	[bookmark: _MCCTEMPBM_CRPT80113147___7]+CCCM
	as verbose
	unsolicited
	refer clause 7.16

	+CCKEYREQ
	as verbose
	unsolicited
	refer clause 7.46 

	[bookmark: _MCCTEMPBM_CRPT80113148___7]+CCSFBU
	as verbose
	unsolicited
	refer clause 8.76

	[bookmark: _MCCTEMPBM_CRPT80113149___7]+CCSTATEREQU
	as verbose
	unsolicited
	refer clause 10.1.72

	[bookmark: _MCCTEMPBM_CRPT80113150___7]+CCWA
	as verbose
	unsolicited
	refer clause 7.12

	[bookmark: _MCCTEMPBM_CRPT80113151___7]+CCWV
	as verbose
	unsolicited
	refer clause 8.28

	[bookmark: _MCCTEMPBM_CRPT80113152___7]+CDEV
	as verbose
	unsolicited
	refer clause 8.10

	[bookmark: _MCCTEMPBM_CRPT80113153___7]+CDIP
	as verbose
	unsolicited
	refer clause 7.9

	+CDISCO
	as verbose
	unsolicited
	refer clause 8.87

	+CDNSADD
	as verbose
	unsolicited
	refer clause 10.1.80

	[bookmark: _MCCTEMPBM_CRPT80113154___7]+CDUT
	as verbose
	intermediate
	refer clause 13.2.1

	[bookmark: _MCCTEMPBM_CRPT80113155___7]+CDUU
	as verbose
	unsolicited
	refer clause 13.2.1

	+CEASRSIU
	as verbose
	unsolicited
	refer clause 10.1.x

	[bookmark: _MCCTEMPBM_CRPT80113156___7]+CECN
	as verbose
	unsolicited
	refer clause 6.28

	+CECSCONFU
	as verbose
	unsolicited
	refer clause 10.1.84

	[bookmark: _MCCTEMPBM_CRPT80113157___7]+CEDRXSP
	as verbose
	unsolicited
	refer clause 7.40

	[bookmark: _MCCTEMPBM_CRPT80113158___7]+CEMBMSRI
	as verbose
	unsolicited
	refer clause 14.2.2

	[bookmark: _MCCTEMPBM_CRPT80113159___7]+CEMBMSSAII
	as verbose
	unsolicited
	refer clause 14.2.6

	[bookmark: _MCCTEMPBM_CRPT80113160___7]+CEMBMSSRVI
	as verbose
	unsolicited
	refer clause 14.2.3

	[bookmark: _MCCTEMPBM_CRPT80113161___7]+CEN1
	as verbose
	intermediate
unsolicited
	refer clause 8.67

	[bookmark: _MCCTEMPBM_CRPT80113162___7]+CEN2
	as verbose
	intermediate
unsolicited
	refer clause 8.67

	[bookmark: _MCCTEMPBM_CRPT80113163___7]+CEN3
	as verbose
	intermediate
unsolicited
	refer clause 8.67

	[bookmark: _MCCTEMPBM_CRPT80113164___7]+CEN4
	as verbose
	intermediate
unsolicited
	refer clause 8.67

	[bookmark: _MCCTEMPBM_CRPT80113165___7]+CEPTT
	as verbose
	unsolicited
	refer clause 11.1.10 

	[bookmark: _MCCTEMPBM_CRPT80113166___7]+CEPSFBS
	as verbose
	unsolicited
	refer clause 8.81

	[bookmark: _MCCTEMPBM_CRPT80113167___7]+CEREG
	as verbose
	unsolicited
	refer clause 10.1.22

	[bookmark: _MCCTEMPBM_CRPT80113168___7]+CPBW
	as verbose
	intermediate
	refer clause 8.14

	[bookmark: _MCCTEMPBM_CRPT80113169___7]+CPNERU
	as verbose
	unsolicited
	refer clause 8.70

	[bookmark: _MCCTEMPBM_CRPT80113170___7]+CGBRRREP
	as verbose
	unsolicited
	refer clause 10.1.69

	[bookmark: _MCCTEMPBM_CRPT80113171___7]+CGDEL
	as verbose
	intermediate
	refer clause 10.1.29

	[bookmark: _MCCTEMPBM_CRPT80113172___7]+CGEV
	as verbose
	unsolicited
	refer clause 10.1.19

	[bookmark: _MCCTEMPBM_CRPT80113173___7]+CGREG
	as verbose
	unsolicited
	refer clause 10.1.20

	[bookmark: _MCCTEMPBM_CRPT80113174___7]+CHSR
	as verbose
	intermediate
	refer clause 6.16

	[bookmark: _MCCTEMPBM_CRPT80113175___7]+CIEV
	as verbose
	unsolicited
	refer clause 8.10

	[bookmark: _MCCTEMPBM_CRPT80113176___7]+CCIOTOPTI
	as verbose
	unsolicited
	refer clause 7.42

	[bookmark: _MCCTEMPBM_CRPT80113177___7]+CIREGU
	as verbose
	unsolicited
	refer clause 8.71

	[bookmark: _MCCTEMPBM_CRPT80113178___7]+CIREPH
	as verbose
	unsolicited
	refer clause 8.64

	[bookmark: _MCCTEMPBM_CRPT80113179___7]+CIREPI
	as verbose
	unsolicited
	refer clause 8.64

	[bookmark: _MCCTEMPBM_CRPT80113180___7]+CKEV
	as verbose
	unsolicited
	refer clause 8.10

	[bookmark: _MCCTEMPBM_CRPT80113181___7]+CLADNU
	as verbose
	unsolicited
	refer clause 10.1.61

	+CELADNU
	as verbose
	unsolicited
	refer clause 10.1.61a

	[bookmark: _MCCTEMPBM_CRPT80113182___7]+CLAV
	as verbose
	unsolicited
	refer clause 8.31

	[bookmark: _MCCTEMPBM_CRPT80113183___7]+CLIP
	as verbose
	unsolicited
	refer clause 7.6

	[bookmark: _MCCTEMPBM_CRPT80113184___7]+CMCCSI
	as verbose
	unsolicited
	refer clause 8.73

	[bookmark: _MCCTEMPBM_CRPT80113185___7]+CMCCSS<x>
	as verbose
	unsolicited
	refer clause 8.73

	[bookmark: _MCCTEMPBM_CRPT80113186___7]+CMCCSSEND
	as verbose
	unsolicited
	refer clause 8.73

	[bookmark: _MCCTEMPBM_CRPT80113187___7]+CME ERROR
	as verbose
	final
	refer clause 9.2.0

	[bookmark: _MCCTEMPBM_CRPT80113188___7]+CMICO
	as verbose
	unsolicited
	refer clause 10.1.55

	[bookmark: _MCCTEMPBM_CRPT80113189___7]+CMOLRE
	as verbose
	unsolicited
	refer clause 9.3.1

	[bookmark: _MCCTEMPBM_CRPT80113190___7]+CMOLRG
	as verbose
	unsolicited
	refer clause 8.50

	[bookmark: _MCCTEMPBM_CRPT80113191___7]+CMOLRN
	as verbose
	unsolicited
	refer clause 8.50

	+CMSSRI
	as verbose
	unsolicited
	refer clause 10.1.89

	[bookmark: _MCCTEMPBM_CRPT80113192___7]+CMTLR
	as verbose
	unsolicited
	refer clause 8.57

	[bookmark: _MCCTEMPBM_CRPT80113193___7]+CRTDCP
	as verbose
	unsolicited
	refer clause 10.1.44

	[bookmark: _MCCTEMPBM_CRPT80113194___7]+CMWN
	as verbose
	unsolicited
	refer clause 7.36

	[bookmark: _MCCTEMPBM_CRPT80113195___7]+CNAP
	as verbose
	intermediate
unsolicited
	refer clause 7.30

	[bookmark: _MCCTEMPBM_CRPT80113196___7]+CNEC_MM
	as verbose
	unsolicited
	refer clause 9.1b

	[bookmark: _MCCTEMPBM_CRPT80113197___7]+CNEC_GMM
	as verbose
	unsolicited
	refer clause 9.1b

	[bookmark: _MCCTEMPBM_CRPT80113198___7]+CNEC_GSM
	as verbose
	unsolicited
	refer clause 9.1b

	[bookmark: _MCCTEMPBM_CRPT80113199___7]+CNEC_EMM
	as verbose
	unsolicited
	refer clause 9.1b

	[bookmark: _MCCTEMPBM_CRPT80113200___7]+CNEC_ESM
	as verbose
	unsolicited
	refer clause 9.1b

	[bookmark: _MCCTEMPBM_CRPT80113201___7]+CNEMIU
	as verbose
	unsolicited
	refer clause 7.33

	[bookmark: _MCCTEMPBM_CRPT80113202___7]+CNEMS1
	as verbose
	unsolicited
	refer clause 7.33

	[bookmark: _MCCTEMPBM_CRPT80113203___7]+CNEM5G
	as verbose
	unsolicited
	refer clause 7.33

	[bookmark: _MCCTEMPBM_CRPT80113204___7]+CNRREG
	as verbose
	unsolicited
	refer clause 10.1.47

	[bookmark: _MCCTEMPBM_CRPT80113205___7]+COEV
	as verbose
	unsolicited
	refer clause 8.10

	[bookmark: _MCCTEMPBM_CRPT80113206___7]+COLP
	as verbose
	intermediate
unsolicited
	refer clause 7.8

	+CPAGTCC
	as verbose
	unsolicited
	refer clause 10.1.79

	[bookmark: _MCCTEMPBM_CRPT80113207___7][bookmark: _MCCTEMPBM_CRPT80113208___7]+CPAGERES
	as verbose
	unsolicited
	refer clause 10.1.78

	+CPINR
	as verbose
	intermediate
	refer clause 8.65

	[bookmark: _MCCTEMPBM_CRPT80113209___7]+CPINRE
	as verbose
	intermediate
	refer clause 8.65

	[bookmark: _MCCTEMPBM_CRPT80113210___7]+CPOSR
	as verbose
	unsolicited
	refer clause 8.56

	[bookmark: _MCCTEMPBM_CRPT80113211___7]+CPNERU
	as verbose
	unsolicited
	refer clause 8.70

	[bookmark: _MCCTEMPBM_CRPT80113212___7]+CPNSTAT
	as verbose
	unsolicited
	refer clause 7.28

	[bookmark: _MCCTEMPBM_CRPT80113213___7]+CPSB
	as verbose
	unsolicited
	refer clause 7.29

	[bookmark: _MCCTEMPBM_CRPT80113214___7]+CR
	as verbose
	intermediate
	refer clause 6.9

	[bookmark: _MCCTEMPBM_CRPT80113215___7]+CREG
	as verbose
	unsolicited
	refer clause 7.2

	[bookmark: _MCCTEMPBM_CRPT80113216___7]+CREJPAG
	as verbose
	unsolicited
	refer clause 10.1.77

	[bookmark: _MCCTEMPBM_CRPT80113217___7]+CRING
	as verbose
	unsolicited
	refer clause 6.11

	[bookmark: _MCCTEMPBM_CRPT80113218___7]+CRLOSPU
	as verbose
	unsolicited
	refer clause 10.1.65

	[bookmark: _MCCTEMPBM_CRPT80113219___7]+CRTDCP
	as verbose
	unsolicited
	refer clause 10.1.44

	[bookmark: _MCCTEMPBM_CRPT80113220___7]+CRUEPOLICYU
	as verbose
	unsolicited
	refer clause 10.1.51

	[bookmark: _MCCTEMPBM_CRPT80113221___7]+CSBTSRI
	as verbose
	unsolicited
	refer clause 10.1.56

	[bookmark: _MCCTEMPBM_CRPT80113222___7]+CSCON
	as verbose
	unsolicited
	refer clause 10.1.30

	[bookmark: _MCCTEMPBM_CRPT80113223___7]+CSDBTSRI
	as verbose
	unsolicited
	refer clause 10.1.58

	+CSENSE
	as verbose
	unsolicited
	refer clause 8.x

	[bookmark: _MCCTEMPBM_CRPT80113224___7]+CSSI
	as verbose
	intermediate
	refer clause 7.17

	[bookmark: _MCCTEMPBM_CRPT80113225___7]+CSSU
	as verbose
	unsolicited
	refer clause 7.17

	[bookmark: _MCCTEMPBM_CRPT80113226___7]+CTEV
	as verbose
	unsolicited
	refer clause 8.10

	[bookmark: _MCCTEMPBM_CRPT80113227___7]+CTZE
	as verbose
	unsolicited
	refer clause 8.41

	[bookmark: _MCCTEMPBM_CRPT80113228___7]+CTZEU
	as verbose
	unsolicited
	refer clause 8.41

	[bookmark: _MCCTEMPBM_CRPT80113229___7]+CTZV
	as verbose
	unsolicited
	refer clause 8.41

	+CUNPER
	as verbose
	unsolicited
	refer clause 8.86

	[bookmark: _MCCTEMPBM_CRPT80113230___7]+CUSATEND
	as verbose
	unsolicited
	refer clause 12.2.4

	[bookmark: _MCCTEMPBM_CRPT80113231___7]+CUSATP
	as verbose
	unsolicited
	refer clause 12.2.4

	[bookmark: _MCCTEMPBM_CRPT80113232___7]+CUSATS
	as verbose
	unsolicited
	refer clause 12.2.3

	[bookmark: _MCCTEMPBM_CRPT80113233___7]+CUSD
	as verbose
	unsolicited
	refer clause 7.15

	+CUUAAPT
	as verbose
	unsolicited
	refer clause 18.2.1

	[bookmark: _MCCTEMPBM_CRPT80113234___7]+CUUS1I
	as verbose
	intermediate
	refer clause 7.26

	[bookmark: _MCCTEMPBM_CRPT80113235___7]+CUUS1U
	as verbose
	unsolicited
	refer clause 7.26

	+CE5EECSRV
	as verbose
	unsolicited
	refer clause 19.2.3

	[bookmark: _MCCTEMPBM_CRPT80113236___7]+CWLANOLADI
	as verbose
	unsolicited
	refer clause 10.1.39

	[bookmark: _MCCTEMPBM_CRPT80113237___7]+CWLANOLCMI
	as verbose
	unsolicited
	refer clause 10.1.40

	[bookmark: _MCCTEMPBM_CRPT80113238___7]+DR
	as verbose
	intermediate
	refer clause 6.26

	[bookmark: _MCCTEMPBM_CRPT80113239___7]+ILRR
	as verbose
	intermediate
	refer clause 4.3

	[bookmark: _MCCTEMPBM_CRPT80113240___7]BUSY
	7
	final
	busy signal detected

	[bookmark: _MCCTEMPBM_CRPT80113241___7]CONNECT
	1
	intermediate
	connection has been established

	[bookmark: _MCCTEMPBM_CRPT80113242___7]CONNECT <text>
	manufacturer specific
	intermediate
	[bookmark: _MCCTEMPBM_CRPT80113243___7]as CONNECT but manufacturer specific <text> gives additional information (e.g. connection data rate)

	[bookmark: _MCCTEMPBM_CRPT80113244___7]ERROR
	4
	final
	command not accepted

	[bookmark: _MCCTEMPBM_CRPT80113245___7]NO ANSWER
	8
	final
	connection completion timeout

	[bookmark: _MCCTEMPBM_CRPT80113246___7]NO CARRIER
	3
	final
	connection terminated

	[bookmark: _MCCTEMPBM_CRPT80113247___7]NO DIALTONE
	6
	final
	no dialtone detected

	[bookmark: _MCCTEMPBM_CRPT80113248___7]OK
	0
	final
	acknowledges execution of a command line

	[bookmark: _MCCTEMPBM_CRPT80113249___7]RING
	2
	unsolicited
	incoming call signal from network

	[bookmark: _MCCTEMPBM_CRPT80113250___7]NOTE:	From v6.2.0 onwards, ATV0 numeric result codes 5, 6, 7 for NO DIALTONE, BUSY and NO ANSWER respectively, have been replaced by numeric result codes 6, 7, 8 respectively, to be aligned with the values listed in ITU-T Recommendation V.250 [14] (previously V.25ter).



NOTE:	The table B.1 is as an overview of the result codes, hence the complete syntax of the result codes is not shown.



* * * End of Changes * * * *


