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1. Reason for Change
1. There are serval message contains nothing but use 200 (OK). It should be changed to 204 (No content)
2. There are two <pemc-id> in <pin-management-pine-join-request> element (see 5.4.7.3.1)
3. Event ID is missing in PIN connectivity subscribe procedure (see 5.4.13.2.1)
4. The corresponding UE behaviour upon receiving message is missing (see 5.4.13.3.1)
5. There are two application server ID (i.e. <pin-server-identifier> and <application-server-identifier>) in 5.7.2.3.1
6. In message, “shall” should be ahead of “may” (see 5.7.2.3.2)
7. The message content of <pin-configuration-service-switch-configure-accept> element should not contain anything according to 23.542 and hence it should be a 204 (No content) response (see 5.7.3.3)
8. It is not clear the content of service continuity policy information in satge-2 (TS 23.542), so it is better to left to implementation totally. (see 5.8.2.4.2)
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.583 v1.0.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc151546139][bookmark: _Toc151546140]5.4.6.5.1	Requesting entity procedure
The requesting entity can be a PEAE-C, PGAE-C, or PAE-S.
To unsubscribe the PIN status from the PMAE-C, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 9110 [4]. In the HTTP POST request, the requesting entity:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-request> element in the <pinapp-info> root element and within the <pin-status-unsubscribe-request> element:
1)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service; and
2)	shall include a <unsubscription-id> element set to the identity of the subscription to be unsubscribed. More than one identity can be indicated.
The requesting entity shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 9110 [4].
Upon reception of an HTTP 200 204 (OKNo content) response message, the requesting entity shall consider it has successfully unsubscribed the PIN status event identified by the <unsubscription-id> element. containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-accept> element in the <pinapp-info> root element,
the requesting entity shall consider it has successfully unsubscribed the PIN status event identified by the <unsubscription-id> element; and
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-reject> element in the <pinapp-info> root element,
the requesting entity shall consider the PIN status unsubscribe is rejected by the PMAE-C.
* * * Next Change * * * *
5.4.6.5.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-request> element in the <pinapp-info> root element,
the PMAE-C shall check whether the requesting entity is authorized to unsubscribe the subscription information or not.
If the requesting entity is authorized to unsubscribe all the requested subscription information, the PMAE-C shall: 
a)	update the subscription information for the requesting entity for the PIN;
b)	generate an HTTP 200 204 (No contentOK) response according to IETF RFC 9110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-accept> element in the <pinapp-info> root element; and
c)	send the HTTP 2040 (No contentOK) response towards the requesting entity.
If the requesting entity is authorized to unsubscribe at least one requested subscription information, the PMAE-C shall: 
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-reject> element in the <pinapp-info> root element and within the <pin-status-unsubscribe-reject>:
i)	shall include a <cause> element set to an appropriate cause for PIN status unsubscribe failure; and
b)	send the HTTP 403 (Forbidden) response towards the requesting entity.
* * * Next Change * * * *
[bookmark: _Toc151546147]5.4.7.3.1	PEAE-C procedure
When the PEAE-C needs to join into a PIN via the PGAE-C, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 9110 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of PGAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-request> element in the <pinapp-info> root element and within the <pin-management-pine-join-request> element:
1)	shall include a <pin-id> element set to the identity of the PIN to be joined into;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for a PIN service;
3)	shall include a <ue-id> element set to the identity of the PEAE-C;
4)	shall include a <target-pemc-id> element set to the identity of the target PMAE-C;
5)	may include a <pin-client-profile> element set to the PIN client profile(s) of the PEAE-C; 
6)	may include a <endpoint-information-content> element set to the endpoint information of PAE-S;
7)	may include a <pemc-id> element set to the identity of the PMAE-C;
78)	may include a <ue-location> element set to the location of the PEAE-C; and
98)	may include a <pin-service-info> element set to the PIN service information that the requesting entity can provide.
The PEAE-C shall send the generated HTTP POST request towards the PGAE-C according to IETF RFC 9110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-accept> element in the <pinapp-info> root element,
the PEAE-C shall store the information of the PIN and consider the PEAE-C has successfully joined into the PIN. 
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-join-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the PEAE-C requested joining into a PIN is rejected by the PMAE-C.

* * * Next Change * * * *
[bookmark: _Toc151546153]5.4.6.5.1	Requesting entity procedure
The requesting entity can be a PEAE-C, PGAE-C, or PAE-S.
To unsubscribe the PIN status from the PMAE-C, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 9110 [4]. In the HTTP POST request, the requesting entity:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-request> element in the <pinapp-info> root element and within the <pin-status-unsubscribe-request> element:
1)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service; and
2)	shall include a <unsubscription-id> element set to the identity of the subscription to be unsubscribed. More than one identity can be indicated.
The requesting entity shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 9110 [4].
Upon reception of an HTTP 200 204 (OKNo content) response message, the requesting entity shall consider it has successfully unsubscribed the PIN status event identified by the <unsubscription-id> element containing.:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-accept> element in the <pinapp-info> root element,
the requesting entity shall consider it has successfully unsubscribed the PIN status event identified by the <unsubscription-id> element; and
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-reject> element in the <pinapp-info> root element,
the requesting entity shall consider the PIN status unsubscribe is rejected by the PMAE-C.
* * * Next Change * * * *
5.4.6.5.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-request> element in the <pinapp-info> root element,
the PMAE-C shall check whether the requesting entity is authorized to unsubscribe the subscription information or not.
If the requesting entity is authorized to unsubscribe all the requested subscription information, the PMAE-C shall: 
a)	update the subscription information for the requesting entity for the PIN;
b)	generate an HTTP 200 204 (OKNo content) response according to IETF RFC 9110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-accept> element in the <pinapp-info> root element; and
c)	send the HTTP 200 204 (OKNo content) response towards the requesting entity.
If the requesting entity is authorized to unsubscribe at least one requested subscription information, the PMAE-C shall: 
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-status-unsubscribe-reject> element in the <pinapp-info> root element and within the <pin-status-unsubscribe-reject>:
i)	shall include a <cause> element set to an appropriate cause for PIN status unsubscribe failure; and
b)	send the HTTP 403 (Forbidden) response towards the requesting entity.
* * * Next Change * * * *
[bookmark: _Toc151546152]5.4.7.4.1	PEAE-C procedure
When the PEAE-C needs to leave a PIN via the PMAE-C, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 9110 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element and within the <pin-management-pine-leave-request> element:
1)	shall include a <pin-id> element set to the identity of the PIN to leave;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for a PIN service; 
3)	shall include a <ue-id> element set to the identity of the PEAE-C; and
4)	shall include a <target-pemc-id> element set to the identity of the target PMAE-C.
Upon reception of an HTTP 200 204 (No contentOK) response message, the PEAE-C shall consider that it has successfully left the PIN. containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider that it has successfully left the PIN. 
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the request of leaving the PIN is rejected by the PMAE-C.
* * * Next Change * * * *
5.4.7.4.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element,
the PMAE-C shall verify whether the PEAE-C is authorized to leave the PIN or not. 
If the PEAE-C is authorized to leave the PIN and the HTTP POST request message is received from PEAE-C, the PMAE-C shall:
a)	generate an HTTP 200 204 (OKNo content) response and send the HTTP 200 204 (OKNo content) response towards the PEAE-C according to IETF RFC 9110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element; and
b)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.4 to notify the PINE leaving the PIN.
If the PEAE-C is not authorized to leave the PIN, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element and within the <pin-management-pine-leave-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEAE-C requested leaving a PIN failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
* * * Next Change * * * *
[bookmark: _Toc151546155]5.4.7.5.1	PEAE-C procedure
When the PEAE-C needs to leave a PIN via the PGAE-C, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 9110 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of PGAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element and within the <pin-management-pine-leave-request> element:
1)	shall include a <pin-id> element set to the identity of the PIN to leave;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for a PIN service; 
3)	shall include a <ue-id> element set to the identity of the PEAE-C; and
4)	shall include a <target-pemc-id> element set to the identity of the target PMAE-C.
Upon reception of an HTTP 200 204 (OKNo content) response message, the PEAE-C shall consider that it has successfully left the PIN. containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider that it has successfully left the PIN. 
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the request of leaving the PIN is rejected by the PMAE-C.

* * * Next Change * * * *
[bookmark: _Toc151546156]5.4.7.5.2	PGAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element,
the PGAE-S shall verify whether the PEAE-C is authorized to leave the PIN or not. 
If the PEAE-C is authorized to leave into the PIN, the PGAE-C shall perform one of the following in decreasing order:
a)	if the direct connection between PMAE-C and PGAE-C is available, the PGAE-C shall forward the received HTTP POST request message with changing the Request-URI to the URI of the PMAE-C; 
b)	if:
1)	the direct connection between PMAE-C and PGAE-C is not available; and
2)	the PIN communication with the PMAE-C is available,
	the PGAE-C shall forward the received HTTP POST request message with changing the Request-URI to the URI of the PMAE-C; and
c)	if:
1)	the direct connection between PMAE-C and PGAE-C is not available; and
2)	the PIN communication with the PMAE-C is not available,
	the PGAE-C shall forward the received HTTP POST request message with changing the Request-URI to the URI of the PAE-S.
[bookmark: _Hlk145001309]If the PEAE-C is not authorized to leave the PIN, the PGAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the 403 (Forbidden) response message, the PGAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element and within the <pin-management-pine-leave-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEAE-C requested leaving a PIN failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
Upon reception of either of the following:
a)	an HTTP 200 204 (OKNo content) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element, or
b)	an HTTP 403 (Forbidden) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element,
the PGAE-C shall forward the received HTTP 200 204 (OKNo content) response or the received HTTP 403 (Forbidden) response message to the PEAE-C. 
* * * Next Change * * * *
[bookmark: _Toc151546157]5.4.7.5.3	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element,
the PAE-S shall forward the received HTTP POST request message towards the PMAE-C with changing the Request-URI to the URI of the PMAE-C. 
Upon reception of either of the following:
a)	an HTTP 200 204 (OKNo content) response message; containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element, or
b)	an HTTP 403 (Forbidden) response message containing:
1)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element,
the PAE-S shall forward the received HTTP 200 204 (OKNo content) response or the received HTTP 403 (Forbidden) response message to the PGAE-C. 
* * * Next Change * * * *
[bookmark: _Toc151546158]5.4.7.5.4	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-request> element in the <pinapp-info> root element,
the PMAE-C shall verify whether the PEAE-C is authorized to leave the PIN or not. 
If the PEAE-C is authorized to leave the PIN and the HTTP POST request message is received from PGAE-C, the PMAE-C shall:
a)	generate an HTTP 200 204 (OKNo content) response and send the HTTP 200 204 (No contentOK) response towards the PGAE-C according to IETF RFC 9110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element; and
b)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.4 to notify the PINE leaving the PIN.
If the PEAE-C is authorized to leave the PIN and the HTTP POST request message is received from PAE-S, the PMAE-C shall:
a)	generate an HTTP 200 204 (OKNo content) response and send the HTTP 200 204 (No contentOK) response towards the PAE-S according to IETF RFC 9110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-accept> element in the <pinapp-info> root element; and
b)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.4 to notify the PINE leaving the PIN.
If the PEAE-C is not authorized to leave the PIN and the HTTP POST request message is received from PGAE-C, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element and within the <pin-management-pine-leave-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEAE-C requested leaving a PIN failure; and
b)	send the HTTP 403 (Forbidden) response towards the PGAE-C.
If the PEAE-C is not authorized to leave the PIN and the HTTP POST request message is received from PAE-S, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-pine-leave-reject> element in the <pinapp-info> root element and within the <pin-management-pine-leave-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PEAE-C requested leaving a PIN failure; and
b)	send the HTTP 403 (Forbidden) response towards the PAE-S.
* * * Next Change * * * *
[bookmark: _Toc151546193]5.4.13.3.1	PGAE-C procedure 
The receiving entity can be PEAE-C, PMAE-C, or PAE-S.
The PAGE-C notifies the subscriber(s) when an event occurs at the PGAE-C, that satisfies triggering conditions. To notify subscribers, PGAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 9110 [4]. In the HTTP POST request, PGAE-C:
a)	shall set the Request-URI to the URI of the receiving entity;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-connectivity-notify> element in the <pinapp-info> root element and within the <pin-connectivity-notify> element:
1)	shall include a <pegc-identifier> element set to the identifier of the PGAE-C, such as PIN client ID;
2)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN, served by the PGAE-C;
3)	shall include a <pin-client-identifier> element set to the unique identifier of the PIN peer or PAE-S related to the connectivity change; and
4)	shall include a <event-type> element set to the type of event, including information about the connectivity event.
The PGAE-C shall send the generated HTTP POST request towards the receiving entities according to IETF RFC 9110 [4].
Upon reception of an HTTP 204 (No content) response message, the PGAE-C shall consider the receiving entity has successfully received the notification.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-connectivity-notify-reject> element in the <pinapp-info> root element,
the PGAE-C shall consider the receiving entity fails the PIN connectivity notify with the indicated cause.
* * * Next Change * * * *
[bookmark: _Toc151546190]5.4.13.2.1	Initiating entity procedure 
The initiating entity can be PEAE-C, PMAE-C, PAE-S. 
The initiating entity, which wants to be notified about PIN connectivity events, subscribes to PGAE-C to receive PIN connectivity event notification. To subscribe for PIN connectivity information, the initiating entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 9110 [4]. In the HTTP POST request, the initiating entity:
a)	shall set the Request-URI to the URI of the PGAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-connectivity-subscribe-request> element in the <pinapp-info> root element and within the <pin-connectivity-subscribe-request> element:
1)	shall include a <subscriber-identifier> element set to the unique identifier of the initiating entity, such as PIN client ID;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	shall include a <subscription-id> element set to the event ID(s) for which the subscriber is notified. More than one event ID can be included;
34)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN, serving the initiating entity;
45)	shall include a <notification-target-address> element set to the notification target address, (e.g. URL, IP address), where the notifications destined for the subscriber should be sent to; and
56)	may include a <proposed-expiration-time> element set to the proposed expiration time for the subscription.
The initiating entity shall send the generated HTTP POST request towards the PGAE-C according to IETF RFC 9110 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-connectivity-subscribe-accept> element in the <pinapp-info> root element, 
the initiating entity shall consider it has successfully subscribed to the PIN connectivity event identified by the <subscription-id> element; and shall start an expiration timer if the <expiration-time> element is included. The value of the expiration timer shall be equal to the value in the <expiration-time> element. The initiating entity shall consider the subscription as valid for the duration of the expiration timer.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
[bookmark: _Hlk149656094]b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-connectivity-subscribe-reject> element in the <pinapp-info> root element, ; and within the <pin-connectivity-subscribe-reject> element;
the initiating entity shall consider the PIN connectivity subscribe request is not accepted by the PGAE-C.

* * * Next Change * * * *
[bookmark: _Toc151546228][bookmark: _Toc151546229]5.7.2.3.1	PAE-S procedure
If the PAE-S has accepted the service switch request to a PIN from the PEAE-C, the PAE-S shall generate an HTTP POST request according to procedures as specified in IETF RFC 9110 [4]. In the HTTP POST request, the PAE-S:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-request> element in the <pinapp-info> root element and within the <pin-configuration-service-switch-configure-request> element:
1)	shall include a <pin-server-identifier> element set to the PIN server ID of the PAE-S;
21)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
32)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service will be switched;
43)	shall include a <application-client-identifier> element set to the identifier of the application client, which identifies the application client in PINE where the service is terminated;
54)	may include a <application-server-identifier> element set to the identifier of the application server, which identifies the application server producing the service;
65)	shall include a <application-session-identifier> element set to the identifier of the application traffic, which identifies the application traffic to be switched;
76)	may include a <application-traffic-descriptor> element set to the description of application session, which is to be switched; and
87)	may include a <target-pin-client-identifier> element set to the PIN client ID of the target PEAE-C.
The PAE-S shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 9110 [4].
Upon reception of an HTTP 200 204 (OKNo content) response message from PMAE-C, the PAE-S shall consider the PIN configuration service switch configure request is accepted by the PMAE-C. containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-accept> element in the <pinapp-info> root element,
the PAE-S shall consider the PIN configuration service switch configure request is accepted by the PMAE-C.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the PIN configuration service switch configure request is not accepted by the PMAE-C.
* * * Next Change * * * *
5.7.2.3.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-request> element in the <pinapp-info> root element,
the PMAE-C shall check whether the PIN and receiving entity can support the requested service switch.
If the both the PIN and target PEAE-C can support the requested service switch, the PMAE-C shall generate the HTTP POST request message towards the receiving entity, according to procedures as specified in IETF RFC 9110 [4]. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the receiving entity (PGAE-C or PEAE-C);
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-service-switch-configure-acceptrequest> element in the <pinapp-info> root element and within the <pin-management-service-switch-configure-acceptrequest> element:
1)	shall include a <pin-management-client-identifier> element set to the PEMC ID of the PMAE-C;
2)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
3)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service will be switched;
4)	shall include a <application-client-identifier> element set to the identifier of the application client, which identifies the application client in PINE where the service is terminated;
5)	shall include a <application-server-identifier> element set to the identifier of the application server, which identifies the application server producing the service;
6)	shall include a <target-pin-client-identifier> element set to the PIN client ID of the target PEAE-C, if the receiving entity is PMAE-Cmay include a <pegc-id> element set to the PEGC ID of the PGAE-C, if the receiving entity is the PGAE-C;
7)	shall include a <application-traffic-identifier> element set to the identifier of the application session, which identifies the application session to be switched;
8)	may include a <application-traffic-descriptor> element set to the description of application session, which is to be switched; and
9)	may include a <pegc-id> element set to the PEGC ID of the PGAE-C, if the receiving entity is the PGAE-Cshall include a <target-pin-client-identifier> element set to the PIN client ID of the target PEAE-C, if the receiving entity is PMAE-C.
The PMAE-C shall send the generated HTTP POST request towards the receiving entity according to IETF RFC 9110 [4].
Upon reception of an HTTP 200 (OK) response message from the receiving entity, with:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-service-switch-configure-accept> element in the <pinapp-info> root element,
the PMAE-C shall consider the PIN management service switch configure request is accepted by the receiving entity, and the PMAE-C:
a)	shall generate an HTTP 200 204 (No contentOK) response message according to IETF RFC 9110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-accept> element in the <pinapp-info> root element; and
b)	shall send the generated HTTP 200 204 (OKNo content) response message towards the PAE-S according to IETF RFC 9110 [4].
Upon reception of an HTTP 403 (Forbidden) response message from the receiving entity, with:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-service-switch-configure-reject> element in the <pinapp-info> root element,
the PMAE-C shall consider the PIN management service switch configure request is not accepted by the receiving entity, and the PMAE-C:
a)	shall generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-management-service-switch-configure-reject> element in the <pinapp-info> root element and within the <pin-management-service-switch-configure-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN service switch configure failure; and
b)	shall send the HTTP 403 (Forbidden) response towards the PAE-S.
If either the PIN or the target PEAE-C cannot support the requested service switch, the PMAE-C shall generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the HTTP 403 (Forbidden) response message, the PMAE-C:
a)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-reject> element in the <pinapp-info> root element and within the <pin-configuration-service-switch-configure-reject> element:
1)	shall include a <cause> element set to indicate the cause of the failure.
The PMAE-C shall send the generated HTTP 403 (Forbidden) response towards the receiving entity according to IETF RFC 9110 [4].

* * * Next Change * * * *
[bookmark: _Toc151546232]5.7.3.1	PEAE-C procedure
When the PEAE-C needs to switch service in a PIN, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72S31 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-request> element in the <pinapp-info> root element and within the <pin-service-discovery-request> element:
1)	shall include a <pin-id> element set to the identity of the involved PIN;
2)	shall include a <ue-id> element set to the identity of the PEAE-C;
3)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
4)	shall include a <service-type> element set to the type of the requesting service(s). More than one new service can be included; and
5)	may include a <requesting-pine-address> element set to the IP address or MAC address of the PEAE-C.
The PEAE-C shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 9110 [4].
Upon reception of an HTTP 200 (OK) response message from PMAE-C containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-accept> element in the <pinapp-info> root element,
the PEAE-C shall: 
a)	consider the target PEAE-C in the <pin-service-discovery-accept> element is available to support the service switch;
b)	generate an HTTP POST request according to procedures as specified in IETF RFC 72S31 [4]. In the HTTP POST request, the PEAE-C:
1)	shall set the Request-URI to the URI of the target PEAE-C;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
3)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-request> element in the <pinapp-info> root element and within the <pin-configuration-service-switch-configure-request> element:
i)	shall include a <pin-server-identifier> element set to the identity of the PEAE-C;
ii)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
iii)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service will be switched;
iv)	shall include a <pin-service-info> element set to the PIN service information of the PEAE-C;
v)	may include a <application-client-identifier> element set to the identifier of the application client, which identifies the application client in PEAE-C where the service is terminated;
vi)	may include a <application-server-identifier> element set to the identifier of the application server, which identifies the application server producing the service;
vii)	may include a <application-session-identifier> element set to the identifier of the application traffic, which identifies the application traffic to be switched; and
viii)	may include a <application-traffic-descriptor> element set to the description of application session, which is to be switched; and
c)	send the generated HTTP POST request towards the target PEAE-C according to IETF RFC 9110 [4].
Upon reception of an HTTP 403 (Forbidden) response message from PMAE-C containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the service switch is not supported for the requested service.
Upon reception of an HTTP 200 204 (No contentOK) response message from target PEAE-C, the PEAE-C shall consider the target PEAE-C accepts the service switch. From this time onward, the PEAE-C switches the traffic flow to the target PEAE-C via the PGAE-C for the requested service.
 containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider the target PEAE-C accepts the service switch. From this time onward, the PEAE-C switches the traffic flow to the target PEAE-C via the PGAE-C for the requested service.
Upon reception of an HTTP 403 (Forbidden) response message from target PEAE-C containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a<pin-configuration-service-switch-configure-reject> element in the <pinapp-info> root element,
the PEAE-C:
a)	shall consider the service switch is not accepted for the requested service; and
b)	may generate an HTTP POST request according to procedures as specified in IETF RFC 72S31 9110 [4] that includes an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-request> element in the <pinapp-info> root element toward another PEAE-C in the <target-pine-id> element as specified in this clause.
* * * Next Change * * * *
[bookmark: _Toc151546234]5.7.3.3	Target PEAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-request> element in the <pinapp-info> root element,
the target PEAE-C shall check whether to accept the requested service switch.
If the target PEAE-C accepts the requested service switch, the target PEAE-C:
a)	generate an HTTP 200 204 (OKNo content) response according to IETF RFC 9110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml";
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-accept> element in the <pinapp-info> root element and within the <pin-configuration-service-switch-configure-accept> element:
i)	shall include a <ue-id> element set to the identity of the target PEAE-C;
ii)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service; and
iii)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service will be switched;
iv)	shall include a <application-client-identifier> element set to the identifier of the application client, which identifies the application client in PEAE-C where the service is terminated;
v)	shall include a <application-server-identifier> element set to the identifier of the application server, which identifies the application server producing the service;
vi)	shall include a <application-traffic-identifier> element set to the identifier of the application session, which identifies the application session to be switched; and
vii)	may include a <application-traffic-descriptor> element set to the description of application session, which is to be switched; and; and
b)	send the HTTP 200 (No contentOK) response towards the PEAE-C.
If the target PEAE-C rejects the requested service switch, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the HTTP 403 (Forbidden) response message, the PEAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-reject> element in the <pinapp-info> root element and within the <pin-configuration-service-switch-configure-reject> element:
i)	shall include a <cause> element set to an appropriate cause for the failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
* * * Next Changes * * * *
[bookmark: _Toc151546247]5.8.2.4.2	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-continuity-update-request> element in the <pinapp-info> root element;
the PAE-S shall validate the request and check if the PMAE-C is authorized to request service continuity update.
If the PMAE-C is allowed to update service continuity and the PIN element is authorized, determines policy information for the PINE. After successful validation and authorization of PIN ElementPMAE-C, the PAE-S shall:
a)	generate an HTTP 204 (No content) or an HTTP 200 (OK) response according to IETF RFC 9110 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-continuity-update-accept> element in the <pinapp-info> root element and within the <pin-configuration-service-continuity-update-accept> element:
[bookmark: _Hlk159085563]i)	shall include a <service-continuity-policy-information> element set to information about service continuity policy of the PIN Element (e.g., allowed QOS, location constraints, time constraints, network resource limit); and
[bookmark: _Hlk143742166]b)	shall send the HTTP 204 (No content) or HTTP 200 (OK) response towards the PMAE-C.
If the PMAE-C is not allowed to update service continuity, the PAE-S shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the 403 (Forbidden) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-continuity-update-reject> element in the <pinapp-info> root element and within the <pin-configuration-service-continuity-update-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN configuration service continuity update failure; and
b)	send the HTTP 403 (Forbidden) response towards the PMAE-C.
* * * End of Changes * * * *

