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* * * First Change * * *
[bookmark: _Toc20215514][bookmark: _Toc27495981][bookmark: _Toc36107720][bookmark: _Toc44598471][bookmark: _Toc44602326][bookmark: _Toc45197503][bookmark: _Toc45695536][bookmark: _Toc51773312][bookmark: _Toc51774228][bookmark: _Toc83137798]7.2.1	SIP REGISTER request for service authorisation
When the MCData client performs SIP registration for service authorisation the MCData client shall perform the registration procedures as specified in 3GPP TS 24.229 [5].
The MCData client shall include the following media feature tags in the Contact header field of the SIP REGISTER request:
1)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata";
2)	if SDS is supported then:
a)	the g.3gpp.mcdata.sds media feature tag; and
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"; and
3)	if FD service is supported then:
a)	the g.3gpp.mcdata.fd media feature tag; and
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd".; and
4)	if IPCONN service is supported then:
a)	the g.3gpp.mcdata.ipconn media feature tag; and
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.ipconn".
NOTE 1:	If the MCData client logs off from the MCData service but the MCData UE remains registered the MCData UE performs a re-registration as specified in 3GPP TS 24.229 [5] without the supported g.3gpp.mcdata media feature tags and the g.3gpp.icsi-ref media feature tag containing the supported MCData service ICSIs in the Contact header field of the SIP REGISTER request.
If the MCData client, upon performing SIP registration:
1)	has successfully finished the user authentication procedure as described in 3GPP TS 24.482 [24];
2)	has available an access-token;
3)	based on implementation decides to use SIP REGISTER for service authorization;
4)	confidentiality protection is disabled as specified in subclause 6.5.2.3.1; and
5)	integrity protection is disabled as specified in subclause 6.5.3.3.1;
then the MCData client shall include in the SIP REGISTER request an application/vnd.3gpp.mcdata-info+xml MIME body as defined in Annex D.1 with:
1)	the <mcdata-access-token> element set to the value of the access token received during the user authentication procedures; and
2)	the <mcdata-client-id> element set to the value of the MCData client ID of the originating MCData client.
NOTE 2:	the access-token contains the MCData ID of the user.
If the MCData client, upon performing SIP registration:
1)	has successfully finished the user authentication procedure as described in 3GPP TS 24.482 [24];
2)	has an available access-token;
3)	based on implementation decides to use SIP REGISTER for service authorization; and
4)	either confidentiality protection is enabled as specified in subclause 6.5.2.3.1 or integrity protection is enabled as specified in subclause 6.5.3.3.1;
then the MCData client:
1)	shall include an application/mikey MIME body with the CSK as MIKEY-SAKKE I_MESSAGE as specified in 3GPP TS 33.180 [26] in the body of the SIP REGISTER request;
2)	if confidentiality protection is enabled as specified in subclause 6.5.2.3.1, shall include in the body of the SIP REGISTER request an application/vnd.3gpp.mcdata-info+xml MIME body with the following clarifications:
a)	shall encrypt the received access-token using the CSK and include the <mcdata access token> element set to the encrypted access-token, as specified in subclause 6.5.2.3.1; and
b)	shall encrypt the MCData client ID of the originating MCData client using the CSK and include the <mcdata client id> element set to the encrypted MCData client ID;
3)	if confidentiality protection is disabled as specified in subclause 6.5.2.3.1, shall include an application/vnd.3gpp.mcdata-info+xml MIME body as defined in Annex D.1 with:
a)	the <mcdata-access-token> element set to the value of the access token received during the user authentication procedures; and
b)	the <mcdata-client-id> element set to the value of the MCData client ID of the originating MCData client; and
4)	if integrity protection is enabled as specified in subclause 6.5.3.3.1, shall use the CSK to integrity protect the application/vnd.3gpp.mcdata-info+xml MIME body by following the procedures in subclause 6.6.3.3.3.
[bookmark: _Toc20215515][bookmark: _Toc27495982][bookmark: _Toc36107721][bookmark: _Toc44598472][bookmark: _Toc44602327][bookmark: _Toc45197504][bookmark: _Toc45695537][bookmark: _Toc51773313][bookmark: _Toc51774229][bookmark: _Toc83137799]* * * Next Change * * *
7.2.1AA	SIP REGISTER request without service authorisation
When the MCData client performs SIP registration without service authorisation the MCData client shall perform the registration procedures as specified in 3GPP TS 24.229 [4].
The MCData client shall include the following media feature tags in the Contact header field of the SIP REGISTER request:
1)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata";
2)	if SDS is supported then:
a)	the g.3gpp.mcdata.sds media feature tag; and
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"; and
3)	if FD service is supported then:
a)	the g.3gpp.mcdata.fd media feature tag; and
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd".; and
4)	if IPCONN service is supported then:
a)	the g.3gpp.mcdata.ipconn media feature tag; and
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.ipconn".
NOTE:	If the MCData client logs off from the MCData service but the MCData UE remains registered the MCData UE performs a re-registration as specified in 3GPP TS 24.229 [5] without the supported g.3gpp.mcdata media feature tags and the g.3gpp.icsi-ref media feature tag containing the supported MCData service ICSIs in the Contact header field of the SIP REGISTER request.
* * * End of Change(s) * * *

