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Upon reception of EAP-Request/Identity message (as described in IETF RFC 3748 [9]), encapsulated in the link layer protocol packets from the TNAP, the UE shall:
a)	construct an EAP-Response/Identity message as described in IETF RFC 3748 [9] containing a NAI as specified in clause 28.7.6 of 3GPP TS 23.003 [8] (when the TNGF ID is not used for constructing the NAI or when the TNGF ID is used for constructing the NAI) to request a PLMN or SNPN when the trusted connectivity is 5G connectivity using trusted non-3GPP access;
b)	if the UE has a valid Access Identity 1 as specified in clause 4.5.2 of 3GPP TS 24.501 [4], include the MPS indicator appended to the NAI as specified in 3GPP TS 23.003 [8]; and
NOTE:	The NAI decoration for MPS access can be disabled as specified in 3GPP TS 24.305 [X].
c)	transmit the EAP-Response of identity type encapsulated in the link layer protocol packets towards the TNAP.
Upon reception of the EAP Response/Identity message containing an MPS indication appended to the NAI (see 3GPP TS 23.003 [8] for NAI details), if allowed by operator policy, the TNAN may treat the message with MPS priority. If authentication is successful, the TNAN may treat subsequent messages to and from the UE with MPS priority. Unless doing so would cause network instability, the TNAN should not reject requests from UEs which the TNAN is treating with MPS priority access. 
Editor’s note (CR#0281, MPS_WLAN): The NAI definition in 3GPP TS 23.003 [8] needs to be specified in CT4.
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