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This Discussion Paper builds on the discussion paper (C1-238536) as presented in Chicago.

This discussion paper shows that duplication detection works for messages received from the same PLMN, but not for messages that are received from different PLMNs, which may happen in cases of RAN sharing and national roaming. The proposed solution was based on comparing content or a hash over the content, rather than comparing Serial Numbers. During the discussion in Chicago it became clear that the solution would prohibit authorities from stressing the importance of the message by repeating the same message at short intervals.

This discussion paper discusses plan B.

The UE receives the public warning message in a SIB (e.g. SIB 8 in 5G). The SIB contains the WarningAreaCoordinates element. This element is a TLV construct, and four tuples have been specified at this moment. 

The proposal is to add two more tuples:
· A tuple that identifies the content, such as a hash or an UUID.
· A tuple that contains the expiration time of the message.

In plan A the proposal was to let the UE calculate the hash over the content, but in plan B the CBC calculates the hash. Alternatively, if the public warning authorities send a CAP message to the CBCs in which the CAP message identifier is a UUID, then the CBC could use the UUID instead of the hash; the UUID identifies the content exactly and does not prohibit repeating the message after a short time interval.

A hash would still prohibit repeating the same message after a short time interval. To solve this a second tuple is included which contains the expiration time. By default this time is set on the UE to be 24 hours and 1 hour in Japan. By including the expiration time in the message this time can be set to a short time after which the UE would reset the duplication detection for messages with this content.

An advantage of including the expiration time is that it would make another use case possible: authorities may want to send an avalanche warning to warn visitors of a skiing resort that there is a danger of an avalanche. This avalanche danger could last a few weeks and today the warning message would be repeated every day, annoying the local population living in the area. An expiration time of a few weeks would keep the duplication detection for this message active for a few weeks.


* * For information: the changes to ATIS-0700042 * * 

* * First Change * * 
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Table 1 identifies the WAC TLV tags defined for WEA.
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	Bits
	

	8 7 6 5
	

	0 0 0 1
	Geo-fencing Maximum Wait Time

	0 0 1 0
	Polygon

	0 0 1 1
	Circle

	0100
	Expiration Time

	0101
	Content Identifier

	1 1 1 1
	CMSP Defined Use

	other values
	reserved for future use


The specific tag values are described below. 

* * Next Change, all new text * * 

5.2.x	WAC Expiration Time
This WAC TLV describes the message expiration time after which a device shall cease duplication detection for the message. 
This WAC TLV is optional and when included shall only occur once in a WAC IE.  If it is not included, the device shall assume a duplication detection expiration time as specified in 3GPP TS 23.041 [Ref 4].
The Expiration Time TLV is illustrated in Table 2.
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	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	1
	0
	0
	0
	0
	0
	0
	Octet 1

	0
	0
	1
	0
	0
	0
	0
	0
	Octet 2

	1
	1
	0
	y
	y
	y
	y
	y
	Octet 3

	y
	y
	y
	y
	y
	y
	y
	mo
	Octet 4

	mo
	mo
	mo
	d
	d
	d
	d
	d
	Octet 5

	h
	h
	h
	h
	h
	mi
	mi
	mi
	Octet 6

	mi
	mi
	mi
	s
	s
	s
	s
	s
	Octet 7

	s
	tz
	tz
	tz
	tz
	tz
	tz
	tz
	Octet 8



Table 3 identifies the Expiration Time values defined for WEA.
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	[bookmark: _Hlk2063361]Values
	

	110
	Tag type DTZ (date+time+time zone offset)

	y
	Year (12 bits)

	mo
	Month (4 bits)

	d
	Day (5 bits)

	h
	Hour (5 bits)

	mi
	Minute (6 bits)

	s
	Second (6 bits)

	tz
	Time Zone offset (7 bits)



The values are specified in the temporenc format (see https://temporenc.org).
5.2.y	WAC Content Identifier
This WAC TLV describes the identifier for the content of the message that is presented to the user.
This WAC TLV is optional and when included shall only occur once in a WAC IE.  
The WAC content identifier TLV is illustrated in Table 4.
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	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	1
	0
	1
	0
	0
	1
	0
	Octet 1

	0
	1
	0
	0
	0
	0
	0
	0
	Octet 2

	Content Identifier value
	Octet 3

	
	
	
	
	
	
	
	
	Octet 4

	
	
	
	
	
	
	
	
	Octet 5

	
	
	
	
	
	
	
	
	Octet 6

	
	
	
	
	
	
	
	
	…

	
	
	
	
	
	
	
	
	Octet 18



The Content Identifier value is allocated by the CBC and could for example be a 128-bits UUID or a 128-bits hash calculated with MD5.
If the Content Identifier is a UUID, then the same UUID may be used for multiple messages in different languages; hence the message is uniquely identifier by the combination of UUID and language indication.

