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	* * * First Change * * *


[bookmark: _Toc155364318]17.2.2.1.1	Client originating procedures
Upon receiving a request from an MCPTT user to establish an MCPTT adhoc group session, the MCPTT client shall determine whether the service configuration document contains an <on-network> element that contains an <anyExt> element that contains an <adhoc-group-call> element that contains an <allow-adhoc-group-call-support> element and if an <allow-adhoc-group-call-support> element does not exist, or is set to a value of "false, then the MCPTT client:
1)	should indicate to the MCPTT user that adhoc group calls are not allowed; and
2)	shall skip the remainder of this procedure.
Upon receiving a request from an MCPTT user to establish an MCPTT adhoc group session, the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.
The MCPTT client:
1)	shall set the Request-URI of the SIP INVITE request to a public service identity identifying the participating MCPTT function serving the MCPTT user;
2)	shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];
3)	shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
4)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;
5)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
6)	should include the "timer" option tag in the Supported header field;
7)	should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
8)	may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];
9)	if the MCPTT user has requested the origination of a broadcast adhoc group call, the MCPTT client shall comply with the procedures in clause 6.2.8.2;
10)	shall contain in an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:
a)	the <session-type> element set to a value of "adhoc";
b)	if the call setup request follows an emergency alert for an adhoc group, or if the MCPTT client needs to include an identity of adhoc group, the <mcptt-request-uri> element set to the identity of the adhoc group;
NOTE 1:	If the call setup request follows an emergency alert for an adhoc group then this element is included and the identity of adhoc group learned during an adhoc group emergency alert procedures is used.
NOTE 2:	The MCPTT client can optionally include an identity of adhoc group if it learns by any other means or generated by the MCPTT client using required parameters.
c)	the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and
NOTE 3:	The MCPTT client does not include the MCPTT ID of the originating MCPTT user in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCPTT function.
d)	an <anyExt> element containing: 
i)	if the MCPTT client needs to include an active functional alias in the initial SIP INVITE request, the <functional-alias-URI> element set to the URI of the used functional alias; 
NOTE 4:	The MCPTT client learns the functional aliases that are activated for an MCPTT ID from procedures specified in clause 9A.2.1.3.
ii)	if the MCPTT user has requested an application priority, the <user-requested-priority> element set to the user provided value; and
iii)	if end-to-end security needs to be established for the MCPTT adhoc group session, the <end-to-end-ecurity> element set to "true";
iv)	if the call setup request follows an emergency alert for an adhoc group, the <adhoc-grp-emg-alert-grp-ind> element set to "true";
11)	if the MCPTT user has requested to include the list of MCPTT users to be called and the call setup request does not follow an adhoc group for emergency alert, shall insert in the SIP INVITE request an application/resource-lists+xml MIME body with the MCPTT ID of the invited MCPTT users to be called, according to rules and procedures of IETF RFC 5366 [20];
12)	if the MCPTT user has requested to include the criteria for determining the list of MCPTT users to be called and the call setup request does not follow an adhoc group for emergency alert, shall insert a <call-participants-criterias> with one or more criteria as a comma separated list into <anyExt> element of <mcptt-Params> element of <mcpttinfo> element of the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP INVITE request;
NOTE 5:	The MCPTT client can include either a list of MCPTT users or the criteria for determining the list of MCPTT users to be called. These two information elements are not included if the call setup request follows an adhoc group for emergency alerts.
13)	shall inlude an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in clause 6.2.1;
14)	if an implicit floor request is required, shall indicate this as specified in clause 6.4 and
a)	if the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true", shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element; and
15)	shall send the SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:
1)	shall interact with the user plane as specified in 3GPP TS 24.380 [5];
2)	may notify the answer state to the user (i.e. "Unconfirmed" or "Confirmed") if received in the P-Answer-State header field;
3)	if the <preconfigured-group-id> element received in the application/vnd.3gpp.mcptt-info+xml MIME body, shall use the security related information from the group configuration associated with the received preconfigured group identity; and
4)	may notify the user with the adhoc group identity received in the <mcptt-calling-group-id> element contained in the application/vnd.3gpp.mcptt-info+xml MIME body.
On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:
1)	shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and
2)	may notify the user about call setup failure with an appropriate response along with the description.
	* * * Next Change * * *


[bookmark: _Toc155364347]17.3.2.1.1	Originating procedures
Upon receipt of a "SIP INVITE request for originating participating MCPTT function" containing an application/vnd.3gpp.mcptt-info+xml MIME body with the <session-type> element set to a value of "adhoc", the participating MCPTT function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
2)	shall determine the MCPTT ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP INVITE request;
NOTE 1:	The MCPTT ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in clause 7.3.
3)	if the participating MCPTT function cannot find a binding between the public user identity and an MCPTT ID or if the validity period of an existing binding has expired, then the participating MCPTT function shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in clause 4.4, and shall not continue with any of the remaining steps;
4)	if through local policy in the participating MCPTT function, the user identified by the MCPTT ID is not authorised to initiate adhoc group calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "184 user not authorised to make adhoc group calls" in a Warning header field as specified in clause 4.4;
5)	shall validate the media parameters and if the MCPTT speech codec is not offered in the SIP INVITE request shall reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;
6)	shall check if the number of maximum simultaneous MCPTT group calls supported for the MCPTT user as specified in the <MaxSimultaneousCallsN6> element of the <MCPTT-group-call> element of the MCPTT user profile document (see the MCPTT user profile document in 3GPP TS 24.484 [50]) has been exceeded. If exceeded, the participating MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "103 maximum simultaneous MCPTT group calls reached" in a Warning header field as specified in clause 4.4. Otherwise, continue with the rest of the steps;
7)	shall determine the public service identity of the controlling MCPTT function for the adhoc group call service associated with the originating user's identity i.e. MCPTT ID; 
NOTE 2:	The public service identity can identify the controlling MCPTT function in the primary MCPTT system.
NOTE 3:	How the participating MCPTT function determines the public service identity of the controlling MCPTT function for the adhoc group call service associated with the originating user is out of the scope of the present document.
8)	if the participating MCPTT function is unable to identify the controlling MCPTT function for the adhoc group call service associated with the originating user's MCPTT ID identity, it shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in clause 4.4, and shall not continue with any of the remaining steps;
9)	if the <allow-adhoc-group-call> element of the <ruleset> element is not present in the MCPTT user profile document on the participating MCPTT function or is present with the value "false" (see the MCPTT user profile document in 3GPP TS 24.484 [50]), indicating that the user identified by the MCPTT ID is not authorised to initiate adhoc group calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response, with warning text set to "185 user is not authorised to initiate the adhoc group call" in a Warning header field as specified in clause 4.4, and shall not continue with the rest of the steps;
10)	shall generate a SIP INVITE request as specified in clause 6.3.2.1.3 with the following clarifications:
a)	if the <adhoc-grp-emg-alert-grp-ind> element of the <anyExt> element of <mcptt-Params> element of <mcpttinfo> element of the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP INVITE request set to a value of "true", do not include application/resource-lists+xml MIME body;
NOTE 4:	The MCPTT client can include either a list of MCPTT users or the criteria for determining the list of MCPTT users to be called. These two information elements are not included if the call setup request follows an adhoc group for emergency alerts.;
11)	shall set the Request-URI to the public service identity of the controlling MCPTT function as determined in step 7;
12)	shall not copy the following header fields from the incoming SIP INVITE request to the outgoing SIP INVITE request, if they were present in the incoming SIP INVITE request:
a)	Answer-Mode header field as specified in IETF RFC 5373 [18]; and
b)	Priv-Answer-Mode header field as specified in IETF RFC 5373 [18];
13)	shall set the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request to the MCPTT ID of the calling user;
14)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCPTT client as specified in clause 6.3.2.1.1.1;
15)	if the received SIP request contains a <functional-alias-URI> element of the application/vnd.3gpp.mcptt-info+xml MIME body, then check if the status of the functional alias is activated for the MCPTT ID. If the functional alias status is activated, then set the <functional-alias-URI> element of the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP INVITE request to the received value, if the status is not activated then do not include a <functional-alias-URI> element;
NOTE 4:	The participating MCPTT server learns the functional alias state for an MCPTT ID from procedures specified in clause 9A.2.2.2.7.
16)	if a Resource-Priority header field was included in the received SIP INVITE request, shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [4] set to the value indicated in the Resource-Priority header field of the SIP INVITE request from the MCPTT client;
NOTE 5:	The participating MCPTT function will leave the verification of the Resource-Priority header field to the controlling MCPTT function.
17)	if, according to clause 6.4, the SIP INVITE request is regarded as being received with an implicit request to grant the floor to the originating MCPTT client:
	if:
a)	the incoming SIP INVITE request contained an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element; and
b)	the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true";
	then shall copy the application/vnd.3gpp.mcptt-location-info+xml MIME body from the received SIP INVITE request into the outgoing SIP INVITE request;
	otherwise:
	if:
a)	the participating MCPTT function has the location of the originating MCPTT client available; and
b)	the <allow-location-info-when-talking> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling MCPTT user (see the MCPTT user profile document in 3GPP TS 24.484 [50]) is set to a value of "true";
	then shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element; and
18)	shall forward the SIP INVITE request, according to 3GPP TS 24.229 [4].
Upon receipt of a SIP 2xx response in response to the above SIP INVITE request, the participating MCPTT function:
1)	shall generate a SIP 200 (OK) response as in clause 6.3.2.1.5.2 with the clarification that if an <MKFC-GKTPs> element was contained in the received SIP 2xx response it is not included in the generated SIP 200 (OK) response;
NOTE 6:	If an <MKFC-GKTPs> element is received in a SIP 2xx response, the participating MCPTT function essentially ignores it and does not forward it, resulting in unicast media plane transmission being used for the originating client.
2)	shall include in the SIP 200 (OK) response an SDP answer as specified in the clause 6.3.2.1.2.1;
3)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;
4)	shall include a P-Asserted-Identity header field in the outgoing SIP 200 (OK) response set to the public service identity of the participating MCPTT function;
5)	shall include an MCPTT session identity mapped to the MCPTT session identity provided in the Contact header field of the received SIP 200 (OK) response;
6)	shall include the answer state into the P-Answer-State header field of the outgoing SIP 200 (OK) response, if received in the P-Answer-State header field of the incoming SIP 200 (OK) response;
7)	shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4];
8)	shall interact with Media Plane as specified in 3GPP TS 24.380 [5]; and
10)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [7].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCPTT function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [4];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCPTT client according to 3GPP TS 24.229 [4]. 
	
* * * End of Changes * * *






