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* * * First Change * * *
[bookmark: _Toc154495507]4.2.2.1.2.1	General
Figure 4.2.2.1.2-1 shows the time sequence for MCS UE online configuration for migration to a partner MC system.


[bookmark: _CRFigure4_2_2_1_21MCSUEonlineconfigura]Figure 4.2.2.1.2-1 MCS UE online configuration time sequence for migration to a partner MC system
In order to migrate to a partner MCS, the MCS UE needs to be configured by the primary MC system with at least one MCS user profile configuration document containing information on partner MC systems to which the MCS UE can migrate. The information on partner MC systems to which the MCS UE can migrate consists of a list of entries, where an entry includes:
-	the identity of a partner MC system; and
-	an MCS UE initial configuration document for the partner MC system.
Based on the information on partner MC systems to which the MCS UE can migrate, if there is a need for migration to a partner system (e.g., due to the change in the registered PLMN), the MCS UE selects a partner MC system as specified in clause 4.2.2.1.2.2  and then an MCS user profile configuration document as specified in clause 4.2.2.1.2.3.
Then, the MCS UE contacts the identity management server in the selected partner MC system using:
-	the HTTPS URI stored in the MCS UE initial configuration document in the entry for the selected partner MC system in the selected MCS user profile configuration document; and
-	the security token obtained from the identity management server in the primary MC system;
and performs MCS user authentication to the selected partner MC system as specified in 3GPP TS 24.482 [6]. As a result, the MCS UE acquires an access token to be used in the partner MC system.
The MCS UE, using :
-	the access tokenidentities obtained during the MCS user authentication to the selected partner MC system; and 
-	the selected MCS user profile configuration document which is one of the MCS user profile configuration document(s) configured by the primary MC system, ;
performs migration service authorization (see clause 7A of 3GPP TS 24.379 [9], 3GPP TS 24.281 [28], and 3GPP TS 24.282 [25] for further details).
The MCS UE, using the access token obtained during the MCS user authentication to the selected partner MC system, subscribes to the MCS UE configuration document, the MCS user profile configuration document, and the MCS service configuration document for each enabled MCS using the procedure for subscribing to multiple documents simultaneously using the subscription proxy function specified in clause 6.3.13.2.2 (i.e., the CMS acts as a Subscription Proxy) and subscribes to the MCS group document using the procedure specified in 3GPP TS 24.481 [5]. If these documents have been updated since the current version stored in the MCS UE, then the MCS UE will receive a SIP NOTIFY request with an XCAP Diff document (see IETF RFC 5875 [11]), in which case the CMC updates its local document copies. Retrieval by the MCS UE using the notified HTTPS URI of the MCS group document is performed as specified in 3GPP TS 24.481 [5].
NOTE 1:	The MCS user profile configuration document to which the MCS UE subscribes is different from the MCS user profile configuration document selected by the MCS UE which was used to access the selected partner MC system.
NOTE 2:	The MCS UE can be notified of changes to a configuration document at any time while using the MCS in the partner MC system.
* * * End of Change(s) * * *
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