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1. Reason for Change
[bookmark: OLE_LINK111][bookmark: OLE_LINK112]The current specification needs update to align with latest version of 3GPP TS 23.433 (CR0028 in S6-233926).
The approved SA6 CR in S6-233926 changes the Transmission quality measurement subscription request message contents, quote:
Table 9.7.3.6-1: Transmission quality measurement subscription request
	Information element
	Status
	Description

	SEALDD flow ID
	M
	Identifier of the SEALDD flow.

	Measurement conditions
	O
	Indicates the temporal and/or spatial conditions.

	Transmission quality measurement requirements list
	M
	The measurement requirement information 

	> Measurement ID 
	M
	Measurement identifiers, e.g. latency, bitrate, jitter

	> Reporting frequency
	O
	The reporting frequency of measurement results (e.g. periodic reporting). If not present, it implies periodic reporting.

	> Reporting periodicity
	O
	If the reporting frequency is periodic, the reporting periodicity shall be provided.

	> Measurement period window
	O
	Indicates the measurement period window for transmission quality measurements

	> Measurement expiration time
	O
	Indicates the measurement expiration time

	> Reporting criteria
	O
	Indicates the criteria for reporting measurement results, e.g. if the latency or bitrate reaches below or above a certain value. It also includes a unique identifier for each criteria of more than one criteria is specified.

	> SEALDDService policy
	O
	Specifies quality guarantee policies associated with the SEALDD connection

	>> Quality guarantee event
	M
	Indicates the event (e.g. measurement threshold) that triggers performing the quality guarantee action.

	>> Quality guarantee policyaction
	M
	Indicates the action to be performed when the measurement event (e.g. measurement threshold) occurs to be measured for, in order to meet the quality guarantee.



Seeing the above, updates to the SEALDD enabled data transmission quality measurement subscription procedure are needed including the SDDM server procedure, XML structure and data semantics.
2. Proposal
[bookmark: OLE_LINK132][bookmark: OLE_LINK133]It is proposed to agree the following changes to 3GPP TS 24.543 v1.0.0.
3. Revision history
-	

[bookmark: OLE_LINK113][bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc151455782][bookmark: _Toc154277430]7.2.13.2	SDDM server HTTP procedure
The SDDM-S sends a SEALDD data transmission quality measurement subscription request when it needs to request to carry out data transmission quality measurement towards an SDDM-C, the SDDM-S shall send an HTTP POST request message according to procedures specified in IETF RFC 9110 [18]. In the HTTP POST request message, the SDDM-S:
a)	shall include a Request-URI set to the URI corresponding to the identity of the SDDM-C.
b)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [12]; and
c)	shall include an application/vnd.3gpp.seal-data-delivery-info+xml MIME body with an <measurements-subscription-req> element in the <data-delivery-info> root element which:
1)	shall include a <sealdd-flow-id> element set to the identity of the SDDM flow used by the SDDM-C and SDDM-S;
2)	shall include a <measurement-requirement-list> element specifying measurement requirement information. In the <measurement-requirement-list> element, the SDDM-S:
i)	shall include a <measurement-id> child element set to measurement identifiers, e.g. latency, bitrate, jitter;
ii)	may include a <reporting-frequency> child element set to reporting frequency of measurement results (e.g. "periodic", "now"). If not present, it implies periodic reporting;
iii)	may include a <reporting-periodicity> child element set to the reporting periodicity if the reporting frequency is periodic. This child element shall be included when the reporting frequency of a measurement identifier is "periodic";
iv)	may include a <measurement-window> child element set to the measurement period window for transmission quality measurements;
v)	may include a <expiry-time> child element set to the expiration time of the measurement;
vi)	may include a <sealddrvice-policy> child element specifying quality guarantee policies associated with the SEALDD connection. In the <sealddrvice-policy> element, the SDDM-S shall include:
A)	a <quality-guarantee-event> child element set to the event (e.g. measurement threshold) that triggers performing the quality guarantee action; and
AB)	a <quality-guarantee-policyaction> child element set to the measurement threshold to be measured foraction to be performed when the measurement event occurs, in the quality guarantee; and
vii)	may include a <reporting-criteria> child element set to the criteria for reporting measurement results, e.g. if the latency or bitrate reaches below or above a certain value. It also includes a unique identifier for each criterion of more than one criteria is specified.
3)	may include a <measurement/conditions> element set to the temporal conditions, spatial conditions or both.
[bookmark: _Toc151455799]* * * Next Change * * * *
8.3	Structure
The data delivery management document shall conform to the XML schema described in clause 8.4.
The <data-delivery-info> element shall be the root element of the SEALDataDeliveryManagement document.
The <establishment-req> element:
a)	shall include a <requestor-id> element;
b)	shall include a <sealdd-flow-id> element;
c)	may include a <server-id> element;
d)	may include a <endpoint-id> element;
e)	may include a <VAL-service-id> element;
f)	may include a <sealdd-communication-lifetime> element;
g)	may include a <traffic-descriptor-info> element which shall include at least one of the following sub-elements:
1)	a <user-plane-address> element;
2)	a <port-number> element;
3)	a <URL> element; or
4)	a <transport-layer-protocol> element; and
h)	may include an <identity> element.
The <identity> element shall include one of the following:
a)	a <VAL-user-id> element may include a <VAL-client-id> element; or
b)	a <VAL-ue-id> element.
The <establishment-rsp> element:
a)	shall include a <result> element which may include a <cause> sub-element; and
b)	may include a <traffic-descriptor-info> element which shall include at least one of the following sub-elements:
1)	a <user-plane-address> element;
2)	a <port-number> element;
3)	a <URL> element; or
4)	a <transport-layer-protocol> element; and
c)	a <expiry-time> element; and
d)	 a <traffic-transmission-bandwidth> element.
The <release-req> element:
a)	may include either a <server-id> element or a <sealdd-client-identity> element; and
b)	shall include a <sealdd-flow-id> element.
The <release-rsq> element:
a)	shall include a <result> element which may include a <cause> sub-element.
The <URLLC-establishment-req> element:
a)	shall include a <sealdd-client-identity> element;
b)	shall include a <sealdd-flow-id> element;
c)	may include a <identity> element;
d)	may include a <server-id> element;
e)	may include a <VAL-service-id> element;
f)	may include a <traffic-descriptor-info> element which shall include at least one of the following sub-elements:
1)	a <user-plane-address> element;
2)	a <port-number> element;
3)	a <URL> element; or
4)	a <transport-layer-protocol> element.
The <identity> element shall include one of the following:
a)	a <VAL-user-id> element may include a <VAL-client-id> element; or
b)	a <VAL-ue-id> element.
The <URLLC-establishment-rsp> element:
a)	shall include a <result> element which may include a <cause> sub-element; and
b)	may include a <traffic-descriptor-info> element which shall include at least one of the following sub-elements:
1)	a <user-plane-address> element;
2)	a <port-number> element;
3)	a <URL> element; or
4)	a <transport-layer-protocol> element.
The <URLLC-update-req> element:
a)	shall include a <sealdd-client-identity> element;
b)	shall include a <sealdd-flow-id> element;
c)	may include a <server-id> element 
d)	may include a <VAL-service-id> element;
e)	may include a <traffic-descriptor-info> element which shall include at least one of the following sub-elements:
1)	a <user-plane-address> element;
2)	a <port-number> element;
3)	a <URL> element; or
4)	a <transport-layer-protocol> element.
The <URLLC-update-rsp> element:
a)	shall include a <result> element which may include a <cause> sub-element.
The <data-storage-creation-req> element:
a)	shall include a <application-data> element;
b)	may include a <access-control-policy> element;
c)	may include a <expiry-time> element; and
d)	may include a <status-information-req> element which shall include at least one of the following sub-elements:
1)	a <no-times-data-accessed> element; and
2)	a <no-times-data-managed> element.
The <data-storage-creation-rsp> element:
a)	shall include a <result> element; and
b)	may include a <data-identifier> element.
The <data-storage-reservation-req> element:
a)	shall include a <VAL-service-id> element;
b)	may include a <data-length> element.
The <data-storage-reservation-rsp> element:
a)	shall include a <result> element; and
b)	may include a <address> element.
The <data-status-notification> element:
a)	shall include a <data-identifier> element; and
b)	shall include a <status-information-rsp> element which shall include at least one of the following sub-elements:
1)	a <no-times-data-accessed-value> element; and
2)	a <no-times-data-managed-value> element.
The <data-storage-query-req> element:
a)	shall include a <data-identifier> element.
The <data-storage-query-rsp> element:
a)	shall include a <result> element;
b)	shall include a <data-identifier> element; and
c)	may include a <application-data> element.
The <data-storage-mgt-req> element:
a)	shall include a <data-identifier> element; and
b)	shall include a <operation> element.
The <data-storage-mgt-rsp> element:
a)	shall include a <result> element;
b)	shall include a <data-identifier> element; and
c)	may include a <application-data> element.
The <measurements-subscription-req> element:
a)	shall include a <sealdd-flow-id> element;
b)	shall include a <measurement-requirement-list> element which shall include at least one of the following sub-elements:
1)	a <measurement-id> element;
2)	a <reporting-frequency> element;
3)	a <reporting-periodicity> element;
4)	a <measurement-window> element;
5)	a <expiry time > element;
6)	a <sealddrvice-policy> element which shall include the following sub-elements:
i)	a <quality-guarantee-event> element; and
ii)	a <quality-guarantee-policyaction> element; and
7)	a <reporting-criteria> element; and
c)	may include a <measurement-conditions> element.
The <measurements-subscription-rsp> element:
a)	shall include a <result> element; and
b)	may include a <expiry-time> element.
The <measurements-notification> element:
a)	shall include a <measurement-requirement-notify-list> element which shall include at least one of the following sub-elements:
1)	a <measurement-id> element;
2)	a <average-measurement-value> element;
3)	a <minimum-measurement-value> element;
4)	a <maximum-measurement-value> element;
5)	a <standard-deviation-measurement-value> element;
6)	a <kpercentile-measurement-value> element:
7)	a <measurement-period>  element; and
8)	a <timestamp> element.
The <tx-quality-guarantee-req> element:
a)	shall include a <sealdd-flow-id> element; and
b)	shall include a <tx-quality-guarantee-action> element.
The <tx-quality-guarantee-rsp> element:
a)	shall include a <result> element.
* * * Next Change * * * *
[bookmark: _Toc151455803]8.5	Data semantics
The <data-delivery-info> element is the root element of the XML document. The <data-delivery-info> element contains the <establishment-req>, <establishment-rsp>, <release-req>, <release-rsp>, <URLLC-establishment-req>, <URLLC-establishment-rsq>, <URLLC-update-req>, <URLLC-update-rsp>, <data-storage-creation-req>, <data-storage-creation-rsp>, <data-storage-reservation-req>, <data-storage-reservation-rsp>, <data-status-notification>, <measurements-subscription-req> , <measurements-subscription-rsp>, <data-storage-query-req>, <data-storage-query-rsp>, <data-storage-mgt-req>, <data-storage-mgt-rsp>, <measurements-notification>, <tx-quality-guarantee-req>, <tx-quality-guarantee-rsp> sub-elements.
<establishment-req> contains the following sub-elements:
a)	<requestor-id>, a mandatory element. This element contains a string set to either "sealddclient" or "sealddserver" used to specify the identity of the requestor being either an SDDM-C or an SDDM-S.
b)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow.
c)	<server-id>, an optional element specifying the VAL server.
d)	<endpoint-id>, an optional element specifying the endpoint of a selected VAL server.
e)	<sealdd-communication-lifetime>, an optional element specifying the data delivery communication lifetime.
f)	<VAL-service-id>, an optional element specifying the VAL service identity of the vertical application.
g)	<traffic-descriptor-info>, an optional element specifying the information of the traffic that contains one or more of the following sub-elements:
1)	a <user-plane-address> element set to user plane IP address used for the traffic;
2)	a <port-number> element set to the port number for the traffic;
3)	a <URL> element set to a text format that specifies how to access the resource on the Internet for the traffic; or
4)	a <transport-layer-protocol> element set to the transport protocol used for the traffic (e.g. TCP, UDP).
h)	<identity>, an optional element set to the identity of the VAL user or the identity of the SDDM-C acting as the VAL UE and performing the request or the SDDM-S that performs the request.
<establishment-rsp> contains the following sub-elements:
a)	<result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation. If the result is "failure", the <result> element may contain a <cause> sub-element set to the cause of the failure of the operation (e.g. SEALDD policy mismatch).
b)	<traffic-descriptor-info>, an optional element specifying the information of the traffic that contains one or more of the following sub-elements:
1)	a <user-plane-address> element set to user plane IP address used for the traffic;
2)	a <port-number> element set to the port number for the traffic;
3)	a <URL> element set to a text format that specifies how to access the resource on the Internet for the traffic; or
4)	a <transport-layer-protocol> element set to the transport protocol used for the traffic (e.g. TCP, UDP); and
c)	a <expiry-time> element set to a time in milliseconds that triggers the re-connection from either the SDDM-C or the SDDM-S when bandwidth limit check has failed; and
d)	 a <traffic-transmission-bandwidth> element set to the suggested traffic transmission bandwidth to be used by either the SDDM-C or the SDDM-S.
<identity> contains one of following sub-elements:
a)	<VAL-user-id> element specifying the identity of the VAL user; or
b)	<VAL-UE-id> element specifying the identity of the VAL UE.
<release-req> contains the following sub-elements:
a)	<server-id>, an optional element specifying the endpoint of a selected VAL server;
b)	<sealdd-client-identity>, an optional element specifying the identity of the SDDM-C; and
c)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow.
<release-rsp> contains the following sub-elements:
a)	<result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation.
<URLCC-establishment-req> contains the following sub-elements:
a)	<sealdd-client-identity>, a mandatory element specifying the identity of the SDDM-C.
b)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow.
c)	<server-id>, a mandatory element specifying the endpoint of a selected VAL server.
d)	<identity>, an optional set to the identity of the VAL user or the identity of the SDDM-C acting as the VAL UE and performing the request.
e)	<VAL-service-id>, an optional element specifying the VAL service identity of the vertical application.
f)	<traffic-descriptor-info>, an optional element specifying the information of the traffic that contains one or more of the following sub-elements:
1)	a <user-plane-address> element set to user plane IP address used for the traffic;
2)	a <port-number> element set to the port number for the traffic;
3)	a <URL> element set to a text format that specifies how to access the resource on the Internet for the traffic; or
4)	a <transport-layer-protocol> element set to the transport protocol used for the traffic (e.g. TCP, UDP).
<URLCC-establishment-rsp> contains the following sub-elements:
a)	<result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation. If the result is "failure", the <result> element may contain a <cause> sub-element set to the cause of the failure of the operation (e.g. SEALDD policy mismatch).
b)	<traffic-descriptor-info>, an optional element specifying the information of the traffic that contains one or more of the following sub-elements:
1)	a <user-plane-address> element set to user plane IP address used for the traffic;
2)	a <port-number> element set to the port number for the traffic;
3)	a <URL> element set to a text format (URL) that specifies how to access the resource on the Internet for the traffic; or
4)	a <transport-layer-protocol> element set to the transport protocol used for the traffic (e.g. TCP, UDP).
<URLCC-update-req> contains the following sub-elements:
a)	<sealdd-client-identity>, a mandatory element specifying the identity of the SDDM-C.
b)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow.
c)	<server-id>, a mandatory element specifying the endpoint of a selected VAL server.
d)	<VAL-service-id>, an optional element specifying the VAL service identity of the vertical application.
e)	<traffic-descriptor-info>, an optional element specifying the information of the traffic that contains one or more of the following sub-elements:
1)	a <user-plane-address> element set to user plane IP address used for the traffic;
2)	a <port-number> element set to the port number for the traffic;
3)	a <URL> element set to a text format that specifies how to access the resource on the Internet for the traffic; or
4)	a <transport-layer-protocol> element set to the transport protocol used for the traffic (e.g. TCP, UDP).
<URLCC-update-rsp> contains the following sub-element:
a)	<result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation. If the result is "failure", the <result> element may contain a <cause> sub-element set to the cause of the failure of the operation (e.g. SEALDD policy mismatch).
<data-storage-creation-req> contains the following sub-elements:
a)	<application-data>, a mandatory element that provides the application data in hexadecimal to be stored which length is indicated by the <data-length> element;
b)	<access-control-policy>, an optional element set to the control policy for the requested data access from other consumers (e.g. SDDM-C, VAL server, other SDDM-S);
c)	<expiry-time>, an optional element set to the expiration time in minutes of the data to be stored; and
d)	<status-information-req>, an optional element that contains one or more of the following sub-elements:
1)	a <no-times-data-accessed> element that indicates whether information of how many times the stored data is accessed is requested for corresponding notifications; and
2)	a <no-times-data-managed> element that indicates whether information of how many times the stored data is managed is requested for corresponding notifications.
<data-storage-creation-rsp> contains the following sub-elements:
a)	<result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation; and
b)	<data-identifier>, an optional element set to the identity of the stored data.
<data-storage-reservation-req> contains the following sub-elements:
a)	<VAL-service-id>, a mandatory element set to the VAL service identity of the vertical application;
b)	<data-length>, an optional element set to the data length in bytes to be stored;
<data-storage-reservation-rsp> contains the following sub-elements:
a)	<result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation; and
b)	<address>, an optional element set to the reserved address for data storage.
<data-status-notification> contains the following sub-elements:
a)	<data-identifier>, a mandatory element set to the identity of the stored data being notified; and
b)	<status-information-rsp>, a mandatory element that contains one or more of the following sub-elements:
1)	<no-times-data-accessed-value>, an optional element set to the value of how many times the stored data is accessed; and
2)	<no-times-data-managed-value> an optional element set to the value of how many times the stored data is managed.
<data-storage-query-req> contains the following sub-element:
a)	 <data-identifier>, a mandatory element set to the identity of the stored data which is requested to be queried.
<data-storage-query-rsp> contains the following sub-elements:
a)	<result>, a mandatory element set to either set to "success" or "failure" indicating success or failure of the operation;
b)	<data-identifier>, a mandatory element set to the identity of the stored data which is queried; and
c)	<application-data>, an optional element that provides the application data which is queried.
<data-storage-mgt-req> contains the following sub-elements:
a)	<data-identifier>, a mandatory element set to the identity of the stored data which is requested to be managed; and
b)	<operation>, a mandatory element set to the operation to be performed such as to "update", "refresh" or "delete" the stored data.
<data-storage-mgt-rsp> contains the following sub-elements:
a)	<result>, a mandatory element set to either "success" or "failure" indicating success or failure of the operation;
b)	<data-identifier>, a mandatory element set to the identity of the stored data which is managed; and
c)	<application-data>, an optional element that provides the application data which is managed.
<measurements-subscription-req> contains the following sub-elements:
a)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow;
b)	<measurement-conditions>, an optional element specifying the temporal conditions, spatial conditions or both for the measurements; and
c)	<measurement-requirement-list>, a mandatory element that contains one or more of the following sub-elements:
1)	a <measurement-id> element set to measurement identifiers "latency", "bitrate", "jitter" or "packet loss";
2)	a <reporting-frequency> element set to reporting frequency of measurement results "periodic", "now".  If not present, it implies periodic reporting;
3)	a <reporting-periodicity> element set to the reporting periodicity in seconds if the reporting frequency is periodic. This child element shall be included when the <reporting-frequency> element is set to "periodic" or not present;
4)	a <measurement-window> element set to the measurement period window in milliseconds for transmission quality measurements;
5)	a <expiry time > element set to the expiration time in milliseconds of the measurement identifier;
6)	a <sealddrvice-policy>, an optional element that contains the following sub-elements:
i)	a <quality-guarantee-event> element set to the event (e.g. measurement threshold) that triggers performing the quality guarantee action. This element contains a mandatory <event-id> attribute (e.g. "measurement threshold value") that shall be set to a unique string and its corresponding value; and
ii)	a <quality-guarantee-policyaction> element set to the action to be performed "redundant transmission path that can be released", "re-establish transmission path that can be released", "switch to backup transmission path" when the measurement event occurs, in order to meet the quality guarantee.
7)	a <reporting-criteria> element set to the criteria for reporting measurement results; and
d)	a <measurement-conditions> element set to the temporal conditions, spatial conditions or both.
<measurements-subscription-rsp> contains the following sub-elements:
a)	<result> element set to either "success" or "failure" indicating success or failure of the operation; and
b)	<expiry-time>, an optional element set to the expiration time in milliseconds of the measurement requested.
<measurements-notification> contains the following sub-elements:
a)	<measurement-requirement-notify-list>, a mandatory element that contains one or more of the following sub-elements:
1)	a <measurement-id> element set to measurement identifiers "latency", "bitrate", "jitter" or "packet loss";
2)	a <average-measurement-value> element set to the average measurement value of measurement results ("latency" and "jitter" are in milliseconds, "bitrate" is in Mbps, "packet loss" is in percentage of the number of packets that fail to reach their destination);
3)	a <minimum-measurement-value> element set to the minimum measurement value of measurement results ("latency" and "jitter" are in milliseconds, "bitrate", is in Mbps, "packet loss" is in percentage of the number of packets that fail to reach their destination);
4)	a <maximum-measurement-value> element set to the maximum measurement value of measurement results ("latency" and "jitter" are in milliseconds, "bitrate", is in Mbps, "packet loss" is in percentage of the number of packets that fail to reach their destination);
5)	a <standard-deviation-measurement-value> element set to standard deviation measurement value of measurement results;
6)	a <kpercentile-measurement-value> element set to the kpercentile measurement value of measurement results:
7)	a <measurement-period> element set to the measurement period in seconds; and
8)	a <timestamp> element set to the timestamp in date and time of the measurement results with an offset from the UTC time.
<tx-quality-guarantee-req> element contains the following sub-elements:
a)	<sealdd-flow-id>, a mandatory element specifying the identity of the seal flow; and
b)	<tx-quality-guarantee-action>, a mandatory element set to the data transmission quality "redundant transmission path that can be released", "re-establish transmission path", "switch to backup transmission path" that was triggered by an event (e.g. measurement threshold).
 <tx-quality-guarantee-rsp> contains the following sub-element:
a)	<result> element set to either "success" or "failure" indicating success or failure of the operation.
* * * End of Changes * * * *

