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	Reason for change:
	During #145 CT1 meeting, General adhoc group data comm procedures using pre-established session in single system was agreed as part of CR C1-239514. The client and PF side procedures are using the newly introduced adhoc-grp-emg-alert-grp-ind element but no corresponding handling was proposed. Hence, this CR is proposing the validating of the flag adhoc-grp-emg-alert-grp-ind at CF and corresponding actions.

	
	

	Summary of change:
	In 24.4.2.2 Terminating Procedures: 
1/ Validation of adhoc-grp-emg-alert-grp-ind element is included
2/ If adhoc-grp-emg-alert-grp-ind element is set to true then the adhoc group is not created and not corresponding group identity is not generated.
3/ If adhoc-grp-emg-alert-grp-ind element is set to true and adhoc group is included in the list then the adhoc group member are used for the communication.

	
	

	Consequences if not approved:
	 Shall not be able to determine the user to be invited for the communication when the adhoc-grp-emg-alert-grp-ind element is set to true and adhoc group identity is present.
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[bookmark: _Toc146246983]24.4.2.2	Terminating Procedures
In the procedures in this clause:
1)	MCData ID in an incoming SIP INVITE request refers to the MCData ID of the originating user from the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request;
2)	adhoc group identity in an incoming SIP INVITE request if included refers to the adhoc group identity from the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request; and
3)	MCData ID in an outgoing SIP INVITE request refers to the MCData ID of the called user in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request.
Upon receipt of a "SIP INVITE request for MCData adhoc group session for controlling MCData function", the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	if FD requested and if the received SIP INVITE request has been queued for later transmission, shall include warning text set to "215 request to transmit is queued by the server" in a Warning header field as specified in clause 4.9, in the SIP 100 (Trying) response, and shall send the SIP 100 (TRYING) response towards the originating participating MCData function according to 3GPP TS 24.229 [5] and not continue with the remaining steps in this clause. Otherwise, continue with the rest of the steps;
3)	shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
4)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:
a)	an Accept-Contact header field does not include the g.3gpp.mcdata.sds media feature tag for standalone SDS or SDS session;
b)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" for standalone SDS or SDS session;
c)	an Accept-Contact header field does not include the g.3gpp.mcdata.fd media feature tag for FD; or
d)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" for FD;
5)	if FD requested and the incoming SIP INVITE request does not contain an application/vnd.3gpp.mcdata-signalling MIME body with the FD SIGNALLING PAYLOAD as described in clause 6.2.2.3, shall reject the SIP INVITE request with appropriate reject code;
6)	if the originating user identified by the MCData ID is not authorised to initiate the adhoc group session if the <allow-adhoc-group-data-comn> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the originating MCData user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to: "238 user not authorised to initiate the adhoc group data communication" in a Warning header field as specified in clause 4.9 and skip the rest of the steps below;
7)	if the MCData service does not support the adhoc group data communication, which is indicated by the <allow-adhoc-group-data-comn-support> element of the <adhoc-group-data-comn> element of the <anyExt> element contained in the <OnNetwork> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12]) is set to a value of "false" or if it does not exists, shall send a SIP 403 (Forbidden) response with the warning text set to: "239 the MCData system do not support adhoc group data communication" in a Warning header field as specified in clause 4.9 and skip the rest of the steps below;
8)	if the application/resource-lists+xml MIME body with the MCData ID of the invited MCData users to be called exists in the incoming SIP INVITE request, shall check if the number of invited participants is within the configured limit as specified in the <max-no-participants> element of the <adhoc-group-data-comn> element of the <anyExt> element contained in the <OnNetwork> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12]). If not within the configured limit, shall send a SIP 403 (Forbidden) response including warning text set to "242 maximum number of allowed adhoc group participants exceeded" in a Warning header field as specified in clause 4.9 and shall skip the rest of the steps;
9)	if the application/resource-lists+xml MIME body with the MCData ID of the invited MCData users to be called exists in the incoming SIP INVITE request and the <comn-participants-criteria> element with one or more criteria as a comma separated into <anyExt> element of <mcdata-Params> element of <mcdatainfo> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request exists, shall send a SIP 403 (Forbidden) response including warning text set to "240 can’t determine the adhoc group participants" in a Warning header field as specified in clause 4.9 and shall skip the rest of the steps;
9a)	if the <adhoc-grp-emg-alert-grp-ind> element of the <anyExt> element of <mcdata-Params> element of <mcdatainfo> element of the application/vnd.3gpp.mcdata-info+xml MIME body received in the SIP INVITE request exists with the value set to "true" and adhoc group identified using adhoc group identity does not exist, shall send a SIP 403 (Forbidden) response including warning text set to "240 can’t determine the adhoc group participants" in a Warning header field as specified in clause 4.9 and shall skip the rest of the steps;
10)	shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;
11)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
12)	shall maintain a local counter of the number of SIP 200 (OK) responses received from invited members and shall initialise this local counter to zero;
13)	if the <adhoc-grp-emg-alert-grp-ind> element set to a value of "false" or does not exists, shall create the adhoc group and generate the group identity to be associated with the adhoc group if the identity of adhoc group included in the <mcdata-request-uri> element of the <mcdata-Params> element of the <mcdatainfo> element containing in an application/vnd.3gpp.mcdata-info+xml MIME body received in the SIP INVITE request is not acceptable or not included;
14)	if originating MCData user has requested for end-to-end security by including the <end-to-end-security> element in the <anyExt> element of the <mcdata-Params> element of the <mcdatainfo> element containing in an application/vnd.3gpp.mcdata-info+xml MIME body received in the SIP INVITE request with the value set to "true", shall determine the preconfigured group from which security related materials can be used by the adhoc group data communication participants to communicate securely in the adhoc group session;
15)	shall determine the members to invite to the adhoc group session:
a)	if the application/resource-lists+xml MIME body with the MCData ID of the invited MCData users to be called exists in the incoming SIP INVITE request, shall consider the each entry of the MCData users to be invited to the adhoc group session; or
b)	if the application/vnd.3gpp.mcdata-info+xml MIME body with the criteria for determining the list of MCData users to be called exists in the incoming SIP INVITE request included in the <comn-participants-criteria> element of the <anyExt> element of <mcdata-Params> element of <mcdatainfo> element of the application/vnd.3gpp.mcdata-info+xml MIME body, shall consider each of the MCData users meeting the specified criteria and also may be based on the local policy to be invited to the adhoc group session; or 
c)	if the application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdata-request-uri> element set to an identity of the adhoc group and <adhoc-grp-emg-alert-grp-ind> element with the value set to "true" exists in the incoming SIP INVITE request, shall consider each member of the adhoc group to be invited to the adhoc group session; 
16) shall invite each adhoc group member determined in step 1215) above, to the adhoc group session, as specified in clause 24.4.2.1.1;
17) shall consider all the invited members as implicitly affiliated to the adhoc group; and
18) shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.3.1 for standalone SDS or clause 6.3.2 for SDS session or clause 7.3 for FD.
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in clause 24.4.2.2, and if the MCData ID in the SIP 200 (OK) response matches to the MCData ID in the corresponding SIP INVITE request, and the SIP final response is not yet sent to the inviting MCData client, the controlling MCData function:
1)	shall invoke the procedure in clause 6.3.7.1.23 with an indication that the applicable MCData subservice is Short Data Service using media (standalone SDS) or Short Data Service using session (SDS session) or File Distribution, in order to generate a SIP 200 (OK) response to the received SIP INVITE request according to 3GPP TS 24.229 [5] with clarification below:
a)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:
i)	the <mcdata-calling-group-id> element set to the adhoc group identity as determined in this clause; and 
ii)	if end-to-end security requested for the data communication, the <anyExt> element with the <preconfigured-group-id> element set to the preconfigured group identity as determined in this clause; and
2)	shall send the generated SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in clause 24.4.2.2, and if the warning text set to "232 communication is stored for later delivery" is received in a Warning header field as specified in clause 4.9, and the SIP final response is not yet sent to the inviting MCData client, the controlling MCData function:
1)	shall invoke the procedure in clause 6.3.7.1.23 with an indication that the applicable MCData subservice is Short Data Service using media (standalone SDS) or Short Data Service using session (SDS session) or File Distribution, in order to generate a SIP 200 (OK) response to the received SIP INVITE request according to 3GPP TS 24.229 [5] with clarification below:
a)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:
i)	the <mcdata-calling-group-id> element set to the adhoc group identity as determined in this clause; and 
ii)	if end-to-end security requested for the data communication, the <anyExt> element with the <preconfigured-group-id> element set to the preconfigured group identity as determined in this clause; and
2)	shall send the generated SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].
NOTE:	When requested to release the associated media plane resources and to tear down the MCData session, the controlling MCData function stores the INVITE session information that is established between the participating function and the controlling function for later delivery.
* * * End of Changes * * * *

