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The text string included in a Warning header field consists of an explanatory text preceded by a 3-digit text code, according to the following format in Table 4.9.2-1.
Table 4.9.2-1 ABNF for the Warning text

warn-text      =/  DQUOTE mcdata-warn-code SP mcdata-warn-text DQUOTE
mcdata-warn-code = DIGIT DIGIT DIGIT
mcdata-warn-text = *( qdtext | quoted-pair )


Table 4.9.2-2 defines the warning texts that are defined for the Warning header field when a Warning header field is included in a response to a SIP request as specified in clause 4.9.1.
Table 4.9.2-2: Warning texts defined for the Warning header field
	Code
	Explanatory text
	Description

	101
	service authorisation failed
	The service authorisation of the MCData ID against the IMPU failed at the MCData server.

	102
	too many simultaneous affiliations
	The MCData user already has N2 maximum number of simultaneous affiliations.

	104
	isfocus not assigned
	A controlling MCData function has not been assigned to the MCData session.

	110
	user declined the call invitation
	The MCData user declined to accept the call for the file distribution.

	113
	group document does not exist
	The group document requested from the group management server does not exist.

	114
	unable to retrieve group document
	The group document exists on the group management server but the MCData server was unable to retrieve it.

	115
	group is disabled
	The group has the <disabled> element set to "true" in the group management server.

	116
	user is not part of the MCData group
	The group exists on the group management server, but the requesting user is not part of this group.

	120
	user is not affiliated to this group
	The MCData user is not affiliated to the group.

	136 
	authentication of the MIKEY-SAKKE I_MESSAGE failed
	Security context establishment failed.

	137
	the indicated group communication does not exist
	The participating MCData function cannot find an ongoing group session associated with the received MCData session identity.

	138
	subscription of conference events not allowed
	The controlling MCData function could not allow the MCData user to subscribe to the conference event package.

	139
	integrity protection check failed
	The integrity protection of an XML MIME body failed.

	140
	unable to decrypt XML content
	The XML content cannot be decrypted.

	141
	user unknown to the participating function
	The participating function is unable to associate the public user identity with an MCData ID.

	142
	unable to determine the controlling function
	The participating function is unable to determine the controlling function for the group call or private call.

	145
	unable to determine called party
	The participating function was unable to determine the called party from the information received in the SIP request.

	148
	group is regrouped
	The group hosted by a non-controlling function is part of a temporary group session as the result of the group regroup function.

	149
	SIP-INFO request pending
	The MCData client needs to wait for a SIP-INFO request with specific content, before taking further action.

	150
	invalid combinations of data received in MIME body
	The MCData client included invalid combinations of data in the SIP request.

	160
	user not authorised to request creation of a regroup
	The user is not authorised to request creation of a regroup.

	161
	user not authorised to request removal of a regroup
	The user is not authorised to request removal of a regroup.

	162
	group call abandoned due to required group members not affiliated
	The group call was abandoned as the required number of affiliated group members is not met or some required members are not affiliated.

	163
	the group identity indicated in the request does not exist
	The server determines that the group identity indicates a user or group regroup based on a preconfigured group that does not exist.

	165
	group ID for regroup already in use
	The group ID proposed by the client for the user/group regroup based on a preconfigured group is already in use.

	167
	call is not allowed on the preconfigured group
	Calls are not allowed on this group that is administratively designated for preconfigured group use only.

	168
	alert is not allowed on the preconfigured group
	Alerts are not allowed on this group that is administratively designated for preconfigured group use only.

	176
	user not authorized to request for binding/unbinding of a functional alias with the MCData group(s) for the MCData user
	The function is not allowed to this user.


	177
	unable to determine target functional alias or group for creating/removing a binding information for the MCData user
	The MCData server is unable to determine the targeted functional alias or group for creating/removing a binding information for the MCData user.

	178
	MCData group binding already exists with other functional alias for the MCData user
	The requested functional alias binding with MCData group already exist with other functional alias for the MCData user.

	179
	service not authorized with the interconnected system
	The MCData service is not authorized between the local and the interconnected system and is rejected in the local system.

	180
	service not authorized by the interconnected system
	The MCData service is not authorized between the local and the interconnected system and is rejected by the interconnected system.

	198
	no users are affiliated to this group
	No users in the group are affiliated.

	199
	expected MIME bodies not in the request"
	The expected MIME bodies were not received in the SIP request.

	200
	user not authorised to transmit data
	The MCData user is not authorised to transmit data.

	201
	user not authorised to transmit data on this group identity
	The MCData user is not authorised to transmit data on the group identity included in the request.

	202
	user not authorised for one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request
	The MCData user is not authorised for one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request.

	203
	message too large to send over signalling control plane
	The MCData client sent data that is greater than the size that can be handled by the signalling control plane.

	204
	unable to determine targeted user for one-to-one SDS
	The MCData server is unable to determine the targeted user for one-to-one SDS.

	205
	unable to determine targeted user for one-to-one FD
	The MCData server is unable to determine the targeted user for one-to-one FD.

	206
	short data service not allowed for this group
	SDS is not allowed on the group indicated in the SDS request.

	207
	SDS services not supported for this group
	SDS services not supported for this group.

	208
	user not authorised for MCData communications on this group identity due to exceeding the maximum amount of data that can be sent in a single request
	The MCData user is not authorised for group MCData communications due to exceeding the maximum amount of data that can be sent in a single request.

	209
	one FD SIGNALLING PAYLOAD or FD HTTP TERMINATION message only must be present in FD request
	Only one FD SIGNALLING PAYLOAD or FD HTTP TERMINATION message must be present in FD request.

	210
	Only one File URL must be present in the FD request
	Only one File URL must be present in the FD request.

	211
	payload for an FD request is not FILEURL
	The payload in the FD request did not contain a FILEURL.

	212
	file referenced by file URL does not exist
	The MCData server was unable to locate the file referenced by the file URL.

	213
	file distribution not allowed for this group
	FD is not allowed on the group indicated in the FD request.

	214
	FD services not supported for this group
	FD services not supported for this group.

	215
	request to transmit is queued by the server
	The MCData request was queued by the server for later transmission.

	216
	unable to correlate the disposition notification
	The MCData server was unable to correlate the disposition notification to a MCData message.

	217
	user not authorised for SDS communications on this group identity due to message size
	The size of the message exceeded the maximum data allowed for SDS communications on this group identity.

	218
	user not authorised for one-to-one SDS communications due to message size
	The size of the message exceeded the maximum data allowed for one-to-one SDS communications.

	219
	user not authorised for FD communications on this group identity due to file size
	The size of the file exceeded the maximum data allowed for FD communications on this group identity.

	220
	user not authorised for FD communications due to file size
	The size of the file exceeded the maximum data allowed for one-to-one FD communications.

	221
	user not authorised to initiate one-to-one SDS session
	The MCData user is not authorised to initiate a one-to-one SDS session.

	222
	user not authorised to initiate group SDS session on this group identity
	The MCData user is not authorised to initiate a SDS session on the group identity included in the request.

	223
	No Conversation ID or Message ID present
	Conversation ID and Message ID required to identify transmission.

	224
	No Transmission available
	No transmission identified with given Conversation ID, Message Id and file URL.

	225
	User not authorized to initiate pre-established session
	The MCData user is not authorised to initiate a pre-established MCData session.

	226
	function not allowed due to pre-established session not supported
	Pre-established session is not supported by MCData participating function.

	227
	unable to determine targeted user for one-to-one IP Connectivity
	The MCData server is unable to determine the targeted user for one-to-one IP Connectivity.

	228
	maximum number of service authorizations reached
	The number of maximum simultaneous service authorizations for the MCData user has been reached.

	229
	one-to-one MCData communication not authorised to the targeted user
	The user is not authorised to initiate one-to-one MCData communication to this targeted user.

	230
	one-to-one MCData communication not authorised from this originating user
	The user is not authorised to receive one-to-one MCData communication from this originating user.

	231
	user deferred the call invitation
	The MCData user deferred the call invitation for the file distribution.

	232
	communication is stored for later delivery
	The participating MCData function stores the communication for later delivery if the receiving MCData user is not available at the time of data delivery or the network is congested, or the request is deferred by the MCData user. If the communication is for file distribution, then the file content is also stored.

	233
	user not authorised to initiate emergency communication
	The user is not authorised to initiate emergency MCData communication.

	234
	user not authorized to enable or disable the storage of MCData communications into the MCData message store
	The function is not allowed to this user.


	235
	unable to determine target user or group for enabling or disabling the storage of MCData communications into the MCData message store
	The MCData server is unable to determine the targeted user or group for enabling or disabling the storage of MCData communications.

	236
	user not authorised to initiate imminent peril communication
	The user is not authorised to initiate imminent peril MCData communication.

	237
	user not authorised to make adhoc group data communications
	The MCData user is not authorised to make adhoc group data communications.

	238
	user not authorised to initiate the adhoc group data communication
	The MCData user identified by the MCData ID is not authorised to initiate the adhoc group data communication.

	239
	the MCData system do not support adhoc group data communication
	The MCData system doesn’t support the adhoc group data communication or support of adhoc group data communication is turned off

	240
	Can’t determine the adhoc group participants
	The MCData server can not determine the adhoc group participants based on the input parameters.

	241
	user is not allowed to participate in adhoc group data communication
	The MCData user is not allowed to participate in adhoc group data communication e.g. user no longer meets the criteria.

	242
	maximum number of allowed adhoc group participants exceeded
	The maximum number of allowed adhoc group participants exceeded the configured limit.

	243
	user is not authorised to initiate modify adhoc group data communication participants
	The MCData user is not allowed to modify the participants list of the adhoc group data communication.
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In certain deployments, for example, in the case that the MCData operator uses the underlying SIP core infrastructure from the carrier operator, the MCData operator can prevent certain sensitive application data from being visible in the clear to the SIP layer. The following data are classed as sensitive application data:
-	MCData ID;
-	MCData group ID;
-	user location information;
-	alert indicator;
-	access token (containing the MCData ID);
-	MCData client ID; and
-	functional alias.
The above data is transported as XML content in SIP messages. in XML elements or XML attributes.
Data is transported in attributes in the following circumstances in the procedures in the present document:
-	an MCData ID, an MCData Group ID, and an MCData client ID in an XML document published in SIP PUBLISH request for affiliation according to IETF RFC 3856 [39];
-	an MCData ID or an MCData Group ID in XML document notified in a SIP NOTIFY request for affiliation according to IETF RFC 3856 [39];
-	an MCData ID in application/resource-lists+xml document included in a SIP MESSAGE or SIP INVITE request for one-to-one SDS or one-to-one FD, according to IETF RFC 5366 [18];
-	an MCData ID in XML document provided in SIP NOTIFY request of a conference event package according to IETF RFC 4575 [KK];
-	an MCData ID and functional alias in an XML document published in SIP PUBLISH request for functional alias management according to IETF RFC 3856 [39]; and
-	an MCData ID and functional alias in an XML document notified in a SIP NOTIFY request for functional alias management according to IETF RFC 3856 [39].
3GPP TS 33.180 [26] describes a method to provide confidentiality protection of sensitive application data in elements by using XML encryption (i.e. xmlenc) and in attributes by using an attribute confidentiality protection scheme described in clause 6.6.2.3 of the present document. Integrity protection can also be provided by using XML signatures (i.e. xmlsig).
Protection of the data relies on a shared XML protection key (XPK) used to encrypt and sign data:
-	between the MCData client and the MCData server, the XPK is a client-server key (CSK); and
-	between MCData servers, the XPK is a signalling protection key (SPK).
The CSK (XPK) and a key-id CSK-ID (XPK-ID) are generated from keying material provided by the key management server. Identity based public key encryption based on MIKEY-SAKKE is used to transport the CSK between SIP end-points. The encrypted CSK is transported from the MCData client to the MCData server when the MCData client performs service authorisation as described in clause 7 and is also used during service authorisation to protect the access token.
The SPK (XPK) and a key-id SPK-ID (XPK-ID) are directly provisioned in the MCData servers.
Configuration in the MCData client and MCData server is used to determine whether one or both of confidentiality protection and integrity protection are required.
The following four examples give a brief overview of the how confidentiality and integrity protection is applied to application data in this specification.
EXAMPLE 1:	Pseudo code showing how confidentiality protection is represented in the procedures in the document for sensitive data sent by the originating client.
   IF configuration is set for confidentiality protection of sensitive data
   THEN
       Encrypt data element using the CSK (XPK;
       Include in an <EncryptedData> element of the XML MIME body:
         (1) the encryption method;
         (2) the key-id (XPK-ID);
         (3) the cipher data;
       Encrypt URIs in attribute using the CSK (XPK) by following clause 6.6.2.3;
   ELSE
       include application data into XML MIME body in clear text;
   ENDIF;

EXAMPLE 2:	Pseudo code showing how integrity protection is represented in the procedures in the present document for data sent by the originating client.
   IF configuration is set for integrity protection of application data
   THEN
       Use a method to hash the content;
       Generate a signature for the hashed content using the CSK (XPK;
       Include within a <Signature> XML element of the XML MIME body:
          (1) a cannonicalisation method to be applied to the signed information;
          (2) the signature method used for generating the signature;
          (3) a reference to the content to be signed;
          (4) the hashing method used;
          (5) the hashed content;
          (6) the key-id (XPK-ID);
          (7) the signature value;
   ENDIF;

EXAMPLE 3:	Pseudo code showing how confidentiality protection is represented in the procedures in the present document at the server side when receiving encrypted content.
   IF configuration is set for confidentiality protection of sensitive data
   THEN
       Check that the XML content contains the <EncryptedData> element;
       Check that the XML document contains a URI with the domain name for MC Services confidentiality protection;
       Return an error if the <EncryptedData> element or domain name for MC Services confidentiality protection are not found;
       Otherwise:
          (1) obtain the CSK (XPK) using the CSK-ID (XPK-ID) in the received XML body;
          (2) for encrypted data in elements, decrypt the data elements using the CSK;
          (3) for encrypted URIs in attributes, decrypt the URIs using the CSK;
   ENDIF;

EXAMPLE 4:	Pseudo code showing how integrity protection is represented in the procedures in the present document at the server side when receiving signed content.
   IF configuration is set for integrity protection of application data
   THEN
      Check that the XML content contains the <Signature> element;
      Return an error if the <Signature> element is not found;
      Otherwise:
          (1) obtain the CSK (XPK) using the CSK-ID (XPK-ID) in the received XML body;
          (2) verify the signature of the content using the CSK;
      Return an error if the validation of the signature fails;
      IF validation of the signature passes
      THEN
         decrypt any data found in <EncryptedData> elements;
         decrypt any encrypted URIs found in attributes;
      ENDIF;
   ENDIF;

The content can be re-encrypted and signed again using the SPK between MCData servers.
The following examples show the difference between normal and encrypted data content. In this example consider the MCData client initiating a group standalone SDS message using the signalling control plane.
EXAMPLE 5:	<mcdata-info> MIME body represented with data elements in the clear:
   Content-Type: application/vnd.3gpp.mcdata-info+xml
   <?xml version="1.0"?>
   <mcdata-info>
     <mcdata-Params>
       <request-type>group-sds</request-type>
       <mcdata-request-uri type="Normal">
         <mcdataURI>sip:group123@mcdataoperator1.com></mcdataURI>
       </mcdata-request-uri>
     </mcdata-Params>
   </mcdata-info>

EXAMPLE 6:	<mcdata-info> MIME body represented with the <mcdata-request-uri> encrypted:
   Content-Type: application/vnd.3gpp.mcdata-info+xml
   <?xml version="1.0"?>
   <mcdata-info>
     <mcdata-Params>
       <request-type>group-sds</request-type>
       <mcdata-request-uri type="Encrypted">
         <EncryptedData xmlns='http://www.w3.org/2001/04/xmlenc#'
          Type='http://www.w3.org/2001/04/xmlenc#Content'>
[bookmark: _PERM_MCCTEMPBM_CRPT58970001___5]            <EncryptionMethod Algorithm="http://www.w3.org/2009/xmlenc11#aes128-gcm"/>
            <ds:KeyInfo>
              <ds:KeyName>base64XpkId</KeyName>
            </ds:KeyInfo>
            <CipherData>
              <CipherValue>A23B45C5657689090</CipherValue>
            </CipherData>
         </EncryptedData>
       </mcdata-request-uri>
     </mcdata-Params>
   </mcdata-info>

EXAMPLE 7:	pidf+xml MIME body represented with clear URIs in attributes:
Content-Type: application/pidf+xml
<?xml version="1.0" encoding="UTF-8"?>
<presence entity="sip:somebody@mcdata.org">
  <tuple id="acD4rhU87bK">
    <status>
      <affiliation group="sip:thegroup@mcdata.org"/>
    </status>
  </tuple>
</presence>

EXAMPLE 8:	pidf+xml MIME body represented with encrypted URIs in attributes:
Content-Type: application/pidf+xml
<?xml version="1.0" encoding="UTF-8"?>
<presence entity="sip:c4Hrt45XG8IohRFT67vfdr3V;iv=45RtfVgHY23k8Ihy;xpk-id=b7UJv9;alg=128-aes-gcm@mc1-encryption.3gppnetwork.org">
  <tuple id="acD4rhU87bK">
    <status>
      <affiliation group="sip:98yudFG45tx_89TYGedb4ujF ;iv=FGD567kjhfH7d4-D;key-id=eV9kl7;alg=128-aes-gcm@mc1-encryption.3gppnetwork.org"/>
    </status>
  </tuple>
</presence>

* * * Next Change * * * *
[bookmark: _Toc155363292]6.3.1.3	SIP SUBSCRIBE request
The MCData server needs to distinguish between the following SIP SUBSCRIBE request for originations and terminations:
-	SIP SUBSCRIBE requests routed to the participating MCData function with the Request-URI set to the MCData session identity identifying the participating MCData function and the Event header field set to "conference". Such requests are known as "SIP SUBSCRIBE request for conference event status subscription in the participating function" in the procedures in the present document; and
-	SIP SUBSCRIBE requests routed to the controlling MCData function with the Request-URI set to the MCData session identity identifying the controlling MCData function and containing an Event header field set to "conference". Such requests are known as "SIP SUBSCRIBE request for conference event status subscription in the controlling MCData function" in the procedures in the present document;

* * * Next Change * * * *
[bookmark: _Toc27500827][bookmark: _Toc36048952][bookmark: _Toc45209715][bookmark: _Toc51860540][bookmark: _Toc155363389]6.3.2.3	Generating a SIP NOTIFY request
The controlling MCData function shall generate a SIP NOTIFY request according to 3GPP TS 24.229 [5] with the clarification in this clause.
In the SIP NOTIFY request, the controlling MCData function:
1)	shall set the P-Asserted-Identity header field to the public service identity of the controlling MCData function;
2)	shall include an Event header field set to "conference";
3)	shall include an Expires header field set to 3600 seconds according to IETF RFC 4575 [KK], as default value;
4)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7]; and
5)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:
a)	the <mcdata-calling-group-id> set to the value of the MCData group ID; and
b)	if the target is a MCData user, the value of <mcdata-request-uri> element set to the value of MCData ID of the targeted MCData user;
In the SIP NOTIFY request, the controlling MCData function shall include an application/conference-info+xml MIME body according to IETF RFC 4575 [KK] with the following limitations:
1)	the controlling MCData function shall include the MCData group ID of the MCData group in the "entity" attribute of the <conference-info> element;
2)	for each participant in the MCData session, the controlling MCData function shall include a <user> element. The <user> element shall:
a)	include the "entity" attribute. The "entity" attribute:
i)	shall for the MCData client, which initiated, joined or rejoined an MCData session, include the MCData ID of the MCData user which originates SIP INVITE request; and
ii)	shall for an invited MCData client include the MCData ID of the invited MCData user in case of a adhoc group communication;
b)	shall include a single <endpoint> element. The <endpoint> element:
i)	shall include the "entity" attribute; 
ii)	shall include the <status> element indicating the status of the MCData session according to IETF RFC 4575 [KK]; and
iii)	may include one <functional-alias> element indicating the functional alias bound by the MCData user with the MCData group for which the notification is being sent as defined in the XML schema of clause 25.6.1; and
NOTE 1:	The functional alias binding by the MCData user with the MCData group is done through either using an explicit procedure or as a part of call setup procedure.
c)	may include <roles> element.
NOTE 2:	The usage of <roles> is only applicable for human consumption.

* * * Next Change * * * *
[bookmark: _Toc20215494][bookmark: _Toc27495961][bookmark: _Toc36107700][bookmark: _Toc44598451][bookmark: _Toc44602306][bookmark: _Toc45197483][bookmark: _Toc45695516][bookmark: _Toc51850972][bookmark: _Toc92224575][bookmark: _Toc155359750]6.5.3.1	General
Integrity protection can be applied to a whole XML MIME body. When integrity protection is enabled, all XML MIME bodies transported in SIP requests and responses are integrity protected. The following XML MIME bodies used in the present specification in SIP signalling can be integrity protected:
-	application/vnd.3gpp.mcdata-info+xml;
-	application/vnd.3gpp.mcdata-mbms-usage-info+xml;
-	application/vnd.3gpp.mcdata-mbs-usage-info+xml;
-	application/vnd.3gpp.mcdata-location-info+xml;
-	application/poc-settings+xml;
-	application/resources-list+xml;
-	application/vnd.3gpp.mcdata-affiliation-command+xml;
-	application/conference-info+xml;
-	application/pidf+xml; and
-	application/xcap-diff+xml.
If integrity protection is enabled, and one or more of the XML MIME bodies complying to the types listed above are included in a SIP request or SIP response, then a MIME body of type application/vnd.3gpp.mcptt-signed+xml specified in 3GPP TS 24.379 [10] is included in the SIP request or SIP response containing one or more signatures pointing to those XML MIME bodies as illustrated in Figure 6.5.3.1-1.
In order to integrity protect the XML MIME bodies listed above in this clause in SIP requests and SIP responses, the MCData client and MCData server shall, for each MIME body, include the Content-ID header field as specified in IETF RFC 2045 [32] containing a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [33].


Figure 6.5.3.1-1: Integrity Protection of XML MIME bodies in SIP requests and SIP responses
Each MIME body that is integrity protected is assigned a unique signature.
Configuration for applying integrity protection is not selective to a specific MIME body. If configuration for integrity protection is turned on, then all XML MIME bodies in SIP requests and responses are integrity protected. If configuration for integrity protection is turned off, then no XML MIME bodies in SIP requests and SIP responses are integrity protected.

* * * Next Change * * * *
[bookmark: _Toc20155975][bookmark: _Toc27501132][bookmark: _Toc36049258][bookmark: _Toc45210024][bookmark: _Toc51860849][bookmark: _Toc146246373]25	Subscription to the conference event package
[bookmark: _Toc20155976][bookmark: _Toc27501133][bookmark: _Toc36049259][bookmark: _Toc45210025][bookmark: _Toc51860850][bookmark: _Toc146246374]25.1	General
The IETF RFC 4575 [KK] defines a conference event package that shall be used to obtain the status of participants in group sessions.
The MCData client may subscribe to the conference event package at any time in a group session that the MCData client participates in. The clause 25.2 specifies the procedures in the MCData client when subscribing to the conference events.
The participating MCData function shall forward conference state subscriptions and notifications as specified in clause 25.3.
The controlling MCData function shall handle subscriptions and notification of conference events as specified in clause 25.4.
[bookmark: _Toc20155977][bookmark: _Toc27501134][bookmark: _Toc36049260][bookmark: _Toc45210026][bookmark: _Toc51860851][bookmark: _Toc146246375]25.2	MCData client
A MCData client may subscribe to the conference event package when a group communication is ongoing and the ongoing group communication is not initiated as a broadcast group communication by sending a SIP SUBSCRIBE request to obtain information of the status of a group session.
When subscribing to the conference event package, the MCData client:
1)	shall generate a SIP SUBSCRIBE request and use a new SIP-dialog according to IETF RFC 6665 [52], IETF RFC 4575 [KK] and 3GPP TS 24.229 [5];
2)	shall set the Request-URI of the SIP SUBSCRIBE request to the MCData session identity of the group session;
3)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7];
4)	shall include an Accept-Contact header with the media feature tag g.3gpp.icsi-ref with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
5)	if the MCData client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [52], to 4294967295;
NOTE 1:	4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [4].
6)	if the MCData client wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [52], to zero;
7)	shall include an Accept header field containing the application/conference-info+xml"MIME type;
8)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdata-request-uri> element set to the MCData group ID of the group session; and
9)	shall send the SIP SUBSCRIBE request using a new SIP dialog according to 3GPP TS 24.229 [5].
The responses to the SIP SUBSCRIBE request shall be handled according to IETF RFC 6665 [52], IETF RFC 4575 [KK] and TS 24.229 [5].
Upon receiving a SIP NOTIFY requests to the previously sent SIP SUBSCRIBE request the MCData client:
1)	shall handle the request according to IETF RFC 6665 [52] and IETF RFC 4575 [KK]; and
2)	may process the current state information to the MCData client based on the information in the SIP NOTIFY request body and may display to the MCData user the MCData IDs of the participating MCData users and the functional alias the participating MCData user has bound to that MCData group if available.
When needed the MCData client shall terminate the subscription and indicate it terminated according to IETF RFC 6665 [52].
NOTE 2:	The contents of the received SIP NOTIFY request body is specified in clause 6.3.2.3.
[bookmark: _Toc20155978][bookmark: _Toc27501135][bookmark: _Toc36049261][bookmark: _Toc45210027][bookmark: _Toc51860852][bookmark: _Toc146246376]25.3	Participating MCData function
Upon receipt of a "SIP SUBSCRIBE request for conference event status subscription in the participating function" from a MCData client served by the participating MCData function and if the SIP SUBSCRIBE request contains:
1)	the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service header field according to IETF RFC 6050 [7];
2)	an Accept header field containing the application/conference-info+xml"MIME type; and
3)	an application/vnd.3gpp.mcdata-info+xml MIME body containing the <mcdata-request-uri> set to a MCData group ID;
then the participating MCData function:
1)	shall attempt to resolve the received Request-URI to an existing MCData session identity;
2)	if the participating MCData function could not resolve the received Request-URI to an existing MCData session identity, shall reject the SIP SUBSCRIBE response with a SIP 404 (Not Found) response with a warning text set to "137 the indicated group communication does not exist" as specified in clause 4.9 and shall skip the rest of the steps
3)	shall generate a SUBSCRIBE request as specified in TS 24.229 [5]
4)	shall set the SIP URI in the Request-URI with the MCData session identity that is mapped to the MCData session identity in the received Request-URI;
5)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body the <mcdata-calling-user-id> element set to the MCData ID of the served user: and
6)	shall insert a Record-Route header containing a URI identifying its own address; and
7)	shall send the SIP SUBSCRIBE request according to 3GPP TS 24.229 [5].
Upon receiving a SIP response to the SIP SUBSCRIBE request the participating MCData function:
1)	shall copy the content of the incoming SIP response to an outgoing SIP response;
2)	if a SIP 200 (OK) response, shall include in the Contact header field of the outgoing SIP response an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP 200 (OK) response in the outgoing SIP response; and
3)	shall forward the SIP response according to 3GPP TS 24.229 [5].
Upon receiving a SIP NOTIFY request within the dialog created by the SIP SUBSCRIBE request destined to a served MCData client, the participating MCData function:
1)	shall include the public service identity of the MCData user in the Request-URI;
2)	shall copy the content of the incoming SIP NOTIFY request to the outgoing SIP NOTIFY request; and
3)	shall send the SIP NOTIFY request according to 3GPP TS 24.229 [5].
Upon receiving a SIP response to the SIP NOTIFY request the participating MCData function:
1)	shall copy the content of the incoming SIP response to an outgoing SIP response;
2)	if a SIP 200 (OK) response, shall include an MCData session identity constructed from the MCData session identity provided in the Contact header field of the received SIP 200 (OK) response in the outgoing SIP response; and
3)	shall forward the SIP response according to 3GPP TS 24.229 [5].
[bookmark: _Toc20155979][bookmark: _Toc27501136][bookmark: _Toc36049262][bookmark: _Toc45210028][bookmark: _Toc51860853][bookmark: _Toc146246377]25.4	Controlling MCData function
[bookmark: _Toc20155980][bookmark: _Toc27501137][bookmark: _Toc36049263][bookmark: _Toc45210029][bookmark: _Toc51860854][bookmark: _Toc146246378]25.4.1	Receiving a subscription to the conference event package
Upon receipt of a "SIP SUBSCRIBE request for conference event status subscription in the controlling MCData function" and the SIP SUBSCRIBE request:
1)	contains an application/vnd.3gpp.mcdata-info+xml MIME body with
a)	the <mcdata-request-uri> element set to the group identity of the group session and the <mcdata-calling-user-id> element set to either:
i)	the MCData ID of a participant in the group session;
2)	contains the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service header field according to IETF RFC 6050 [7];
3)	contains an Accept header field containing the application/conference-info+xml MIME type; and
4)	is not received in a group call initiated as a broadcast group call;
then the controlling MCData function:
1)	shall check if the <on-network-allow-conference-state> element in the group document in 3GPP TS 24.481 [31] allows the MCData ID or the constituent MCData group ID in the <mcdata-calling-user-id> element to subscribe to the conference event package and if not allowed:
a)	shall reject the "SIP SUBSCRIBE request for conference event status subscription in the controlling MCData function" with a SIP 403 (Forbidden) response to the SIP SUBSCRIBE request, with warning text set to "138 subscription of conference events not allowed" as specified in clause 4.9; and
b)	shall not continue with the remaining steps;
2)	shall handle the request according to IETF RFC 6665 [52] and IETF RFC 4575 [KK];
3)	shall cache information about the subscription;
4)	shall send a conference state notification as specified in clause 25.4.2.
Upon receipt of a "SIP SUBSCRIBE request for conference event status subscription in the controlling MCData function in an group call initiated as a broadcast group call, the controlling MCData function:
1)	shall generate a SIP 480 (Temporarily Unavailable) response to the SIP SUBSCRIBE request as specified in 3GPP TS 24.229 [5];
2)	shall include a Warning header field with the warning text set to "105 subscription not allowed in a broadcast group call" as specified in clause 4.9; and
3)	send the SIP 480 (Temporarily Unavailable) response according to 3GPP TS 24.229 [5].
[bookmark: _Toc20155981][bookmark: _Toc27501138][bookmark: _Toc36049264][bookmark: _Toc45210030][bookmark: _Toc51860855][bookmark: _Toc146246379]25.4.2	Sending notifications to the conference event package
The procedures in this clause is triggered by:
1)	the receipt of a SIP SUBSCRIBE request as specified in clause 25.4.1;
2)	the receipt of a SIP BYE request from one of the participants in an adhoc group session; or
3)	when a new participant is added in an adhoc group session.
When sending a conference event notification, the controlling MCData function:
1)	shall generate a notification package as specified in clause 6.3.3.4 to all MCData clients which have subscribed to the conference event package; and
NOTE:	As a group document can potentially have a large content, the controlling MCData function can notify using content-indirection as defined in IETF RFC 4483 [32].
2)	shall send a SIP NOTIFY request to all participants which have subscribed to the conference event package as specified in 3GPP TS 24.229 [5].
[bookmark: _Toc20155983][bookmark: _Toc27501140][bookmark: _Toc36049266][bookmark: _Toc45210032][bookmark: _Toc51860857][bookmark: _Toc146246381]25.4.3	Terminating a subscription
Upon receipt of a "SIP SUBSCRIBE request for conference event status subscription in the controlling MCData function" that terminates the subscription of the conference event package as specified in IETF RFC 6665 [52], the controlling MCData function:
1)	shall send a SIP 200 (OK) response as specified in IETF RFC 6665 [52];
Upon expiry of the subscription to the event package in the ongoing MCData call, the controlling MCData function shall terminate the subscription to the conference event package as specified in IETF RFC 6665 [52].
[bookmark: 14f4399e2adfb55a__Toc427695847][bookmark: 14f4399e2adfb55a__Toc427696247][bookmark: 14f4399e2adfb55a__Toc427696646][bookmark: 14f4399e2adfb55a__Toc427698248][bookmark: 14f4399e2adfb55a__Toc427696647][bookmark: 14f4399e2adfb55a__Toc427698249][bookmark: _Toc146246387]25.6	Coding
[bookmark: _Toc146246388]25.6.1	Extension of application/conference-info+xml MIME type
[bookmark: _Toc146246389]25.6.1.1	Introduction
The present clause describes an extensions of the application/conference-info+xml MIME body specified in IETF RFC 4575 [KK].
The functional alias extension is used to indicate per-user functional alias association with MCData group.
[bookmark: _Toc146246390]25.6.1.2	Schema
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema
  targetNamespace="urn:3gpp:ns:mcdataConfInfo:1.0"
  xmlns:xs="http://www.w3.org/2001/XMLSchema"
  xmlns:mcdataConfInfo="urn:3gpp:ns:mcdataConfInfo:1.0"
  elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!-- MCData specific child element of endpoint element -->
  <xs:element name="functional-alias" type="xs:anyURI" use="optional"/>

  </xs:schema>

The application/conference-info MIME body refers to namespaces using prefixes specified in table 25.6.1.2-1.
Table 25.6.1.2-1: Assignment of prefixes to namespace names in the application/pidf+xml MIME body
	Prefix
	Namespace

	mcdataConfInfo
	urn:3gpp:ns:mcdataConfInfo:1.0

	NOTE:	The "urn:ietf:params:xml:ns:conference-info" namespace is the default namespace so no prefix is used for it in the application/conference-info MIME body.



* * * Next Change * * * *
[bookmark: _Toc155360566]24.2.2.1.1	Client originating procedures
Upon receiving a request from an MCData user to establish an MCData adhoc group session, the MCData client shall determine whether the service configuration document contains an <on-network> element that contains an <anyExt> element that contains an <adhoc-group-data-comn> element that contains an <allow-adhoc-group-data-comn-support> element and if an <allow-adhoc-group-data-comn-support> element does not exist, or is set to a value of "false, then the MCData client:
1)	should indicate to the MCData user that adhoc group data communications are not allowed; and
2)	shall skip the remainder of this procedure.
The MCData client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [5], with the clarifications given below:
1)	shall set the Request-URI of the SIP INVITE request to a public service identity identifying the participating MCData function serving the MCData user;
2)	should include the "timer" option tag in the Supported header field;
3)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
4)	may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [5];
5)	if a standalone SDS message is to be sent or SDS session is requested:
a)	shall include the g.3gpp.mcdata.sds media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];
b)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
c)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
d)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7] in the SIP INVITE request;
e)	shall contain in an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:
i)	the <request-type> element set to a value of "adhoc-group-sds-session";
ii)	if the MCData client needs to include an identity of adhoc group, the <mcdata-request-uri> element set to the identity of the adhoc group;
NOTE 1:	If the data communication setup request follows an emergency alert for an adhoc group then this element is included and the identity of adhoc group learned during an adhoc group emergency alert procedures is used.
NOTE 2:	The MCData client can optionally include an identity of adhoc group if it learns by any other means or generated by the MCData client using required parameters.
iii)	the <mcdata-client-id> element set to the MCData client ID of the originating MCData client; and
NOTE 3:	The MCData client does not include the MCData ID of the originating MCData user in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCData function.
iv)	an <anyExt> element containing:
A)	if the MCData client needs to include an active functional alias in the initial SIP INVITE request, may include the <functional-alias-URI> element set to the URI of the used functional alias;
NOTE 4:	The MCData client learns the functional aliases that are activated for an MCData ID from procedures specified in clause 22.2.1.3.
B)	if the MCData user has requested an application priority, the <user-requested-priority> element set to the user provided value; and
C)	if end-to-end security needs to be established for the MCData adhoc group session, the <end-to-end-security> element set to "true"; and
f)	shall include an SDP offer according to 3GPP TS 24.229 [5] with the clarifications given in clause 9.2.3.2.1 if a standalone SDS message is to be sent or in clause 9.2.4.2.1 if SDS session is requested;
6)	if a FD is requested:
a)	shall generate and contain an application/vnd.3gpp.mcdata-signalling MIME body with the FD SIGNALLING PAYLOAD as described in clause 6.2.2.3;
b)	shall include the g.3gpp.mcdata.fd media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];
c)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.fd media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
d)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
e)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7] in the SIP INVITE request;
f)	shall contain in an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:
i)	the <request-type> element set to a value of "adhoc-group-fd-session";
ii)	if the MCData client needs to include an identity of adhoc group, the <mcdata-request-uri> element set to the identity of the adhoc group;
NOTE 5:	If the data communication setup request follows an emergency alert for an adhoc group then this element is included and the identity of adhoc group learned during an adhoc group emergency alert procedures is used.
NOTE 6:	The MCData client can optionally include an identity of adhoc group if it learns by any other means or generated by the MCData client using required parameters.
iii)	the <mcdata-client-id> element set to the MCData client ID of the originating MCData client; and
NOTE 7:	The MCData client does not include the MCData ID of the originating MCData user in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCData function.
iv)	an <anyExt> element containing:
A)	if the MCData client needs to include an active functional alias in the initial SIP INVITE request, may include the <functional-alias-URI> element set to the URI of the used functional alias;
NOTE 8:	The MCData client learns the functional aliases that are activated for an MCData ID from procedures specified in clause 22.2.1.3.
B)	if the MCData user has requested an application priority, the <user-requested-priority> element set to the user provided value; and
C)	if end-to-end security needs to be established for the MCData adhoc group session, the <end-to-end-security> element set to "true"; and
g)	shall include an SDP offer according to 3GPP TS 24.229 [5] with the clarifications given in clause 10.2.5.2.1;
7)	if the MCData user has requested to include the list of MCData users to be invited for data communication and the data communication setup request does not follow an adhoc group for emergency alert, shall insert in the SIP INVITE request an application/resource-lists+xml MIME body with the MCData ID of the invited MCData users to be called, according to rules and procedures of IETF RFC 5366 [18];
8)	if the MCData user has requested to include the criteria for determining the list of MCData users to be invited for data communication and the data communication setup request does not follow an adhoc group for emergency alert, shall insert a <comn-participants-criteria> with one or more criteria as a comma separated list into <anyExt> element of <mcdata-Params> element of <mcdatainfo> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request; and
NOTE 9:	The MCData client can include either a list of MCData users or the criteria for determining the list of MCData users to be invited. These two information elements are not included if the data communication setup request follows an adhoc group for emergency alerts.
9)	shall send the SIP INVITE request towards the MCData server according to 3GPP TS 24.229 [5].
On receiving a SIP 2xx response to the SIP INVITE request, the MCData client:
1)	shall send a SIP ACK request as specified in 3GPP TS 24.229 [5];
2)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
3)	if the <preconfigured-group-id> element received in the application/vnd.3gpp.mcdata-info+xml MIME body, shall use the security related information from the group configuration associated with the received preconfigured group identity;
4)	may notify the user with the adhoc group identity received in the <mcdata-calling-group-id> element contained in the application/vnd.3gpp.mcdata-info+xml MIME body; and
5)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.1.1.2.; and
6)	may subscribe to the conference event package as specified in clause 25.1.
On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:
1)	may notify the user about data communication setup failure with an appropriate response along with the description; and
2)	shall send a SIP ACK request as specified in 3GPP TS 24.229 [5].
On receipt of an indication from the media plane indicating that the file was not sent successfully or the standalone SDS message was not sent successfully or the standalone SDS message has been successfully transferred, the MCData client shall:
1)	shall generate a SIP BYE request according to 3GPP TS 24.229 [5] with:
a)	Reason code set to "SIP";
b)	cause set to "480"; and
c)	text set to "transmission failed";
2)	shall set the Request-URI to the MCData session identity to release; and
3)	shall send a SIP BYE request towards MCData server according to 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response to the SIP BYE request, the MCData client shall interact with the media plane and indicate to terminate the MCData adhoc group session, as specified in 3GPP TS 24.582 [15].

* * * Next Change * * * *
[bookmark: _Toc155360567]24.2.2.1.2	Client terminating procedures
Upon receipt of an initial SIP INVITE request, the MCData client shall follow the procedures for the termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [5] with the clarifications below.
The MCData client:
1)	may reject the SIP INVITE request if any of the following conditions are met:
a)	MCData client does not have enough resources to handle the data communication; or
b)	any other reason outside the scope of this specification;
2)	if the SIP INVITE request is rejected in step 1), shall respond toward participating MCData function either with an appropriate reject code as specified in 3GPP TS 24.229 [5] and warning texts as specified in clause 4.9 or with SIP 480 (Temporarily unavailable) response not including warning texts if the user is authorised to restrict the reason for failure and skip the rest of the steps of this clause;
3)	may display to the MCData user the MCData ID of the inviting MCData user and the type of SDS request, if present;
4)	may display to the MCData user the functional alias of the inviting MCData user, if present;
5)	may display to the MCData user the file meta-data of the incoming file as described by the SDP included in the received SIP INVITE request;
6)	if the <preconfigured-group-id> element received in the application/vnd.3gpp.mcdata-info+xml MIME body, shall use the security related information from the group configuration associated with the received preconfigured group identity; 
7)	may notify the user with the adhoc group identity received in the <mcdata-calling-group-id> element contained in the application/vnd.3gpp.mcdata-info+xml MIME body;
8)	if a standalone SDS message is to be recieved or SDS session is requested:
a)	shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [5];
b)	shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;
c)	shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [38]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";
d)	shall include the g.3gpp.mcdata.sds media feature tag in the Contact header field of the SIP 200 (OK) response;
e)	shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in the Contact header field of the SIP 200 (OK) response;
f)	shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [5] with the clarifications given in clause 9.2.3.2.2 if a standalone SDS message is to be recieved or in clause 9.2.4.2.2 if SDS session is requested; 
g)	if a SIP CANCEL request associated with the SIP INVITE request was received, shall execute the procedure in clause 6.2.8.4.1, otherwise shall send the SIP 200 (OK) response towards the MCData server according to rules and procedures of 3GPP TS 24.229 [5]; and
h)	if the SIP 200 (OK) response to the received SIP INVITE request was sent, on receipt of an SIP ACK message to the sent SIP 200 (OK) message, the MCData client shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.1.1.3 if a standalone SDS message is to be received or clause 6.1.2.3 if SDS session is requested; and
i)	may subscribe to the conference event package as specified in clause 25.1; and
9)	if a FD is requested:
a)	if the Mandatory download IE of the FD SIGNALLING PAYLOAD contained in the application/vnd.3gpp.mcdata-signalling MIME body received in the SIP INVITE request is set to "MANDATORY DOWNLOAD" or if the user has accepted the file download request, then:
i)	shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [5];
ii)	shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;
iii)	shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [38]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";
iv)	shall include the g.3gpp.mcdata.fd media feature tag in the Contact header field of the SIP 200 (OK) response;
v)	shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" in the Contact header field of the SIP 200 (OK) response;
vi)	shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [5] with the clarifications given in clause 10.2.5.2.2;
vii)	if a SIP CANCEL request associated with the SIP INVITE request was received, shall execute the procedure in clause 6.2.8.4.1, otherwise, shall send the SIP 200 (OK) response towards the MCData server according to rules and procedures of 3GPP TS 24.229 [5]; and
viii)	if the SIP 200 (OK) response to the received SIP INVITE request was sent, on receipt of an SIP ACK message to the sent SIP 200 (OK) message, the MCData client shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.1.2.3; and
ix)	may subscribe to the conference event package as specified in clause 25.1;
otherwise, if the user has not accepted or has rejected the file download request:
i)	shall send a SIP 403 (Forbidden) response towards the MCData server according to rules and procedures of 3GPP TS 24.229 [5]; and
b)	if the application/vnd.3gpp.mcdata-signalling MIME body in the received SIP INVITE request contained an FD SIGNALLING PAYLOAD message without the Mandatory download IE included, then:
i)	shall notify the MCData user about the incoming FD request and wait for the MCData user to accept or reject or defer the FD request;
ii)	if the MCData user declines the FD session invitation:
A)	shall send a SIP 480 (Temporarily Unavailable) response towards the MCData server with the warning text set to "110 user declined the call invitation" in a Warning header field as specified in clause 4.9 and skip the rest of the steps in this clause;
iii)	if the MCData user defers the FD session invitation:
A)	shall send a SIP 480 (Temporarily Unavailable) response towards the MCData server with the warning text set to "231 user deferred the call invitation" in a Warning header field as specified in clause 4.9 and skip the rest of the steps in this clause; and
iv)	if the MCData user accepts the FD session invitation:
A)	shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [5];
B)	shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;
C)	shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [38]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";
D)	shall include the g.3gpp.mcdata.fd media feature tag in the Contact header field of the SIP 200 (OK) response;
E)	shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" in the Contact header field of the SIP 200 (OK) response;
F)	shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [5] with the clarifications given in clause 10.2.5.2.2;
G)	if a SIP CANCEL request associated with the SIP INVITE request was received, shall execute the procedure in clause 6.2.8.4.1, otherwise shall send the SIP 200 (OK) response towards the MCData server according to rules and procedures of 3GPP TS 24.229 [5];
H)	may store the Conversation ID, Message ID, InReplyTo message ID and Date and time in local storage; and
I)	if the SIP 200 (OK) response to the received SIP INVITE request was sent, on receipt of an SIP ACK message to the sent SIP 200 (OK) message, the MCData client shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.1.2.3; and
J)	may subscribe to the conference event package as specified in clause 25.1;
otherwise, if the user has not accepted or has rejected the MCData adhoc group session invitation:
A)	shall send a SIP 403 (Forbidden) response towards the MCData server according to rules and procedures of 3GPP TS 24.229 [5].
To send a disposition notification after the media plane is released, the MCData client:
1)	shall follow the procedures described in clause 12.2.1.1.
On receipt of an indication from the media plane of the successful download of the file:
1) if the received FD SIGNALLING PAYLOAD message contained an Application metadata container IE, then the MCData client may process the content of that IE per local policy.
* * * Next Change * * * *
[bookmark: _Toc20155899][bookmark: _Toc27501056][bookmark: _Toc36049182][bookmark: _Toc45209948][bookmark: _Toc51859612][bookmark: _Toc107003433][bookmark: _Toc155360619]24.4.2.1.1	INVITE targeted to an MCData client
This clause describes the procedures for inviting an MCData user to an MCData session. The procedure is initiated by the controlling MCData function as the result of an action in clause 24.4.2.2 or as the result of receiving a SIP 403 (Forbidden) response as described in this clause.
The controlling MCData function:
1)	shall generate a SIP INVITE request as specified in 3GPP TS 24.229 [5] with an application/vnd.3gpp.mcdata-info+xml MIME body included;
2)	shall include the Supported header field set to "timer";
3)	should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38]. The refresher parameter shall be omitted;
4)	if a standalone SDS message is to be sent or SDS session is requested:
a)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
b)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
c)	shall include in the Contact header field an MCData session identity for the MCData session with the g.3gpp.mcdata.sds media feature tag, the isfocus media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" according to IETF RFC 3840 [16]; and
d)		shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7] in the SIP INVITE request;
5)	if a FD is requested:
a)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
b)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.fd media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
c)	shall include in the Contact header field an MCData session identity for the MCData session with the g.3gpp.mcdata.fd media feature tag, the isfocus media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" according to IETF RFC 3840 [16];
d)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7] in the SIP INVITE request;
e)	shall include in the outgoing SIP INVITE request, the application/vnd.3gpp.mcdata-signalling MIME body that was present in the incoming SIP INVITE request; and
f)	if the application/vnd.3gpp.mcdata-signalling MIME body in the received SIP INVITE request contained a FD SIGNALLING PAYLOAD message without the Mandatory download IE included, then:
i)	shall execute the procedures in clause 11.2; and
ii)	if the procedures in clause 11.2 indicate that the mandatory download indication needs to be included, shall include the Mandatory download IE set to a value of "MANDATORY DOWNLOAD" in the FD SIGNALLING PAYLOAD message of the outgoing SIP INVITE request;
6)	shall include a Referred-By header field with the public user identity of the inviting MCData client;
7)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request:
a)	the <mcdata-request-uri> element set to the MCData ID of the terminating user;
b)	the <mcdata-calling-group-id> element set to the group identity of the adhoc group as determined in the clause 24.4.2.2;
c)	the <mcdata-calling-user-id> element set to the calling user MCData ID; and
d)	if end-to-end security is requested for the call, the <anyExt> element with the <preconfigured-group-id> element set to the preconfigured group identity as determined in the clause 24.4.2.2;
8)	shall set the Request-URI to the public service identity of the terminating participating MCData function associated to the MCData user to be invited;
NOTE 1:	How the controlling MCData function finds the address of the terminating MCData participating function is out of the scope of the present document.
9)	shall set the P-Asserted-Identity header field to the public service identity of the controlling MCData function;
10)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating client according to the procedures specified in clause 9.2.3.4.1 for standalone SDS or clause 9.2.4.4.1 for SDS session or clause 10.2.5.4.1 for FD; and
11)	shall send the SIP INVITE request towards the terminating client in accordance with 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCData function:
1)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.3.1 for standalone SDS or clause 6.3.2 for SDS session or clause 7.3 for FD; and
2)	shall increment the local counter of the number of SIP 200 (OK) responses received from invited members, by 1.; and
NOTE 2:	The procedures executed by the controlling MCData function prior to sending a response to the inviting MCData client are specified in clause 24.4.2.2.
3)	shall send a SIP NOTIFY request to all participants with a subscription to the conference event package as specified in clause 25.4.
NOTE 4:	The notifications above could be sent prior to the SIP 200 (OK) response being sent to the inviting MCData client. These notifications received by MCData clients that are adhoc group members do not mean that the adhoc group session will be successfully established.

* * * Next Change * * * *
[bookmark: _Toc155360620]24.4.2.2	Terminating Procedures
In the procedures in this clause:
1)	MCData ID in an incoming SIP INVITE request refers to the MCData ID of the originating user from the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request;
2)	adhoc group identity in an incoming SIP INVITE request if included refers to the adhoc group identity from the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request; and
3)	MCData ID in an outgoing SIP INVITE request refers to the MCData ID of the called user in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request.
Upon receipt of a "SIP INVITE request for MCData adhoc group session for controlling MCData function", the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
2)	if FD requested and if the received SIP INVITE request has been queued for later transmission, shall include warning text set to "215 request to transmit is queued by the server" in a Warning header field as specified in clause 4.9, in the SIP 100 (Trying) response, and shall send the SIP 100 (TRYING) response towards the originating participating MCData function according to 3GPP TS 24.229 [5] and not continue with the remaining steps in this clause. Otherwise, continue with the rest of the steps;
3)	shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
4)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:
a)	an Accept-Contact header field does not include the g.3gpp.mcdata.sds media feature tag for standalone SDS or SDS session;
b)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" for standalone SDS or SDS session;
c)	an Accept-Contact header field does not include the g.3gpp.mcdata.fd media feature tag for FD; or
d)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" for FD;
5)	if FD requested and the incoming SIP INVITE request does not contain an application/vnd.3gpp.mcdata-signalling MIME body with the FD SIGNALLING PAYLOAD as described in clause 6.2.2.3, shall reject the SIP INVITE request with appropriate reject code;
6)	if the originating user identified by the MCData ID is not authorised to initiate the adhoc group session if the <allow-adhoc-group-data-comn> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the originating MCData user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to: "238 user not authorised to initiate the adhoc group data communication" in a Warning header field as specified in clause 4.9 and skip the rest of the steps below;
7)	if the MCData service does not support the adhoc group data communication, which is indicated by the <allow-adhoc-group-data-comn-support> element of the <adhoc-group-data-comn> element of the <anyExt> element contained in the <OnNetwork> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12]) is set to a value of "false" or if it does not exists, shall send a SIP 403 (Forbidden) response with the warning text set to: "239 the MCData system do not support adhoc group data communication" in a Warning header field as specified in clause 4.9 and skip the rest of the steps below;
8)	if the application/resource-lists+xml MIME body with the MCData ID of the invited MCData users to be called exists in the incoming SIP INVITE request, shall check if the number of invited participants is within the configured limit as specified in the <max-no-participants> element of the <adhoc-group-data-comn> element of the <anyExt> element contained in the <OnNetwork> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12]). If not within the configured limit, shall send a SIP 403 (Forbidden) response including warning text set to "242 maximum number of allowed adhoc group participants exceeded" in a Warning header field as specified in clause 4.9 and shall skip the rest of the steps;
9)	if the application/resource-lists+xml MIME body with the MCData ID of the invited MCData users to be called exists in the incoming SIP INVITE request and the <comn-participants-criteria> element with one or more criteria as a comma separated into <anyExt> element of <mcdata-Params> element of <mcdatainfo> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request exists, shall send a SIP 403 (Forbidden) response including warning text set to "240 can’t determine the adhoc group participants" in a Warning header field as specified in clause 4.9 and shall skip the rest of the steps;
10)	shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;
11)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
12)	shall maintain a local counter of the number of SIP 200 (OK) responses received from invited members and shall initialise this local counter to zero;
13)	shall create the adhoc group and generate the group identity to be associated with the adhoc group if the identity of adhoc group included in the <mcdata-request-uri> element of the <mcdata-Params> element of the <mcdatainfo> element containing in an application/vnd.3gpp.mcdata-info+xml MIME body received in the SIP INVITE request is not acceptable or not included;
14)	if originating MCData user has requested for end-to-end security by including the <end-to-end-security> element in the <anyExt> element of the <mcdata-Params> element of the <mcdatainfo> element containing in an application/vnd.3gpp.mcdata-info+xml MIME body received in the SIP INVITE request with the value set to "true", shall determine the preconfigured group from which security related materials can be used by the adhoc group data communication participants to communicate securely in the adhoc group session;
15)	shall determine the members to invite to the adhoc group session:
a)	if the application/resource-lists+xml MIME body with the MCData ID of the invited MCData users to be called exists in the incoming SIP INVITE request, shall consider the each entry of the MCData users to be invited to the adhoc group session; or
b)	if the application/vnd.3gpp.mcdata-info+xml MIME body with the criteria for determining the list of MCData users to be called exists in the incoming SIP INVITE request included in the <comn-participants-criteria> element of the <anyExt> element of <mcdata-Params> element of <mcdatainfo> element of the application/vnd.3gpp.mcdata-info+xml MIME body, shall consider each of the MCData users meeting the specified criteria and also may be based on the local policy to be invited to the adhoc group session; 
16) shall invite each adhoc group member determined in step 12) above, to the adhoc group session, as specified in clause 24.4.2.1.1;
17) shall consider all the invited members as implicitly affiliated to the adhoc group; and
18) shall interact with the media plane as specified in 3GPP TS 24.582 [15] clause 6.3.1 for standalone SDS or clause 6.3.2 for SDS session or clause 7.3 for FD.
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in clause 24.4.2.2, and if the MCData ID in the SIP 200 (OK) response matches to the MCData ID in the corresponding SIP INVITE request, and the SIP final response is not yet sent to the inviting MCData client, the controlling MCData function:
1)	shall invoke the procedure in clause 6.3.7.1.23 with an indication that the applicable MCData subservice is Short Data Service using media (standalone SDS) or Short Data Service using session (SDS session) or File Distribution, in order to generate a SIP 200 (OK) response to the received SIP INVITE request according to 3GPP TS 24.229 [5] with clarification below:
a)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:
i)	the <mcdata-calling-group-id> element set to the adhoc group identity as determined in this clause; and 
ii)	if end-to-end security requested for the data communication, the <anyExt> element with the <preconfigured-group-id> element set to the preconfigured group identity as determined in this clause; and
2)	shall send the generated SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].]; and
3)	shall generate a notification to the MCData clients, which have subscribed to the conference state event package that the inviting MCData User has joined in the MCData group session, as specified in clause 25.4; and
4)	shall send a SIP NOTIFY request to each MCData client according to 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in clause 24.4.2.2, and if the warning text set to "232 communication is stored for later delivery" is received in a Warning header field as specified in clause 4.9, and the SIP final response is not yet sent to the inviting MCData client, the controlling MCData function:
1)	shall invoke the procedure in clause 6.3.7.1.23 with an indication that the applicable MCData subservice is Short Data Service using media (standalone SDS) or Short Data Service using session (SDS session) or File Distribution, in order to generate a SIP 200 (OK) response to the received SIP INVITE request according to 3GPP TS 24.229 [5] with clarification below:
a)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:
i)	the <mcdata-calling-group-id> element set to the adhoc group identity as determined in this clause; and 
ii)	if end-to-end security requested for the data communication, the <anyExt> element with the <preconfigured-group-id> element set to the preconfigured group identity as determined in this clause; and
2)	shall send the generated SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].
NOTE:	When requested to release the associated media plane resources and to tear down the MCData session, the controlling MCData function stores the INVITE session information that is established between the participating function and the controlling function for later delivery.

* * * Next Change * * * *
[bookmark: _Toc155360626]24.4.3.1.2.1	SIP BYE request for releasing MCData client from MCData session
When an MCData client needs to be removed from the MCData session (e.g. user no longer meeting the criteria), the controlling MCData function shall follow the procedures as specified in clause 13.2.2.2.4.4 with the clarification below:
1)	shall add reason header with reason-text value as appropriate (e.g. user no longer meeting the criteria).
After successful in removing the MCData client from the MCData session, the controlling MCData function may generate a notification to the MCData clients, which have subscribed to the conference state event package that an MCData user has been removed from the MCData session, as specified in clause 25.4 and send the SIP NOTIFY request to the MCData client according to 3GPP TS 24.229 [5].

* * * Next Change * * * *
[bookmark: _Toc155360630]24.4.4.1.1	Terminating procedures
Upon receipt of a SIP INVITE request that includes an MCData session identity of an ongoing MCData session in the Request-URI the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4]. Otherwise, continue with the rest of the steps;
2)	shall reject the SIP request with a SIP 404 (Not Found) response if the MCData adhoc group data communication represented by the MCData session identity in Request-URI is not present;
3)	shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
4)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:
a)	an Accept-Contact header field does not include the g.3gpp.mcdata.sds media feature tag for standalone SDS or SDS session;
b)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" for standalone SDS or SDS session;
c)	an Accept-Contact header field does not include the g.3gpp.mcdata.fd media feature tag for FD; or
d)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" for FD;
5)	shall determine the MCData ID of the calling user;
6)	shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;
7)	if the user identified by the MCData ID is no longer meeting the criteria if the adhoc group participants are determined using criteria while establishing adhoc group data communication, shall return a SIP 403 (Forbidden) response with the warning text set to "188 user is not allowed to participate in adhoc group data communication" in a Warning header field as specified in clause 4.9;
8)	shall invoke the procedure in clause 6.3.7.1.23 with an indication that the applicable MCData subservice is Short Data Service using media (standalone SDS) or Short Data Service using session (SDS session) or File Distribution, in order to generate a SIP 200 (OK) response to the received SIP INVITE request according to 3GPP TS 24.229 [5]; and
9)	shall send the generated SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].;
10)	shall generate a notification to the MCData clients, which have subscribed to the conference state event package that the inviting MCData user has joined in the MCData group session, as specified in clause 25.4; and
11)	shall send the SIP NOTIFY request to the MCData clients according to 3GPP TS 24.229 [5].

* * * End of Changes * * * *
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