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[bookmark: _Toc139901303]1. Introduction
The proposed additions of this pCR are written with the draft spec TS 24.283 v.0.1.0 taken as base. New section “Procedures” is added. Only one procedure (LM context creation between the LMC and the LMS) is currently available, with many others to be added at subsequent meetings. The exact context parameters exchanged between the LMC and the LMS during LM context creation will be documented in a separate clause (e.g., a section or Annex showing the XML structures containing parameters associated with various procedures).
Changes in the revision:
- In response to comment that the term “registration” is confusing as is customarily interpreted in the SIP sense, is not normally used in HTTP and may actually not be needed, replaced the term “registration” with “LM context”, which allows the maintenance of state/information associated with a specific user and coordination of secure communication (e.g. keys use of confidentiality/integrity in signalling) between LMC and LMS. 
- Added a small paragraph exemplifying potential information that may be part of the LM context 
- Replace “authorization token” with “access token” per 24.482.
- Replace MC ID with MCLoc ID, as MC ID is not necessary to verify access tokens, per 24.482
- Remove text supporting the assigning of an LMC ID by the LMS (unnecessary, as the LMC can generate its own id)
- Add several Editor’s Notes
[bookmark: _Toc139901304]2.	Proposal
Proposal: Agree to the text below as new clause in draft spec TS 24.283 v.0.1.0.


***** First Change *****
[bookmark: _Toc143762380]P	Procedures
[bookmark: _Toc143762381]P.1	<To be specified>General
The following procedures are covered in clause P:

1) LM Context Create;
2) LM Context Update;
3) LM Context Delete;
Editor’s Note: Use of LM Context in the bullets above and the associated operations is TBD. E.g. “Update” could be used to create, revise and delete. If “create“ is separate from “update” should http POST be used in lieu of http PUT ?
4) Location Reporting Configuration provision;
<TBA>
Editor’s Note:	There are at least 15 procedures (including notifications, subscriptions, cancelations, location triggers, location information transfers, etc.) that will be added to this document during the next meetings.
P.2	LM Context Create at LMS
[bookmark: _Toc3886088][bookmark: _Toc26797454][bookmark: _Toc35353299][bookmark: _Toc44939272][bookmark: _Toc129942691]P.2.1	Overview
While MCLoc service is provided to an MC UE, the LMC and the LMS store information about the MCLoc user such as: his/her most recently known location, list of active triggers, list of MCLoc users to be notified of location changes, use of confidentiality and/or integrity when communicating with the LMC, associated security keys, MC UE location-related capabilities.
NOTE:	The stored LM context information may be different between the LMC and the LMS. For example, the list of users to be notified of location changes will be stored at the LMS, but not at the LMC.
The LM context creation starts with the LMC sending an LM Context Create request towards the LMS. This procedure is usually initiated by the LMC towards the end of the LM service initiation sequence (see clause 4.4), once the authentications, authorizations, secure access, service configuration and distribution of security material have been solved. The LMC can also initiate the LM context creation later and/or send repeatedly LM Context Update requests (potentially, each with some information changed since the previous request) at any time.
Upon receipt of a LM Context Create request, the LMS will try to process it and will send a response to the LMC: 
-	If the response indicates success, relevant LM context parameters stored by LMS will be communicated to the LMC and come in force. The LMC may proceed with sending a request to the LMS to send a Location Reporting Configuration message (see 3GPP TS 23.280[2] clause 10.9.2.1), or, if already in possession of such configuration, the LMC may just proceed with sending a Location Information Report (see 3GPP TS 23.280[2] clause 10.9.2.2), to the LMS.
-	If the response indicates a redirect (i.e., 3xx) with a specified new target destination (see IETF RFC 9110 [12]) for an LMS, the current LM context parameters, if any, will remain in force and the LMC may choose to repeat the LM context creation request toward the LMS, using the specified new target destination information.
-	If the response indicates an error (i.e., 4xx or 5xx) (see IETF RFC 9110 [12]), the current LM context parameters, if any, will remain in force and the LMC may choose to inform the user of the failure to create the LM context.  
If the LMC and LMS are in possession of the CSK and CSK-ID information (see 3GPP TS 33.180 [4]) and of an indication that the active service configuration profile provided by the Configuration Management requires the LMC and LMS to confidentiality and/or integrity protect the MCLoc requests and responses, the LMC and LMS shall apply the confidentiality and integrity protections to the application-sensitive (see clause N.3.2) XML elements/attributes within the request and response message. If the LMC has sent a confidentiality and/or integrity protected Context Create request message, it shall expect that the response from the LMS is likewise protected and process it accordingly.
P.2.2	LM Context Create actions by the LMC
The LMC shall:
1.	create a PUT message per IETF RFC 9110 [12] addressed to the LMS URI (see clause 4.3.4) as follows:
a)	insert the verb "PUT" followed by the string: "LMC_contexts/" || LMC-ID || " HTTP/1.1" || CRLF, where LMC-ID is set to the value of the MCLoc client ID (see clause 4.3.5); 
b)	insert a Host header field containing the URL of the LMS;
c)	insert a Content Type header field indicating "application/xml";
d)	insert a Content Length header field indicating the length of the following XML body in octets;
e)	insert an Accept header field indicating "application/xml";
f)	insert an Authorization header field containing the access token obtained from the IdMS (see 3GPP TS 24.482 [6]); and
Editor's Note:	Does the access token need to be protected by encryption?
g)	insert an XML body formed per clause TBA, applying the confidentiality and/or integrity protections to the application-sensitive (see clause N.3.2) XML elements/attributes in the XML body, as appropriate; and
2.	Creating a new connection to the LMS if a current one does not exist, use the new or existing connection to send the PUT message to the LMS.
Upon receipt of a success response to the PUT message, the LMC shall set or replace the values of the LM context parameters to the values included in the response. 
Upon receipt of a redirect response to the PUT message providing a URI for a different target LMS, the LMC may store (replace) the new LMS URI if the redirection is permanent (see IETF RFC 9110 [12]) and may attempt to repeat the request with the new LMS URI.
Upon receipt of an error response to the PUT message, the LMC shall notify the MC user as applicable or take other implementation dependent actions.
NOTE:	An MC UE may be designed to operate without an interface to an MC user, for example, a monitor of a vehicle's operation.
P.2.3	LM Context Create actions by the LMS
Upon receipt of a PUT message from the LMC, the LMS shall proceed with integrity verification and/or decryption of XML information within the XML body in the PUT message, if appropriate (see clause P.2.1).
If any integrity verification or decryption is attempted and fails, the LMS shall reply to the LMC with an error response and shall end this procedure. 
The LMS shall:
1.	retrieve the MCLoc ID from the XML body in the PUT message;
2.	retrieve the access token from the Authorization header field;
3.	determine whether the LMC is authorized by examining the MCLoc ID and the access token (see 3GPP TS 24.482 [6]);
4.	if the LMC is authorized:
a)	under the "LMC_contexts/" node, create a node with the value of the received LMC-ID, if such node does not exist already;
b)	examine the XML body contained in the received PUT message, extract the requested LM context information, process them to obtain new values, if necessary, compatible with the service configuration and the acceptable configuration for the MC location user at the requesting UE, and store the resulted parameters values in the node with the received LMC-ID value mentioned at step a);
Editor’s Note:	The above bullet needs to be clarified once the exact content of the XML body is added.
c)	create a URI reference containing "LMC_contexts/" || received LMC-ID value;
d)	create a 200 (OK) message per IETF RFC 9110 [12];
e)	insert a Location header field in the 200 (OK) message indicating the URI created in step c);
f)	insert an XML body (see clause TBA) containing the stored LM context parameters mentioned at step b) and apply confidentiality and integrity protection, if appropriate; and
g)	send the 200 (OK) message to the LMC; and
5.	if the LMC is not authorized:
a)	shall generate and send an error response to the LMC.

***** End of Changes *****
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