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1. Reason for Change
1st change:
As agreed in SA6 CR S6-233279, during service switch procedure internal PIN, PINE A should negotiate with PINE B in step 4 and 5 (new text see YELLOW highlighted):


Figure 8.7.2.2-2: Service switch procedure internal PIN
4.	The PINE A selects PINE B from the list of PINEs provided in the PIN service discovery response.
The PINE A sends the PIN Management Service Switch Configure request to the selected PINE B including: PIN ID, requestor ID, service information (e.g. PIN service type, PIN service feature) before performing service switch. 
5.	Upon receiving the request from PINE A, PINE B determines whether it can accept the service switch request and sends the PIN Management Service Switch Configure response to PINE A.
If the PIN Management Service Switch Configure response indicates failure, the PINE A may consider other PINEs in the list of PINEs provided in the PIN service discovery response received in step 3 and may perform step 4 again. 
If the PIN Management Service Switch Configure response indicates success, the PINE A maintains the service towards AS and proceeds with switching the service traffic to PINE B.
It’s valuable to point out that only PIN ID, requestor ID, service information are mandatory in the PIN Management Service Switch Configure request message.
Hence TS 24.583 should be enhanced to support the above requirement.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.583 v0.4.0.
3. Revision history
-	In 5.7.3.1, clarify the HTTP 200 (OK) and HTTP 403 (Forbidden) response message is from which entity (4 times).


[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc148605785]5.7.3.1	PEAE-C procedure
When the PEAE-C needs to switch service in a PIN, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72S31 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-request> element in the <pinapp-info> root element and within the <pin-service-discovery-request> element:
1)	shall include a <pin-id> element set to the identity of the involved PIN;
2)	shall include a <ue-id> element set to the identity of the PEAE-C;
3)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
4)	shall include a <service-type> element set to the type of the requesting service(s). More than one new service can be included; and
5)	may include a <requesting-pine-address> element set to the IP address or MAC address of the PEAE-C.
The PEAE-C shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 9110 [4].
Upon reception of an HTTP 200 (OK) response message from PMAE-C containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-accept> element in the <pinapp-info> root element,
the PEAE-C shall: 
a)	consider the target PEAE-C in the <pin-service-discovery-accept> element is available to support the service switch;
b)	generate an HTTP POST request according to procedures as specified in IETF RFC 72S31 [4]. In the HTTP POST request, the PEAE-C:
1)	shall set the Request-URI to the URI of the target PEAE-C;
2)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
3)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-request> element in the <pinapp-info> root element and within the <pin-configuration-service-switch-configure-request> element:
i)	shall include a <pin-server-identifier> element set to the identity of the PEAE-C;
ii)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service;
iii)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service will be switched;
iv)	shall include a <pin-service-info> element set to the PIN service information of the PEAE-C;
v)	may include a <application-client-identifier> element set to the identifier of the application client, which identifies the application client in PEAE-C where the service is terminated;
vi)	may include a <application-server-identifier> element set to the identifier of the application server, which identifies the application server producing the service;
vii)	may include a <application-session-identifier> element set to the identifier of the application traffic, which identifies the application traffic to be switched; and
viii)	may include a <application-traffic-descriptor> element set to the description of application session, which is to be switched; and
c)	send the generated HTTP POST request towards the target PEAE-C according to IETF RFC 9110 [4].
. If more than one PEAE-Cs are indicated, it is up to UE implementation to select one of the indicated PEAE-C. From this time onward, the PEAE-C switches the traffic flow to the selected PEAE-C via the PGAE-C for the requested service.
Upon reception of an HTTP 403 (Forbidden) response message from PMAE-C containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-discovery-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the service switch is not supported for the requested service.
Upon reception of an HTTP 200 (OK) response message from target PEAE-C containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider the target PEAE-C accepts the service switch. From this time onward, the PEAE-C switches the traffic flow to the target PEAE-C via the PGAE-C for the requested service.
Upon reception of an HTTP 403 (Forbidden) response message from target PEAE-C containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a<pin-configuration-service-switch-configure-reject> element in the <pinapp-info> root element,
the PEAE-C:
a)	shall consider the service switch is not accepted for the requested service; and
b)	may generate an HTTP POST request according to procedures as specified in IETF RFC 72S31 [4] that includes an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-request> element in the <pinapp-info> root element toward another PEAE-C in the <target-pine-id> element as specified in this clause.

* * * Next Change * * * *
5.7.3.3	Target PEAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-request> element in the <pinapp-info> root element,
the target PEAE-C shall check whether to accept the requested service switch.
If the target PEAE-C accepts the requested service switch, the target PEAE-C:
a)	generate an HTTP 200 (OK) response according to IETF RFC 9110 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml";
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-accept> element in the <pinapp-info> root element and within the <pin-configuration-service-switch-configure-accept> element:
i)	shall include a <ue-id> element set to the identity of the target PEAE-C;
ii)	shall include a <security-credentials> element set to the security credentials resulting from a successful authorization for the PIN service; and
iii)	shall include a <pin-id> element set to the PIN ID, which identifies the PIN where the service will be switched;
iv)	shall include a <application-client-identifier> element set to the identifier of the application client, which identifies the application client in PEAE-C where the service is terminated;
v)	shall include a <application-server-identifier> element set to the identifier of the application server, which identifies the application server producing the service;
vi)	shall include a <application-traffic-identifier> element set to the identifier of the application session, which identifies the application session to be switched; and
vii)	may include a <application-traffic-descriptor> element set to the description of application session, which is to be switched; and
b)	send the HTTP 200 (OK) response towards the PEAE-C.
If the target PEAE-C rejects the requested service switch, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 9110 [4]. In the HTTP 403 (Forbidden) response message, the PEAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-configuration-service-switch-configure-reject> element in the <pinapp-info> root element and within the <pin-configuration-service-switch-configure-reject> element:
i)	shall include a <cause> element set to an appropriate cause for the failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.

* * * End of Changes * * * *
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