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1. Introduction
This p-CR updates create notification channel procedure specifically for pull notification messages proposed to 3GPP TS 24.542 to the notification management of SEAL services
2. Reason for Change
Stage-2 3GPP TS 23.434 defined PUSH and PULL methods for delivering notification messages from SNM-S to SNM-C. In Stage-3 when the PULL method is implemented using HTTP, certain issues are observed like frequent polling requests from SNM-C to pull latest notification messages or the SNM-S can hold the PULL request from SNM-C and send response upon the notification messages are available where the PULL request can be held for long time leading to more resource consumption. 
To address this issue of frequent polling and long polling, this p-CR proposes sending application triggers towards SNM-C to initiate PULL notification messages only when notification messages are available at SNM-S. Hence updates are proposed to create notification channel procedure, to allow SNM-C to share such capability to support application triggers in case of PULL notification channel type proposed to 3GPP TS 24.542 to the notification management of SEAL services.
3. Proposal
It is proposed to agree the following changes to 3GPP TS 24.542 v1.0.0.

[bookmark: _Hlk61529092]
* * * First Change * * * *
[bookmark: _Toc136259578][bookmark: _Toc143783740]6.2.2	Notification channel creation procedure
[bookmark: _Toc136259579][bookmark: _Toc143783741]6.2.2.1	SNM client procedures
Upon receiving a request from VAL service to receive notifications via the notification channel; the SNM-C may create a notification channel by sending an HTTP POST request to the SNM-S. In the HTTP POST request the SNM-C: 
a)	shall set the Request-URI to the URI of the SNM-S;
b)	shall include the Host header with public user identity of SNM-S;
c)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [4]; 
d)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-create-notification-channel-request";
e)	shall generate the create notification channel request message as specified in clause A.1.2:
1)	shall set the requestor identity to the notification management client identity;
2)	shall set the channel type to PULL or PUSH based on the VAL Application requesting the use of notification channel;
3)	may set the PUSH channel details parameter with the PUSH callback-URL if the channel type is PUSH;
4)	shall set the validity duration of the notification channel; 
[bookmark: _GoBack]5)	may set the pull notification message trigger parameter to "true", if in case the SNM-C support application trigger to initiate pull notification message procedure; and
NOTE:	Application trigger enables SNM-C to pull notification messages from SNM-S only when the outstanding notifications are available at SNM-S.
56)	shall set the VAL id cluster list parameter with list of VAL identities corresponding to each VAL service requesting to receive notifications via the notification channel; and
f)	include the parameters specified in clause A.1.2 serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 7159 [5].
Upon receiving an HTTP 200 (OK), the SNM-C shall notify the VAL services about the successful creation of notification channel and shall listen on the PUSH callback-URL for receiving the PUSH notification messages from SNM-S.
[bookmark: _Toc136259580][bookmark: _Toc143783742]6.2.2.2	SNM server procedures
Upon reception of an HTTP POST request from SNM-C where the Request-URI of the HTTP POST request contains the URI of the SNM-S, the SNM-S:
a)	shall determine the requestor identity of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized user, shall respond with an HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps;
b)	shall process the create notification channel request and if the channel type is:
1)	PUSH, the SNM-S shall process:
i)	the PUSH channel details parameter as specified in clause A.1.2 to fetch the PUSH callback-URL of the SNM-C:
A)	if the PUSH callback-URL is not provided the SNM-S shall respond with an HTTP 406 (Not Acceptable) response to the HTTP POST request and skip rest of the steps; and
B)	the SNM-S shall store this PUSH callback-URL for future usages, when the notification messages are to be pushed to SNM-C; and
ii)	the VAL id cluster list parameter, which is a list of VAL identities corresponding to each VAL services requesting to receive notifications messages via the notification channel; and
2)	PULL, the SNM-S :
A)	may process the pull notification message trigger attribute if provided. If the SNM-S supports sending the application trigger to SNM-C to initiate pulling notification message procedure, then the SNM-S may share this indication in the create notification channel response and store this for future usage to send triggers to SNM-C for outstanding notification messages received from VAL server; and
NOTE 1:	The SNM-S can utilize the application triggering services (or Device Triggering) provided by the 3GPP core network via NEF or SCEF.
B)	shall wait for the SNM-C to pull the notification messages; and
Editor's note: In case of multiple notification accumulated at the SNM-S from same VAL Server towards the SNM-C. How the SNM-S decides to share all the notifications or latest notifications is FFS.
c) shall process the validity duration share by the SNM-C.
NOTE 2:	The SNM-S shall can store the authorized user and information shared as part of create notification channel request for future references
Upon successful creation of notification channel; the SNM-S: 
a)	shall create a notification channel response message with below attributes as specified in clause A.1.3;
1)	shall generate unique channel identifier;
2)	shall generate the callback URL, which shall be used by VAL clients in UE for sharing it to VAL Server as part of their respective services;
3)	may generate the validity duration of the notification channel; and
4)	may generate a notification URL that shall be used by SNM-C to pull the notifications from SNM-S in case of PULL channel type;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-create-notification-channel-response"; and
c)	shall send an HTTP 200 (OK) response including message generated above.

* * * Next Change * * * *
[bookmark: _Toc143783748]6.2.3.2.1	SNM client procedure
To retrieve the latest notification messages available at the SNM-S as received from VAL servers, the SNM-C shall send an HTTP GET request to the SNM-S. In the HTTP GET request the SNM-C: 
a)	shall set the Request-URI with the "notification URL" received in create notification channel response message as specified in clause A.1.3;
b)	shall include the Host header with public user identity of SNM-S;
c)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [4];
d)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-pull-notification-message-request/json";
e)	shall generate the pull notifications request message as specified in clause A.2.3:
1)	shall set the requestor identity to the notification management client identity; and
2)	shall set the channel identifier to the identity of the corresponding notification channel with SNM-S from which the messages has to be pulled. 
3)	include the parameters specified in clause A.2.3 serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 7159 [5].
Upon receiving an HTTP 200 (OK), the SNM-C shall parse the notification messages received from SNM-S as specified in table A.2.2-1 and notify the VAL services. The SNM-C shall immediately send HTTP GET towards the SNM-S to retrieve the next set of latest notification messages and await for response from SNM-S.
Editor's note: Triggers to enable SNM-C to retrieve the latest notification messages available at the SNM-S to avoid frequent polling shall be defined as part of FFS.

* * * Next Change * * * *
[bookmark: _Toc34062210][bookmark: _Toc34394651][bookmark: _Toc45274444][bookmark: _Toc51932983][bookmark: _Toc58513713][bookmark: _Toc92304783][bookmark: _Toc123645301][bookmark: _Toc136259591][bookmark: _Toc143783760]A.1.2	Client side parameters
The SNM-C shall convey the following parameters while sending request for create notification channel request.
Table A.1.2-1: Client side parameters for create notification channel request
	Parameter
	Description

	Requestor identity
	REQUIRED. Represents the identity of the notification management client.

	Channel type
	REQUIRED. Represents PULL or PUSH method to be used for delivering the notification messages.
- 0x01: PUSH TYPE
- 0x02: PULL TYPE

	PUSH channel details
	OPTIONAL. Represents details of the type of PUSH delivery and its associated data as specified in table A.1.2-2.

	Expiry Time
	REQUIRED. Represents the duration the notification channel shall be active (i.e. channel lifetime) as requested by the notification management client.

	Pull Notification Message Trigger
	OPTIONAL. Represents the application trigger for pulling notification messages. When set to "true", it indicates to the SNM-S about the SNM-C capability to support application trigger to initiate pull notification message procedure. Set to "false" or omitted otherwise. (NOTE)

	VAL Id Cluster List
	REQUIRED. Represents the list of VAL identities corresponding to the VAL services as specified in table A.1.2-3.

	NOTE:	This attribute may be provided if "Channel type" is set to PULL TYPE.



Table A.1.2-2: PUSH channel details information
	Parameter
	Description

	PUSH Callback-URL
	REQUIRED. Represents PUSH call back URL where the SNM-S shall push the notification messages received by the VAL server.



Table A.1.2-3: VAL Identity Cluster Info
	Parameter
	Description

	VAL User Identity
	REQUIRED. Represents the identity of VAL user within the VAL service.

	VAL Service ID
	REQUIRED. Represents the Identify of the VAL service.

	VAL Application ID
	REQUIRED. Represents the Identity of the VAL application residing in the VAL UE.



* * * Next Change * * * *
[bookmark: _Toc34062211][bookmark: _Toc34394652][bookmark: _Toc45274445][bookmark: _Toc51932984][bookmark: _Toc58513714][bookmark: _Toc92304784][bookmark: _Toc123645302][bookmark: _Toc136259592][bookmark: _Toc143783761]A.1.3	Server side parameters
The SNM-S shall convey the following parameters while sending response to the create notification channel request.
Table A.1.3-1: Server side parameters for create notification channel response
	Parameter
	Description

	Notification URL
	OPTIONAL. Represents the URL that shall be used by SNM-C to pull notification if the channel type is PULL.

	Callback URL
	REQUIRED. Represents the URL, which shall be notified to VAL client by SNM-C. Further this URL shall be shared by VAL client to VAL server while subscribing for a VAL services.

	Channel Identifier
	REQUIRED. Represents the identifier of the newly created notification channel.

	Pull Notification Message Trigger
	OPTIONAL. Represents the application trigger for pulling notification messages. When set to "true", it indicates the SNM-S is capable to send application trigger to SNM-C to initiate pull notification message procedure. Set to "false" or omitted otherwise. (NOTE)

	Expiry Time
	OPTIONAL. Represents the duration the notification channel shall be active (i.e. channel lifetime) as requested by the notification management client.

	NOTE:	This attribute may be provided for PULL notification channel type.



* * * End of Changes * * * *

