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Summary 
At GSMA Terminal Steering Group (TSG)#53 Bogota, Columbia, following a review of the discussion paper TSG53_019 on UE Device Connection Efficiency (DCE) requirements from NTT DOCOMO, TSG proposed that solving the issue of variety of handling of LTE and 5G NW reject causes by some UEs could be carried out by either: 
 -	3GPP CT1 
or
-	GSMA TSG 
[bookmark: _Hlk150160188][bookmark: _Hlk150160301]Therefore, the purpose of this LS is to inform 3GPP CT1 of the issue and ask their guidance on whether the best forum to provide a solution to the variety of UE implementations handled in 3GPP or GSMA TSG.
[bookmark: _Toc327548006][bookmark: _Toc327548206][bookmark: _Toc330993689]The outcome of the discussion at TSG#53 was, in parallel to drafting a GSMA Work Item, to invite 3GPP CT1 to provide guidance. 
Technical Description of the UE Issue 
The network congestion was caused by a large number of re-attempts of Session Management procedures from UEs that received any of the following Session Management reject causes from the network: 	
· #26 (Insufficient resources) 
· [bookmark: _Hlk148976995]#29 (User Authentication Failed) 
· #38 (Network Failure) 
Some operators within GSMA TSG are of the opinion that the Session Management reject causes listed above either have caused or could cause congestion in their networks.
GSMA TSG assessment of the issue is that although the NW triggers the issues, by sending the indicated reject cause value(s), the problem is that the UE re-attempts significantly delay the NW recovery. The UE behaviour after receiving specific NAS reject causes is not sufficiently defined in the 3GPP specifications [see Annex A.1]. This leads to UE implementations that increases the risk of lengthy NW congestion. If an operator cannot predict the UE behaviour correctly, solutions become difficult. 
Mainly two different UE behaviours have been observed when network rejects the UE with one of the above of Session Management procedures reject causes: 
· [bookmark: _Hlk148986512]UEs that repeatedly re-attempt Session Management procedure.  
· UEs never re-attempt Session Management procedure. 
For UEs that repeatedly re-attempt Session Management procedures, they contribute to the probability of NW congestion and delay of recovery. 
For UEs that never re-attempt Session Management procedures there is a significant impact on user experience because it is not defined how to re-attempt without user action (e.g., switch OFF/ON, see Annex A.1).
The absolute number of UE models that repeatedly re-attempt Session Management procedures on the NW is very large hence has potential for NW overload.
Scope of the Issue 
[bookmark: _Hlk147349680]After the NW congestion, it has been observed the issue on a very large number of subscriber devices. A test campaign, by one of the GSMA TSG member organisation, to test handling of the 2 reject causes was run on a large population of devices available globally. 
The risk of this type of NW congestion will increase with growth in the use of 5G devices that repeatedly re-attempt Session Management procedure.
Suggested Technical Solutions  
The key suggested solution is to define the re-attempt rules in either 3GPP specifications or in GSMA specifications for the handling of Session Management 5G Network Reject Causes #26, #29 & #38 to ensure a consistent UE implementation.
Following further investigations there will probably be an extension of solutions to add handling of Network Reject Causes #31, #36, #39, #67, #69 in 5G/EPS.
The solution would: 
· [bookmark: _Hlk148976688]Define intervals to distribute the UEs' access to the network (see proposal in Annex A.2)
· Mandate automatic PDN Connectivity transmission (restore without user operation)  
Request to CT1
GSMA TSG would like to make CT1 aware of the issue and request that CT1 provides guidance if: 
·  a) CT1 can define a solution to the issue identified in this LS.
or 
· b) CT1 prefer that GSMA TSG define a solution for the issue identified in this LS. 
Response
TSG would like a response before their March 2024 meeting if possible please?
Contact
If there are any questions regarding the content of this LS, please direct them to Paul Gosden Terminals Director GSMA - paul.gosden@gsma.com.
GSMA looks forward to continuation of the excellent cooperation between our organisations.
Next meetings:
TSG#54 27th Nov to 1st Dec 2023 Madrid Spain
TSG#55 4th to 8th March 2024 San Diego US
TSG#56 10th to 14th June China
TSG#57 2nd to 6th Sept Vienna Austris



[bookmark: _Toc327548011][bookmark: _Toc327548211][bookmark: _Toc330993694]Annex (User Impact)
For UEs that do not mandate automatic PDN Connectivity re-transmission (restore without user operation), there is an impact on the services provided to the UE user. 
To resume a session management, the user needs to manually re-attach to the network by switching the device OFF/ON.
The need to manually retransmit has been observed by: 
-  NW Operations
- Subscriber feedback  
- Test Engineers 
[bookmark: _Hlk148988520]Annex (Test & NW results)
This description should preserve manufacturer’s anonymity. 
#29 (User Authentication Failed) was sent by the network, a large percentage of the user base exhibited one of the two behaviours described in section 3 of this document.
#26 (Insufficient resources)] was tested on 23 UEs from a global (not NTT DOCOMO retail) population of devices. 
26% of devices did not recover session management and required user action (switch OFF/ON. 
#38 (Network Failure) was tested on 23 UEs also from a global population of devices. 
21.7% of devices did not recover session management and required user action (switch OFF/ON. 
The population of devices were placed on the market from 2017 to recently and included a range of chipsets. 
Annex (Leverage of IoT DCE experience)
From discussions in the GSMA TSGIoT sub working group on updating of the content of GSMA TS.34 IoT Device Connection Efficiency Guidelines, the following issues were observed in the some IoT devices: 
· Number of re-transmissions 
· Number of resets 
· Intervals between re- transmissions 
· Intervals between resets 
[bookmark: _Toc327548012][bookmark: _Toc327548212][bookmark: _Toc330993695]From assessment of the UE DCE there is a proposed re-transmission interval>
(1st)X[s]-> (2nd)2X[s] -> (3rd)4X[s] -> ・・・(9th) 512X[s], (10th or later) 1024X[s]
X = 5 ~ 10[s]
Annex (3GPP References)
The reference for handling of NW reject clauses for session management is 3GPP TS 24.301.
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