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	Reason for change:
	Stage-2 agreed CR S2-2311804 has specified the following:

1- When the 5G-RG is acting on behalf of one or more AUN3 devices, the same W-AGF needs to be selected by the 5G-RG for serving the 5G-RG and all the AUN3 devices behind it. This can be seen in clause 4.10c as following:

-	The same W-AGF shall serve a 5G-RG and all AUN3 devices connected via this 5G-RG.

2- The W-AGF needs to be able to differentiate whether the W-CP and W-UP are related to the 5G-RG or the AUN3 device(s) behind it, i.e. W-AGF needs to establish separate W-CP and W-UP resources for 5G-RG and AUN3 device(s). This is needed since W-AGF needs to be able to indicate to the AMF when an N2 connection relates to an AUN3 device This can be seen in clause 4.10c as following:

-	There shall be a separate N2 connection per AUN3 device that is in state CM-CONNECTED.
-	The W-AGFshall determine that a W-CP connection is for an AUN3 device and apply corresponding policies. The W-AGF indicates to the AMF when an N2 connection relates to an AUN3 device.
NOTE:	How the W-AGF determines the W-CP connection is for an AUN3 device is defined by BBF and CableLabs.
-	The same W-AGF shall serve a 5G-RG and all AUN3 devices connected via this 5G-RG.
-	The W-CP and W-UP protocols shall be able to manage multiple connections for different subscribers (the 5G-RG itself and the different AUN3 devices)  between the same pair of 5G-RG and W-AGF. In particular, W-CP needs to be able to differentiate NAS messages related to a 5G-RG and to each different AUN3 device served by this 5G-RG and W-UP needs to distinguish between user plane packets for a 5G-RG and user plane packets for each different AUN3 device served by this 5G-RG.

Corresponding requirements need to be indicated in stage-3 spec.


	
	

	Summary of change:
	1- Indicating that, when the 5G-RG is acting on behalf of one or more AUN3 devices, the same W-AGF needs to be used by the 5G-RG for serving the 5G-RG and all the AUN3 devices behind it.

2- Indicating that, the W-AGF needs to be able to differentiate whether the W-CP and W-UP are related to the 5G-RG or the AUN3 device(s) behind it

	
	

	Consequences if not approved:
	Stage-2 requirements are not fulfilled, where 5G-RG can wrongly try to establish a connection with different W-AGF to serve the AUN3 device(s). Also unclarity how the W-AGF manages the multiple resources/connections due to the 5G-RG and the AUN3 devices.
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[bookmark: _Hlk118471422]***** First change *****
[bookmark: _Toc20212054][bookmark: _Toc27744937][bookmark: _Toc36114737][bookmark: _Toc45271331][bookmark: _Toc51936589][bookmark: _Toc58230259][bookmark: _Toc146750001]6.3.1	General
In order to register to the 5G core network (5GCN) via untrusted non-3GPP IP access, the UE first needs to be configured with a local IP address from the untrusted non-3GPP access network (N3AN).
Once the UE is configured with a local IP address, the UE shall select the Non-3GPP InterWorking Function (N3IWF) as described in clause 7.2 and shall initiate the IKEv2 SA establishment procedure as described in clause 7.3. During the IKEv2 SA establishment procedure, authentication and authorization for access to 5GCN is performed.
NOTE 1:	The trust relationship indicator (see 3GPP TS 24.302 [7]), which can be received during EAP extension authentication during IKEv2 SA, does not indicate the WLAN is a trusted non-3GPP access network connected to the 5GCN.
In a trusted non-3GPP access, a UE shall first connect to a TNAN using a link layer protocol and shall initiate EAP authentication. During EAP authentication, authentication and authorization for access to 5GCN is performed by exchange of EAP-5G message encapsulated in the link layer protocol between the UE and the TNAN, see clause 7.3A.2.1. Upon completion of EAP authentication, the UE shall be assigned an IP address by that TNAN. Once the UE is configured with an IP address, it shall initiate the IKEv2 SA establishment procedure as described in clause 7.3A.
In a wireline access, the 5G-RG shall first establish connection using W-CP protocol stack with a W-AGF serving the 5G-RG using means out of scope of the present document.
NOTE 2:	For establishment of connection using W-CP protocol stack, see BBF TR-456 issue 2 [42] and CableLabs WR-TR-5WWC-ARCH [36].
In wireline access, if the 5G-RG is acting on behalf of one or more AUN3 devices, the 5G-RG shall use the same W-AGF serving the 5G-RG for serving the one or more AUN3 devices.
In wireline access, authentication and authorization of an N5GC device behind a CRG for access to 5GCN is performed as described in clause 6.3.2.
***** Next change *****
[bookmark: _Toc20212167][bookmark: _Toc27745053][bookmark: _Toc36114859][bookmark: _Toc45271453][bookmark: _Toc51936712][bookmark: _Toc58230382][bookmark: _Toc146750134]8.2.1	General
In trusted and untrusted non-3GPP access, after the completion of IKE SA and establishment of signalling IPsec SA as specified in clause 7.3 for untrusted non-3GPP access and clause 7.3A for trusted non-3GPP access, the UE establishes with the N3IWF for untrusted non-3GPP access or the TNGF for trusted non-3GPP access a TCP connection for transport of NAS messages over the inner IP layer and the signalling IPsec SA as specified in clause 8.2.3. Once the TCP connection for transport of NAS messages is established, the UE performs NAS procedures over the TCP connection for transport of NAS messages. All uplink and downlink NAS mobility management messages and NAS session management messages are relayed between the UE and the AMF via N3IWF for untrusted non-3GPP access and the TNGF for trusted non-3GPP access using the TCP connection for transport of NAS messages as specified in clause 8.2.4. Once the TCP connection is established and upon detection of a TCP connection failure, the UE and the N3IWF for untrusted non-3GPP access or the UE and the TNGF for trusted non-3GPP access re-establish the TCP connection as specified in clause 8.2.3A. When the TCP connection for transport of NAS messages is no longer needed, the UE, the N3IWF for untrusted non-3GPP access or the TNGF for trusted non-3GPP access release the TCP connection as specified in clause 8.2.5.
In wireline access, all uplink and downlink NAS mobility management messages and NAS session management messages are relayed between the 5G-RG and the AMF via W-AGF serving the 5G-RG using the signalling connection using W-CP protocol stack. If access network parameters, such as GUAMI, selected PLMN ID, requested NSSAI, establishment cause, and selected NID if the 5G-RG is accessing an SNPN, are provided along with an uplink NAS message, the access network parameters are relayed along the NAS message from the 5G-RG to the W-AGF serving the 5G-RG using the signalling connection using W-CP protocol stack. Transport using the signalling connection using W-CP protocol stack is out of scope of the present document. If the W-AGF is serving a 5G-RG that is acting on behalf of one or more AUN3 devices, the W-AGF needs to be able to determine whether the signalling connection using W-CP protocol stack is for the 5G-RG itself or for any of the AUN3 devices, and the way to achieve this is out of scope of this specification.
NOTE:	If and how the 5G-RG includes the requested NSSAI as a part of the access type depends on the NSSAI inclusion mode IE as specified in 3GPP TS 24.501 [4].
***** Next change *****
[bookmark: _Toc20212173][bookmark: _Toc27745059][bookmark: _Toc36114865][bookmark: _Toc45271460][bookmark: _Toc51936719][bookmark: _Toc58230389][bookmark: _Toc146750141]8.3.1	General
In trusted and untrusted non-3GPP access, after the completion of PDU session establishment via non-3GPP access, user plane IPsec SAs are established as specified in clause 7.5. The UE is able to send and receive GRE encapsulated user data packets over non-3GPP access network via N3IWF in untrusted non-3GPP access and TNGF in trusted non-3GPP access. GRE encapsulation of user plane data packets is described in clause 8.3.2.
In wireline access, after the completion of PDU session establishment via wireline access, one or more W-UP resources are established as specified in clause 4.4.2.2. The 5G-RG is able to send and receive the user data packet, the QFI associated with the downlink user data packet, and RQI (in downlink direction only) via the selected W-UP resource and the W-AGF serving the 5G-RG as specified in clause 4.4.2.2. If the W-AGF is serving a 5G-RG that is acting on behalf of one or more AUN3 devices, the W-AGF needs to be able to determine whether the W-UP resource is for the 5G-RG itself or for any of the AUN3 devices, and the way to achieve this is out of scope of this specification.
For an uplink user data packet associated with a PDU session ID and a QFI:
a)	if there is a user plane IPsec SA or a W-UP resource:
1)	associated with a PDU session ID matching the PDU session ID associated with the uplink user data packet; and
2)	associated with a QFI matching the QFI associated with the uplink user data packet;
	the UE or the 5G-RG shall select that user plane IPsec SA or that W-UP resource, respectively;
b)	otherwise, the UE or the 5G-RG shall select the user plane IPsec SA or the W-UP resource, respectively:
1)	associated with a PDU session ID matching the PDU session ID associated with the uplink user data packet; and
2)	associated with the indication that the child SA is the default child SA.
***** End of changes *****

