Error! No text of specified style in document.
5
Error! No text of specified style in document.


[bookmark: _Toc20212032][bookmark: _Toc27744914][bookmark: _Toc36114714][bookmark: _Toc45271308][bookmark: _Toc51936566][bookmark: _Toc58230236][bookmark: _Toc146749967]3GPP TSG-CT WG1 Meeting #145	C1-238966
Chicago, US, 13 – 17 November 2023
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	24.502
	CR
	0285
	rev
	-
	Current version:
	18.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	



	

	Title:	
	WLANSP rules usage

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	C1

	
	

	Work item code:
	eNPN_Ph2
	
	Date:
	2023-11-06

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	SA2 agreed TS 23.503 CR 1119 (S2-2311887) stating "If the UE is registered to a non-subscribed SNPN and the UE has valid rules from both CH or subscribed SNPN and the registered SNPN, the UE gives priority to the valid WLANSP rules from the registered SNPN."

	
	

	Summary of change:
	WLANSP rules usage clarified.

	
	

	Consequences if not approved:
	Stage-3 not aligned with stage-2.

	
	

	Clauses affected:
	3.1, 3.2, 5.2.2, 5.3.2.1, 5.3.2.3

	
	

	
	Y
	N
	
	

	Other specs
	X
	
	 Other core specifications	
	TS 23.503 CR 1119

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


***** change *****
[bookmark: _Toc20212010][bookmark: _Toc27744892][bookmark: _Toc36114692][bookmark: _Toc45271286][bookmark: _Toc51936544][bookmark: _Toc58230214][bookmark: _Toc146749945]3.1	Definitions
[bookmark: OLE_LINK6][bookmark: OLE_LINK7][bookmark: OLE_LINK8]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
[bookmark: _Hlk135887399][bookmark: _Hlk135887869]SNPN access operation mode for 5G NSWO: A UE operating in SNPN access operation mode for 5G NSWO only selects SNPNs for 5G NSWO. The UE using 5G NSWO authenticates using credentials in the selected entry of "list of subscriber data" or using credentials in the USIM, if PLMN subscription is selected.
MTU: Maximum transmission unit (MTU) is the largest PDU size which can be transmitted and received by a network entity in one single IP packet without any need for IP fragmentation.
NWt: NWt is the reference point between the UE and the TNGF for establishing secure tunnel(s) between the UE and the TNGF so that control-plane and user-plane exchanged between the UE and the 5G core network is transferred securely over trusted non-3GPP access.
NWu: NWu is the reference point between the UE and the N3IWF for establishing secure tunnel(s) between the UE and the N3IWF so that control-plane and user-plane exchanged between the UE and the 5G core network is transferred securely over untrusted non-3GPP access.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [2] apply:
5G Access Network
5G Core Network 
5G NSWO 
5G QoS flow
5G QoS identifier
5G System
5G-RG
Credentials Holder (CH)
FN-RG
Network identifier (NID)
PDU Session
Stand-alone Non-Public Network
ON-SNPN
TNGF
W-AGF
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.003 [8] apply:
Global Line Identifier (GLI)
Global Cable Identifier (GCI)NAI
For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.501 [5] apply:
SUPI
SUCI
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.302 [7] apply:
S2a connectivity
[bookmark: _Toc20212011][bookmark: _Toc27744893]For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.501 [4] apply:
Non 5G capable over WLAN (N5CW) device
SNPN access operation mode
W-AGF acting on behalf of the N5GC device
[bookmark: _Toc36114693][bookmark: _Toc45271287]For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.316 [40] apply:
Authenticable Non-3GPP device (AUN3)
Non-Authenticable Non-3GPP device (NAUN3)
Wireline access control plane protocol (W-CP)
Wireline access user plane protocol (W-UP)
[bookmark: _Toc51936545][bookmark: _Toc58230215][bookmark: _Toc146749946]For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.122 [13] apply:
Registered SNPN
Subscribed SNPN

***** change *****
3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GCN	5G Core Network
5GS	5G System
5G-AN	5G Access Network
5G-RG	5G Residential Gateway
5QI	5G QoS Identifier
AMF	Access and Mobility Management Function
AN	Access Network
ANDS	Access Network Discovery and Selection
ANDSP	Access Network Discovery and Selection Policy
ANQP	Access Network Query Protocol
AUSF	Authentication Server Function
CH	Credentials Holder
CP	Control Plane
CRG	Cable Residential Gateway
DHCP	Dynamic Host Configuration Protocol
DL	Downlink
DNS	Domain Name System
DSCP	Differentiated Services Code Point
ePDG	Evolved Packet Data Gateway
ESP	Encapsulating Security Payload
FN-BRG	Fixed Network Broadband Residential Gateway
FN-CRG	Fixed Network Cable Residential Gateway
FN-RG	Fixed Network Residential Gateway
FQDN	Fully Qualified Domain Name
H-PCF	A PCF in the HPLMN
IP	Internet Protocol
IPsec	Internet Protocol Security
N3AN	Non-3GPP Access Network
N3IWF	Non-3GPP InterWorking Function
N5CW	Non 5G Capable over WLAN
N5GC	Non-5G Capable
NAI	Network Access Identifier
NAPTR	Naming Authority Pointer
NAS	Non Access Stratum
NID	Network Identifier
NSWO	Non-Seamless WLAN Offload
NSWOF	Non-Seamless WLAN Offload Function
PCF	Policy control Function
PDU	Protocol Data Unit
QFI	QoS Flow Identifier
RQI	Reflective QoS Indicator
SA	Security Association 
SNPN	Stand-alone Non-Public Network
SPI	Security Parameters Index
SSID	Service Set Identifier
SUPI	Subscription Permanent Identifier
SUCI	Subscription Concealed Identifier
TCP	Transmission Control Protocol
TNAN	Trusted Non-3GPP Access Network
TNAP	Trusted Non-3GPP Access Point
TNGF	Trusted Non-3GPP Gateway Function
TWAN	Trusted WLAN Access Network
TWAP	Trusted WLAN Access Point
TWIF	Trusted WLAN Interworking Function
UL	Uplink
UP	User Plane
UPF	User Plane Function
V-PCF	A PCF in the VPLMN
W-AGF	Wireline Access Gateway Function
WLAN	Wireless Local Area Network
WLANSP	WLAN Selection Policy
5.2.2	Discovering availability of WLAN access networks
The UE may obtain WLAN Selection Policy (WLANSP) rules information by pre-configuration or by downloading the policy information from the PCF as specified in 3GPP TS 23.503 [16]. The policy contains the UE access network discovery and selection related policy information to help the UE in discovering and selecting a WLAN access network (see 3GPP TS 24.526 [17]).
The UE may receive multiple valid WLANSP rules from PLMNs to be used when not operating in SNPN access operation mode. When the UE is in the home PLMN, the UE uses the valid WLANSP rules from the home PLMN to select an available WLAN. When the UE is roaming and the UE has valid rules from several of the home PLMN, a visited PLMN and a PLMN equivalent to the visited PLMN, the UE uses the WLANSP rules in the following order of decreasing priority:
a)	the valid WLANSP rules from the visited PLMN;
b)	the valid WLANSP rules from the equivalent PLMN in which the UE last received WLANSP; and
c)	the valid WLANSP rules from the home PLMN.
The UE may be provisioned with multiple valid WLANSP rules to be used when operating in SNPN access operation mode over non-3gpp access:
-a)	pre-configured from the subscribed SNPN or CH with AAA server and stored in the selected entry of the "list of subscriber data", if selected or HPLMN (associated with the PLMN subscription, if selected); or
-b)	received from the PCF of the subscribed SNPN associated with the selected entry of the "list of subscriber data" if selected) or HPLMN (associated with the PLMN subscription, if selected); or.
c)	received from the PCF of a non-subscribed SNPN.
If the UE is in the subscribed SNPN, the UE uses the valid WLANSP rules from the subscribed SNPN. If the UE is in a non-subscribed SNPN and has valid WLANSP rules both from of the subscribed SNPN, the CH with AAA server or the HPLMN and from the non-subscribed SNPN, the UE uses the WLANSP rules in the following order of decreasing priority:
a)	the valid WLANSP rules from the non-subscribed SNPN; and
b)	the valid WLANSP rules from the subscribed SNPN, the CH with AAA server or the HPLMN.
A WLANSP rule is valid if it meets the validity conditions included in the WLANSP rule (if provided).
The UE may apply the techniques specific to the WLAN access technologies to discover available WLAN access networks. Such techniques will not be further described here.
In addition, the UE may obtain information on operator preferred WLAN access networks via ANDSP. 
[bookmark: _Toc20212033][bookmark: _Toc27744915][bookmark: _Toc36114715][bookmark: _Toc45271309][bookmark: _Toc51936567][bookmark: _Toc58230237][bookmark: _Toc146749968]***** change *****
[bookmark: _Toc20212036][bookmark: _Toc27744918][bookmark: _Toc36114718][bookmark: _Toc45271312][bookmark: _Toc51936570][bookmark: _Toc58230240][bookmark: _Toc146749971]5.3.2.1	General
The purpose of the WLAN selection procedure is to create a prioritized list of selected WLAN(s).
The UE shall perform WLAN selection based on the user preferences and WLANSP rules. The UE may be provisioned with WLANSP rules from multiple PLMNs to be used when not operating in SNPN access operation mode.
The UE may be provisioned with multiple WLANSP rules to be used when operating in SNPN access operation mode over non-3gpp access.
a)-	pre-configured from the subscribed SNPN or CH with AAA server and stored in the selected entry of the "list of subscriber data", if selected or HPLMN (associated with the PLMN subscription, if selected); or
b)-	received from the PCF of the subscribed SNPN associated with the selected entry of the "list of subscriber data" if selected) or HPLMN (associated with the PLMN subscription, if selected); or.
c)	received from the PCF of a non-subscribed SNPN.
User preferences take precedence over the WLANSP rules.
The user preferences are used to select between the automatic WLAN selection procedure or the manual WLAN selection procedure:
a)	if user preferences are present, the UE shall determine the prioritized list of selected WLAN(s) using the manual mode WLAN selection procedure (see clause 5.3.2.2); or
b)	if user preferences are not present or if there is no user-preferred WLAN access network available, the UE shall determine the prioritized list of selected WLAN(s) using the automatic mode WLAN selection procedure (see clause 5.3.2.3).
[bookmark: _Toc20212037][bookmark: _Toc27744919][bookmark: _Toc36114719][bookmark: _Toc45271313][bookmark: _Toc51936571][bookmark: _Toc58230241][bookmark: _Toc146749972]***** change *****

[bookmark: _Toc20212038][bookmark: _Toc27744920][bookmark: _Toc36114720][bookmark: _Toc45271314][bookmark: _Toc51936572][bookmark: _Toc58230242][bookmark: _Toc146749973]5.3.2.3	Automatic mode WLAN selection
The UE shall first determine valid WLANSP rules for WLAN selection.
If the UE is not operating in SNPN access operation mode:
a)	if the UE is not roaming over 3GPP access, the UE shall use the valid WLANSP rules from the HPLMN; or
b)	if the UE is roaming over 3GPP access, the UE may have valid WLANSP rules from several of the visited PLMN, a PLMN equivalent to the visited PLMN and the home PLMN. The UE uses the WLANSP rules in the following order of decreasing priority:
1)	the valid WLANSP rules from the visited PLMN;
2)	the valid WLANSP rules from the equivalent PLMN in which the UE last received WLANSP; and
3)	the valid WLANSP rules from the home PLMN.
If the UE is operating in SNPN access operation mode over non-3gpp access:
a)	the UE shall select one entry in the "list of subscriber data", if any, or the PLMN subscription, if any, to be used for automatic mode WLAN selection. How the UE selects the entry in the "list of subscriber data" or the PLMN subscription is UE implementation specific; and
b)	the UE uses the valid WLANSP rules:
1)-	pre-configured from the subscribed SNPN or CH with AAA server and stored in the selected entry of the "list of subscriber data", if selected or HPLMN (associated with the PLMN subscription, if selected); or
-2)	received from the PCF of the subscribed SNPN associated with the selected entry of the "list of subscriber data" if selected) or HPLMN (associated with the PLMN subscription, if selected); or.
3)	received from the PCF of a non-subscribed SNPN;
c)	if the UE is in the subscribed SNPN, the UE shall use the valid WLANSP rules from the subscribed SNPN; and
d)	if the UE is in a non-subscribed SNPN and has valid WLANSP rules both from of the subscribed SNPN, the CH with AAA server or the HPLMN and from the non-subscribed SNPN, the UE shall use the WLANSP rules in the following order of decreasing priority:
1)	the valid WLANSP rules from the non-subscribed SNPN; and
2)	the valid WLANSP rules from the subscribed SNPN, the CH with AAA server or the HPLMN.
The UE shall then determine the selected WLAN(s) according to the following steps:
[bookmark: _Hlk2256485][bookmark: _Hlk2135310]a)	use the procedures specified in the IEEE 802.11 [19] to discover the available WLANs. The UE may perform ANQP procedures as specified in the IEEE 802.11 [19] or the Hotspot 2.0 [20] to discover the attributes and capabilities of available WLANs. If the UE supports ANQP procedures, the UE may send an ANQP request for lists of service providers (i.e. ANQP-elements “Domain Name”, see IEEE 802.11 [19]), PLMN identities or SNPN identities or both (i.e. ANQP-element "3GPP Cellular Network", see 3GPP TS 24.302 [7] annex H); and
b)	if the UE has performed ANQP procedures to discover the attributes and capabilities of available WLANs, compare the attributes and capabilities of the available WLANs with the group of selection criteria of the valid WLANSP rules and construct a prioritized list of available WLANs that fulfill the selection criteria. 
1)	when there are multiple valid WLANSP rules the UE evaluates the valid WLANSP rules in priority order. The UE evaluates first if an available WLAN access meets the selection criteria of the highest priority valid WLANSP rule. The UE then evaluates if an available WLAN access meets the selection criteria of the next priority valid WLANSP rule;
NOTE 1:	Each WLANSP rule can include one or more groups of selection criteria in priority order. If there are multiple highest priority groups of selection criteria in the valid WLANSP rule, it is up to the UE implementation which one to use.
2)	if the Home network ind bit is not set to "1" in the group of selection criteria (see 3GPP TS 24.526 [17]), the WLAN(s) that match the group of selection criteria with the highest priority are considered as the most preferred WLANs, the WLAN(s) that match the group of selection criteria with the second highest priority are considered as the second most preferred WLANs;
3)	if the Home network ind bit is set to "1" in the group of selection criteria (see 3GPP TS 24.526 [17]), then the UE shall create a list of available WLANs and shall apply the group of selection criteria to all the WLANs in this list. A WLAN is included in this list, if
i)	the other selection criteria in the active WLANSP rule are met; and
[bookmark: _Hlk2134616]ii)	the UE is not operating in SNPN access operation mode and the UE received a lists of service providers (i.e. ANQP-elements "Domain Name") and PLMN identities (i.e. ANQP-element "3GPP Cellular Network"), and:
I)	if the list with PLMNs that can be selected from the WLAN (see 3GPP TS 24.302 [7]) includes:
A)	the HPLMN derived from its IMSI; or
B)	a PLMN matching an entry in the UE's list of equivalent PLMNs; or
II)	if the domain name list (see IEEE 802.11 [19]) includes:
A)	the home domain name derived from its IMSI; or
B)	the domain name derived from its list of equivalent PLMNs; and
iii)	the UE is operating in SNPN access operation mode over non-3gpp access and the UE received a lists of service providers (i.e. ANQP-elements "Domain Name") and SNPN identities (i.e. ANQP-element "3GPP Cellular Network"), and:
I)	if the UE is registered over 3GPP access and the list with SNPNs that can be selected from the WLAN (see 3GPP TS 24.302 [7]) includes the registered SNPN;
II)	if the UE is not registered over 3GPP access and the list with SNPNs that can be selected from the WLAN (see 3GPP TS 24.302 [7]) includes an SNPN identity of the subscribed SNPN in the selected entry of the "list of subscriber data" or associated with the PLMN subscription; or
III)	if the domain name list (see IEEE 802.11 [19]) includes the home network domain of an SNPN identity as defined in TS 23.003 [16] clause 28.2 included in the selected entry of the "list of subscriber data" or associated with the PLMN subscription;
NOTE 2:	If the Home network ind bit is set to "1" in a group of selection criteria then this group of selection criteria is not expected to include the preferred roaming partner list and the preferred SSID list.
NOTE 3:	WLAN advertises PLMN(s) towards which the AAA connectivity to EPC or the S2a connectivity is supported by using the ANQP-element "3GPP Cellular Network" with the PLMN List IE or the PLMN List with S2a Connectivity IE in the payload (see annex H in 3GPP TS 24.302 [7]).
[bookmark: _Hlk131086841]NOTE 4:	WLAN advertises SNPN(s) towards which the 5G connectivity using trusted non-3GPP access is supported by using the ANQP-element "3GPP Cellular Network" with the SNPN List with trusted 5G connectivity IE or the SNPN List with trusted 5G connectivity-without-NAS IE in the payload (see annex H in 3GPP TS 24.302 [7]). The SNPN List with trusted 5G connectivity-without-NAS IE is only used by N5CW devices.
NOTE 5:	WLAN advertises PLMN(s) towards which the 5G connectivity using trusted non-3GPP access or the AAA connectivity to 5GC is supported by using the ANQP-element "3GPP Cellular Network" with the PLMN List with trusted 5G connectivity IE, the PLMN List with trusted 5G connectivity-without-NAS IE or PLMN List with AAA connectivity to 5GC IE in the payload (see annex H in 3GPP TS 24.302 [7]). The PLMN List with trusted 5G connectivity-without-NAS IE is only used by N5CW devices.
NOTE 6:	If the UE selects a PLMN over WLAN included in both the PLMN List with S2a Connectivity IE and the PLMN List with trusted 5G connectivity IE, the UE requests the PLMN with trusted 5G connectivity (see clause 6.3.12.2 in 3GPP TS 23.501 [2]).
iv)	the UE is in SNPN access operation mode for 5G NSWO, the UE received the List of SNPNs with AAA connectivity to 5GC via WLAN (see 3GPP TS 24.302 [7]) and:
I)	the UE is registered over 3GPP access and the List of SNPNs with AAA connectivity to 5GC received via the WLAN includes the registered SNPN;
II)	the List of SNPNs with AAA connectivity to 5GC received via the WLAN includes an SNPN identity of the subscribed SNPN in the selected entry of the "list of subscriber data"; or
III)	the UE supports access to an SNPN using credentials from a credentials holder and the List of SNPNs with AAA connectivity to 5GC received via the WLAN includes an SNPN identity of any one of:
-	an SNPN in the user controlled prioritized list of preferred SNPNs or in the credentials holder controlled prioritized list of preferred SNPNs associated with the selected entry in the "list of subscriber data", respectively; or
-	a GIN in the credentials holder controlled prioritized list of GINs associated with the selected entry in the "list of subscriber data"
NOTE 7:	WLAN advertises SNPN(s) towards which the AAA connectivity to 5GC is supported by using the ANQP-element "3GPP Cellular Network" with the SNPN List with AAA connectivity to 5GC IE in the payload (see annex H in 3GPP TS 24.302 [7]).
4)	The priority of a WLAN in the available WLANs list is set to the WLAN priority defined in the preferredSSIDlist of the matching group of selection criteria. There may be one or more selected WLANs in the list; and
5)	When the selection criteria is set to slice-based TNAN list and the UE supports slice-based TNGF selection, the UE:
i)	shall select a selection criteria sub entry whose S-NSSAI list has the best match with the Requested S-NSSAI(s) that the UE is going to use in the registration procedure over the untrusted non-3GPP access;
ii)	shall not add in the prioritized list of available WLANs the WLAN(s) whose SSID(s) are not in the SSID list of the selected selection criteria sub entry; and 
iii)	shall consider the TNGF ID that exists in the selected selection criteria sub entry while constructing the NAI used for EAP authentication as specified in clause 28.7.6 of 3GPP TS 23.003 [8] when the TNGF ID is used for constructing the NAI.
NOTE 8:	UE implementation can optimize the steps described above, e.g. by combining the ANQP procedures.
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