

	
[bookmark: _Hlk145491888]3GPP TSG-CT WG1 Meeting #145	C1-238829
Chicago, US , 13– 17 November 2023	
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	24.558
	CR
	0042
	rev
	4
	Current version:
	18.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	To update Eecs_ServiceProvisioning_Request with EES security tokens

	
	

	Source to WG:
	InterDigital

	Source to TSG:
	C1

	
	

	Work item code:
	EDGEAPP_Ph2
	
	Date:
	2023-11-05

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
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[bookmark: _Toc65746293][bookmark: _Toc101529223][bookmark: _Toc114864049][bookmark: _Toc124423654]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.558: "Architecture for enabling Edge Applications;"
[3]	3GPP TS 29.122: "T8 reference point for Northbound APIs".
[4]	3GPP TS 29.558: "Enabling Edge Applications; Application Programming Interface (API) specification; Stage 3". 
[5]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[6]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[7]	3GPP TS 33.558: "Security aspects of enhancement of support for enabling edge applications; Stage 2".
[8]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[x]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[y]	IETF RFC 7519: "JSON Web Token (JWT)".
[cc]	W3C HTML 4.01: "Specification, https://www.w3.org/TR/2018/SPSD-html401-20180327/".
***** Second change *****
[bookmark: _Toc101529477][bookmark: _Toc114864311][bookmark: _Toc143871462][bookmark: _Toc144134958][bookmark: _Toc144220237][bookmark: _Toc101529484][bookmark: _Toc114864318][bookmark: _Toc124423924]8.1.5.2.2	Type: ECSServProvReq
Table 8.1.5.2.2-1: Definition of type ECSServProvReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eecId
	string
	M
	0..1
	Represents a unique identifier of the EEC.
	

	ueId
	Gpsi
	O
	0..1
	Represents the identifier of the UE.
	

	acProfs
	array(ACProfile)
	O
	1..N
	Information about services the EEC wants to connect to. 
	

	eecSvcContSupp
	array(ACRScenario)
	O
	0..1
	The ACR scenarios supported by the EEC for service continuity. If this attribute is not present, then the EEC does not support service continuity.
	

	connInfo
	array(ConnectivityInfo)
	O
	0..N
	List of connectivity information for the UE.
	

	locInf
	LocationInfo
	O
	0..1
	Represents location information of the UE.
If the UserLocation feature is supported, the "userLocation" attribute shall be provided in the LocationInfo data type.
	

	ecspIds
	array(string)
	O
	1..N
	Indicates to the ECS which EES providers are preferred by the EEC.
	EdgeApp_2

	accessTokenReq
	AccessTokenReq
	O
	1..N
	Represents the access token(s) request.

This attribute may be present only when the service consumer request for access token(s).
	EdgeApp_2

	suppFeat
	SupportedFeatures
	C
	0..1
	Represents a list of Supported features used as described in clause 6.3.7.
Shall be present in the HTTP POST request/response.
	



***** Third change *****
8.1.5.2.9	Type: EESInfo
Table 8.1.5.2.9-1: Definition of type EESInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eesId
	string
	M
	1
	The identifier of the EES
	

	endPt
	EndPoint
	M
	1
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES. 
	

	easIds
	array(string)
	O
	1..N
	The list of application identifiers of the Edge Application Servers registered with the EES, e.g. FQDN, URI. 
	

	ecspInfo
	string
	O
	0..1
	String representing the EES Provider (such as ECSP Information)
	

	svcArea
	LocationArea5G
	O
	0..1
	The list of geographical and topological areas that the EES serves. EECs in the UE that are outside the area shall not be served.
	

	dnais
	array(Dnai)
	O
	0..1
	Represents list of Data network access identifier
	

	eesSvcContSupp
	array(ACRScenario)
	O
	0..1
	The ACR scenarios supported by the EES for service continuity. If this attribute is not present, then the EEC does not support service continuity.
	

	eecRegConf
	boolean
	M
	1
	Indicates whether the EEC is required to register on the EES to use edge services or not
	

	accessTokenResp
	AccessTokenRsp
	O
	1..N
	Represents the access token(s) response containing the granted access token(s).

This attribute may be present only when the service consumer requested for access token(s) in the corresponding request.

When this attribute is not present, this means that the ECS does not grant any access tokens to the service consumer.
	EdgeApp_2



***** Fourth Change *****
[bookmark: _Toc28009971][bookmark: _Toc34062091][bookmark: _Toc36036847][bookmark: _Toc43285095][bookmark: _Toc45132874][bookmark: _Toc51193568][bookmark: _Toc51760767][bookmark: _Toc59015217][bookmark: _Toc59015733][bookmark: _Toc68165775][bookmark: _Toc83229871][bookmark: _Toc90649071][bookmark: _Toc105593967][bookmark: _Toc114209681][bookmark: _Toc138681554][bookmark: _Toc144228927][bookmark: _Toc24937799][bookmark: _Toc33962619][bookmark: _Toc42883388][bookmark: _Toc49733256][bookmark: _Toc56690906][bookmark: _Toc122012887]8.1.5.2.x	Type: AccessTokenReq
Table 8.1.5.2.x-1: Definition of type AccessTokenReq
	Attribute name
	Data type
	P
	Cardinality
	Description

	grant_type
	string
	M
	1
	This attribute shall contain the grant type as "client_credentials"

(NOTE 3, NOTE 4)

	client_id
	string
	M
	1
	This attribute shall contain the service consumer's Identifier.

(NOTE 3)

	client_secret
	string
	O
	0..1
	This attribute, when present, shall contain the onboarding secret which is received during API invoker onboarding.

(NOTE 3)

	scope
	string
	O
	0..1
	This attribute, when present, shall contain the scopes requested by the service consumer.

The scopes shall consist of a list of service name(s) of the service producer(s) or resource/operation-level scopes defined by each service API, separated by whitespaces, as described in IETF RFC 6749 [x], clause 3.3.

The service name(s) included in this attribute shall be set to the value of the "<apiName>" placeholder of the API URI of the targeted service API.

The resource/operation-level scopes shall be any of those defined in the "securitySchemes" property of each service API.

pattern: '^([a-zA-Z0-9_:-]+)( [a-zA-Z0-9_:-]+)*$'

	NOTE 1:	This data structure shall not be treated as a JSON object. It shall be treated as a key, value pair data structure to be encoded using x-www-urlencoded format as specified in clause 17.13.4.1 of W3C HTML 4.01 Specification [cc].
NOTE 2:	The scope may contain more space-delimited strings which further add additional access ranges to the scope, the definition of those additional strings is out of the scope of the present document.
NOTE 3:	The "grant_type", "client_id" and "client_secret" attributes do not follow the related naming convention defined in clause 5.2.9.10 of 3GPP TS 29.122 [3]. These attributes are however kept as currently defined in this specification for backward compatibility considerations.
NOTE 4:	The enumeration value "client_credentials" of the "grant_type" attribute does not follow the related naming convention defined in clause 5.2.9.10 of 3GPP TS 29.122 [3]. This enumeration is however kept as currently defined in this specification for backward compatibility considerations.



[bookmark: _Toc28009972][bookmark: _Toc34062092][bookmark: _Toc36036848][bookmark: _Toc43285096][bookmark: _Toc45132875][bookmark: _Toc51193569][bookmark: _Toc51760768][bookmark: _Toc59015218][bookmark: _Toc59015734][bookmark: _Toc68165776][bookmark: _Toc83229872][bookmark: _Toc90649072][bookmark: _Toc105593968][bookmark: _Toc114209682][bookmark: _Toc138681555][bookmark: _Toc144228928]8.5.4.2.7	Type: AccessTokenRsp
Table 8.5.4.2.7-1: Definition of type AccessTokenRsp
	Attribute name
	Data type
	P
	Cardinality
	Description

	access_token
	string
	M
	1
	This attribute shall contain JWS Compact Serialized representation of the JWS signed JSON object containing AccessTokenClaims.

(NOTE 2)

	token_type
	string
	M
	1
	This attribute shall contain the token type (i.e. "Bearer").

(NOTE 2, NOTE 3)

	expires_in
	DurationSec
	M
	1
	This attribute, when present, shall contain the number of seconds after which the access_token is considered to be expired.

(NOTE 2)

	scope
	string
	O
	0..1
	This attribute, when present, shall contain the scopes granted to the service consumer.

The scopes shall consist of a list of service name(s) of the service producer(s) or resource/operation-level scopes defined by each service API, separated by whitespaces, as described in IETF RFC 6749 [x], clause 3.3.

The service name(s) included in this attribute shall be set to the value of the "<apiName>" placeholder of the API URI of the targeted service API.

The resource/operation-level scopes shall be any of those defined in the "securitySchemes" property of each service API.

pattern: '^([a-zA-Z0-9_:-]+)( [a-zA-Z0-9_:-]+)*$'

	NOTE 1:	The scope may contain more space-delimited strings which further add additional access ranges to the scope, the definition of those additional strings is out of the scope of the present document.
NOTE 2:	The "access_token", "token_type" and "expires_in" attributes do not follow the related naming convention defined in clause 5.2.9.10 of 3GPP TS 29.122 [3]. These attributes are however kept as currently defined in this specification for backward compatibility considerations.
NOTE 3:	The enumeration value "Bearer" of the "token_type" attribute does not follow the related naming convention defined in clause 5.2.9.10 of 3GPP TS 29.122 [3]. This enumeration is however kept as currently defined in this specification for backward compatibility considerations.



8.1.5.2.y	Type: AccessTokenClaims
Table 8.1.5.2.y-1: Definition of type AccessTokenClaims
	Attribute name
	Data type
	P
	Cardinality
	Description

	iss
	string
	M
	1
	This attribute shall contain the identifier of the ECS FQDN, corresponding to the "Issuer" claim described in IETF RFC 7519 [y], clause 4.1.1.

	scope
	string
	M
	1
	This attribute shall contain the name(s) of the service(s) of the service producer (e.g., EES) the resource/operation-level scopes for which the access_token is authorized for use.

pattern: '^([a-zA-Z0-9_:-]+)( [a-zA-Z0-9_:-]+)*$'

	exp
	DurationSec
	M
	1
	This attribute shall contain the number of seconds after which the access_token is considered to be expired.




***** End of change *****



