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* * * First Change * * * *
[bookmark: _Toc65746297][bookmark: _Toc101529227][bookmark: _Toc114864053][bookmark: _Toc143871196][bookmark: _Toc144134692][bookmark: _Toc144219971]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AC	Application Client
ACR	Application Context Relocation
ADAES	Application Data Analytics Enabler Server
API	Application Programming Interface
EAS	Edge Application Server
ECS	Edge Configuration Server
ECS-ER	Edge Configuration Server - Edge Repository
ECSP	Edge Computing Service Provider
EEC	Edge Enabler Client
EES	Edge Enabler Server
NAS	Non Access Stratum
[bookmark: _Hlk16691621]NID	Network Identifier
SNPN	Stand-alone Non-Public Network
URI	Uniform Resource Locator

* * * Next Change * * * *
[bookmark: _Toc101529436][bookmark: _Toc114864270][bookmark: _Toc143871421][bookmark: _Toc144134917][bookmark: _Toc144220196]7.2.2.2.2	EEC requesting service provisioning information using Eecs_ServiceProvisioning_Request operation
To request for the one-time service provisioning information, the EEC shall send an HTTP POST request (custom operation: "Request") to the ECS with the request URI set to"{apiRoot}/eecs-serviceprovisioning/<apiVersion>/request". And the body including the ECSServProvReq data structure, as specified in clause 8.1.5.2.2.
Upon receiving the HTTP POST message from the EEC, the ECS shall:
a)	process the EEC service provisioning request information;
b)	verify and check if the EEC is authorized to request service provisioning information from ECS;
c)	if the EEC is authorized to request service provisioning information from ECS, then the ECS:
1)	may obtain the UE's location as specified in clause 5.3 of 3GPP TS 29.122 [3];
2)	if AC profile(s) are provided by the EEC and the Application group profile is not provided, the ECS identifies the EES(s) based on the provided AC profile(s) and the UE location, and if the enNB1 feature is supported, the "userLocation" attribute may be provided in the "locInf" attribute within the EasDiscoveryReq data type;
i)	if acSvcContSupp information is included in the AC Profile, the matching EES has to support ACRScenario indicated in the acSvcContSupp information; and
ii)	for each AC Profile, if eass information is included in the AC Profile, the ECS identifies the matching EES such that the EES profile matches easId information. ECS may also include EAS instantiation information using " easInstInfos" attribute in eass information;
3)	if Application group profile is provided by the EEC in the "AppGroupProfile" attribute:
i)	if the ECS-ER is not available, then the ECS identifies EES(s) based on the information contained in the request (e.g.AC profile, Application group profile, UE location);
ii)	if the ECS-ER is available, and:
A)	if EES information is not available corresponding to the Application Group ID, then the ECS identifies EES(s) and stores the identified EES(s) information and related Application group ID into the ECS-ER; or
B)	if EES information is available corresponding to the Application Group ID, then the ECS retrieves the EES(s) information corresponding to the Application Group ID from the ECS-ER;
NOTE 1:	It is up to the ASP or the EES to determine validity of the application group.
The ECS may take group Geographical Service Area information and KPI requirements of the AC to determine the EES(s) corresponding to the Application group ID;
4)	if neither Application group profile nor AC profiles(s) are not provided:
i.	if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location; and
ii.	ECS identifies the EES(s) by applying the ECSP policy (e.g. based on the UE location);
54)	if the EdgeApp_2 feature is supported and the EEC provided the list of desired ECSP identifiers within the "ecspIds" attribute, the ECS shall identify the matching EESs based on registered ECSP identifier in EES profile; and
65)	the ECS also determines other information that needs to be provisioned, e.g. identification of the EDN, EDN service area, EES endpoints; and
d)	if the ECS is able to determine service provisioning information using the inputs in service provisioning request, UE-specific service information at the ECS or the ECSP's policy, then the ECS returns an HTTP "200 OK" status code response with the response body including the ECSServProvResp data structure which may include the lifetime of the provided EDN configuration information. 
	If the inputs in service provisioning request do not match any EDN configuration information (i.e. there is no client side error), the ECS sends an HTTP "204 No Content" status code response code.
	Otherwise, the ECS shall reject the service provisioning request and respond with an appropriate failure cause. 
The EEC may cache the service provisioning information (e.g. EES endpoint). If the lifeTime attribute is included in the service provisioning response, then the EEC may cache and reuse the service provisioning information only for the duration specified by the lifeTime attribute.
The EEC may select one or more EES to perform EAS discovery, for multiple EES(s) case, if instantiable EAS information using "easInstInfos" attribute for an EAS is not available, or the instantiable EAS information using "easInstInfos" attribute is set to instantiated or instantiable.
The EEC may consider the instantiable EAS information using "easInstInfos" attribute and the associated instantiation criteria to mitigate the waste of EDN resources for EAS discovery. The EEC selects one EES, if the EAS instantiation status corresponding to the EASID requested by AC/EEC is instantiable but not yet instantiated (i.e., no instantiated EAS).
NOTE 12:	If the EAS instantiation fails based on the selected EES, the EEC retries the EAS discovery request to another EES ((e.g. selecting another one EES based on the instantiable EAS information).
NOTE 23:	How EEC maintains the service provisioning information is implementation specific.

* * * Next Change * * * *
[bookmark: _Toc70160832][bookmark: _Toc101529474][bookmark: _Toc114864308][bookmark: _Toc143871459][bookmark: _Toc144134955][bookmark: _Toc144220234]8.1.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 of 3GPP TS 29.558 [4] apply to this API.
Table 8.1.5.1-1 specifies the data types defined specifically for the Eecs_ServiceProvisioning API service.
Table 8.1.5.1-1: Eecs_ServiceProvisioning API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	AppGroupProfile
	8.1.5.2.X
	Represents the application group profile used for Common EAS.
	EdgeApp_2

	ConnectivityInfo
	8.1.5.2.5
	
	

	ECSServProvReq
	8.1.5.2.2
	
	

	ECSServProvResp
	8.1.5.2.3
	
	

	ECSServProvSubscription
	8.1.5.2.4
	Represents the service provisioning subscription.
	

	ECSServProvSubscriptionPatch
	8.1.5.2.10
	
	

	EDNConfigInfo
	8.1.5.2.7
	
	

	EDNConInfo
	8.1.5.2.8
	
	

	EESInfo
	8.1.5.2.9
	
	

	ServProvNotification
	8.1.5.2.6
	Service provisioning information notification from ECS to EEC.
	



Table 8.1.5.1-2 specifies data types re-used by the Eecs_ServiceProvisioning API service. 
Table 8.1.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	ACProfile
	clause 6.2.5.2.3
	
	

	ACRScenario
	3GPP TS 29.558 [4]
	
	

	DateTime
	3GPP TS 29.122 [3]
	
	

	Dnai
	3GPP TS 29.571 [5]
	
	

	Dnn
	3GPP TS 29.571 [5]
	
	

	EASInstantiationInfo
	3GPP TS 29.558 [4]
	
	

	EndPoint
	3GPP TS 29.558 [4]
	
	

	Gpsi
	3GPP TS 29.571 [5]
	Used to identify the UE.
	

	LocationArea5G
	3GPP TS 29.122 [3]
	
	

	LocationInfo
	3GPP TS 29.122 [3]
	The location information related to the UE.
	

	PlmnIdNid
	3GPP TS 29.571 [5]
	Identifies the network: PLMN Identifier or the SNPN Identifier (the PLMN Identifier and the NID).
	

	Snssai
	3GPP TS 29.571 [5]
	
	

	SupportedFeatures
	3GPP TS 29.571 [5]
	Used to negotiate the applicability of optional features.
	

	Uri
	3GPP TS 29.122 [3]
	
	

	WebsockNotifConfig
	3GPP TS 29.122 [3]
	
	



* * * Next Change * * * *
8.1.5.2.X	Type: AppGroupProfile
Table 8.1.5.2.X-1: Definition of type AppGroupProfile
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appGrpId
	string
	M
	1
	Contains the identifier of the application group that uniquely identifies the group of UEs using the same application.
	

	easId
	string
	O
	0..1
	Contains the application identifier of the EAS, e.g. FQDN, URI.
	

	expectedSvcArea
	LocationArea5G
	O
	0..1
	The expected location(s) (e.g. route) of the group of UEs during the AC's operation schedule. This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.
	



* * * Next Change * * * *
[bookmark: _Toc101529477][bookmark: _Toc114864311][bookmark: _Toc143871462][bookmark: _Toc144134958][bookmark: _Toc144220237]8.1.5.2.2	Type: ECSServProvReq
Table 8.1.5.2.2-1: Definition of type ECSServProvReq
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eecId
	string
	M
	0..1
	Represents a unique identifier of the EEC.
	

	ueId
	Gpsi
	O
	0..1
	Represents the identifier of the UE.
	

	acProfs
	array(ACProfile)
	O
	1..N
	Information about services the EEC wants to connect to. 
	

	appGroupProfile
	AppGroupProfile
	O
	0..1
	Application group profile associated with the AC Profile.
	EdgeApp_2

	eecSvcContSupp
	array(ACRScenario)
	O
	0..1
	The ACR scenarios supported by the EEC for service continuity. If this attribute is not present, then the EEC does not support service continuity.
	

	connInfo
	array(ConnectivityInfo)
	O
	0..N
	List of connectivity information for the UE.
	

	locInf
	LocationInfo
	O
	0..1
	Represents location information of the UE.
If the UserLocation feature is supported, the "userLocation" attribute shall be provided in the LocationInfo data type.
	

	ecspIds
	array(string)
	O
	1..N
	Indicates to the ECS which EES providers are preferred by the EEC.
	EdgeApp_2

	suppFeat
	SupportedFeatures
	C
	0..1
	Represents a list of Supported features used as described in clause 6.3.7.
Shall be present in the HTTP POST request/response.
	



* * * Next Change * * * *
[bookmark: _Toc101529484][bookmark: _Toc114864318][bookmark: _Toc143871469][bookmark: _Toc144134965][bookmark: _Toc144220244]8.1.5.2.9	Type: EESInfo
Table 8.1.5.2.9-1: Definition of type EESInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eesId
	string
	M
	1
	The identifier of the EES
	

	endPt
	EndPoint
	M
	1
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES. 
	

	easIds
	array(string)
	O
	1..N
	The list of application identifiers of the Edge Application Servers registered or expected to be registered with the EES, e.g. FQDN, URI. 
	

	appGroupIdList
	array(string)
	O
	1..N
	List of Application Group IDs associated with EAS.
	EdgeApp_2

	ecspInfo
	string
	O
	0..1
	String representing the EES Provider (such as ECSP Information)
	

	svcArea
	LocationArea5G
	O
	0..1
	The list of geographical and topological areas that the EES serves. EECs in the UE that are outside the area shall not be served.
	

	dnais
	array(Dnai)
	O
	0..1
	Represents list of Data network access identifier
	

	eesSvcContSupp
	array(ACRScenario)
	O
	0..1
	The ACR scenarios supported by the EES for service continuity. If this attribute is not present, then the EEC does not support service continuity.
	

	eecRegConf
	boolean
	M
	1
	Indicates whether the EEC is required to register on the EES to use edge services or not
	

	easInstInfos
	array(EASInstantiationInfo)
	O
	1..N
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not be instantiated yet)
	EdgeApp_2



* * * Next Change * * * *
[bookmark: _Toc101529346][bookmark: _Toc114864177][bookmark: _Toc143871322][bookmark: _Toc144134818][bookmark: _Toc144220097]6.3.5.1	General
This clause specifies the application data model supported by the Eees_EASDiscovery API.
Table 6.3.5.1-1 specifies the data types defined specifically for the Eees_EASDiscovery API service.
Table 6.3.5.1-1: Eees_EASDiscovery API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	ACCharacteristics
	6.3.5.2.11
	
	

	DiscoveredEas
	6.3.5.2.8
	
	

	EasCharacteristics
	6.3.5.2.7
	
	

	EASDiscEventIDs
	6.3.5.3.3
	
	

	EasDiscoveryFilter
	6.3.5.2.6
	
	

	EasDiscoveryNotification
	6.3.5.2.5
	
	

	EasDiscoveryReq
	6.3.5.2.2
	
	

	EasDiscoveryResp
	6.3.5.2.3
	
	

	EasDiscoverySubscription
	6.3.5.2.4
	
	

	EasDiscoverySubscriptionPatch
	6.3.5.2.12
	
	

	EasDynamicInfoFilter
	6.3.5.2.9
	
	

	EasDynamicInfoFilterData
	6.3.5.2.10
	
	

	RequestorId
	6.3.5.2.13
	
	



Table 6.3.5.1-2 specifies data types re-used by the Eees_EASDiscovery API service.
Table 6.3.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	ACProfile
	clause 6.2.5.2.3
	
	

	ACRScenario
	3GPP TS 29.558 [4]
	
	

	AppGroupProfile
	clause 8.1.5.2.X
	Represents the application group profile used for Common EAS
	EdgeApp_2

	DateTime
	3GPP TS 29.122 [3]
	
	

	Dnai
	3GPP TS 29.571 [5]
	
	

	DurationSec
	3GPP TS 29.122 [3]
	
	

	EASCategory
	3GPP TS 29.558 [4]
	Represents the EAS type.
	

	EASInstantiationInfo
	3GPP TS 29.558 [4]
	
	EdgeApp_2

	EASProfile
	3GPP TS 29.558 [4]
	
	

	EndPoint
	3GPP TS 29.558 [4]
	
	

	Gpsi
	3GPP TS 29.571 [5]
	Used to identify a UE.
	

	LocationArea5G
	3GPP TS 29.122 [3]
	
	

	LocationInfo
	3GPP TS 29.122 [3]
	
	

	RouteToLocation
	3GPP TS 29.571 [5]
	
	

	ScheduledCommunicationTime
	3GPP TS 29.122 [3]
	Represents the scheduled communication time.
	EdgeApp_2

	SupportedFeatures
	3GPP TS 29.571 [5]
	
	

	TimeWindow
	3GPP TS 29.122 [3]
	
	

	Uinteger
	3GPP TS 29.571 [5]
	Unsigned Integer, i.e. only value 0 and integers above 0 are permissible.
	EdgeApp_2

	Uri
	3GPP TS 29.122 [3]
	
	

	WebsockNotifConfig
	3GPP TS 29.122 [3]
	
	




* * * Next Change * * * *
[bookmark: _Toc101529250][bookmark: _Toc114864076][bookmark: _Toc143871220][bookmark: _Toc144134716][bookmark: _Toc144219995]5.3.2.2.2	EEC requesting EAS discovery information using Eees_EASDiscovery_EasDiscRequest operation
To request for one-time EAS discovery, the EEC shall send an HTTP POST request to the EES as specified in clause 6.3.2.4.4. The body of the POST message shall include the EasDiscoveryReq data structure as specified in clause 6.3.5.2.2.
Upon reception of the HTTP POST message from the EEC, the EES shall:
a)	process the EAS discovery request information;
b)	the EES verifies and checks if the EEC is authorized to discover the requested EAS(s) from EES;
c)	if EEC is authorized to discover the requested EAS(s) from EES, the EEC is not registered with the EES, and the ECSP policy requires the EEC to perform EEC registration prior to EAS discovery, the EES shall reject the request by sending an HTTP "403 Forbidden" status code to the EEC including the ProblemDetails data structure with the "cause" attribute containing the "REGISTRATION_REQUIRED" application error;
d)	if the EEC is authorized to discover the requested EAS(s) from EES and the EEC is registered as required by the ECSP policy, then the EES;
1)	may obtain the UE's location as specified in clause 5.3 of 3GPP TS 29.122 [3];
2)	if EAS discovery filters are provided by the EEC without the Application group profile, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location, and if the enNB1 feature is supported, the "userLocation" attribute may be provided in the "locInf" attribute within the EasDiscoveryReq data type;
3)	if the EEC indicates that service continuity support is required, the EES shall take the indication which ACR scenarios are supported by the AC and the EEC and which of these are preferred by the AC into consideration. The EES identifies the EAS(s) who supports at least one of the ACR scenarios as indicated by EEC;
4)	if EAS discovery filters are not provided:
i.	if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location; and
ii.	EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);
5)	if the EdgeApp_2 feature is supported:
i)	if the EAS discovery filters contain Application group profile, the EES checks whether information about common EAS and related Application Group ID is available or not. If the common EAS information related to the Application Group ID is:
A)	not available, then based on the policy if EES needs to select the common EAS, the EES identifies an EAS for the Application Group ID based on the provided EAS discovery filters such as KPIs, UE-specific service information or the ECSP policy and the EES stores the common EAS information and related Application Group ID; and
B)	available at the EES, then the EES provides information of that EAS as part for EAS discovery response; and
NOTE 1:	The EES may have previously determined and stored the common EAS for Application group ID, or the EES may have received the common EAS selection information for Application group ID during the common EAS announcement procedure as specified in clause 5.14 of 3GPP TS 29.558 [4].
ii)	if the ECS-ER:
A)	is not available and the EES selects the common EAS, the selected common EAS shall be announced to other EES(s) by invoking the common EAS announcement; and
B)	is available and common EAS information corresponding to the Application Group ID is not available, then the EES identifies one EAS for the group and interacts with the ECS-ER to store the common EAS information by initiating the Common EAS information storage procedure. If common EAS information is already available corresponding to the Application Group ID in the repository, then the ECS-ER returns the common EAS information; and
6)	the EES may trigger the EAS management system to instantiate the EAS that matches with EAS discovery filter IEs; 
76)	if the EdgeApp_2 feature is supported and the EEC indicates the EAS selection support within the "easSelSupInd" attribute, the EES shall select one matching EAS that fulfils the EEC requirements as described in bullets 2), 3) and 4), and the EES shall provide the selected EAS information to the EEC within the "discoveredEas" attribute;
e)	if the EdgeApp_2 feature is supported, and:
1)	if the EEC indicates EAS Instantiation Triggering using "easIntTrigSup" attribute with the value set to true in the EAS discovery request, and the EES supports such capability, the EES may determine instantiable EAS information using "easInstInfos" attribute, which is provided in the EAS discovery response, for EAS(s) that are instantiable but not yet instantiated and match the EAS discovery filter IEs; and
2)	if the EEC indicates the predicted expiration time by which the UE reaches location using the "predictExpTime" attribute, the EES may also collect edge load analytics from the ADAES (as specified in clause 8.8.2 of 3GPP TS 23.436 [9]) or performance data from the OAM to find whether the EAS(s) satisfies the expected AC service KPIs or the minimum required AC service KPIs; and
Editor's note [CR#0053, EDGEAPP_Ph2]:	The EEC usage of the analytics information received in the EAS discovery response is FFS.
f)	if the processing of the request was successful, the EES sends an EAS discovery response to the EEC as specified in clause 6.3.2.4.4.2.2, which includes information about the discovered EASs. The response shall include endpoint information for discovered EASs. Depending on the EAS discovery filters received in the EAS discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, KPIs, AC locations(s) that the EASs can support, ACR scenarios supported by the EAS, etc. The EAS discovery response may contain a list of EASs. This list may be based on EAS discovery filters containing a Geographical or Topological Service Area, e.g. a route, included in the EAS discovery request by the EEC. If the discovered EAS is for a certain application group, then the Application Group ID is also included in the response message. If the discovered EAS is registered to another EES, then the EES endpoint of the EES where the discovered EAS is registered is also included in the response message.
	If the successful processing of the request does not result in finding a matching EAS (i.e. there is no client side error), the EES responds with "204 No Content" HTTP status code. Otherwise, the EES shall reject the EAS discovery request and respond with an appropriate failure HTTP status code.
The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat this procedure. If the "lifeTime" attribute is included in the response, the EEC may cache the EAS information only for the duration specified by the Lifetime IE.
If the failure response is received for the EAS discovery request, the EEC may resend the EAS discovery request, taking into account the received failure cause. If the failure cause indicated "REGISTRATION_REQUIRED" error in the "cause" attribute of the "ProblemDetails" structure, the EEC shall perform an EEC registration as specified in clause 5.2.2.2.2 before resending the EAS discovery request.

* * * Next Change * * * *
[bookmark: _Toc101529353][bookmark: _Toc114864184][bookmark: _Toc143871329][bookmark: _Toc144134825][bookmark: _Toc144220104]6.3.5.2.6	Type: EasDiscoveryFilter
Table 6.3.5.2.6-1: Definition of type EasDiscoveryFilter
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	acChars
	array(ACCharacteristics)
	O
	1..N
	AC description for which an EAS is needed
	

	appGroupProfile
	AppGroupProfile
	O
	0..1
	Application group profile associated with the AC Profile.
	EdgeApp_2

	easChars
	array(EasCharacteristics)
	O
	1..N
	Required EAS characteristics
	

	NOTE 1:	Either acChars or easChars shall be present.
NOTE 2:	prefEcsps from the ACProfile shall not be present.




* * * Next Change * * * *
[bookmark: _Toc70160838][bookmark: _Toc101529355][bookmark: _Toc114864186][bookmark: _Toc143871331][bookmark: _Toc144134827][bookmark: _Toc144220106]6.3.5.2.8	Type: DiscoveredEas
Table 6.3.5.2.8-1: Definition of type DiscoveredEas
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eas
	EASProfile
	M
	1
	Contains an EAS matching the discovery request filters
	

	endPt
	EndPoint
	O
	0..1
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES.
	EdgeApp_2

	lifeTime
	DateTime
	O
	0..1
	Indicates the time duration for which the EAS information is valid and supposed to be cached in the EEC.
	



* * * End of Changes * * * *

