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1	Introduction
This paper provides an overview of additions for MPS priority for MPS subscribed UEs connecting to a 5GC through a WLAN. In scope are trusted and untrusted WLANs for access and user plane priority.

Requirements from 3GPP TS 23.501 and TS 23.502 will be used to inform each change outlined below.

2	Access Priority
[bookmark: _Ref132640107]2.1	Untrusted access


[bookmark: _Ref131594380][bookmark: _Ref131594383]Figure 1: Untrusted Non-3GPP Access Attach to 5GC
Figure 1 will be used as a reference for clauses 2.1.1 and 2.1.2 below. Step 5 conveys the UE’s MPS subscription indicator from the UE’s USIM to the N3IWF for priority handling before the arrival of the Establishment Cause in step 7. 
2.1.1	Step 5
2.1.1.1	Requirements
In 3GPP TS 23.502 § 4.12.2.2:
In the case of WLAN access, if the UE has an MPS subscription, the UE shall include a Notify payload in the IKE_AUTH request indicating its MPS subscription.
NOTE 2:	Based on operator policy, the N3IWF can use the MPS subscription indication at this time to handle this UE with priority.
2.1.1.2	Changes
In 3GPP TS 24.502 § 7.3.2.1 "IKE SA and signalling IPsec SA establishment initiation"	(second change in the 5G registration CR):
UE shall …
include the HPA_INFO Notify payload, as defined in 3GPP TS 24.302 [7], within the IKE_AUTH request message if the UE has a valid Access Identity 1 as specified in clause 4.5.2 of 3GPP TS 24.501 [4].  
…
Upon reception of the IKE_AUTH request message containing an HPA_INFO Notify Payload, as defined in 3GPP TS 24.302 [7], with the HPA_INFO field indicating a UE configured for MPS access, the N3IWF may, if allowed by operator policy, treat further messages for the UE with MPS priority. The N3IWF should not reject requests from UEs which the N3IWF is treating with MPS priority access, up to the point where further exemption would cause network instability. 
2.1.2	Step 8
In 3GPP TS 24.502 § 7.3.3.1A "EAP-5G session initiation" (second change in the 5G congestion exemptions CR):
The N3IWF handles access attempts with the establishment cause "mps-PriorityAccess" with high priority and rejects these access attempts only in extreme network load conditions that may threaten network stability.
Aligns with TS 38.300 § 7.4, for the N3IWF rather than the gNB. 
2.1.3	Step 14
Steps 14 is a NAS message, private between AMF and UE, the N3IWF doesn’t have access to the MPS indicator in the NAS message. For a UE without an MPS subscription on the USIM, the N3IWF will not know that the UE is to be treated with priority until the eventual second registration. At that point, the UE without an MPS subscription in the USIM will register with RRC Establishment Cause set to mps-PriorityAccess after having received its MPS subscription on the first registration accept message.
2.2	Trusted access


[bookmark: _Ref132641144]Figure 2: Trusted Non-3GPP Access Attach to 5GC
Figure 2 will be used as a reference for clause 2.2.1 and 2.2.2 below. Step 3 conveys the UE’s MPS subscription indicator from the UE’s USIM to the TNAN. Steps 5 and 6 convey the UE’s Establishment Cause to the TNAN and AMF. Both indications are used by the network components to give priority to the UE.
2.2.1	Step 3
2.2.1.1	Requirements
In 3GPP TS 23.502 § 4.12a.2.2:
In the case of WLAN access, if the UE has an MPS subscription, the UE shall also include an indication of its MPS subscription in the username part of the NAI as per TS 23.003 [x].
…
NOTE 3:	Based on operator policy, after receiving the indication of MPS subscription from the UE, the TNAN can treat this UE with priority.
Note: in CT1#143, the concept of conveying the UE's MPS subscription from the USIM to the network by decorating the NAI was replaced by the concept instead conveying the UE's MPS subscription from the USIM in an information element in the EAP Response/Identity message. The stage 2 specification will need to be aligned with this. 
2.2.1.2	Changes
In 3GPP TS 24.502 § 7.3A.2.2 "Identity transaction" (third change in the 5G registration CR):
Upon reception of EAP-Request/Identity message (as described in IETF RFC 3748 [9]), encapsulated in the link layer protocol packets from the TNAP, the UE shall…
include the HPA_INFO Notify payload, as defined in 3GPP TS 24.302 [7], if the UE has a valid Access Identity 1 as specified in clause 4.5.2 of 3GPP TS 24.501 [4];
…
[bookmark: _Hlk145335533]Upon reception of the EAP Response/Identity message containing an AT_HPA_INFO element (see 3GPP TS 24.302 [7]) indicating MPS priority access or high priority access, if allowed by operator policy, the TNAN may treat this and subsequent messages (if authentication is successful) for the UE with MPS priority. The TNAN should not reject requests from UEs which the TNAN is treating with MPS priority access, up to the point where further exemption would cause network instability.
[bookmark: aaa]2.2.2	Step 6
In 3GPP TS 24.502 § 7.3A.2.3 "EAP-5G session initiation" (third change in the 5G congestion exemptions CR):
The TNGF handles access attempts with the establishment cause "mps-PriorityAccess" with high priority and rejects these access attempts only in extreme network load conditions that may threaten network stability.
Aligns with TS 38.300 § 7.4, for the TNGF rather than the gNB. 
2.2.3	Step 14
Steps 14 is a NAS message, private between AMF and UE, the TNAN doesn’t have access to the MPS indicator in the NAS message. For a UE without an MPS subscription on the USIM, the TNAN will not know that the UE is to be treated with priority until the eventual second registration. At that point, the UE without an MPS subscription in the USIM will register with RRC Establishment Cause set to mps-PriorityAccess after having received its MPS subscription on the first registration accept message.
2.3	Transport Priority
2.3.1	DSCP determination for N3IWF and TNGF
2.3.1.1	Requirements
[bookmark: _Hlk132011978]In 3GPP TS 23.501 § 6.2.9, for untrusted, the N3IWF:
[bookmark: _Hlk133225259][bookmark: _Hlk131594325]Enforcing QoS corresponding to N3 packet marking (e.g., DSCP), taking into account QoS requirements associated to such marking received over N2. QoS includes 5QI, the Priority Level (if explicitly signalled) and optionally, the ARP priority level.

NOTE: 	Based on operator policy and/or regional/national regulations, the N3IWF can apply a different DSCP value to the outer ESP tunnel packet than the DSCP value of the inner IP packet. 

Packet marking, e.g., setting the DSCP value based on the Establishment cause, on N2, and based on 5QI, the Priority Level (if explicitly signalled) and optionally, the ARP priority level on N3. 

In 3GPP TS 23.501 § 6.2.9a, for trusted, the TNGF:

Packet marking in the downlink, and the uplink on N2 and N3, as per the N3IWF (clause 6.2.9).

In 3GPP TS 23.502 § 4.12.2.2, for untrusted, the N3IWF:

[bookmark: _Hlk133220681]The Establishment cause provides the reason for requesting a signalling connection with 5GC and the N3IWF may use the Establishment cause to determine the DSCP value on N2.
…
The AMF may use the Establishment cause to determine the DSCP value for uplink packets.

Note: this is already covered in TS 29.500: AMF sets DSCP based on SMP, SMP based on Establishment Cause.
…
The N3IWF may apply a DSCP value to this signalling IPsec SA, in which case all IP packets exchanged between the UE and N3IWF via the "signalling IPsec SA" shall be marked with this DSCP value. 
…
NOTE 6:	The DSCP value is determined by operator policy, and may e.g., be based on the DSCP value on N2.
2.3.1.2	Changes
In 3GPP TS 24.502 § 4.4.2.2 (first change in the 5G Transport Priority CR):
[bookmark: _Hlk145661990]In order to support QoS differentiation in the case of access to PLMN services via a WLAN, the N3IWF and TNGF behaviour is as specified in clause 4.4.2.3, with one or more QoS profiles requiring an IPsec child SA which can be associated with a downlink DSCP value determined by taking into account, according to operator policy, the establishment cause, the 5QI, the Priority Level (if explicitly signalled) and optionally, the ARP priority level.
The odd grammar style follows existing text in § 4.4.2.2.
2.4	Child SA retry
2.4.1	Requirements
In 3GPP TS 23.502 § 4.12.a.5, for trusted, for creation of a child SA:
Based on operator policy, the network may reattempt to establish the Child SA without the Additional QoS Information.

In 3GPP TS 23.502 § 4.12.a.6, for trusted, for modification of a child SA:
Based on operator policy, the network may reattempt to establish the Child SA without the Additional QoS Information.
Based on operator policy, the network may reattempt to modify the failed QoS Flows without the Additional QoS Information.
Note that TS 23.502 § 4.12.6 "UE or Network Requested PDU Session Modification via Untrusted non-3GPP access" refers to the above two clauses. As a result, the requirements pertain to both trusted and untrusted WLANs.
2.4.2	Changes
In 3GPP TS 24.502 § 7.5.4 "Child SA creation procedure not accepted by the UE" (second change in the 5G Transport Priority CR):
Based on operator policy, the N3IWF for untrusted non-3GPP access and the TNGF for trusted non-3GPP access may retry the Child SA creation without the Additional QoS Information.
In 3GPP TS 24.502 § 7.6.2 "N3IWF and TNGF procedure for IPsec child SA modification" (third change in the 5G Transport Priority CR):
Based on operator policy, the N3IWF for untrusted non-3GPP access and the TNGF for trusted non-3GPP access may retry the Child SA modification without the Additional QoS Information.
2.5	Overload
2.5.1	Requirements
TS 23.501 § 5.16.5:
For WLAN access, the UE may notify the TNAN/N3IWF of its MPS subscription before the NAS Registration Request. Based on operator policy, the TNAN/N3IWF may use this indication to provide this UE with priority treatment in the case of congestion/overload before receipt of the NAS Registration Request with an MPS priority establishment cause.
2.5.2	Changes
In 3GPP TS 24.502 § 7.3.2.3 "IKE SA and signalling IPsec SA establishment not accepted by the network" (first change in the 5G congestion exemptions CR):
Based on regional/national requirements and network operator policy, a UE being treated with MPS priority (e.g., as identified in clause 7.3.2.1 or 7.3A.2.2) may be exempted from network congestion controls up to the point where further exemptions cause network instability.
Clause 7.3.2.3 is for untrusted WLANs. For trusted WLANs, clause 7.3A.3.3 refers to this clause 7.3.2.3 with the difference that the N3IWF shall be replaced by the TNGF.

3	Conclusions
The solutions provide MPS priority between the WLAN connected UE and the 5G core network for UEs with an MPS subscription in the USIM. The solutions provide conveyance of the MPS subscription indicator from the UE to the TNGF and N3IWF, which then treat the UE and its subsequent traffic with priority.
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