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1. Reason for Change
The SEALDD server relocation procedure needs to be defined based on requirements stated in TS 23.433 clause 9.6.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.543 v0.2.0.
3. Revision history
-	
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[bookmark: _Toc148527346]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
[bookmark: clause4][bookmark: startOfAnnexes]ACR	Application Context Relocation
DNS	Domain Name System
EAS	Edge Application Server
EDN	Edge Data Network
NAS	Non Access Stratum
SEAL	Service Enabler Architecture Layer for verticals
SEALDD	SEAL Data Delivery
SDDM	SEAL Data Delivery Management
SDDM-C	SEAL Data Delivery Management Client
SDDM-S	SEAL Data Delivery Management Server
URL	Uniform Resource Locator
URLLC	Ultra-Reliable Low Latency Communication 
V2X	Vehicle-to-Everything
VAL	Vertical Application Layer
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7.2.8	SEALDD server relocation procedure
Editor’s note:	This clause will describe the details of the procedure.
The SDDM-S can be relocated because of either SDDM-C mobility or SDDM-S load re-balancing (see 3GPP TS 23.433 [2] clause 9.6).
NOTE 1:	SEALDD server relocation is specified in 3GPP TS 29.548 [r29548].
In an edge data network (EDN),the SDDM-C can use edge applications over 3GPP services (see clause 5) to discover the new SDDM-S, The SDDM-C can obtain the new SDDM-S address by using the SEALDD server discovery and selection procedure described in clause 7.2.6.
NOTE 2:	The VAL server acts as an EAS in an EDN and it registers to the EES with the associated SDDM-S address as EAS endpoint in the EAS profile (see 3GPP TS 23.433 [2] clause 9.6.2.2). The SDDM-C mobility triggers the execution of an application context relocation (ACR) procedure or the VAL server triggers ACR due to load re-balancing. The Eees_ACREvents service and the Eees_AppContextRelocation service are specified in 3GPP TS 24.558 [7] and 3GPP TS 29.558 [8].
In a non EDN, the SDDM-C can obtain the new SDDM-S address from the VAL client or from the NAS. After that the SDDM-C can establish a new SEALDD communication channel including the old communication channel information. The SDDM-S can discover an equivalent SDDM-S (e.g. using DNS query mechanism).
NOTE 3:	The VAL client can use DNS query mechanism or vertical application (e.g. V2X) layer signalling mechanism to obtain the new SDDM-S address. The VAL client can provide the address information to the SDDM-C.
NOTE 4:	DNS query mechanism and vertical application layer signalling mechanism are out of scope of the present document.
NOTE 5:	The SDDM-C and vertical applications can receive one or more EAS rediscovery indication(s) from the NAS as specified in 3GPP TS 24.501 [4] and 3GPP TS 24.008 [r24008].
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