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	Reason for change:
	When service-level authentication and authorization procedure is performed for a PDU session in PDU session inactive state in the UE (e.g., the PDU session is locally released by the UE), then there is no behaviour defined to handle this case. Propose to handle this as abnormal case.
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***** change *****
[bookmark: _Toc146295425]6.3.1A.5	Abnormal cases in the UE
The following abnormal case can be identified:
a)	Collision of UE-requested PDU session release procedure and a service-level authentication and authorization procedure.
	When the UE receives a SERVICE-LEVEL AUTHENTICATION COMMAND message during the UE-requested PDU session release procedure, and the PDU session indicated in SERVICE-LEVEL AUTHENTICATION COMMAND message is the PDU session that the UE has requested to release, the UE shall ignore the SERVICE-LEVEL AUTHENTICATION COMMAND message and proceed with the UE-requested PDU session release procedure.
b)	PDU session inactive for the received PDU session ID.
	If the PDU session ID in the SERVICE-LEVEL AUTHENTICATION COMMAND message belongs to any PDU session in state PDU SESSION INACTIVE in the UE, the UE shall set the 5GSM cause IE to #43 "Invalid PDU session identity" in the 5GSM STATUS message, and set the PDU session ID to the received PDU session ID in the UL NAS TRANSPORT message as specified in subclause 5.4.5.
***** end of change *****

