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[bookmark: _Toc20215420][bookmark: _Toc27495885][bookmark: _Toc36107624][bookmark: _Toc44598362][bookmark: _Toc44602217][bookmark: _Toc45197394][bookmark: _Toc45695427][bookmark: _Toc51850883][bookmark: _Toc92224413][bookmark: _Toc146238792]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.282: "Functional architecture and information flows to support Mission Critical Data (MCData); Stage 2".
[3]	3GPP TS 23.280:" Common functional architecture to support mission critical services; Stage 2".
[4]	IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol".
[5]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[6]	IETF RFC 3428 (December 2002): "Session Initiation Protocol (SIP) Extension for Instant Messaging".
[7]	IETF RFC 6050 (November 2010): "A Session Initiation Protocol (SIP) Extension for the Identification of Services".
[8]	IETF RFC 3841 (August 2004): "Caller Preferences for the Session Initiation Protocol (SIP)".
[9]	IETF RFC 4826 (May 2007): "Extensible Markup Language (XML) Formats for Representing Resource Lists".
[10]	3GPP TS 24.379: "Mission Critical Push To Talk (MCPTT) call control Protocol specification".
[11]	3GPP TS 24.481: "Mission Critical Services (MCS) group management Protocol specification".
[12]	3GPP TS 24.484: "Mission Critical Services (MCS) configuration management Protocol specification".
[13]	IETF RFC 4483 (May 2006): "A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages.
[14]	IETF RFC 4122 (July 2005): "A Universally Unique IDentifier (UUID) URN Namespace".
[15]	3GPP TS 24.582: "Mission Critical Data (MCData) media plane control Protocol specification".
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[17]	IETF RFC 4975 (September 2007): "The Message Session Relay Protocol (MSRP)".
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[19]	IETF RFC 6135 (February 2011): "An Alternative Connection Model for the Message Session Relay Protocol (MSRP) ".
[20]	IETF RFC 6714 (August 2012): "Connection Establishment for Media Anchoring (CEMA) for the Message Session Relay Protocol (MSRP)".
[21]	IETF RFC 6086 (January 2011): "Session Initiation Protocol (SIP) INFO Method and Package Framework".
[22]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[23]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[24]	3GPP TS 24.482: "Mission Critical Services (MCS) identity management Protocol specification.
[25]	3GPP TS 24.334: "Proximity-services (ProSe) User Equipment (UE) to Proximity-services (ProSe) Function Protocol aspects; Stage 3".
[26]	3GPP TS 33.180: "Security of the Mission Critical Service".
[27]	IETF RFC 3856 (August 2004): "A Presence Event Package for the Session Initiation Protocol (SIP)"
[bookmark: _PERM_MCCTEMPBM_CRPT04560000___5][28]	W3C: "XML Encryption Syntax and Processing Version 1.1", https://www.w3.org/TR/xmlenc-core1/.
[29]	W3C: "XML Signature Syntax and Processing (Second Edition)", http://www.w3.org/TR/xmldsig-core/.
[30]	IETF RFC 4648 (October 2006): "The Base16, Base32, and Base64 Data Encodings".
[31]	3GPP TS 23.003: "Numbering, addressing and identification".
[32]	IETF RFC 2045 (November 1996): "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies".
[33]	IETF RFC 2392 (August 1998): "Content-ID and Message-ID Uniform Resource Locators".
[34]	IETF RFC 3903 (October 2004): "Session Initiation Protocol (SIP) Extension for Event State Publication".
[35]	IETF RFC 4354 (January 2006): "A Session Initiation Protocol (SIP) Event Package and Data Format for Various Settings in Support for the Push-to-Talk over Cellular (PoC) Service".
[36]	IETF RFC 6665 (July 2012): "SIP-Specific Event Notification".
[37]	3GPP TS 29.283: "Diameter Data Management Applications".
[38]	IETF RFC 4028 (April 2005): "Session Timers in the Session Initiation Protocol (SIP)".
[39]	IETF RFC 3856 (August 2004): "A Presence Event Package for the Session Initiation Protocol (SIP)".
[40]	IETF RFC 3863 (August 2004): "Presence Information Data Format (PIDF)".
[41]	IETF RFC 4661 (September 2006): "An Extensible Markup Language (XML)-Based Format for Event Notification Filtering".
[42]	3GPP TS 24.483: "Mission Critical Services (MCS) Management Object (MO)".
[43]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
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[x]	IANA: Character Sets, https://www.iana.org/assignments/character-sets/character-sets.xhtml.
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[bookmark: _Toc20215451][bookmark: _Toc27495918][bookmark: _Toc36107657][bookmark: _Toc44598397][bookmark: _Toc44602252][bookmark: _Toc45197429][bookmark: _Toc45695462][bookmark: _Toc51850918][bookmark: _Toc92224451][bookmark: _Toc146238833]6.2.2.1	Generating an SDS Message
In order to generate an SDS message, the MCData client:
1)	shall generate an SDS SIGNALLING PAYLOAD message as specified in clause 15.1.2;
2)	shall generate a DATA PAYLOAD message as specified in clause 15.1.4;
3)	shall include in the SIP request, the SDS SIGNALLING PAYLOAD message in an application/vnd.3gpp.mcdata-signalling MIME body as specified in clause E.1; and
4)	shall include in the SIP request, the DATA PAYLOAD message in an application/vnd.3gpp.mcdata-payload MIME body as specified in clause E.2.
When generating an SDS SIGNALLING PAYLOAD message as specified in clause 15.1.2, the MCData client:
1)	shall set the Date and time IE to the current time as specified in clause 15.2.8;
2)	if the SDS message starts a new conversation, shall set the Conversation ID IE to a newly generated Conversation ID value as specified in clause 15.2.9;
3)	if the SDS message continues an existing unfinished conversation, shall set the Conversation ID IE to the Conversation ID value of the existing conversation as specified in clause 15.2.9;
4)	shall set the Message ID IE to a newly generated Message ID value as specified in clause 15.2.10;
5)	if the SDS message is in reply to a previously received SDS message, shall include the InReplyTo message ID IE with the Message ID value in the previously received SDS message;
6)	if the SDS message is for user consumption, shall not include an Application ID IE as specified in clause 15.2.7and shall not include an Extended application ID IE as specified in clause 15.2.24;
7)	if the SDS message is intended for an application on the terminating MCData client, shall include:
a)	an Application ID IE with a Application ID value representing the intended application as specified in clause 15.2.7; or
b)	an Extended application ID IE with an Extended application ID value representing the intended application as specified in clause 15.2.24;
NOTE:	The value chosen for the Application ID value is decided by the mission critical organisation.
8)	if only a delivery disposition notification is required shall include a SDS disposition request type IE set to "DELIVERY" as specified in clause 15.2.3;
9)	if only a read disposition notification is required shall include a SDS disposition request type IE set to "READ" as specified in clause 15.2.3; and
10)	if both a delivery and read disposition notification is required shall include a SDS disposition request type IE set to "DELIVERY AND READ" as specified in clause 15.2.3;
When generating an DATA PAYLOAD message for SDS as specified in clause 15.1.4, the MCData client:
1)	shall set the Number of payloads IE to the number of Payload IEs that needs to be encoded, as specified in clause 15.2.12;
2)	if end-to-end security is required for a one-to-one communication, shall include the Security parameters and Payload IE with security parameters as described in 3GPP TS 33.180 [26]. Otherwise, if end-to-end security is not required for a one-to-one communication, shall include the Payload IE as specified in clause 15.1.4; and
3)	for each Payload IE included:
a)	if the payload is text, and
[bookmark: _Hlk151040637]i)	if the payload is using a character set as detemined by either MCData client configuration or the availability of the element <mcdata-default-charset> under the <list-service> element in the group document for a group SDS, shall set the Payload content type as "TEXT" as specified in clause 15.2.13 and use the charset as configured or identified in the element <mcdata-default-charset>, interpreting the value of the element as the MIBenum value of the charset as defined in the IANA Character Sets [x];
ii)	else shall encode the MIBenum value of the charset being used for the payload as defined in the IANA Character Sets [x] as a two octet positive integer and prepend it to the the payload, and shall set the Payload content type as "CODED TEXT" as specified in clause 15.2.13;
b)	if the payload is binary data, shall set the Payload content type as "BINARY" as specified in clause 15.2.13;
c)	if the payload is hyperlinks, shall set the Payload content type as "HYPERLINKS" as specified in clause 15.2.13;
d)	if the payload is location, shall set the Payload content type as "LOCATION" as specified in clause 15.2.13;
e)	if payload is enhanced status for a group, shall set the Payload content type as "ENHANCED STATUS" as specified in subclase 15.2.13; and
f)	shall include the data to be sent in the Payload data.
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[bookmark: _Toc20215896][bookmark: _Toc27496397][bookmark: _Toc36108138][bookmark: _Toc44598891][bookmark: _Toc44602746][bookmark: _Toc45197923][bookmark: _Toc45695956][bookmark: _Toc51851412][bookmark: _Toc92225029][bookmark: _Toc146239430]15.2.13	Payload
The Payload information element contains the payload intended for the recipient user or application;
The Payload information element is coded as shown in Figure 15.2.13-1, Table 15.2.13-1, Table 15.2.13-2 and Table 15.2.13-3.
The Payload information element is a type 6 information element.
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Figure 15.2.13-1: Payload information element
Table 15.2.13-1: Payload contents
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Table 15.2.13-2: Payload content type
	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	TEXT

	0
	0
	0
	0
	0
	0
	1
	0
	
	BINARY

	0
	0
	0
	0
	0
	0
	1
	1
	
	HYPERLINKS

	0
	0
	0
	0
	0
	1
	0
	0
	
	FILEURL

	0
	0
	0
	0
	0
	1
	0
	1
	
	LOCATION

	0
	0
	0
	0
	1
	0
	1
	0
	
	CODED TEXT

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.



Table 15.2.13-3: Payload data
	Payload data is included in octet 5 to octet n; Max value of 65535 octets.

Payload data contains the payload destined for the user or application.

A file URL is encoded as specified in IETF RFC 1738 [rfc1738].

The length of location information payload content is 6 bytes. The first 3 bytes contain the latitude information and the next 3 bytes contain the longitude information.

If the Payload content type is "CODED TEXT" then the first two octets of the payload data are encoded as the positive integer value of the character set used for the text as defined by the MIBenum value of the character set as defined in the IANA Character Sets [x]
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