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3GPP™ Work Item Description
Information on Work Items can be found at http://www.3gpp.org/Work-Items 
See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
Title:	Network Slice Capability Exposure for Application Layer Enablement
Acronym:	NSCALE
Unique identifier:	
Potential target Release:	Rel-18
1	Impacts
{For Normative work, identify the anticipated impacts. For a Study, identify the scope of the study}
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	X
	
	X
	

	No
	
	
	X
	
	

	Don't know
	X
	
	
	
	X



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …

	
	Study 

	
	Normative – Stage 1

	
	Normative – Stage 2

	X
	Normative – Stage 3

	
	Normative – Other*


* Other = e.g. testing

2.2	Parent Work Item
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	FS_NSCALE
	SA6
	910022
	Study on Network Slice Capability Exposure for Application Layer Enablement

	NSCALE
	SA6
	960013
	Network Slice Capability Exposure for Application Layer Enablement



2.3	Other related Work Items and dependencies
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	810051
	Business Role Models for Network Slicing 
	SA1’s works about Business Role of network slicing

	910032
	Stage 1 for Enhanced Access to and Support of Network Slice 
	SA1’s works about Enhanced Access to and Support of Network Slice 

	850010
	Study on enhancement of network slicing; Phase 2
	SA2’s works about key issues and solutions on enhancement of network slicing

	860022
	Study on network slice management enhancement
	SA5’s works about network slice management enhancement

	760065
	Provisioning of network slicing for 5G networks and services
	SA5’s works about management services, and procedures for provisioning of 5GS including network slice

	900024
	Enhanced Service Enabler Architecture Layer for Verticals
	SA6’s work about service enabler architecture layer which contains Network Slice Enablement.

	890016
	Study on access control for management service
	SA5’s works about exposure of management services and management data related to NPN to enterprise or vertical customers

	870023
	Management of non-public networks
	SA5’s works about exposure of 5G management capabilities for consumers.



Dependency on non-3GPP (draft) specification:
N/A
3	Justification
Based on SA6 Rel18 WID (NSCALE, UID 960013), it is concluded that network slice capability enablement over 3GPP networks will be used to expose slice capabilities towards 3rd party. The network slice capability enablement is a SEAL service that offers network slice capability enablement capabilities, such as support for vertical application to slice re-mapping (which can be defined as the mapping of the UEs running a vertical application to different slice), to one or more vertical applications. 
The following areas will be considered in Rel18: Application layer network slice management, Communication service management exposure, Discovery of management service exposure, Network slice fault management capability, Network slice related performance and analytics exposure, Slice API configuration and translation, Network slice application policy management capability etc...
4	Objective
To define the protocol aspects and related APIs for enabling network slice capability exposure for application layer based upon the normative Stage 2 technical specifications developed by SA6 WG. The following areas of work are expected to be covered (non-exhaustive):

For CT1, the expected work includes:
a)	Enhancement of APIs provided by the NSCE server for NSCE-UU as mentioned below, based on normative stage-2 work developed in 3GPP TS 23.435:
1.	Predictive slice modification in edge based NSCE deployments;
2.	Predictive slice modification in Inter-PLMN based slice service continuity; 
3.	Network slice fault management capability exposure;
4.	Network Slice Information delivery.
For CT3, the expected work includes:
a)	Enhancements to the existing APIs and definition of new APIs provided by the NSCE server for NSCE-S, NSCE-E, and SEAL-X as mentioned below:
1.	Slice API configuration and translation; 
2.	Application layer network slice lifecycle management;
3.	Network slice optimization based on VAL server policy;
4.	Discovery of management service exposure;
5.	Network slice performance and analytics monitoring;
6.	Information collection from NSCE server(s);
7.	Predictive slice modification in edge based NSCE deployments;
8.	Multiple slices coordinated resource optimization;
[bookmark: _Toc134011690]9.	Network slice adaptation for VAL application;
10.	Slice related communication service lifecycle management;
11.	Predictive slice modification in Inter-PLMN based slice service continuity;
12.	Network slice diagnostics;
13.	Network slice fault management capability exposure;
14.	Slice requirements verification and alignment capability exposure;
15.	Network Slice Information delivery;
16.	Network Slice Allocation in NSaaS model;
b)	Update of CAPIF onboarding and offboarding procedure of NSCE server registration procedure.
c)	Potential update to the APIs of Nnwdaf_AnalyticsInfo service to include NSCE server as NF consumer to receive Network Slice load predictions information from NWDAF.
d)	Potential update to the Nnef_AnalyticsExposure service or Nnef_AnalyticsExposure service APIs  to include NSCE server as NF consumer to receive Network Slice load statistics information and/or Network Slice load predictions from NEF.
NOTE:	This document introduces the impacts on TS 29.522 and TS 29.520 to support NSCE server services, which may need coordination with SA2 definition.
For CT4, the expected work includes:
a)	Potential update to Nnsacf_SliceEventExposure service API to include NSCE server as the new NF consumer to monitor the Network Slice load (e.g. the number of UEs or the number of PDU Sessions) from NSACF.
5	Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	TS
	TS 29.abc
	Service Enabler Architecture Layer for Verticals (SEAL); 
Network Slice Capability Enablement (NSCE) Server Services
	TSG CT #103(March 2024)
	TSG CT #103(March 2024)
	Huang, Zhenning, CMCC, huangzhenning@chinamobile.com





	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	24.549
	Update the network slice capability enablement-SEAL service protocol
	TSG CT #103(March 2024)
	CT1

	29.222
	Updates to the CAPIF onboarding and/or offboarding service to support NSCE server services.
	TSG CT #103(March 2024)
	CT3

	29.520
	Potential updates to the NWDAF to support NSCE server services by adding NSCE server as consumers.
	TSG CT #103(March 2024)
	CT3

	29.522
	Potential Updates to the NEF to support NSCE server services by adding NSCE server as consumers.
	TSG CT #103(March 2024)
	CT3

	29.549
	Updates to the SEAL service to support NSCE server services.
	TSG CT #103(March 2024)
	CT3

	29.536
	Potential update to the NSACF to support NSCE server services by adding NSCE server as consumers.
	TSG CT #103(March 2024)
	CT4




6	Work item Rapporteur(s)
Huang Zhenning, China Mobile, huangzhenning@chinamobile.com

7	Work item leadership
CT3
8	Aspects that involve other WGs
N/A
9	Supporting Individual Members
	Supporting IM name

	CATT

	China Mobile

	Huawei

	Hisilicon

	Lenovo

	Samsung

	

	




