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When the P-CSCF determines that the emergency call is from a 5G ProSe Remote UE based on the access type "3GPP-NR-ProSe-L3UNR", the P-CSCF provides to the E-CSCF the NCGI and the UE Identity of 5G ProSe UE-to-Network Relay received from the PCF. The E-CSCF uses the NCGI and UE Identity of 5G ProSe UE-to-Network Relay to query the LRF to validate the NCGI provided by the 5G ProSe Remote UE as described in clause 4.3.1.
NOTE 1:	For the location validation, it is only applied to IPv6 case as specified in TS 23.304[53].
NOTE 2:	If the Remote UE provides location information other than NCGI, then the validation for such information can be skipped.
and the current stage-2 reuqirement in TS 23.167:
When a 5G ProSe Remote UE performs an emergency registration or initiates an emergency session over a 5G ProSe UE-to-Network Relay, if the operator policy requires network provided location using PCC-based solutions for the UE location, the P-CSCF may retrieve location information from the access network as defined in TS 23.503 [51] and include it in the emergency session request as described in TS 23.228 [1].
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(3) P-CSCF, when the UE identity is successfully retrived, provideds the NCGI and relay UE’s identity to E-CSCF.
(4) E-CSCF, when receives the NCGI and relay UE’s identity from P-CSCF, uses the received NCGI and relay UE’s identity to query the LRF.
(5) LRF, when receives the NCGI and relay UE’s identity from E-CSCF, validate the location information.

In order to implement the above requirement, it is analyzed that:

(1) UE, when sending the INVITE request, contains the location information of relay UE;

(2) P-CSCF, based on access-type "3GPP-NR-ProSe-L3UNR", inserts a P-Access-Network-Info header field and a P-Asserted-Identity header field set to the retrived user identity from PCF in the REGISTER request and forward the request to E-CSCF.

(3) E-CSCF, can use an LRF as legacy the way defined in 5.11.3, that forward the request received form P-CSCF to LRF (i.e. no change is proposed in E-CSCF side);

(4) LRF, if received the info, should use the received info to determine a PSAP if the received info is validated.
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* * * First Change * * * *
[bookmark: _Toc146256739][bookmark: _Toc146256818][bookmark: _Toc146256821]5.1.6.8.3	Emergency session set-up within an emergency registration
After a successful initial emergency registration, the UE shall apply the procedures as specified in subclause 5.1.2A and 5.1.3 with the following additions:
1)	the UE shall insert in the INVITE request, a From header field that includes the public user identity registered via emergency registration or the tel URI associated with the public user identity registered via emergency registration, as described in subclause 4.2;
2)	the UE shall include a service URN in the Request-URI of the INVITE request in accordance with subclause 5.1.6.8.1;
3)	the UE shall insert in the INVITE request, a To header field with the same emergency service URN as in the Request-URI;
4)	if available to the UE, and if defined for the access type as specified in subclause 7.2A.4, the P-Access-Network-Info header field shall contain a location identifier such as the cell id, line id or the identity of the WLAN access node, which is relevant for routeing the IMS emergency call;
NOTE 1:	The IMS emergency specification in 3GPP TS 23.167 [4B] describes several methods how the UE can get its location information from the access network or from a server. Such methods are not in the scope of this specification. In case of the UE accessing the network via a 5G ProSe UE-to-network relay UE, the location information refers to the location information obtained from the 5G ProSe UE-to-network relay UE that the UE is connected to as specified in 3GPP TS 24.554 [8ZI]
5)	the UE shall insert in the INVITE request, one or two P-Preferred-Identity header field(s) that include the public user identity registered via emergency registration or the tel URI associated with the public user identity registered via emergency registration as described in subclause 4.2;
NOTE 2:	Providing two P-Preferred-Identity header fields is usually supported by UE acting as enterprise network.
6)	void;
7)	if the UE has its location information available, or a URI that points to the location information, then the UE shall include a Geolocation header field in the INVITE request in the following way:
-	if the UE is aware of the URI that points to where the UE's location is stored, include the URI as the Geolocation header field value, as described in RFC 6442 [89]; or
-	if the UE is aware of its location information, include the location information in a PIDF location object, in accordance with RFC 4119 [90] and RFC 5491 [267], include the location object in a message body with the content type application/pidf+xml, and include a Content ID URL, referring to the message body, as the Geolocation header field value, as described RFC 6442 [89], and include a Content-Disposition header field with a disposition type "render" value and a "handling" header field parameter with an "optional" value, as described in RFC 3261 [26];
NOTE 3:	If the location information is old or inaccurate, the UE does not consider location information to be available.
8)	if the UE includes a Geolocation header field, the UE shall also include a Geolocation-Routing header field with a "yes" header field value, which indicates that the location of the UE can be used by other entities to make routing decisions, as described in RFC 6442 [89];
NOTE 4:	It is suggested that UE's only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is not desirable.
9)	if the UE has neither geographical location information available, nor a URI that points to the location information, the UE shall not insert a Geolocation header field in the INVITE request; and
10)	if support of the current location discovery during an emergency call is allowed in the IP-CAN specific annex and the UE supports the current location discovery during an emergency call, the UE shall include a Recv-Info header field as described in RFC 6086 [25], indicating the g.3gpp.current-location-discovery info package name and shall include an Accept header field indicating the "application/vnd.3gpp.current-location-discovery+xml" MIME type.
NOTE 5:	RFC 3261 [26] provides for the use of the Priority header field with a suggested value of "emergency". It is not precluded that emergency sessions contain this value, but such usage will have no impact on the processing within the IM CN subsystem.
In the event the UE receives a 380 (Alternative Service) response with a P-Asserted-Identity header field with a value equal to the value of the last entry on the Path header field value received during registration, and the Content-Type header field set according to subclause 7.6 (i.e. "application/3gpp-ims+xml"), independent of the value or presence of the Content-Disposition header field, independent of the value or presence of Content-Disposition parameters, then the following treatment is applied:
1)	if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 the <ims-3gpp> element, including a version attribute, with the <alternative-service> child element with the <type> child element set to "emergency" (see table 7.6.2), then the UE shall:
a)	if the CS domain is available to the UE, and no prior attempt using the CS domain for the current emergency call attempt has been made, attempt emergency call via CS domain using appropriate access technology specific procedures;
b)	if the CS domain is not available to the UE or the emergency call has already been attempted using the CS domain, then perform one of the following actions:
-	if the <action> child element of the <alternative-service> child element of the <ims-3gpp> element in the IM CN subsystem XML body as described in subclause 7.6 is set to "emergency-registration" (see table 7.6.3), perform an initial emergency registration using a different VPLMN or non-subscribed SNPN, if available, as described in subclause 5.1.6.2 and if the new emergency registration succeeded, attempt an emergency call as described in this subclause; or
-	perform implementation specific actions to establish the emergency call; and
2)	if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 with the <ims-3gpp> element, including a version attribute, with the <alternative-service> child element with the <type> child element set to "emergency" (see table 7.6.2) then the UE may also provide an indication to the user based on the text string contained in the <reason> child element of the <alternative-service> child element of the <ims-3gpp> element.
NOTE 6:	The last entry on the Path header field value received during registration is the value of the SIP URI of the P-CSCF. If there are multiple registration flows associated with the registration, then the UE has received from the P-CSCF during registration multiple sets of Path header field values. The last entry of the Path header field value corresponding to the flow on which the 380 (Alternative Service) response was received is checked.
* * * First Change * * * *
5.2.10.1	General
If the P-CSCF belongs to a network where the registration is not required to obtain emergency service, the P‑CSCF shall accept any unprotected request on the IP address and port advertised to the UE during the P-CSCF discovery procedure. The P-CSCF shall also accept any unprotected request on the same IP address and the default port as specified in RFC 3261 [26].
When the P-CSCF sends unprotected responses to the UE, it shall use the same IP address and port where the corresponding request was received.
The P-CSCF can handle emergency session and other requests from both a registered user as well as an unregistered user. Certain networks only allow emergency session from registered users.
NOTE 1:	If only emergency setup from registered users is allowed, a request from an unregistered user is ignored since it is received outside of the security association, TLS session or IP association.
The P-CSCF can handle emergency session establishment within a non-emergency registration, i.e. one that did not contain the "sos" SIP URI parameter in the Contact header field of the 200 (OK) response.
Upon reception of an INVITE request for emergency session establishment containing an "sos" SIP URI parameter in the Contact header field and the access-type field is equal to "3GPP-NR-ProSe-L3UNR", the P-CSCF shall insert a P-Asserted-Identity header field set to the retrived user identity from PCF and forward the INVITE request to E-CSCF.
NOTE 1A:	The P-Asserted-Identity header field is a non-dialable callback number (i.e. it is the user identity of the 5G ProSe UE-to-network relay UE).
If the network uses the Resource-Priority header field to control the priority of emergency calls, and the P-CSCF receives a REGISTER request containing an "sos" SIP URI parameter in the Contact header field, the P-CSCF shall, in addition to the normal handling of the REGISTER request, add a Resource-Priority header field containing a namespace of "esnet" as defined in RFC 7135 [197] to the REGISTER request.
Upon receiving the 200 (OK) response to the REGISTER request that completes the emergency registration, as identified by the presence of the "sos" SIP URI parameter in the Contact header field of the 200 (OK) response, the P-CSCF shall not subscribe to the registration event package for any emergency public user identity specified in the REGISTER request.
Upon reception of a REGISTER request containing an "sos" SIP URI parameter in the Contact header field and not containing an Authorization header field, if:
1)	the network supports IMS Services for roaming users in deployments without IMS-level roaming interfaces;
2)	the UE is roaming; 
3)	there is no II-NNI to the HPLMN of the served user; and
4)	the access type is not set to "3GPP-NR-ProSe-L3UNR"; 
NOTE 2:	The P-CSCF can determine whether the UE is roaming by analysing the home network domain name of the user received in the Request-URI in the REGISTER request. 
NOTE 3:	The P-CSCF can know if II-NNI to the HPLMN of the served user is supported by analysing the home network domain name of the user received in the Request-URI in the REGISTER request. 
or:
1)	if required by operator policy; and
2)	the UE is not roaming; 
the P-CSCF:
1)	shall not forward the REGISTER request; and
2)	if the PCRF is used to retrieve the EPS-level identities (i.e., IMSI, IMEI(SV)) as specified in 3GPP TS 29.214 [13D] and IMSI is retrieved:
a)	if the P-CSCF supports IMSI or IMEI verification upon reception of a REGISTER request without Authorization header; 
i)	if the IMSI derived from public user identity conveyed in To header is different from the IMSI received from PCRF, shall reject the REGISTER request by returning a 403 (Forbidden) response and shall not perform the rest of steps; and
NOTE 4:	The P-CSCF can also derive IMSI from derived private user identity. The private user identity can be derived from the public user identity being registered by removing URI scheme and the following parts of the URI if present: port number, URI parameters, and To header field parameters.
ii)	if the IMEI(SV) is retrieved from the PCRF and the TAC and SNR portions of the IMEI obtained from instance ID conveyed in Contact header field are different from the TAC and SNR portions of IMEI(SV) received from PCRF, reject the REGISTER request by returning a 403 (Forbidden) response and shall not perform the rest of steps;
b)	if MSISDN is retrieved:
i)	shall generate:
-	a SIP URI with user=phone for the retrieved MSISDN; and
-	a tel URI for the retrieved MSISDN;
	and shall include the URIs in the associated set of implicitly registered public user identities bound to the contact address from which the REGISTER request was received; and
ii)	shall treat the SIP URI with user=phone for the retrieved MSISDN as the default public user identity for requests received from the contact address from which the REGISTER request was received;
c)	if MSISDN is not retrieved:
i)	shall generate a temporary public user identity for the IMSI retrieved from the PCRF as specified in 3GPP TS 29.214 [13D] and shall include the temporary public user identity in the associated set of implicitly registered public user identities bound to the contact address from which the REGISTER request was received; and
ii)	shall treat the temporary public user identity for the retrieved IMSI as the default public user identity for requests received from the contact address from which the REGISTER request was received; and
NOTE 5:	In the case when MSISDN is not retrieved, if the temporary public user identity is not provisioned in the HSS or is provisioned in the HSS, but barred, then a PSAP callback is not possible.
d)	shall send a 200 (OK) response for the REGISTER request. In the 200 (OK) response, the P-CSCF shall include a P-Associated-URI header field containing the list of the implicitly registered public user identities bound to the contact address from which the REGISTER request was received. The first URI in the list of public user identities will indicate the default public user identity.
The P-CSCF shall store a configurable list of local emergency service identifiers, i.e. emergency numbers (the emergency numbers that can be resolved in the network to which the P-CSCF belongs) and emergency service URNs (i.e. emergency service URNs identifying emergency services that can be resolved in the network to which the P-CSCF belongs). In addition to the configurable list of local emergency service identifiers, the P-CSCF shall store a configurable list of roaming partners' emergency service identifiers (i.e. the emergency service numbers or the emergency service URNs identifying emergency services, which can be resolved in the roaming partners' network). Each emergency number in a configurable list is mapped to an emergency service URN if the network is configured, for the emergency number, to:
-	accept a received request including the emergency number; or
-	reject, using a 380 (Alternative Service) response, a received request including the emergency number, and include in the response a Contact header field with the emergency service URN.
NOTE 6:	The emergency service URN is common to all networks, although subtypes might either not necessarily be in use, or a different set of subtypes is in use in different networks.
Access technology specific procedures are described in each access technology specific annex to determine the originating network of the requests.
NOTE 7:	Depending on local operator policy, the P-CSCF has the capability to reject requests relating to specific methods in accordance with RFC 3261 [26], as an alternative to the functionality described above.
* * * Next Change * * * *
[bookmark: _Toc146257100]5.12.2	Treatment of incoming initial requests for a dialog and standalone requests
The LRF shall respond to all received initial requests for a dialog, and to all standalone requests, as a redirect server as defined in subclause 8.3 of RFC 3261 [26] with the following additions:
1)	the LRF shall generate a 300 (Multiple Choices) response to all such requests;
2)	the LRF shall set the Contact header field of the response to a list (one or more) address(es) of PSAP(s), selected according to network operator policy;
NOTE 1:	The mechanisms for selection of PSAP addresses are outside the scope of this specification, but can be based on a variety of input information including the value of the URN included in the Request-URI of the request, the value of the Geolocation header field and Geolocation-Routing header field received in the request, the value of the P-Access-Network-Info header field received in the request, any location known at the LRF for the requesting user as identified by the P-Access-Network-Info header field.
2A)	if the location is retrieved using information from the Geolocation header field, and if:
-	the Geolocation-Routing header field is present, and includes a value not allowing routing of the request based on user location information;
-	the Geolocation-Routing header field is present, and includes a value unknown to the LRF; or
-	the Geolocation-Routing header field is not present;
	the LRF shall not use the location retrieved from the Geolocation header field when selecting PSAP(s);
2B)	if the location is retrieved using information from P-Access-Network-Info header field and P-Asserted-Identity header field, and if the request is allowed to be routed based on the information, the LRF shall use the information when selecting PSAP(s);
3)	the LRF shall insert a P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the request, a type 3 "term-ioi" header field parameter and the "icid-value" header field parameter. The LRF shall set the type 3 "term-ioi" header field parameter to a value that identifies the service provider from which the response is sent, the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter and the "icid-value" header field parameter is set to the previously received value of "icid-value" header field parameter in the request;
4)	optionally, generate a reference identifier and set the P-Asserted-Identity header field encoded as a header field of the URI in the Contact header field to this value in each included Contact header field URI associated with a PSAP. The LRF shall maintain state for any generated reference identifier. If the LRF uses a SIP URI (or any other permitted URI scheme other than tel URI) as the reference identifier, the LRF has the responsibility of ensuring (e.g. by configuration) that the emergency request is being routed to an IP connected PSAP. Subclause 5.12.3.1 defines a means of maintaining the state of the reference identifier. If required by operator policy governing the indication to PSAPs that a UE does not have sufficient credentials (e.g. determined by national regulatory requirements applicable to emergency services), the reference identifier shall not be equal to a non-dialable callback number used to indicate the UE does not have credentials;
NOTE 2:	The reference identifier is used to correlate information requested over the Le interface (see 3GPP TS 23.167 [4B]) and is not needed if the Le interface is not used. The protocol at the Le interface is not defined in this release.
NOTE 3:	The reference identifier is managed by the RDF or the LRF. If the RDF manages the reference identifier, the LRF obtains the a reference identifier from the RDF. In some regional systems, this reference identifier is the ESQK.
5)	if required by operator local policies, the LRF shall include a message/external-body MIME type as specified in RFC 4483 [186] with:
a)	"access-type" MIME type parameter containing "URL"; and
b)	"URL" MIME type parameter containing an HTTP or HTTPS URI identifying a PIDF location object as defined in RFC 4119 [90] and RFC 5491 [267]; and
6)	if required by operator local policies, the LRF shall include geographical information, encoded as header fields of the URI in a Contact header field of the 300 (Multiple Choices) response, in the following way:
a)	if operator policy indicates location-by-reference is to be used:
i.	a Geolocation-Routing header field with value "yes"; and
ii.	a Geolocation header field that contains an HTTP URI or a HTTPS URI associated with a location-by-reference, as defined in RFC 6442 [89]; and
b)	if operator policy indicates location-by-value is to be used:
i.	a Geolocation-Routing header field with value "yes";
ii.	Geolocation header field with value associated with the location-by-value;
iii.	a header field with hname "body" and with a value that contains an escape encoded MIME body of multipart/mixed MIME type containing:
-	the MIME body from the received request; and
-	the geographical location information as PIDF location object in accordance with RFC 4119 [90] and RFC 5491 [267]; and
iv.	a Content-Type header field with multipart/mixed MIME type.
NOTE 4:	The mechanisms for selection of PSAP addresses are outside the scope of this specification. See note 1.
NOTE 5:	The body of the received request can include a PIDF location object and SDP.
* * * End of Changes * * * *
