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[bookmark: _Toc68203056][bookmark: _Toc51949321][bookmark: _Toc51948229][bookmark: _Toc45286960][bookmark: _Toc36657295][bookmark: _Toc36213118][bookmark: _Toc27746934][bookmark: _Toc101529436][bookmark: _Toc114864270][bookmark: _Toc124423876]*** First Change ***

[bookmark: _Toc143871421][bookmark: _Toc144134917][bookmark: _Toc144220196]7.2.2.2.2	EEC requesting service provisioning information using Eecs_ServiceProvisioning_Request operation
To request for the one-time service provisioning information, the EEC shall send an HTTP POST request (custom operation: "Request") to the ECS with the request URI set to"{apiRoot}/eecs-serviceprovisioning/<apiVersion>/request". And the body including the ECSServProvReq data structure, as specified in clause 8.1.5.2.2.
Upon receiving the HTTP POST message from the EEC, the ECS shall:
a)	process the EEC service provisioning request information;
b)	verify and check if the EEC is authorized to request service provisioning information from ECS;
c)	if the EEC is authorized to request service provisioning information from ECS, then the ECS:
1)	may obtain the UE's location as specified in clause 5.3 of 3GPP TS 29.122 [3];
2)	if AC profile(s) are provided by the EEC, the ECS identifies the EES(s) based on the provided AC profile(s) and the UE location, and if the enNB1 feature is supported, the "userLocation" attribute may be provided in the "locInf" attribute within the EasDiscoveryReq data type;
i)	if acSvcContSupp information is included in the AC Profile, the matching EES has to support ACRScenario indicated in the acSvcContSupp information; and
ii)	for each AC Profile, if eass information is included in the AC Profile, the ECS identifies the matching EES such that the EES profile matches easId information. ECS may also include EAS instantiation information using " easInstInfos" attribute in eass information;
3)	if AC profiles(s) are not provided:
i.	if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location; and
ii.	ECS identifies the EES(s) by applying the ECSP policy (e.g. based on the UE location);
4)	if the EdgeApp_2 feature is supported and the EEC provided the list of desired ECSP identifiers within the "ecspIds" attribute, the ECS shall identify the matching EESs based on registered ECSP identifier in EES profile; and
5)	if the ECS is provisioned with authentication methods supported by matching EES(s) as specified in clause 6.3 of TS 33.558 [7], then the ECS may include the “eesAuthMethods” attribute for each candidate EES(s) as specified in clause 8.1.5.2.9 in the ECSServProvResp; and
6)	the ECS also determines other information that needs to be provisioned, e.g. identification of the EDN, EDN service area, EES endpoints; and
d)	if the ECS is able to determine service provisioning information using the inputs in service provisioning request, UE-specific service information at the ECS or the ECSP's policy, then the ECS returns an HTTP "200 OK" status code response with the response body including the ECSServProvResp data structure which may include the lifetime of the provided EDN configuration information. 
	If the inputs in service provisioning request do not match any EDN configuration information (i.e. there is no client side error), the ECS sends an HTTP "204 No Content" status code response code.
	Otherwise, the ECS shall reject the service provisioning request and respond with an appropriate failure cause. 
The EEC may cache the service provisioning information (e.g. EES endpoint). If the lifeTime attribute is included in the service provisioning response, then the EEC may cache and reuse the service provisioning information only for the duration specified by the lifeTime attribute.
The EEC may select one or more EES to perform EAS discovery, for multiple EES(s) case, if instantiable EAS information using "easInstInfos" attribute for an EAS is not available, or the instantiable EAS information using "easInstInfos" attribute is set to instantiated or instantiable.
The EEC may consider the instantiable EAS information using "easInstInfos" attribute and the associated instantiation criteria to mitigate the waste of EDN resources for EAS discovery. The EEC selects one EES, if the EAS instantiation status corresponding to the EASID requested by AC/EEC is instantiable but not yet instantiated (i.e., no instantiated EAS).
NOTE 1:	If the EAS instantiation fails based on the selected EES, the EEC retries the EAS discovery request to another EES ((e.g. selecting another one EES based on the instantiable EAS information).
NOTE 2:	How EEC maintains the service provisioning information is implementation specific.

*** Second Change ***

[bookmark: _Toc101529484][bookmark: _Toc114864318][bookmark: _Toc143871469][bookmark: _Toc144134965][bookmark: _Toc144220244]8.1.5.2.9	Type: EESInfo
Table 8.1.5.2.9-1: Definition of type EESInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eesId
	string
	M
	1
	The identifier of the EES
	

	endPt
	EndPoint
	M
	1
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES. 
	

	easIds
	array(string)
	O
	1..N
	The list of application identifiers of the Edge Application Servers registered or expected to be registered with the EES, e.g. FQDN, URI. 
	

	ecspInfo
	string
	O
	0..1
	String representing the EES Provider (such as ECSP Information)
	

	svcArea
	LocationArea5G
	O
	0..1
	The list of geographical and topological areas that the EES serves. EECs in the UE that are outside the area shall not be served.
	

	dnais
	array(Dnai)
	O
	0..1
	Represents list of Data network access identifier
	

	eesSvcContSupp
	array(ACRScenario)
	O
	0..1
	The ACR scenarios supported by the EES for service continuity. If this attribute is not present, then the EEC does not support service continuity.
	

	eecRegConf
	boolean
	M
	1
	Indicates whether the EEC is required to register on the EES to use edge services or not
	

	easInstInfos
	array(EASInstantiationInfo)
	O
	1..N
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not be instantiated yet)
	EdgeApp_2

	eesAuthMethods
	array(EesAuthMethod)
	O
	1..N
	Indicates the authentication method supported by the EES to be used by EEC before communicating with the EES as specified in clause 8.1.5.2.x.
	EdgeApp_2



[bookmark: _Toc85557986][bookmark: _Toc101529363][bookmark: _Toc114864195][bookmark: _Toc143871343][bookmark: _Toc144134839][bookmark: _Toc144220118]8.1.5.2.x	Enumeration: EesAuthMethod
The enumeration EesAuthMethod represents the authentication methods supported by EES. It shall comply with the provisions defined in clause 6.3 of 3GPP TS 33.558 [7].
Table 8.1.5.2.x-1: Enumeration EesAuthMethod
	Enumeration value
	Description
	Applicability

	TLS_CLIENT_SERVER_CERTIFICATE
	Represents authentication through certficates over TLS.
	

	TLS_WITH_AKMA
	Represents AKMA based authentication over TLS.
	

	TLS_WITH_GBA
	Represent GBA authentication over TLS.
	

	SERVER_SIDE_CERTIFICATE_BASED
	Represents the Server side certificate.
(NOTE)
	

	NOTE:	If only server side certificate-based TLS authentication is performed, it is left to implementation on which information within a service procedure and services will be provided by the EES as specified in clause 6.2 of 3GPP TS 33.558 [7].



*** End Change ***

