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	Reason for change:
	If a UE is outside the NS-AoS of an S-NSSAI or partially not allowed and is IDLE mode, the network is not able to determine whether the UE is inside or outside the NS-AoS or is partially allowed or not allowed.

When the network receives DL data, the network will page the UE and make the UE CONNECTED and may waste resources.

However, the UE is not able to determine the reason for the paging. The UE will initiate SR procedure in response to the paging procedure and enter connect.
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* * * First Change * * * *

[bookmark: _Toc146294999]4.6.2.10	Mobility management aspects of handling network slices with NS-AoS not matching deployed tracking areas
An operator can choose to let the NS-AoS of an S-NSSAI not match the existing tracking area boundaries (see subclause 5.15.18 of 3GPP TS 23.501 [8]). In order to support this deployment option, the operator has to ensure that an AMF covering the NS-AoS operates as described below.
The support for S-NSSAI location validity information by the UE and the network, respectively, is optional. If a UE supports S-NSSAI location validity information, the UE indicates that it supports S-NSSAI location validity information during the registration procedure (see subclause 5.5.1). The AMF can provide a UE which has indicated that it supports S-NSSAI location validity information with S-NSSAI location validity information (see subclauses 5.4.4 and 5.5.1). The S-NSSAI location validity information consists of, for each of the applicable S-NSSAI(s) in the configured NSSAI:
a)	an S-NSSAI; and
b)	a list of cell identities of TA(s) belonging to the registration area where the related S-NSSAI(s) is available in some cells but not all cells of one or more TAs, which represents the NS-AoS of the S-NSSAI.
[bookmark: _Hlk132800149]The UE shall consider itself to be inside the NS-AoS if the cell identity of the current serving cell matches any of the identities in the S-NSSAI location validity information. Otherwise, the UE shall consider itself to be outside the NS-AoS.
NOTE 1:	The cell identity of the current serving cell from the lower layers.

For an S-NSSAI in the S-NSSAI location validity information, even if the S-NSSAI is included in the rejected NSSAI with a rejection cause value set to "S-NSSAI not available in the current registration area" or is included in the partially rejected NSSAI, the UE is allowed to request the S-NSSAI if the UE determines that it is inside the NS-AoS of the S-NSSAI.
For an S-NSSAI limited by NS-AoS, if the UE in 5GMM-CONNECTED mode does not support S-NSSAI location validity information and the AMF determines that:
a)	the UE is not in the NS-AoS, then the AMF may:
1)	provide the UE with an allowed NSSAI or a partially allowed NSSAI excluding the S-NSSAI, and optionally a configured NSSAI excluding the S-NSSAI; or
NOTE 2:	If excluding the S-NSSAI limited by NS-AoS results in an empty allowed NSSAI or partially allowed NSSAI, the AMF includes one or more default S-NSSAIs in the provided allowed NSSAI or partially allowed NSSAI.
2)	indicate to the SMF to release all PDU sessions associated with the S-NSSAI; or
b)	the UE is in the NS-AoS, then the AMF may update the configured NSSAI to include the S-NSSAI in the configured NSSAI.
If the UE that does not support S-NSSAI location validity information requests a PDU session establishment for an S-NSSAI limited by NS-AoS and the AMF determines that the UE is not in the NS-AoS, the AMF may perform S-NSSAI based congestion control for the S-NSSAI as specified in subclauses 5.3.11 and 5.4.5.
If the AMF determines the UE is outside the NS-AoS, then after a successful service request procedure invoked as a response to a paging request, which was sent for the S-NSSAI limited by NS-AoS, from the network, the AMF shall initiate release of the N1 NAS signalling connection.

* * * Next Change * * * *

[bookmark: _Toc146295000]4.6.2.11	Mobility management for partial network slice
[bookmark: _Hlk132882532]A serving PLMN or SNPN can indicate the S-NSSAI(s) is allowed or rejected in some TA(s) but not all TAs of the registration area to the UE during the registration procedure as specified in clause 5.5.1 and the generic UE configuration update procedure as specified in clause 5.4.4. The support for the partial network slice by a UE or an AMF is optional.
[bookmark: _Hlk134777094]If the UE supports the partial network slice and includes the S-NSSAI(s) in the requested NSSAI and:
a)	if the S-NSSAI(s) is allowed in the current TA but not all TAs of the registration area, and
1)	if the S-NSSAI(s) is subject to NSAC for the maximum number of UEs, the AMF should include the S-NSSAI(s) in the allowed NSSAI to the UE and limit the registration area so that the S-NSSAI(s) is allowed in all the TAs of the registration area;
2)	if the S-NSSAI(s) is subject to NSSAA, the AMF shall include the S-NSSAI(s) in:
i)	the pending NSSAI to the UE when the AMF is going to perform the network slice-specific authentication and authorization for the S-NSSAI(s); or 
ii)	the partially allowed NSSAI to the UE after the network slice-specific authentication and authorization for the S-NSSAI(s) has been successfully performed; and
3)	otherwise, the AMF shall include the S-NSSAI(s) in the partially allowed NSSAI to the UE; or
b)	if the S-NSSAI(s) is rejected in the current TA but not all TAs of the registration area; and
1)	if the S-NSSAI is subject to NSAC for the maximum number of UEs, the AMF should include the S-NSSAI(s) in the partially rejected NSSAI to the UE;
2)	if the S-NSSAI(s) is subject to NSSAA, the AMF shall include the S-NSSAI(s) in:
i)	the partially rejected NSSAI to the UE when the AMF determines not to perform the network slice-specific authentication and authorization for the S-NSSAI(s);
ii)	the pending NSSAI to the UE when the AMF is going to perform the network slice-specific authentication and authorization for the S-NSSAI(s); or 
iii)	either the partially allowed NSSAI or the partially rejected NSSAI to the UE after the network slice-specific authentication and authorization for the S-NSSAI(s) has been successfully performed;
NOTE 1:	The AMF determines whether to perform the network slice-specific authentication and authorization procedure for the partial network slice based on its own local policy.
3)	if the S-NSSAI(s) is associated with a slice deregistration inactivity timer on the AMF side as specified in subclause 4.6.2.9, the AMF shall include the S-NSSAI(s) in the partially rejected NSSAI to the UE; and
4)	otherwise, the AMF shall include the S-NSSAI(s) in either the partially allowed NSSAI or the partially rejected NSSAI to the UE; or
c)	if the partially allowed NSSAI, the partially rejected NSSAI, or both are changed, the AMF shall provide the new partially allowed NSSAI, the new partially rejected NSSAI, or both to the UE.
Upon receiving the partially allowed NSSAI, the UE shall regard the S-NSSAI(s) included in partially allowed NSSAI as the allowed S-NSSAI(s) for the current registration area and store the received partially allowed NSSAI as specified in subclause 4.6.2.2.
Upon receiving the partially rejected NSSAI, the UE shall store the received partially rejected NSSAI as specified in subclause 4.6.2.2. The UE shall not attempt to include the S-NSSAI in the requested NSSAI if the current TAI is in the list of TAs for which S-NSSAI is rejected.
The mobility management for partial network slice is only applicable to 3GPP access.
The mobility management for partial network slice is not applicable to a UE that is registering or registered for onboarding services in SNPN.
If the AMF determines the UE is not in the list of TAs for which the S-NSSAI is allowed and the S-NSSAI is included in the partially allowed NSSAI, then after a successful service request procedure invoked as a response to a paging request, which is sent for the S-NSSAI, from the network, the AMF shall initiate release of the N1 NAS signalling connection.


* * * End of Changes * * * *


