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* * * First Change * * *
[bookmark: _Toc20125182][bookmark: _Toc27486379][bookmark: _Toc36210432][bookmark: _Toc45096291][bookmark: _Toc45882324][bookmark: _Toc51762120][bookmark: _Toc83313306][bookmark: _Toc142394457]3.1	PLMN selection and roaming
The MS normally operates on its home PLMN (HPLMN) or equivalent home PLMN (EHPLMN). However, a visited PLMN (VPLMN) may be selected, e.g., if the MS loses coverage. There are two modes for PLMN selection:
i)	Automatic mode ‑ This mode utilizes a list of PLMN/access technology combinations in priority order. The highest priority PLMN/access technology combination which is available and allowable is selected.
ii)	Manual mode ‑ Here the MS indicates to the user which PLMNs are available. Only when the user makes a manual selection does the MS try to obtain normal service on the VPLMN.
To prevent repeated attempts to have roaming service on a not allowed area (i.e. LA or TA), when the MS is informed that an area is forbidden, the LA or TA is added to a list of "forbidden location areas for roaming" or "forbidden tracking areas for roaming" respectively which is stored in the MS. These lists, if existing, are deleted when the MS is switched off or when the SIM is removed, and periodically (with period in the range 12 to 24 hours). LA area restrictions are always valid for complete location areas independent of possible subdivision into GPRS routing areas. The structure of the routing area identifier (see 3GPP TS 23.003 [22A]) supports area restriction on LA basis.
To prevent repeated attempts to obtain service on a PLMN through satellite NG-RAN or satellite E-UTRAN access technology, when the MS receives an integrity protected reject message with cause value #78 "PLMNs not allowed to operate at the present UE location" from a satellite NG-RAN cell or a satellite E-UTRAN cell, the MS maintains a list of "PLMNs not allowed to operate at the present UE location" in which it stores the PLMN ID of the rejecting PLMN, the current geographical location, if known by the MS. A timer is started when the PLMN ID of the rejecting PLMN is added to the list of "PLMNs not allowed to operate at the present UE location". If the geographical location exists, a MS implementation specific distance value needs to be stored. An entry in the list is deleted if the timer associated to the entry expires or the MS successfully registers to the PLMN stored in the entry. An entry in the list may be deleted if the current UE location is known, a geographical location is stored for the entry of this PLMN, and the distance to the current UE location is larger than a UE implementation specific value. For details see 3GPP TS 24.501 [64] and 3GPP TS 24.301 [23A].
NOTE 1:	The list of "PLMNs not allowed to operate at the present UE location" is provided to the AS, see 3GPP TS 38.304 [61].
In automatic PLMN selection mode, if the MS detects a PLMN in satellite NG-RAN access technology which is part of the list of "PLMNs not allowed to operate at the present UE location" the MS shall consider the PLMN as PLMN selection candidate for satellite NG-RAN access technology only if the current MS location is known, a geographical location is stored for the entry of this PLMN, and the distance to the current MS location is larger than a MS implementation specific value.
This does not prevent selection of such a PLMN if it is available in another RAT.
A timer is started when the PLMN ID of the rejecting PLMN is added to the list of "PLMNs not allowed to operate at the present UE location".
In automatic PLMN selection mode, if the MS detects a PLMN in satellite E-UTRAN access technology which is part of the list of "PLMNs not allowed to operate at the present UE location" the MS shall consider the PLMN as PLMN selection candidate for satellite E-UTRAN access technology only if the current MS location is known, a geographical location is stored for the entry of this PLMN, and the distance to the current UE location is larger than a UE implementation specific value.
This does not prevent selection of such a PLMN if it is available in another RAT.
If a message with cause value #15 (see 3GPP TS 24.008 [23], 3GPP TS 24.301 [23A] and 3GPP TS 24.501 [64]) is received by an MS, then the MS shall take the following actions depending on the mode in which the message was received:
A/Gb mode or Iu mode:
	The location area is added to the list of "forbidden location areas for roaming" which is stored in the MS. The MS shall then search for a suitable cell in the same PLMN but belonging to an LA or TA which is not in the "forbidden location areas for roaming" or "forbidden tracking areas for roaming" list respectively.
S1-mode:
	The tracking area is added to the list of "forbidden tracking areas for roaming" which is stored in the MS. The MS shall then search for a suitable cell in the same PLMN but belonging to a TA or LA which is not in the "forbidden tracking areas for roaming" or "forbidden location areas for roaming" list respectively
N1-mode:
	The tracking area is added to the list of "5GS forbidden tracking areas for roaming" which is stored in the MS. The MS shall then search for a suitable cell in the same PLMN but belonging to a tracking area which is not in the "5GS forbidden tracking areas for roaming" list.
In manual or automatic mode, a VPLMN is added to a list of "forbidden PLMNs" in the SIM if a message with cause value "PLMN not allowed" or "Requested service option not authorized in this PLMN" or "Serving network not authorized" is received by an MS in response to an LR request from that VPLMN and:
-	the MS is configured to use timer T3245 as defined in 3GPP TS 24.008 [23], 3GPP TS 24.301 [23A], and 3GPP TS 24.501 [64];
-	the MS is not configured to use timer T3245 and the message is integrity-protected;
-	the MS is not configured to use timer T3245, the message is not integrity-protected and the MS does not maintain a list of PLMN-specific attempt counters; or
-	the MS is not configured to use timer T3245, the message is not integrity-protected, the MS maintains a list of PLMN-specific attempt counters and the value of the PLMN-specific attempt counter for that VPLMN is equal to the MS implementation specific maximum value as defined in 3GPP TS 24.008 [23], 3GPP TS 24.301 [23A] and 3GPP TS 24.501 [64].
If:
-	after a subsequent manual selection of that PLMN, there is a successful LR not for disaster roaming services, then the PLMN is removed from the "forbidden PLMNs" list;
-	the MS is configured to use timer T3245 and the timer T3245 expires, then the PLMN is removed from the "forbidden PLMNs" list ; or
-	the MS is not configured to use timer T3245 and:
1)	the MS maintains a list of PLMN-specific attempt counters, the value of the PLMN-specific attempt counter for that PLMN is greater than zero and less than the MS implementation specific maximum value, and timer T3247 expires, then the PLMN is removed from the "forbidden PLMNs" list stored in memory as defined in 3GPP TS 24.301 [23A] and 3GPP TS 24.501 [64]; or
2)	the MS does not maintain a list of PLMN-specific attempt counters, the PLMN is stored in the "forbidden PLMNs" list in the SIM, and the timer T3247 expires, then the PLMN is removed from the "forbidden PLMNs" list in the SIM as defined in 3GPP TS 24.301 [23A].
This list is retained when the MS is switched off or the SIM is removed. The HPLMN (if the EHPLMN list is not present or is empty) or an EHPLMN (if the EHPLMN list is present) shall not be stored on the list of "forbidden PLMNs".
In A/Gb mode, an ME not supporting SoLSA may consider a cell with the escape PLMN code (see 3GPP TS 23.073) to be a part of a PLMN belonging to the list of "forbidden PLMNs".
Optionally the ME may store in its memory an extension of the "forbidden PLMNs" list. The contents of the extension of the list shall be deleted when the MS is switched off or the SIM is removed.
A VPLMN may be stored in the extension of the "forbidden PLMNs" list if a message with cause value "PLMN not allowed" or "Requested service option not authorized in this PLMN" or "Serving network not authorized" is received by an MS in response to an LR request from that VPLMN, and the following is valid:
-	the MS is not configured to use timer T3245, the message is not integrity-protected, the MS maintains a list of PLMN-specific attempt counters and the value of the PLMN-specific attempt counter for that VPLMN is less than an MS implementation specific maximum value as defined in 3GPP TS 24.008 [23], 3GPP TS 24.301 [23A] and 3GPP TS 24.501 [64].
In manual or automatic mode, if a message with cause value "GPRS services not allowed in this PLMN" or "EPS services not allowed in this PLMN" is received by an MS in response to an GPRS attach, routing area update, EPS attach or tracking area update request or received in a network initiated GPRS detach or EPS detach request (see 3GPP TS 24.008 [23] and 3GPP TS 24.301 [23A]) from a VPLMN, that VPLMN is added to a list of "forbidden PLMNs for GPRS service" which is stored in the MS. This list is deleted when the MS is switched off or when the SIM is removed. A PLMN is removed from the list of "forbidden PLMNs for GPRS service" if:
[bookmark: OLE_LINK32]-	after a subsequent manual selection of that PLMN, there is a successful GPRS attach, routing area update, EPS attach, tracking area update or registration procedure (see 3GPP TS 24.501 [64]);
-	the MS is configured to use timer T3245 and timer T3245 expires; or
-	the MS is not configured to use timer T3245, the MS maintains a list of PLMN-specific PS-attempt counters as specified in 3GPP TS 24.008 [23] and 3GPP TS 24.301 [23A], the value of the PLMN-specific PS-attempt counter for that PLMN has a value greater than zero and less than the MS implementation-specific maximum value as defined in clause 5.3.7b in 3GPP TS 24.301 [23A], and T3247 expires.
The maximum number of possible entries in this list is implementation dependant, but must be at least one entry. The HPLMN (if the EHPLMN list is not present or is empty) or an EHPLMN (if the EHPLMN list is present) shall not be stored on the list of "forbidden PLMNs for GPRS service".
An MS that is attaching for emergency bearer services or for access to RLOS, or is attached for emergency bearer services or for access to RLOS, may access PLMNs in the list of "forbidden PLMNs" or the list of "forbidden PLMNs for GPRS service". The MS shall not remove any entry from the list of "forbidden PLMNs" or the list of "forbidden PLMNs for GPRS service" as a result of such accesses.
An MS that is registered for disaster roaming services, may access PLMNs in the list of "forbidden PLMNs" or the list of "forbidden PLMNs for GPRS service" following the criteria as specified in clause 4.4.3.1.1 and shall not remove any entry from the list of "forbidden PLMNs" or the list of "forbidden PLMNs for GPRS service" as a result of such accesses.
A UE capable of S101 mode maintains a list "forbidden PLMNs for attach in S101 mode"; the properties and handling in NAS signalling is defined in clause 5.3.3 of 3GPP TS 24.301 [23A].
If the MS is in GAN mode and a "Location not allowed" message is received (see 3GPP TS 44.318 [35B]), then the MS may attempt to select another PLMN so that further GAN registrations may again be attempted. The selection of the PLMN either automatically or manually is implementation dependent.
If an MS that has disabled its E-UTRA capability re-enables it when PLMN selection is performed, then the MS of which usage setting is "voice centric":
-	should, for duration of timer TD, memorize the PLMNs where E-UTRA capability was disabled as PLMNs where voice service was not possible in E-UTRAN. The number of PLMNs where voice service was not possible in E-UTRAN that the MS can store is implementation specific, but it shall be at least one. The value of timer TD is MS implementation specific, but shall not exceed the maximum possible value of background scanning timer T as specified in clause 4.4.3.3.1.
-	in automatic PLMN selection, shall not consider PLMNs where voice service was not possible in E-UTRAN as PLMN selection candidates for E-UTRA access technology, unless no other PLMN is available. This does not prevent selection of such a PLMN if it is available in another RAT; and
-	shall delete stored information on PLMNs where voice service was not possible in E-UTRAN when the MS is switched off, the USIM is removed, timer TD expires or MS voice domain configuration changes so that E-UTRA capability disabling is no longer necessary.
The MS may support "E-UTRA Disabling for EMM cause #15" as specified in 3GPP TS 24.301 [23A]. If the MS supports "E-UTRA Disabling for EMM cause #15" and the "E-UTRA Disabling Allowed for EMM cause #15" parameter as specified in 3GPP TS 24.368 [50] or 3GPP TS 31.102 [40] is present and set to enabled:
-	the MS shall maintain a list of "PLMNs with E-UTRAN not allowed";
-	when the MS disables its E-UTRA capability on a PLMN due to E-UTRAN not allowed, it shall add the PLMN to the "PLMNs with E-UTRAN not allowed" list, and start timer TE if timer TE is not already running;
-	the number of PLMNs that the MS can store in the "PLMNs with E-UTRAN not allowed" list is implementation specific, but it shall be at least one;
-	the value of timer TE is MS implementation specific, but it shall not exceed the maximum possible value of background scanning timer T (8 hours or 240 hours for MSs supporting EC-GSM-IoT, Category M1 or Category NB1 as defined in 3GPP TS 36.306 [54])) as specified in clause 4.4.3.3.1;
-	in automatic PLMN selection the MS shall not consider PLMNs included in the "PLMNs with E-UTRAN not allowed" list as PLMN selection candidates for E-UTRAN access technology, unless no other PLMN is available. This does not prevent selection of such a PLMN if it is available in another RAT; and
-	the MS shall delete stored information in the "PLMNs with E-UTRAN not allowed" list when the MS is switched off, the USIM is removed or timer TE expires.
The MS should maintain a list of PLMNs where the N1 mode capability was disabled because IMS voice was not available and the MS's usage setting was "voice centric" as PLMNs where voice service was not possible in N1 mode. When the MS disables its N1 mode capability because IMS voice was not available and the MS's usage setting was "voice centric":
-	the MS should add the identity of the PLMN to the list of PLMNs where voice service was not possible in N1 mode and should start timer TF if timer TF is not already running. The number of PLMNs that the MS can store where voice services is not possible is implementation specific, but it shall be at least one. The value of timer TF is MS implementation specific, but shall not exceed the maximum possible value of background scanning timer T as specified in clause 4.4.3.3.1;
-	in automatic PLMN selection the MS shall not consider PLMNs where voice service was not possible in N1 mode as PLMN selection candidates for NG-RAN access technology, unless no other PLMN is available. This does not prevent selection of such a PLMN if it is available in another RAT; and
-	the MS shall delete stored information on PLMNs where voice service was not possible in N1 mode when the MS is switched off, the USIM is removed, timer TF expires or the MS's usage setting changes so that N1 mode capability disabling is no longer necessary.
The MS should maintain a list of PLMNs where the N1 mode capability was disabled due to receipt of a reject from the network with 5GMM cause #27 "N1 mode not allowed", as PLMNs where N1 mode is not allowed for 3GPP access. When the MS disables its N1 mode capability due to receipt of a reject from the network with 5GMM cause #27 "N1 mode not allowed":
-	the MS should add the identity of the PLMN to the list of PLMNs where N1 mode is not allowed for 3GPP access and should start timer TG if timer TG is not already running. The number of PLMNs that the MS can store where N1 mode is not allowed for 3GPP access is implementation specific, but it shall be at least one. The value of timer TG is MS implementation specific, but shall not exceed the maximum possible value of background scanning timer T as specified in clause 4.4.3.3.1;
-	in automatic PLMN selection the MS shall not consider PLMNs where N1 mode is not allowed for 3GPP access as PLMN selection candidates for NG-RAN access technology, unless no other PLMN is available. This does not prevent selection of such a PLMN if it is available in another RAT;
-	if the MS is not configured to use timer T3245, the MS maintains a list of PLMN-specific N1 mode attempt counters for 3GPP access as specified in 3GPP TS 24.501 [64] and T3247 expires, then the MS removes for each PLMN-specific N1 mode attempt counter for 3GPP access that has a value greater than zero and less than the MS implementation-specific maximum value the respective PLMN from the list of PLMNs where N1 mode is not allowed for 3GPP access, as specified in clause 5.3.20.2 in 3GPP TS 24.501 [64]; and
-	the MS shall delete stored information on PLMNs where N1 mode is not allowed for 3GPP access when the MS is switched off, the USIM is removed or timer TG expires.
NOTE 2:	The expiry of timer TG does not cause a reset of the PLMN-specific N1 mode attempt counters for 3GPP access (see 3GPP TS 24.501 [64]).
NOTE 3:	If an access technology is disabled for a PLMN that is part of the list of "equivalent PLMNs", the UE implementation ensures that registration to a different PLMN within the list of "equivalent PLMNs" does not result in reselection or inter-system change to the disabled access technology of that PLMN.
The MS should maintain a list of PLMNs where the N1 mode capability was disabled upon receipt of a reject from the network with 5GMM cause #62 "No network slices available", as PLMNs where N1 mode is not allowed due to network slice unavailability. When the MS disables its N1 mode capability upon receipt of a reject from the network with 5GMM cause #62 "No network slices available":
-	the MS should add the identity of the PLMN to the list of PLMNs where N1 mode is not allowed due to network slice unavailability and should start timer TNSU if timer TNSU is not already running. The number of PLMNs that the MS can store where N1 mode is not allowed due to network slice unavailability is implementation specific, but it shall be at least one. The value of timer TNSU is MS implementation specific, but shall not exceed the maximum possible value of background scanning timer T as specified in clause 4.4.3.3.1;
-	in automatic PLMN selection the MS shall not consider PLMNs where N1 mode is not allowed due to network slice unavailability as PLMN selection candidates for NG-RAN access technology, unless no other PLMN is available. This does not prevent selection of such a PLMN if it is available in another RAT; and
-	the MS shall delete stored information on PLMNs where N1 mode is not allowed due to network slice unavailability when the MS is switched off, the USIM is removed, timer TNSU expires, the MS receives the REGISTRATION ACCEPT message containing the Network slicing indication IE with the Network slicing subscription change indication set to “Network slicing subscription changed”, or the MS removes an S-NSSAI from a rejected NSSAI for the failed or revoked NSSAA.
The MS in NB-S1 mode may maintain a list of "PLMNs with NB-IoT not allowed" where the NB-IoT capability was disabled due to receipt of a reject from the network with EMM cause #15 "no suitable cells in tracking area" and an Extended EMM cause IE with value "NB-IoT not allowed", as PLMNs where NB-S1 mode is not allowed. When the MS disables its NB-IoT capability due to receipt of a reject from the network with EMM cause #15 "no suitable cells in tracking area" and an Extended EMM cause IE with value "NB-IoT not allowed":
-	the MS may add the identity of the PLMN to the list of "PLMNs with NB-IoT not allowed" and start timer TH if timer TH is not already running. The number of PLMNs that the MS can store in the "PLMNs with NB-IoT not allowed" list is implementation specific, but it shall be at least one. The value of timer TH is MS implementation specific, but shall not exceed the maximum possible value of background scanning timer T as specified in clause 4.4.3.3.1;
-	in automatic PLMN selection the MS shall not consider PLMNs included in the "PLMNs with NB-IoT not allowed" list as PLMN selection candidates for the access technology E-UTRAN in NB-S1 mode, unless no other PLMN is available. This does not prevent selection of such a PLMN if it is available in another RAT; and
-	the MS shall delete stored information in the "PLMNs with NB-IoT not allowed" list when the MS is switched off, the USIM is removed or timer TH expires.
* * * Next Change * * *
[bookmark: _Toc20125184][bookmark: _Toc27486381][bookmark: _Toc36210434][bookmark: _Toc45096293][bookmark: _Toc45882326][bookmark: _Toc51762122][bookmark: _Toc83313308][bookmark: _Toc142394459]3.1B	PLMN selection triggered by ProSe communications
If the MS supports ProSe communications and needs to perform PLMN selection for ProSe communications as specified in 3GPP TS 24.334 [51] or 3GPP TS 24.554 [80], then the MS shall proceed as follows:
i)	the MS shall store a duplicate value of the RPLMN and a duplicate of the PLMN selection mode that were in use before PLMN selection due to ProSe communications was initiated, unless this PLMN selection due to ProSe communications follows another PLMN selection due to ProSe communications or a manual CSG selection as specified in clause 4.4.3.1.3.3;
ii)	the MS shall enter into Automatic mode of PLMN selection as specified in clause 4.4 taking into account the additional requirements in items iii) to x) below;
iii)	among the PLMNs advertised by the E-UTRA cell or NR cell operating in the radio resources provisioned to the MS for ProSe communications as specified in 3GPP TS 24.333 [52], 3GPP TS 24.555 [81] or 3GPP TS 31.102 [40], the MS shall choose one allowable PLMN which meets:
1)	the following:
-	is advertised by the E-UTRA cell;
-	provides radio resources for ProSe communications over E-UTRA PC5;
-	is in the list of authorised PLMNs for ProSe communications as specified in 3GPP TS 24.334 [51]; and
-	is not in the list of "PLMNs with E-UTRAN not allowed" as specified in clause 3.1; or
2)	the following:
-	is advertised by the NR cell;
-	provides radio resources for 5G ProSe communications over NR PC5;
-	is in the list of authorised PLMNs for 5G ProSe communications over PC5 as specified in 3GPP TS 24.554 [80];
-	is the advertised PLMN(s) of the 5G ProSe layer-2 UE-to-network relay UE if the MS is acting as a 5G ProSe layer-2 remote UE;
-	is not in the list of PLMNs where the N1 mode capability was disabled due to IMS voice not available and the MS's usage setting was "voice centric" as PLMNs where voice service was not possible; and
-	is not in the list of PLMNs where the N1 mode capability was disabled due to receipt of a reject from the network with 5GMM cause #27 "N1 mode not allowed" in N1 mode as specified in clause 3.1; and
-	is not in the list of PLMNs where N1 mode is not allowed due to network slice unavailability as specified in clause 3.1;
	if either condition 1) or condition 2) above is met then the MS shall attempt to register on that PLMN. If none of the PLMNs meet either condition 1) or condition2) above, the MS shall return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action;
iv)	if the registration fails due to "PLMN not allowed" or "EPS services not allowed" as specified in 3GPP TS 24.334 [51], or due to "PLMN not allowed" or "5GS services not allowed" as specified in 3GPP TS 24.554 [80], then the MS shall update the appropriate list of forbidden PLMNs as specified in clause 3.1, and shall either:
A)	if the PLMN provides common radio resources needed by the MS to do ProSe communications as specified in 3GPP TS 36.331 [42] or 3GPP TS 38.331 [65], perform ProSe communications on the selected PLMN in limited service state. In this case the MS shall not search for available and allowable PLMNs during the duration of ProSe communications;
B)	return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action; or
C)	perform the action described in iii) again with the choice of PLMNs further excluding the PLMNs on which the MS has failed to register.
	Whether the MS performs A), B) or C) above is left up to MS implementation.
v)	if the registration fails due to causes other than "PLMN not allowed" or "EPS services not allowed" or "5GS services not allowed", the MS shall:
-	if the handling of the failure requires updating a list of forbidden PLMNs, update the appropriate list (as specified in 3GPP TS 24.301 [23A] or 3GPP TS 24.501 [64]); and
-	if the handling of the failure does not require updating a list of forbidden PLMNs (as specified in 3GPP TS 24.301 [23A] or 3GPP TS 24.501 [64]), remember the PLMN as a PLMN on which the MS has failed to register;
NOTE 1:	How long the MS memorizes the PLMNs on which it has failed to register is implementation dependent.
	and the MS shall either:
A1)	return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action;
B1)	perform the action described in iii) again with the choice of PLMNs further excluding the PLMNs on which the MS has failed to register; or
C1)	perform ProSe communications in limited service state on a PLMN advertised by the cell operating in the radio resources provisioned to the MS for ProSe communications as specified in 3GPP TS 24.333 [52], 3GPP TS 24.555 [81] or 3GPP TS 31.102 [40], if registration on this PLMN has previously failed due to "PLMN not allowed" or "EPS services not allowed" as specified in 3GPP TS 24.334 [51] or due to "PLMN not allowed" or "5GS services not allowed" as specified in 3GPP TS 24.554 [80] and if this PLMN provides common radio resources needed by the MS to do ProSe communications as specified in 3GPP TS 36.331 [42] or 3GPP TS 38.331 [65]. In this case the MS shall not search for available and allowable PLMNs during the duration of ProSe communications;
	Whether the MS performs A1), B1) or C1) above is left up to MS implementation.
vi)	if the MS is no longer in the coverage of the selected PLMN, then the MS shall either:
A2)	perform ProSe communications procedures for MS to use provisioned radio resources as specified in 3GPP TS 24.334 [51] or 3GPP TS 24.554 [80]; or
B2)	return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action.
	Whether the MS performs A2) or B2) above is left up to MS implementation.
vii)	if the MS is unable to find a suitable cell on the selected PLMN as specified in 3GPP TS 24.334 [51], then the MS shall either:
A3)	if the PLMN provides common radio resources needed by the MS to do ProSe communications as specified in 3GPP TS 36.331 [42] or 3GPP TS 38.331 [65], perform ProSe communications on the selected PLMN in limited service state. In this case the MS shall not search for available and allowable PLMNs during the duration of ProSe communications; or
B3)	return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action.
	Whether the MS performs A3) or B3) above is left up to MS implementation.
viii)	if the MS is switched off while on the selected PLMN and switched on again, the MS shall use the stored duplicate value of RPLMN as RPLMN and behave as specified in clause 4.4.3.1;
ix)	if the user initiates a PLMN selection while on the selected cell, the MS shall delete the stored duplicate value of PLMN selection mode, use the stored duplicate value of RPLMN as RPLMN and follow the procedures (as specified for switch-on or recovery from lack of coverage) in clause 4.4.3.1. The MS shall delete the stored duplicate value of RPLMN once the MS has successfully registered to the selected PLMN; and
x)	if the MS no longer needs to perform Prose communications, the MS shall return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action.
NOTE 2:	If the MS returns to the RPLMN due to a failure to register in the selected PLMN, the upper layers of the MS can trigger PLMN selection again to initiate ProSe communications.
If the PLMN selected for ProSe communications is a VPLMN, the MS shall not periodically scan for higher priority PLMNs during the duration of ProSe communications.
The solution to prevent potential ping-pong between the RPLMN and the PLMN selected for ProSe communications is MS implementation specific.
* * * Next Change * * *
[bookmark: _Toc83313309][bookmark: _Toc142394460]3.1C	PLMN selection triggered by V2X communication over PC5
If the MS supports V2X communication over E-UTRA-PC5 or NR-PC5 and needs to perform PLMN selection for V2X communication over PC5 as specified in 3GPP TS 24.386 [59] or 3GPP TS 24.587 [75], then the MS shall proceed as follows:
i)	the MS shall store a duplicate value of the RPLMN and a duplicate of the PLMN selection mode that were in use before PLMN selection due to V2X communication over PC5 was initiated, unless this PLMN selection due to V2X communication over PC5 follows another PLMN selection due to V2X communication over PC5 or a manual CSG selection as specified in clause 4.4.3.1.3.3;
 ii)	the MS shall enter into Automatic mode of PLMN selection as specified in clause 4.4 taking into account the additional requirements in items iii) to x) below;
iii)	Among the PLMNs advertised by the E-UTRA or NG-RAN cell operating in the radio resources provisioned to the MS for V2X communication over PC5 as specified in 3GPP TS 24.385 [60], 3GPP TS 24.588 [79] or 3GPP TS 31.102 [40], the MS shall choose one allowable PLMN which meets:
1)	the following:
-	provides radio resources for V2X communication over PC5;
-	is in the list of authorised PLMNs for V2X communication over PC5 as specified in 3GPP TS 24.386 [59] or 3GPP TS 24.587 [75]; and
-	is not in the list of "PLMNs with E-UTRAN not allowed" as specified in clause 3.1; or
2)	the following:
-	provides radio resources for V2X communication over PC5;
-	is in the list of authorised PLMNs for V2X communication over PC5 as specified in 3GPP TS 24.386 [59] or 3GPP TS 24.587 [75];
-	is not in the list of PLMNs where the N1 mode capability was disabled due to IMS voice not available and the MS's usage setting was "voice centric" as PLMNs where voice service was not possible; and
-	is not in the list of PLMNs where the N1 mode capability was disabled due to receipt of a reject from the network with 5GMM cause #27 "N1 mode not allowed" in N1 mode as specified in clause 3.1; and
-	is not in the list of PLMNs where N1 mode is not allowed due to network slice unavailability as specified in clause 3.1;
	if condition 1) or 2) above are met then the MS shall attempt to register on that PLMN. If none of the PLMNs meet condition 1) or 2) above, the MS shall return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action;
iv)	if the registration fails due to "PLMN not allowed" or "EPS services not allowed" as specified in 3GPP TS 24.386 [59], or due to "PLMN not allowed" or "5GS services not allowed" as specified in 3GPP TS 24.587 [75], or both, then the MS shall update the appropriate list of forbidden PLMNs as specified in clause 3.1, and shall:
A)	if the PLMN provides common radio resources needed by the MS to do V2X communication over PC5 as specified in 3GPP TS 36.331 [42] or 3GPP TS 38.331 [65], perform V2X communication over PC5 on the selected PLMN in limited service state. In this case the MS shall not search for available and allowable PLMNs during the duration of V2X communication over PC5;
B)	return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action; or
C)	perform the action described in iii) again with the choice of PLMNs further excluding the PLMNs on which the MS has failed to register.
	Whether the MS performs A), B) or C) above is left up to MS implementation.
v)	if the registration fails due to causes other than "PLMN not allowed" or "EPS services not allowed" or "5GS services not allowed", the MS shall:
-	if the handling of the failure requires updating a list of forbidden PLMNs, update the appropriate list (as specified in 3GPP TS 24.301 [23A] or 3GPP TS 24.501 [64]); and
-	if the handling of the failure does not require updating a list of forbidden PLMNs (as specified in 3GPP TS 24.301 [23A] or 3GPP TS 24.501 [64]), remember the PLMN as a PLMN on which the MS has failed to register;
NOTE 1:	How long the MS memorizes the PLMNs on which it has failed to register is implementation dependent.
	and the MS shall:
A1)	return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action;
B1)	perform the action described in iii) again with the choice of PLMNs further excluding the PLMNs on which the MS has failed to register; or
C1)	perform V2X communication over PC5 in limited service state on a PLMN advertised by the cell operating in the radio resources provisioned to the MS for V2X communication over PC5 as specified in 3GPP TS 24.385 [60], 3GPP TS 24.588 [79] or 3GPP TS 31.102 [40], if registration on this PLMN has previously failed due to "PLMN not allowed" or "EPS services not allowed" as specified in 3GPP TS 24.386 [59], or due to "PLMN not allowed" or "5GS services not allowed" as specified in 3GPP TS 24.587 [75], or both, and if this PLMN provides common radio resources needed by the MS to do V2X communication over PC5 as specified in 3GPP TS 36.331 [42] or 3GPP TS 38.331 [65]. In this case the MS shall not search for available and allowable PLMNs during the duration of V2X communication over PC5;
	Whether the MS performs A1), B1) or C1) above is left up to MS implementation.
vi)	if the MS is no longer in the coverage of the selected PLMN, then the MS shall:
A2)	perform V2X communication over PC5 procedures for MS to use provisioned radio resources as specified in 3GPP TS 24.386 [59] or 3GPP TS 24.587 [75]; or
B2)	return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action.
	Whether the MS performs A2) or B2) above is left up to MS implementation.
vii)	if the MS is unable to find a suitable cell on the selected PLMN as specified in 3GPP TS 24.386 [59] or 3GPP TS 24.587 [75], then the MS shall:
A3)	if the PLMN provides common radio resources needed by the MS to do V2X communication over PC5 as specified in 3GPP TS 36.331 [42] or 3GPP TS 38.331 [65], perform V2X communication over PC5 on the selected PLMN in limited service state. In this case the MS shall not search for available and allowable PLMNs during the duration of V2X communication over PC5; or
B3)	return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action.
	Whether the MS performs A3) or B3) above is left up to MS implementation.
viii)	if the MS is switched off while on the selected PLMN and switched on again, the MS shall use the stored duplicate value of RPLMN as RPLMN and behave as specified in clause 4.4.3.1;
ix)	if the user initiates a PLMN selection while on the selected cell, the MS shall delete the stored duplicate value of PLMN selection mode, use the stored duplicate value of RPLMN as RPLMN and follow the procedures (as specified for switch-on or recovery from lack of coverage) in clause 4.4.3.1. The MS shall delete the stored duplicate value of RPLMN once the MS has successfully registered to the selected PLMN; and
x)	if the MS no longer needs to perform V2X communication over PC5, the MS shall return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action.
NOTE 2:	If the MS returns to the RPLMN due to a failure to register in the selected PLMN, the upper layers of the MS can trigger PLMN selection again to initiate V2X communication over PC5.
If the PLMN selected for V2X communication over PC5 is a VPLMN, the MS shall not periodically scan for higher priority PLMNs during the duration of V2X communication over PC5.
The solution to prevent potential ping-pong between the RPLMN and the PLMN selected for V2X communication over PC5 is MS implementation specific.
[bookmark: _Toc142394461]* * * Next Change * * *
3.1D	PLMN selection triggered by A2X communication over PC5
If the MS supports A2X communication over E-UTRA-PC5 or NR-PC5 and needs to perform PLMN selection for A2X communication over PC5 as specified in 3GPP TS 24.577 [86], then the MS shall proceed as follows:
i)	the MS shall store a duplicate value of the RPLMN and a duplicate of the PLMN selection mode that were in use before PLMN selection due to A2X communication over PC5 was initiated, unless this PLMN selection due to A2X communication over PC5 follows another PLMN selection due to A2X communication over PC5 or a manual CSG selection as specified in clause 4.4.3.1.3.3;
 ii)	the MS shall enter into Automatic mode of PLMN selection as specified in clause 4.4 taking into account the additional requirements in items iii) to x) below;
iii)	among the PLMNs advertised by the E-UTRA cell or NR cell operating in the radio resources provisioned to the MS for A2X communication over PC5 as specified in 3GPP TS 24.577 [86], 3GPP TS 24.578 [87] or 3GPP TS 31.102 [40], the MS shall choose one allowable PLMN which meets:
1)	the following:
-	provides radio resources for A2X communication over PC5;
-	is in the list of authorised PLMNs for A2X communication over PC5 as specified in 3GPP TS 24.577 [86]; and
-	is not in the list of "PLMNs with E-UTRAN not allowed" as specified in clause 3.1; or
2)	the following:
-	provides radio resources for A2X communication over PC5;
-	is in the list of authorised PLMNs for A2X communication over PC5 as specified in 3GPP TS 24.577 [86];
-	is not in the list of PLMNs where the N1 mode capability was disabled due to IMS voice not available and the MS's usage setting was "voice centric" as PLMNs where voice service was not possible; and
-	is not in the list of PLMNs where the N1 mode capability was disabled due to receipt of a reject from the network with 5GMM cause #27 "N1 mode not allowed" in N1 mode as specified in clause 3.1; and
-	is not in the list of PLMNs where N1 mode is not allowed due to network slice unavailability as specified in clause 3.1;
	if either condition 1) or condition 2) above is met then the MS shall attempt to register on that PLMN. If none of the PLMNs meet either condition 1) or condition 2) above, the MS shall return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action;
iv)	if the registration fails due to "PLMN not allowed" or "EPS services not allowed" in case of EPS, due to "PLMN not allowed" or "5GS services not allowed" in case of 5GS, or both as specified in 3GPP TS 24.577 [86], then the MS shall update the appropriate list of forbidden PLMNs as specified in clause 3.1, and shall:
A)	if the PLMN provides common radio resources needed by the MS to do A2X communication over PC5 as specified in 3GPP TS 36.331 [42] or 3GPP TS 38.331 [65], perform A2X communication over PC5 on the selected PLMN in limited service state. In this case the MS shall not search for available and allowable PLMNs during the duration of A2X communication over PC5;
Editor's note (pCR, UAS_Ph2): 3GPP TS 38.331 and 3GPP TS 36.331 still need to be updated for A2X communication over PC5.
B)	return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action; or
C)	perform the action described in iii) again with the choice of PLMNs further excluding the PLMNs on which the MS has failed to register.
	Whether the MS performs A), B) or C) above is left up to MS implementation.
v)	if the registration fails due to causes other than "PLMN not allowed" or "EPS services not allowed" or "5GS services not allowed", the MS shall:
-	if the handling of the failure requires updating a list of forbidden PLMNs, update the appropriate list (as specified in 3GPP TS 24.301 [23A] or 3GPP TS 24.501 [64]); and
-	if the handling of the failure does not require updating a list of forbidden PLMNs (as specified in 3GPP TS 24.301 [23A] or 3GPP TS 24.501 [64]), remember the PLMN as a PLMN on which the MS has failed to register;
NOTE 1:	How long the MS memorizes the PLMNs on which it has failed to register is implementation dependent.
	and the MS shall either:
A1)	return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action;
B1)	perform the action described in iii) again with the choice of PLMNs further excluding the PLMNs on which the MS has failed to register; or
C1)	perform A2X communication over PC5 in limited service state on a PLMN advertised by the cell operating in the radio resources provisioned to the MS for A2X communication over PC5 as specified in 3GPP TS 24.577 [86], 3GPP TS 24.578 [87] or 3GPP TS 31.102 [40], if registration on this PLMN has previously failed due to "PLMN not allowed" or "EPS services not allowed" in case of EPS, due to "PLMN not allowed" or "5GS services not allowed" in case of 5GS, or both as specified in 3GPP TS 24.577 [86], and if this PLMN provides common radio resources needed by the MS to do A2X communication over PC5 as specified in 3GPP TS 36.331 [42] or 3GPP TS 38.331 [65]. In this case the MS shall not search for available and allowable PLMNs during the duration of A2X communication over PC5;
	Editor's note (pCR, UAS_Ph2): 3GPP TS 38.331 and 3GPP TS 36.331 still need to be updated for A2X communication over PC5.
Whether the MS performs A1), B1) or C1) above is left up to MS implementation.
vi)	if the MS is no longer in the coverage of the selected PLMN, then the MS shall:
A2)	perform A2X communication over PC5 procedures for MS to use provisioned radio resources as specified in 3GPP TS 24.577 [86]; or
B2)	return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action.
	Whether the MS performs A2) or B2) above is left up to MS implementation.
vii)	if the MS is unable to find a suitable cell on the selected PLMN as specified in 3GPP TS 24.577 [86], then the MS shall:
A3)	if the PLMN provides common radio resources needed by the MS to do A2X communication over PC5 as specified in 3GPP TS 36.331 [42] or 3GPP TS 38.331 [65], perform A2X communication over PC5 on the selected PLMN in limited service state. In this case the MS shall not search for available and allowable PLMNs during the duration of A2X communication over PC5; or
	Editor's note (pCR, UAS_Ph2): 3GPP TS 38.331 and 3GPP TS 36.331 still need to be updated for A2X communication over PC5.
B3)	return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action.
	Whether the MS performs A3) or B3) above is left up to MS implementation.
viii)	if the MS is switched off while on the selected PLMN and switched on again, the MS shall use the stored duplicate value of RPLMN as RPLMN and behave as specified in clause 4.4.3.1;
ix)	if the user initiates a PLMN selection while on the selected cell, the MS shall delete the stored duplicate value of PLMN selection mode, use the stored duplicate value of RPLMN as RPLMN and follow the procedures (as specified for switch-on or recovery from lack of coverage) in clause 4.4.3.1. The MS shall delete the stored duplicate value of RPLMN once the MS has successfully registered to the selected PLMN; and
x)	if the MS no longer needs to perform A2X communication over PC5, the MS shall return to the stored duplicate PLMN selection mode and use the stored duplicate value of RPLMN for further action.
NOTE 2:	If the MS returns to the RPLMN due to a failure to register in the selected PLMN, the upper layers of the MS can trigger PLMN selection again to initiate A2X communication over PC5.
If the PLMN selected for A2X communication over PC5 is a VPLMN, the MS shall not periodically scan for higher priority PLMNs during the duration of A2X communication over PC5.
The solution to prevent potential ping-pong between the RPLMN and the PLMN selected for A2X communication over PC5 is MS implementation specific.
* * * Next Change * * *
[bookmark: _Toc20125240][bookmark: _Toc27486437][bookmark: _Toc36210490][bookmark: _Toc45096349][bookmark: _Toc45882382][bookmark: _Toc51762178][bookmark: _Toc83313365][bookmark: _Toc142394516]4.9.3.0	General
The ME is configured with a "list of subscriber data" containing zero or more entries. Each entry of the "list of subscriber data" consists of:
a)	a subscriber identifier in the form of a SUPI with the SUPI format "network specific identifier" containing a network-specific identifier or with the SUPI format "IMSI" containing an IMSI, except when the subscribed SNPN uses:
1)	the EAP based primary authentication and key agreement procedure using the EAP-AKA'; or
2)	the 5G AKA based primary authentication and key agreement procedure;
NOTE 1:	A subscriber identifier in the form of a SUPI with the SUPI format "network specific identifier" containing a network-specific identifier or with the SUPI format "IMSI" containing an IMSI, is available in USIM if the subscribed SNPN uses the EAP based primary authentication and key agreement procedure using the EAP-AKA' or the 5G AKA based primary authentication and key agreement procedure.
NOTE 2:	If the MS supports access to an SNPN using credentials from a credentials holder and is configured with the SNPN selection parameters as described in h), the subscriber identifier in the form of a SUPI configured in the ME or the USIM needs to be:
-	with the SUPI format "network specific identifier"; or
-	with the SUPI format "IMSI", if the subscribed SNPN has an assigned PLMN ID.
b)	credentials except when the subscribed SNPN uses:
1)	the EAP based primary authentication and key agreement procedure using the EAP-AKA'; or
2)	the 5G AKA based primary authentication and key agreement procedure.
	If the MS supports access to an SNPN using credentials from a credentials holder, the credentials can include an indication to use MSK for derivation of KAUSF after success of primary authentication and key agreement procedure;
NOTE 3:	Credentials are available in USIM if the subscribed SNPN uses the EAP based primary authentication and key agreement procedure using the EAP-AKA' or the 5G AKA based primary authentication and key agreement procedure. If the MS supports access to an SNPN using credentials from a credentials holder, credentials available in USIM can include an indication to use MSK for derivation of KAUSF after success of primary authentication and key agreement procedure.
ba)	optionally, a routing indicator, except when the subscribed SNPN uses:
1)	the EAP based primary authentication and key agreement procedure using the EAP-AKA'; or
2)	the 5G AKA based primary authentication and key agreement procedure;
NOTE 3A:	Routing indicator is available in USIM if the subscribed SNPN uses the EAP based primary authentication and key agreement procedure using the EAP-AKA' or the 5G AKA based primary authentication and key agreement procedure.
bb)	optionally, the protection scheme identifier as specified in 3GPP TS 33.501 [66], except when the subscribed SNPN uses:
1)	the EAP based primary authentication and key agreement procedure using the EAP-AKA'; or
2)	the 5G AKA based primary authentication and key agreement procedure;
	If the protection scheme identifier is configured in the entry of the "list of subscriber data" and not set to "null-scheme", the entry of the "list of subscriber data" also contains the home network public key and the home network public key identifier as specified in in 3GPP TS 33.501 [66];
NOTE 3B:	The protection scheme identifier, the home network public key and the home network public key identifier are available in USIM if the subscribed SNPN uses the EAP based primary authentication and key agreement procedure using the EAP-AKA' or the 5G AKA based primary authentication and key agreement procedure.
c)	an SNPN identity of the subscribed SNPN;
d)	optionally, the unified access control configuration indicating for which access identities (see 3GPP TS 24.501 [64]) the ME is configured, when the MS accesses an SNPN using the entry.
	Access identity 11 or 15, if configured, is applicable for the MS only in the subscribed SNPN.
	Access identity 12, 13 or 14, if configured, is applicable for the MS only:
1)	in the subscribed SNPN; and
2)	if the MCC of the SNPN identity of the subscribed SNPN is not the MCC of value 999, in the non-subscribed SNPNs of the same country as the subscribed SNPN;
	Access identity 1 or 2, if configured, is applicable for the MS only:
1)	in the subscribed SNPN;
2)	if the MCC of the SNPN identity of the subscribed SNPN is not the MCC of value 999, in the non-subscribed SNPNs of the same country as the subscribed SNPN; and
3)	in an SNPN equivalent to the subscribed SNPN;
e)	zero or more sets of pre-configured URSP rules (see 3GPP TS 24.526 [77]), each set for the subscribed SNPN or a non-subscribed SNPN;
f)	optionally, the default configured NSSAI (see 3GPP TS 24.501 [64]);
g)	optionally, if the MS supports access to an SNPN using credentials from a credentials holder: 
1) 	the SNPN selection parameters, consisting of:
i)	a user controlled prioritized list of preferred SNPNs, where each entry contains an SNPN identity;
ii)	a credentials holder controlled prioritized list of preferred SNPNs, where each entry contains an SNPN identity;
iii)	a credentials holder controlled prioritized list of Group IDs for Network Selection (GINs); and
iv)	optionally, if the MS supports access to an SNPN providing access for localized services in SNPN, the SNPN selection parameters for access for localized services in SNPN, consisting of:
A)	a "credentials holder controlled prioritized list of preferred SNPNs for access for localized services in SNPN", where each entry contains:
-	an SNPN identity,
-	validity information consisting of time validity information; and
-	optionally, location assistance information; and
B)	a "credentials holder controlled prioritized list of preferred GINs for access for localized services in SNPN", where each entry contains:
-	a GIN;
-	validity information consisting of time validity information; and
-	optionally, location assistance information; and
2)	optionally, an indication to expect to receive the steering of roaming information due to initial registration in a non-subscribed SNPN;
NOTE 4:	How the ME is configured with the "list of subscriber data" is out of scope of 3GPP in this release of the specification.
NOTE 5:	Multiple entries can include the same subscriber identifier and credentials.
NOTE 6:	Handling of more than one entry with the same SNPN identity is left up to MS implementation.
NOTE 7:	Handling of the case when the subscribed SNPN uses the EAP based primary authentication and key agreement procedure using the EAP-AKA' or the 5G AKA based primary authentication and key agreement procedure and the MS has multiple valid USIMs (3GPP TS 31.102 [40]) is left up to MS implementation.
NOTE 8:	To enable UE mobility between SNPNs in 5GMM-IDLE mode, SNPN identities in the credentials holder controlled prioritized list of preferred SNPNs are assumed to be globally-unique SNPN identities.
h)	optionally:
1)	an indication of whether the MS shall ignore all warning messages received in the subscribed SNPN or an equivalent SNPN of the subscribed SNPN; and
2)	an indication of whether the MS shall ignore all warning messages received in an non-subscribed SNPN or an equivalent SNPN of the non-subscribed SNPN.
NOTE 9:	The ME can be configured with an indication to use anonymous SUCI associated with an entry of "list of subscriber data" when the EAP method associated with the credentials of the entry supports SUPI privacy at the EAP layer.
NOTE 10:	Anonymous SUCI is not used if the subscribed SNPN of the entry uses the EAP based primary authentication and key agreement procedure using the EAP-AKA' or the 5G AKA based primary authentication and key agreement procedure.
The MS which supports onboarding services in SNPN shall be pre-configured with default UE credentials for primary authentication and may be pre-configured with onboarding SNPN selection information. Contents of the onboarding SNPN selection information are MS implementation specific. Contents of default UE credentials for primary authentication are out of scope of 3GPP.
Additionally, if the MS has a USIM with a PLMN subscription, the ME may be configured with the SNPN selection parameters associated with the PLMN subscription, consisting of:
a)	a user controlled prioritized list of preferred SNPNs, where each entry contains an SNPN identity;
b)	a credentials holder controlled prioritized list of preferred SNPNs, where each entry contains an SNPN identity; 
c)	a credentials holder controlled prioritized list of GINs;and
d)	optionally, if the MS supports access to an SNPN providing access for localized services in SNPN, with the following SNPN selection parameters for access for localized services in SNPN associated with the PLMN subscription, consisting of:
1)	a "credentials holder controlled prioritized list of preferred SNPNs for access for localized services in SNPN", where each entry contains:
-	an SNPN identity;
-	validity information consisting of time validity information; and
-	optionally, location assistance information; and
2)	a "credentials holder controlled prioritized list of preferred GINs for access for localized services in SNPN", where each entry contains: 
-	a GIN; 
-	validity information consisting of time validity information; and
-	optionally, location assistance information
and with the following configuration parameters associated with the PLMN subscription:
a)	zero or more sets of pre-configured URSP rules (see 3GPP TS 24.526 [77]), each set for the HPLMN or a non-subscribed SNPN; and
b)	optionally, an indication to expect to receive the steering of roaming information due to initial registration in a non-subscribed SNPN.
NOTE 11:	To enable MS mobility between SNPNs in 5GMM-IDLE mode, SNPN identities in the credentials holder controlled prioritized list of preferred SNPNs are assumed to be globally-unique SNPN identities.
NOTE 12: If an MS accesses an SNPN using the PLMN subscription, access identity 1, 2, 12, 13, or 14 is configured in the USIM of the MS, and the SNPN is of the same country as the HPLMN, then the configured access identity 1, 2, 12, 13, or 14 is applicable for the MS.
NOTE 13:	If an MS accesses an SNPN using the PLMN subscription, an indication of whether the MS shall ignore all warning messages in an SNPN is configured in the USIM of the MS.
NOTE 14: Handling of URSP rules is specified in 3GPP TS 24.526 [77].
The time validity information contains one or more time periods.
If at least one time period of the time validity information matches UE's current time, then the validity information is met otherwise the validity information is not met.
The MS shall maintain a list of "temporarily forbidden SNPNs" and a list of "permanently forbidden SNPNs" in the ME. Each entry of those lists consists of an SNPN identity. If the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, the MS shall maintain one list of “temporarily forbidden SNPNs” and one list of “permanently forbidden SNPNs” per entry of the “list of subscriber data”. If the MS supports access to an SNPN using credentials from a credentials holder, the MS shall maintain one list of "temporarily forbidden SNPNs" and one list of "permanently forbidden SNPNs" per the PLMN subscription, If the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, the MS shall use the lists associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription. In addition, if the MS supports access to an SNPN providing access for localized services in SNPN, the MS shall maintain one list of "temporarily forbidden SNPNs for access for localized services in SNPN" and one list of "permanently forbidden SNPNs for access for localized services in SNPN" per entry of the "list of subscriber data" and per the PLMN subscription, the MS shall use the lists associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription. In addition, if the MS supports onboarding services in SNPN, a "permanently forbidden SNPNs" list for onboarding services and a "temporarily forbidden SNPNs" list for onboarding services shall be maintained.
The MS shall add an SNPN to the list of "temporarily forbidden SNPNs" (for access for localized services in SNPN, if the SNPN was selected according to clause 4.9.3.1.1 bullet a0)) (for onboarding services, if the MS is registered for onboarding services in SNPN or performing initial registration for onboarding services in SNPN) which is, if the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription, if a message with cause value #74 "Temporarily not authorized for this SNPN" (see 3GPP TS 24.501 [64]) is received by the MS in response to an LR request from the SNPN. In addition, if:
-	the message is integrity-protected; or
-	the message is not integrity-protected, and the value of the SNPN-specific attempt counter for that SNPN is equal to the MS implementation specific maximum value as defined in 3GPP TS 24.501 [64];
then the MS shall start an MS implementation specific timer not shorter than 60 minutes.
The MS shall remove an SNPN from the list of "temporarily forbidden SNPNs" (for access for localized services in SNPN, if the SNPN was selected according to clause 4.9.3.1.1 bullet a0)) (for onboarding services, if the MS is registered for onboarding services in SNPN or performing initial registration for onboarding services in SNPN) which is, if the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription, if:
a)	there is a successful LR after a subsequent manual selection of the SNPN;
b)	the MS implementation specific timer not shorter than 60 minutes expires;
c)	the MS is configured to use timer T3245 and timer T3245 expires;
d)	the MS is not configured to use timer T3245, the timer T3247 expires and the value of the SNPN-specific attempt counter for that SNPN is less than the MS implementation specific maximum value as defined in 3GPP TS 24.501 [64];
e)	the MS is switched off;
f)	an entry of the "list of subscriber data" with the subscribed SNPN identity identifying the SNPN is updated or the USIM is removed if:
-	EAP based primary authentication and key agreement procedure using EAP-AKA'; or
-	5G AKA based primary authentication and key agreement procedure;
	was performed in the selected SNPN; or
g)	the selected entry of the "list of subscriber data" is updated or USIM is removed for the selected PLMN subscription.
If an SNPN is removed from the list of "temporarily forbidden SNPNs" list, the MS shall stop the MS implementation specific timer not shorter than 60 minutes, if running.
NOTE 15:	If the MS supports access to an SNPN providing access for localized services in SNPN, the UE ensures that such an SNPN is not inaccessible due to being in the list of "temporarily forbidden SNPNs for access for localized services in SNPN" when the time validity information of the SNPN changes from not met to met. As a UE implementation option, the MS can remove an SNPN from the list of "temporarily forbidden SNPNs for access for localized services in SNPN" associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription, when the time validity information of the SNPN changes from not met to met.
The MS shall add an SNPN to the list of "permanently forbidden SNPNs" (for access for localized services in SNPN, if the SNPN was selected according to clause 4.9.3.1.1 bullet a0)) (for onboarding services, if the MS is registered for onboarding services in SNPN or performing initial registration for onboarding services in SNPN) which is, if the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription, if a message with cause value #75 "Permanently not authorized for this SNPN", #3 "Illegal UE" (applicable in an onboarding SNPN only), #6 "Illegal ME" (applicable in an onboarding SNPN only), or #7 "5GS services not allowed" (applicable in an onboarding SNPN only) (see 3GPP TS 24.501 [64]) is received by the MS in response to an LR request from the SNPN.
The MS shall remove an SNPN from the list of "permanently forbidden SNPNs" (for access for localized services in SNPN, if the SNPN was selected according to clause 4.9.3.1.1 bullet a0)) (for onboarding services, if the MS is registered for onboarding services in SNPN or performing initial registration for onboarding services in SNPN) which is, if the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription, if:
a)	there is a successful LR after a subsequent manual selection of the SNPN;
b)	the MS is configured to use timer T3245 and timer T3245 expires;
c)	the MS is not configured to use timer T3245, the timer T3247 expires and the value of the SNPN-specific attempt counter for that SNPN is less than the MS implementation specific maximum value as defined in 3GPP TS 24.501 [64];
d)	an entry of the "list of subscriber data" with the subscribed SNPN identity identifying the SNPN is updated or the USIM is removed if:
-	EAP based primary authentication and key agreement procedure using EAP-AKA'; or
-	5G AKA based primary authentication and key agreement procedure;
	was performed in the selected SNPN; or
e)	the selected entry of the "list of subscriber data" is updated or USIM is removed for the selected PLMN subscription.
NOTE 16:	If the MS supports access to an SNPN providing access for localized services in SNPN, the UE ensures that such an SNPN is not inaccessible due to being in the list of "permanently forbidden SNPNs for access for localized services in SNPN" when the time validity information of the SNPN changes from not met to met. As a UE implementation option the MS can remove an SNPN from the list of "permanently forbidden SNPNs for access for localized services in SNPN" associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription, when the time validity information of the SNPN changes from not met to met.
When the MS reselects to a cell in a shared network, and the cell is a suitable cell for multiple SNPN identities received in the broadcast information as specified in 3GPP TS 38.331 [65], the AS indicates these multiple SNPN identities to the NAS according to 3GPP TS 38.304 [61]. The MS shall select one of these SNPNs. If the registered SNPN is available among these SNPNs, the MS shall not select a different SNPN.
The MS operating in SNPN access operation mode over 3GPP access shall maintain one or more lists of "5GS forbidden tracking areas for roaming", each associated with an SNPN and, if the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, entry of the "list of subscriber data" or, if the MS supports access to an SNPN using credentials from a credentials holder, the PLMN subscription. The MS shall use the list of "5GS forbidden tracking areas for roaming" associated with the selected SNPN and, if the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, the selected entry of the "list of subscriber data" or the selected PLMN subscription. If the MS selects a new SNPN, the MS shall keep the list of "5GS forbidden tracking areas for roaming" associated with the previously selected SNPN and, if the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, the selected entry of the "list of subscriber data" or the selected PLMN subscription. If the number of the lists to be kept is higher than supported, the MS shall delete the oldest stored list of "5GS forbidden tracking areas for roaming". The MS shall delete all lists of "5GS forbidden tracking areas for roaming", when the MS is switched off and periodically (with period in the range 12 to 24 hours). The MS shall delete the list of "5GS forbidden tracking areas for roaming" associated with an SNPN:
a)	when the entry with the subscribed SNPN identifying the SNPN in the "list of subscriber data" is updated;
b)	when the USIM is removed if:
-	the EAP based primary authentication and key agreement procedure using the EAP-AKA'; or
-	the 5G AKA based primary authentication and key agreement procedure;
	was performed in the selected SNPN; or
c)	if the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, when the list of "5GS forbidden tracking areas for roaming" is associated with:
-	the entry of the "list of subscriber data" and the entry of the "list of subscriber data" is updated; or
-	the PLMN subscription and USIM is removed.
NOTE 17:	The number of the lists of "5GS forbidden tracking areas for roaming" supported by the MS is MS implementation specific.
If a message with cause value #15 (see 3GPP TS 24.501 [64]) is received by an MS operating in SNPN access operation mode over 3GPP access, the TA is added to the list of "5GS forbidden tracking areas for roaming" of the selected SNPN and, if the UE supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, the selected entry of the "list of subscriber data" or the selected PLMN subscription,. The MS shall then search for a suitable cell in the same SNPN but belonging to a TA which is not in the "5GS forbidden tracking areas for roaming" list of the selected SNPN and, if the UE supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, the selected entry of the "list of subscriber data" or the selected PLMN subscription.
The MS should maintain a list of SNPNs for which the N1 mode capability was disabled due to receipt of a reject from the network with 5GMM cause #27 "N1 mode not allowed". When the MS disables its N1 mode capability due to receipt of a reject from an SNPN with 5GMM cause #27 "N1 mode not allowed":
-	the MS should add the SNPN identity of the SNPN which sent a reject with 5GMM cause #27 "N1 mode not allowed" to the list of SNPNs for which the N1 mode capability was disabled and should start timer TJ if timer TJ is not already running. The number of SNPNs for which the N1 mode capability was disabled that the MS can store is implementation specific, but it shall be at least one. The value of timer TJ is MS implementation specific;
-	in automatic SNPN selection, the MS shall not select an SNPN for which the N1 mode capability was disabled as SNPN selection candidates, unless no other SNPN is available;
-	if the MS is not configured to use timer T3245, the MS maintains a list of SNPN-specific attempt counters for 3GPP access as specified in 3GPP TS 24.501 [64], and T3247 expires, then the MS removes for each SNPN-specific attempt counter for 3GPP access that has a value greater than zero and less than the MS implementation-specific maximum value the respective SNPN from the list of SNPNs for which the N1 mode capability was disabled, as specified in clause 5.3.20.3 in 3GPP TS 24.501 [64]; and
-	the MS shall delete stored information on SNPNs for which the N1 mode capability was disabled when the MS is switched off, the USIM is removed, the entries of the "list of subscriber data" for the SNPNs are updated, or timer TJ expires.
NOTE 18:	The expiry of timer TJ does not cause a reset of the SNPN-specific attempt counters for 3GPP access (see 3GPP TS 24.501 [64]).
If the MS does not support access to an SNPN using credentials from a credentials holder and does not support equivalent SNPNs, the MS should maintain a list of SNPNs where the N1 mode capability was disabled because IMS voice was not available and the MS's usage setting was "voice centric". If the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both the MS should maintain one or more lists of SNPNs where the N1 mode capability was disabled because IMS voice was not available and the MS's usage setting was "voice centric", each associated with an entry of the "list of subscriber data". If the MS supports access to an SNPN using credentials from a credentials holder, the MS should maintain a list of SNPNs where the N1 mode capability was disabled because IMS voice was not available and the MS's usage setting was "voice centric", associated with the PLMN subscription. If the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, the MS shall use the lists associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription. When the MS disables its N1 mode capability due to IMS voice not available and the MS's usage setting was "voice centric":
-	the MS should add the SNPN identity of the SNPN to the list of SNPNs where voice service was not possible in N1 mode and should start timer TK if timer TK is not already running. The number of SNPNs that the MS can store where voice services is not possible is implementation specific, but it shall be at least one. The value of timer TK is MS implementation specific;
-	in automatic SNPN selection the MS shall not consider SNPNs where voice service was not possible in N1 mode as SNPN selection candidates, unless no other SNPN is available; and
-	the MS shall delete stored information on SNPNs where voice service was not possible in N1 mode when the MS is switched off, the USIM is removed, the entries of the "list of subscriber data" for the SNPNs are updated, or timer TK expires.
If the MS supports neither access to an SNPN using credentials from a credentials holder nor equivalent SNPNs, the MS should maintain a list of SNPNs where the N1 mode capability was disabled upon receipt of a reject from the network with 5GMM cause #62 "No network slices available". If the MS supports access to an SNPN using credentials from a credentials holder which is not a PLMN, equivalent SNPNs, or both, the MS should maintain one or more lists of SNPNs where the N1 mode capability was disabled upon receipt of a reject from the network with 5GMM cause #62 "No network slices available", each associated with an entry of the "list of subscriber data". If the MS supports access to an SNPN using credentials from a credentials holder which is a PLMN, the MS should maintain a list of SNPNs where the N1 mode capability was disabled upon receipt of a reject from the network with 5GMM cause #62 "No network slices available", associated with the PLMN subscription. If the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs, or both, the MS shall use the list associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription. When the MS disables its N1 mode capability upon receipt of a reject from the network with 5GMM cause #62 "No network slices available":
-	the MS should add the identity of the SNPN to the list of SNPNs where N1 mode is not allowed due to network slice unavailability and should start timer TNSU_SNPN if timer TNSU_SNPN is not already running. The number of SNPNs that the MS can store where N1 mode is not allowed due to network slice unavailability is implementation specific, but it shall be at least one. The value of timer TNSU_SNPN is MS implementation specific;
-	in automatic SNPN selection the MS shall not consider SNPNs where N1 mode is not allowed due to network slice unavailability as SNPN selection candidates for NG-RAN access technology, unless no other SNPN is available; and
-	the MS shall delete stored information on SNPNs where N1 mode is not allowed due to network slice unavailability when the MS is switched off, the USIM is removed, the entries of the "list of subscriber data" for the SNPNs are updated, timer TNSU_SNPN expires, the MS receives the REGISTRATION ACCEPT message containing the Network slicing indication IE with the Network slicing subscription change indication set to “Network slicing subscription changed”, or the MS removes an S-NSSAI from a rejected NSSAI for the failed or revoked NSSAA.
The MS may support equivalent SNPNs. If the MS supports equivalent SNPNs, the ME shall store up to one list of equivalent SNPNs:
-	per entry of "list of subscriber data"; or
-	per the PLMN subscription, if the MS supports access to an SNPN using credentials from a credentials holder.
SNPNs in the list of equivalent SNPNs associated with the selected entry of "list of subscriber data" or the selected PLMN subscription shall be regarded by the MS as equivalent to each other for SNPN selection, cell selection, and cell re-selection. The list of equivalent SNPNs associated with the selected entry of "list of subscriber data" or the selected PLMN subscription is created, replaced or deleted at the end of each registration procedure. The stored list consists of a list of equivalent SNPNs as provided by the network plus the SNPN identity of the registered SNPN that provided the list. When the MS is switched off, the MS shall keep the stored list(s) so that they can be used for SNPN selection after switch on. The MS shall delete the stored list associated with an entry of "list of subscriber data" or the PLMN subscription, when the USIM is removed, the associated entry of "list of subscriber data" is updated, or the MS registered for emergency services deregisters.
NOTE 19:	The MS can provide the list of equivalent SNPNs associated with the selected entry of "list of subscriber data" or the selected PLMN subscription to the lower layers.
NOTE 18:	The list of equivalent SNPNs is not provided by the network when the MS is registering or is registered for onboarding services in SNPN.
* * * End of Change(s) * * *

