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Abstract of the contribution: This contribution determines that stage 2 includes two alternatives for triggering the UE to establish a secure user plane connection between UE and LMF, and given that a user plane based method implies additional complexity and security requirements, it is proposed that a control plane based method only is sufficient.

1. Background
CT1 has decided to specify a new protocol, LCS-UPP, to be used between LMF and UE for user plane positioning as specified in 23.273 [1]. LCS-UPP runs over a secured user plane connection which is established following the first phase of the signaling flows in 23.273 clauses 6.18.1 and 6.18.2. As part of the work CT1 needs to decide how to capture the secured user plane connection establishment phase.


2. Discussion
[bookmark: _Hlk115269849]The parts to achieve a secured user plane connection between LMF and UE are:
a) LMF provides configuration parameters to the UE, e.g. LMF address;
b) UE triggers establishment of user plane connectivity on IP level, i.e. PDU session establishment using a DNN providing the needed IP connectivity;
c) Establish security on the IP connection, i.e. TCP+TLS.

In 23.273 clauses 6.18.1 steps 2-5 describe the signaling between LMF and UE to provide configuration parameters to the UE via control plane. After receiving the parameters and acknowledgement to the LMF, the proceeds to establish the secured user plane connection as captured in step 7 (bullets b and c above).

Observation 1: A solution based on control plane signaling is specified to provide configuration parameters and trigger establishment of a secured user plane connection between LMF and UE.


In addition to steps 2-5 to trigger the UE to establish the secured user plane connection, there is an alternative method captured in step 6. This alternative could be used if there is already existing user plane connectivity between the LMF and UE, and the LMF can then via user plane trigger and provide possible needed parameters for the UE to establish the secured user plane connection. Different to the control plane based alternative for configuration/trigger, only a subset of step 7 needs to be performed, i.e. what is covered in bullet c above.

Observation 2: Stage 2 specifies an alternative for the LMF to trigger establishment of the secured user plane connection using user plane trigger/configuration when user plane connectivity between LMF and UE already exists.


However, such user plane based alternative for trigger/configuration is not straight-forward in the given scenario and several issues exist that would need to be resolved by further update of stage 2 and solutions in stage 3. The issues include:

i. LMF knowledge of the UE address is not specified as part of the UP positioning functionality;
ii. It is not clear what method/protocol to use for such user plane trigger/configuration;
iii. There is no security protection of LMF to UE signaling via user plane in the UP positioning functionality at this point of the signaling flow.

The above issues are not trivial to resolve, and would result in significantly added complexity to resolve a functionality alternative that is already solved by another solution.

Observation 3: Specification of a user plane based alternative trigger/configuration to establish a secured user plane connection between LMF and UE implies stage 2 updates and specification of stage 3 solutions with significant impact.


3. Conclusion
In the above clauses the following observations were made:

Observation 1: A solution based on control plane signaling is specified to provide configuration parameters and trigger establishment of a secured user plane connection between LMF and UE.

Observation 2: Stage 2 specifies an alternative for the LMF to trigger establishment of the secured user plane connection using user plane trigger/configuration when user plane connectivity between LMF and UE already exists.

Observation 3: Specification of a user plane based alternative trigger/configuration to establish a secured user plane connection between LMF and UE implies stage 2 updates and specification of stage 3 solutions with significant impact.


From these observations it can be concluded that the control based trigger/configuration alternative provides the needed functionality. The identified issues that need to be resolved and specified impact multiple WGs including SA2 for stage 2 updates/clarification, SA3 for evaluation and decision of security protection, CT1 and possibly CT4 for signalling/protocol solution. Significant impact, work and related complexity can therefore be expected for an alternative that is not strictly needed.

Given the above conclusion, the following is proposed:

Proposal 1: CT1 proceeds the specification of a control plane based trigger/configuration alternative.

Proposal 2: CT1 evaluates if control plane based trigger/configuration enhancements are needed for a case of existing user plane connectivity between LMF and UE when establishment of a secured user plane connection is needed.

Proposal 3: CT1 does not progress a user plane based trigger/configuration alternative.

Proposal 4: CT1 sends an LS to SA2 to inform of the CT1 conclusions for SA2 consider for possible stage 2 updates.
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