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1. Reason for Change
CT4 informs about the need to update obsoleted IETF HTTP RFCs (C4-233513/C1-237127). Hence, the obsoleted IETF HTTP RFCs need to be updated in this specification.
The changes between the referenced RFC 7231 and RFC 9110 are:
-	IETF RFC 9110 ("HTTP Semantics", published in June 2022) obsoletes existing RFC 7231.
Those changes do not impact the current text in TS 24.543.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.543 v0.1.0.
3. Revision history
-	

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc129160522]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[10]	IETF RFC 7959: "Block-Wise Transfers in the Constrained Application Protocol (CoAP) ".
[11]	IETF RFC 8323: "CoAP (Constrained Application Protocol) over TCP, TLS, and WebSockets".
[12]	IETF RFC 8949: "Concise Binary Object Representation (CBOR)".
[13]	IETF RFC 9177: "Constrained Application Protocol (CoAP) Block-Wise Transfer Options Supporting Robust Transmission".
[14]	OMA OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".
* * * Next Change * * * *
[bookmark: _Toc129160534]6.2.1.1	Authenticated identity in HTTP request
Upon receiving an HTTP request, the SDDM-S shall verify that the identity of the sender of the HTTP request (see IETF RFC 72319110 [7]) is authorized as specified in 3GPP TS 24.547 [5], and if authentication is successful, the SDDM-S shall use the identity of the sender of the HTTP request as an authenticated identity.
* * * End of Changes * * * *

