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1. Reason for Change
1st change:
Following highlighted content is added into TS 23.542 v18.1.0 according to the latest SA6 progress.
Table 8.5.12.3.2-1: PIN heartbeat
	Information element
	Status
	Description

	PIN client ID
	M
	Unique identifier of the PINE/PEGC/PEMC.

	PIN ID
	M
	Identifier of the PIN.



2nd change:
Table 8.5.2.3.3-1: PIN creation response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the PIN creation request was successful.

	> PIN ID
	M
	Identifier of the newly created PIN.

	> Expiration time
	M
	Indicates the expiration time of the PIN. 

	> Heartbeat Timer
	M
	Assigned PEMC/PEGC/PINE heartbeat timer. The PIN server assigns the heartbeat to PEMC/PEGC/PINE individually. 

	> Lists of PINEs
	O
	List of PIN elements and their identifier which are authorized and made as member of the newly created PIN if the PIN creation request contains the list of PIN elements to be included in the PIN.

	> PEGC information
	O
	Includes the PEGC information for example, 

	>> Identifier of PEGCs
	M
	Indicates the PINE identifier authorized to be the PEGCs of this PIN. 

	>> PEGC address
	O
	Assigned IP address or port number of PEGC

	>> Access control information
	O
	Includes: user name, account, SSID, BSSID. All the information is used by PIN elements in PIN to access 5G or access other application outside of PIN

	Failure response
	O
	Indicates that the PIN creation request failed.

	> Cause
	M
	Provides the cause for PIN creation request failure.



The Heartbeat Timer is assigned individually, so the <heartbeat-timer> element within the <pin-creation-accept> element should be a list of timers for different entities.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.583 v0.3.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc144307468]5.4.2.2	PAE-S procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-request> element in the <pinapp-info> root element,
the PAE-S shall check whether the PMAE-C is authorized to create a PIN and whether there is any PGAE-C available.
If the PMAE-C is authorized to be a PMAE-C of a PIN and at least one PGAE-C is available based on the <pine-capabilities> element provided by PEAE-Cs in the PAE-S (i.e. only the PEAE-C that has the capability of gateway can be selected as the PGAE-C), PAE-S shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 7231 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-accept> element in the <pinapp-info> root element and within the <pin-creation-accept> element:
i)	shall include a <pin-id> element set to the assigned PIN ID of the newly created PIN;
ii)	shall include a <valid-timer> element set to the valid expiration time of the newly created PIN;
iii)	may include a <pine-list> element set to the identifier(s) of the PEAE-C(s) that are added into the PIN. The list contains the identifier of PEMC and optionally the list of PIN elements which are authorized to be added into the PIN based on the <pine-list> received from PMAE-C;
iv)	shall include a <pegc-id> element set to the identifier(s) of the PGAE-C(s) that are selected by the PAE-S to act as the PGAE-C(s) for the PIN. In case of no appropriate PEAE-C to act as a PGAE-C, the <pegc-id> element set to identifier of the PMAE-C (i.e. the PAE-S indicates PMAE-C to be the PGAE-C);
v)	may include a <pegc-address> element set to the assigned IP address or port number of the PGAE-C that is selected by the PAE-S to act as the PGAE-C for the PIN;
vi)	may include a <access-control-info> element set to the access control information for the PGAE-C that is selected by the PAE-S to act as the PGAE-C for the PIN; and
vii)	shall include a <heartbeat-timer> element set to a list of heartbeat timers for PMAE-C, PGAE-C, and PEAE-C; and
b)	send the HTTP 200 (OK) response towards the PEAE-C.
If the PMAE-C is not authorized to be a PMAE-C of a PIN or there is no PGAE-C available based on the <pine-capabilities> element provided by PEAE-Cs in the PAE-S (i.e. only the PEAE-C that has the capability of gateway can be selected as the PGAE-C), PAE-S shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 7231 [4]. In the HTTP 200 (OK) response message, the PAE-S:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-creation-reject> element in the <pinapp-info> root element and within the <pin-creation-reject> element:
i)	shall include a <cause> element set to an appropriate cause for PIN creation failure; and
b)	send the HTTP 403 (Forbidden) response towards the PMAE-C.
* * * Next Change * * * *
[bookmark: _Toc144307546]5.4.11.2.1	Requesting entity procedure
The requesting entity can be a PEAE-C or a PGAE-C.
To indicate the availability of the requesting entity within the current heartbeat timer, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 7231 [4]. In the HTTP POST request, the requesting entity:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-heartbeat> element in the <pinapp-info> root element and within the <pin-heartbeat> element:
1)	shall include a <ue-id> element set to the PIN client ID of the requesting entity; and
[bookmark: OLE_LINK2]2)	shall include a <pin-id> element set to the identifier of the PIN.
The requesting entity shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 7231 [4]. 
* * * End of Changes * * * *
[bookmark: _Toc144307549]5.4.11.3.1	PMAE-C procedure
To indicate the availability of the PMAE-C within the current heartbeat timer, the requesting entity shall generate an HTTP POST request according to procedures as specified in IETF RFC 7231 [4]. In the HTTP POST request, the PMAE-C:
a)	shall set the Request-URI to the URI of the PAE-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-heartbeat> element in the <pinapp-info> root element and within the <pin-heartbeat> element:
1)	shall include a <ue-id> element set to the PIN client ID of the PMAE-C;
2)	shall include a <pin-id> element set to the identifier of the PIN.
The PMAE-C shall send the generated HTTP POST request towards the PAE-S according to IETF RFC 7231 [4]. 
* * * End of Changes * * * *

