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	Reason for change:
	After CT1#143, a mail circulerade among interested readers regarding using a new value for the cause of the result in the UE policy section management subresult contents with the motivation that according to the SA2 use case the PCF may be changed and the new PCF may not know about the UE’s submitted UPSI list at the time of performing the UE-initiated UE state indication procedure. What would be the UE’s reaction if it receives an instruction with empty content and a UPSC that the UE is not aware of.
As the background, if the PCF provides an instruction that contains the UPSC but no UE policy section contents (meaning the UPSC associated UE policy section needs to be deleted). However, if the UE cannot allocate any stored UE policy section related with that UPSC, the UE cannot execute the instruction successfully and the UE is required to send a cause to identify that the UPSC is not available by the UE in the MANAGE UE POLICY COMMAND REJECT message according to procedure described in D.2.1.4:
If the UE could not execute all instructions included in the UE policy section management list IE successfully, the UE shall:
a)	set the PTI IE to the PTI value received within the MANAGE UE POLICY COMMAND message and encode the UPSI associated with the instructions which could not be executed successfully and the associated UE policy delivery service cause indicating the cause of the failure in a UE policy section management result IE as specified in subclause D.5.3 and include it in a MANAGE UE POLICY COMMAND REJECT message, and
b)	transport the MANAGE UE POLICY COMMAND REJECT message using the NAS transport procedure as specified in subclause 5.4.5.
Note that there is a possibility that a legacy implementation of the UE considers this as an unsuccessful execution of the received instruction. If a legacy UE behaves as such, then the MANAGE UE POLICY COMMAND REJECT message with the Result (UPSC, failed instruction order, cause) will be sent to the PCF.
So, one comment I received was sending the MANAGE UE POLICY COMMAND REJECT message may have negative impact on the state of the PCF, however, this statement may not be true since:
1. The MANAGE UE POLICY COMMAND REJECT message does not have to mean rejection to the MANAGE UE POLICY COMMAND message if the UE is assigned more than one UPSCs by the PCF in that PLMN, but according to the TS 24.501, it means indication of inability of the UE to execute one or more instructions identified by the assigned UPSCs. Thus, the UE may be unable to execute one instruction while being able to execute one or more other instructions if the UE is assigned multiple UPSCs by the PCF.
1. The MANAGE UE POLICY COMMAND REJECT message may be inevitable since legacy implementations of the UE may interpret this use case as the UE being unable to execute the instruction with the reasoning that the UPSC is not found.
Another comment, was that proposal may introduce a new procedure, however, the procedure for when the UE does not accept the network-requested UE policy management procedure, due to inability of executing the received instruction, is well documented in TS 24.501, where the UE inform the PCF when it fails to execute a provisioned instruction, please see clause D.2.1.4 in TS 24.501. 
Assuming that the state of the PCF is not impacted in a negative manner and that the described method is well estabished method, what would be the impact to introduce new values for Cause of the Result of the UE policy section management subresult contents, then it is noteworthy that currently, there is only one value “Protocol error, unspecified” is defined, but any other value is also required to be treated the same as that value, since the spec says:
	0
	1
	1
	0
	1
	1
	1
	1
	
	Protocol error, unspecified

	The receiving entity shall treat any other value as 0110 1111, "protocol error, unspecified".


Therefore, it is suggested to expand the list for the values of the Cause to be able to implement other cases than "protocol error unspecified".


	
	

	Summary of change:
	Added new cause value for "UPSC not available".
Added procedure for abnormal cases in the UE, if the UE which receives such an instruction for deletion of the stored UE policy section and the UPSC is not available, then the UE shall respond to the MANAGE UE POLICY COMMAND message by the MANAGE UE POLICY COMMAND REJECT message including the UE policy section management result IE containing Result IE which includes:
· the UPSC;
· the order of the failed inctruction is the received UE policy section management sublist IE; and
· the cause which is currently only defined for the value "UPSC not available".


	
	

	Consequences if not approved:
	The needed cause value to identify the current situation does not exist.
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[bookmark: _Toc146296221]D.2.1.6	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	Receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID of the UE's HPLMN and the instruction contains a UE policy part with a UE policy part type set to "URSP" for a UE not operating in SNPN access operation mode, or receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID part of the selected SNPN and the instruction contains a UE policy part with a UE policy part type set to "URSP" for a UE operating in SNPN access operation mode.
	The UE shall set the UE policy delivery service cause to #111 (Protocol error, unspecified) for the instruction in the UE policy section management result IE of the MANAGE UE POLICY COMMAND REJECT message.
b)	Receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID of the UE's HPLMN or the UE's RPLMN and the instruction contains a UE policy part with a UE policy part type set to "ANDSP" for a UE not operating in SNPN access operation mode or receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID part of the subscribed SNPN and the instruction contains a UE policy part with a UE policy part type set to "ANDSP" for a UE operating in SNPN access operation mode.
	The UE shall set the UE policy delivery service cause to #111 (Protocol error, unspecified) for the instruction in the UE policy section management result IE of the MANAGE UE POLICY COMMAND REJECT message.
c)	Transmission failure of the MANAGE UE POLICY COMPLETE message indication from lower layers.
	The UE shall not diagnose an error and consider the network-initiated UE policy delivery procedure complete.
NOTE 1:	Considering the network-initiated UE policy delivery procedure complete as a result of this abnormal case does not cause the UE to revert the execution of the instructions included in the MANAGE UE POLICY COMMAND message.
d)	Transmission failure of the MANAGE UE POLICY COMMAND REJECT message indication from lower layers.
	The UE shall not diagnose an error and consider the network-initiated UE policy delivery procedure complete.
NOTE 2:	Considering the network-initiated UE policy delivery procedure complete as a result of this abnormal case does not cause the UE to revert the execution of the instructions included in the MANAGE UE POLICY COMMAND message and successfully processed by the UE.
e)	Receipt of a MANAGE UE POLICY COMMAND message with a PTI set to the same value as the PTI of a previously received MANAGE UE POLICY COMMAND message.
	The UE shall discard the message and retransmit the MANAGE UE POLICY COMMAND COMPLETE or MANAGE UE POLICY COMMAND REJECT message transmitted in response to the previously received MANAGE UE POLICY COMMAND message.
NOTE 3:	The way to achieve this is UE implementation dependent. For example, the UE can assume that on the fifth expiry of timer T3501, the PCF will abort the procedure and that the PTI value assigned to the procedure will be released.
f)	Receipt of an instruction associated with a UPSI which has a PLMN ID part that is equal to the PLMN ID part of the selected SNPN, the instruction contains a UE policy part with a UE policy part type set to "URSP", UE's RSNPN is a non-subscribed SNPN and:
1)	the UE has a stored non-subscribed SNPN signalled URSP handling indication for the selected entry of "list of subscriber data" or the selected PLMN subscription indicating that the UE is not allowed to accept URSP signalled by non-subscribed SNPNs; or
2)	the UE does not have a stored non-subscribed SNPN signalled URSP handling indication for the selected entry of "list of subscriber data" or the selected PLMN subscription, and the non-subscribed SNPN signalled URSP handling indication preconfigured in the selected entry of "list of subscriber data" or the selected PLMN subscription indicates that the UE is not allowed to accept URSP signalled by non-subscribed SNPNs;
	for a UE operating in SNPN access operation mode.
	The UE shall set the UE policy delivery service cause to #111 (Protocol error, unspecified) for the instruction in the UE policy section management result IE of the MANAGE UE POLICY COMMAND REJECT message.
[bookmark: _Hlk141352702][bookmark: _Hlk141366660]g)	Receipt of an instruction of the UE policy section management sublist IE which has a PLMN ID part that is equal to the PLMN ID of the UE's HPLMN and the instruction contains a UPSC which is not available and a UE policy part with UE policy part contents length with the value of zero.
	The UE shall construct the MANAGE UE POLICY COMMAND REJECT message containing the UE policy section management result IE which includes the UE policy section management result contents which contains the UE policy management subresult including the identity of the HPLMN or RPLMN and the result, where the result contains:
-	the UPSC which is not available;
-	the order of the instruction in the UE policy section management sublist IE; and
-	the cause with the value "UPSC not available".
NOTE 4:	If the UE operates in SNPN access operation mode, the UE policy management subresult contains the identity of the HPLMN and not the SNPN.

[bookmark: _Hlk141352815]--------------- Next Change -------------
[bookmark: _Toc146296243]D.6.3	UE policy section management result
The purpose of the UE policy section management result information element is to transfer from the UE to the PCF information about instructions for UE policy section management which the UE could not execute successfully.
The UE policy section management result information element is coded as shown in figure D.6.3.1, figure D.6.3.2, figure D.6.3.3, figure D.6.3.4, figure D.6.3.5 and table D.6.3.1.
The UE policy section management result information element has a minimum length of 12 octets and a maximum length of 65534 octets.
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	UE policy section management result IEI
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Length of UE policy section management result contents
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Figure D.6.3.1: UE policy section management result information element
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Figure D.6.3.2: UE policy section management result contents

	8
	7
	6
	5
	4
	3
	2
	1
	

	Number of results
	octet d


	
	
MCC digit 1
	octet d+1

	MCC digit 2
	
	

	
	
MCC digit 3
	octet d+2

	MNC digit 3
	
	

	
	
MNC digit 1
	octet d+3

	MNC digit 2
	
	

	


UE policy section management subresult contents



	octet d+4





octet y


Figure D.6.3.3: UE policy section management subresult
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Figure D.6.3.4: UE policy section management subresult contents
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Figure D.6.3.5: Result

Table D.6.3.1: UE policy section management result information element
	Value part of the UE policy section management result information element (octets 4 to z)

	

	The value part of the UE policy section management result information element consists of one or several UE policy section management subresults.

	

	

	UE policy section management subresult:

	

	Number of results (octet d)

	

	This field contains the binary encoding of number of results included in the UE policy section management subresult.

	

	MCC, Mobile country code (octet d+1, and bits 4 to 1 of octet d+2)

	

	The MCC field is coded as in ITU-T Recommendation E.212 [42], annex A.

	

	MNC, Mobile network code (bits 8 to 5 of octet d+2, and octet d+3)

	

	The coding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, MNC digit 3 shall be coded as "1111".

	

	UE policy section management subresult contents (octets d+4 to y)

The UE policy section management subresult contents consist of one or several results.

	

	

	Result (octet f to f+4)

	

	UPSC (octet f to f+1)

	

	This field contains the binary encoding of the UPSC. The value of the UPSC is set by the PCF

	

	Failed instruction order (octets f+2 to f+3)

	

	This field contains the binary encoding of the order of the failed instruction in the UE policy section management sublist.

	

	Cause (octet f+4)

	Bits
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	0
	0
	0
	0
	0
	0
	0
	1
	
	UPSC not available

	0
	1
	1
	0
	1
	1
	1
	1
	
	Protocol error, unspecified

	The receiving entity shall treat any other value as 0110 1111, "protocol error, unspecified".



[bookmark: _Hlk138338017]--------------- End of Changes -------------
