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* * * First Change * * * *
[bookmark: _Toc65746292][bookmark: _Toc101529222][bookmark: _Toc114864048][bookmark: _Toc143871191][bookmark: _Toc144134687][bookmark: _Toc144219966]1	Scope
The present document specifies the APIs for enabling the edge applications over 3GPP networks for EDGE-1 and EDGE-4 reference points. The application layer architecture, functional requirements, procedures and information flows necessary for enabling edge applications over 3GPP networks are specified in 3GPP TS 23.558 [2]. The APIs are specified as RESTful APIs except for custom operations wherever required.
The present document defines the usage and interactions of the EEL layer with SEAL services.
* * * Next Change * * * *
[bookmark: _Toc65746293][bookmark: _Toc101529223][bookmark: _Toc114864049][bookmark: _Toc143871192][bookmark: _Toc144134688][bookmark: _Toc144219967]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.558: "Architecture for enabling Edge Applications;"
[3]	3GPP TS 29.122: "T8 reference point for Northbound APIs".
[4]	3GPP TS 29.558: "Enabling Edge Applications; Application Programming Interface (API) specification; Stage 3". 
[5]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[6]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[7]	3GPP TS 33.558: "Security aspects of enhancement of support for enabling edge applications; Stage 2".
[8]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[bookmark: _Hlk115430469][9]	3GPP TS 23.436: "Functional architecture and information flows for Application Data Analytics Enablement Service".
[ref10]	3GPP TS 24.542: "Notification Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[ref11]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".

* * * Next Change * * * *
[bookmark: _Toc65746295][bookmark: _Toc101529225][bookmark: _Toc114864051][bookmark: _Toc143871194][bookmark: _Toc144134690][bookmark: _Toc144219969]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.558 [2] apply:
Application Context
Application Context Relocation
EEC Context 
Instantiable EAS

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.434 [ref11] apply:
SEAL service

* * * Next Change * * * *
[bookmark: _Toc65746297][bookmark: _Toc101529227][bookmark: _Toc114864053][bookmark: _Toc143871196][bookmark: _Toc144134692][bookmark: _Toc144219971]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AC	Application Client
ACR	Application Context Relocation
ADAES	Application Data Analytics Enabler Server
API	Application Programming Interface
EAS	Edge Application Server
ECS	Edge Configuration Server
ECSP	Edge Computing Service Provider
EEC	Edge Enabler Client
EES	Edge Enabler Server
NAS	Non Access Stratum
[bookmark: _Hlk16691621]NID	Network Identifier
SNPN	Stand-alone Non-Public Network
URI	Uniform Resource Locator
SEAL	Service Enabler Architecture Layer for verticals
SNM-C	SEAL Notification Management Client

* * * Next Change * * * *
[bookmark: _Toc65746298][bookmark: _Toc101529228][bookmark: _Toc114864054][bookmark: _Toc143871197][bookmark: _Toc144134693][bookmark: _Toc144219972]4	Overview
4.0	General
In order to support the edge applications over the 3GPP systems, various features are defined to ensure the efficient use and deployment of edge applications, some of which include, registration, discovery, service provisioning, capability exposure and support for service continuity.
The present document specifies the APIs in detail, needed to support the services offered by the EES over EDGE-1 interface and offered by the ECS over EDGE-4 interface for enabling the edge applications over 3GPP network.
The EEL layer can utilize SEAL services provided by SEAL, which may include notification management (see 3GPP TS 24.542 [ref10]).
[bookmark: _Toc104651150][bookmark: _Toc143871198][bookmark: _Toc144134694][bookmark: _Toc144219973]4.1	Information applicable to APIs over EDGE-1 and EDGE-4
The APIs as specified in this document allow secure access to the capabilities provided by the EES and ECS functional entity.
The stage-2 level requirements and signalling flows are defined in 3GPP TS 23.558 [2].
The usage of HTTP, content type, URI structure definition, notifications, error handling, feature negotiation, HTTP headers and Conventions for Open API specification files, as specified in clauses 7.3, 7.4, 7.5, 7.6, 7.7, 7.8, 7.9 and 7.10 of 3GPP TS 29.558 [4] respectively, shall be applicable for the APIs in the current specification.
* * * Next Change * * * *
[bookmark: _Toc101529351][bookmark: _Toc114864182][bookmark: _Toc143871327][bookmark: _Toc144134823][bookmark: _Toc144220102]6.3.5.2.4	Type: EasDiscoverySubscription
Table 6.3.5.2.4-1: Definition of type EasDiscoverySubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eecId
	string
	M
	1
	Represents a unique identifier of the EEC.
	

	ueId
	Gpsi
	O
	0..1
	Represents the identifier of the UE.
	

	easEventType
	EASDiscEventIDs
	M
	1
	Event type for which the EEC should be notified;
	

	easDiscoveryFilter
	EasDiscoveryFilter
	O
	0..1
	EAS characteristics filter; Applicable when easEventType is set to "EAS_AVAILABILITY_CHANGE" event
	

	easDynInfoFilter
	EasDynamicInfoFilter
	O
	0..1
	EAS dynamic information changes filter; Applicable when easEventType is set to "EAS_DYNAMIC_INFO_CHANGE" event
	

	easSvcContinuity
	array(ACRScenario)
	O
	1..N
	Service continuity support; indicates EEC supported ACR scenarios.
(NOTE 1)
	

	notificationDestination
	Uri
	O
	0..1
	URI where the EAS discovery notification should be delivered to. This attribute may be present in HTTP POST message to EES.
(NOTE 2, NOTE 3)
	

	expTime
	DateTime
	O
	0..1
	Expiration time of the subscription. If the expiration time is not present, then it indicates that the EEC subscription never expires.
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by Subscriber to request the EES to send a test notification as defined in clause 6.1. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in clause 7.6.
	Notification_websocket

	suppFeat
	SupportedFeatures
	C
	0..1
	Represents a list of Supported features used as described in clause 6.3.7. 
Shall be present in the HTTP POST request/response.
	

	easIntTrigSup
	boolean
	O
	0..1
	Indicates to the EES whether the EAS instantiation triggering should be performed for the current request.
"false" (default): the EAS instantiation triggering should not be performed.
"true": the EAS instantiation triggering should be performed.

If the attribute is omitted, then it default value is "false".
	EdgeApp_2

	eecTriggerRequest
	boolean
	O
	0..1
	Indicates to the EES, whether the application triggering is required by the EEC

"false" (default): the EEC doesn’t not require triggers.
"true": the EEC requires triggers.
(NOTE 2)
	EdgeApp_2

	NOTE 1:	In the OpenAPI file this attribute is named as "easSvcContinuity", and for backward compatibility considerations kept as currently defined although it indicates the EEC supported ACR scenarios.
NOTE 2:	Either notificationDestination or eecTriggerRequest may be included in the EAS discovery subscription request.
NOTE 3:	The notificationDestination attribute may contain Notification Target Address URL received from the SNM-C as defined in clause 10.



* * * Next Change * * * *
[bookmark: _Toc101529393][bookmark: _Toc114864225][bookmark: _Toc143871373][bookmark: _Toc144134869][bookmark: _Toc144220148]6.4.5.2.2	Type: ACREventsSubscription
Table 6.4.5.2.2-1: ACREventsSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eecId
	string
	M
	0..1
	Represents a unique identifier of the EEC.
	

	ueId
	Gpsi
	O
	0..1
	Represents the identifier of the UE.
	

	expTime
	DateTime
	O
	0..1
	Indicates the expiration time of the subscription. If the expiration time is not present, then it indicates that the EEC subscription never expires.
	

	easIds
	array(string)
	M
	1..N
	The list of application identifiers of the EASs, e.g. FQDN, URI.
	

	acIds
	array(string)
	O
	1..N
	The list of identifier of the AC(s) (NOTE 1)
	

	eventIds
	ACREventIDs
	M
	1
	Specifies the events for which EEC is subscribing.
	

	notificationDestination
	Uri
	M
	1
	URI where the ACR Information Notification should be delivered to. (NOTE 2)
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by Subscriber to request the ECS to send a test notification as defined in clause 7.6 of 3GPP TS 29.558 [4]. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in clause 7.6 of 3GPP TS 29.558 [4].
	Notification_websocket

	suppFeat
	SupportedFeatures
	O
	0..1
	Used to negotiate the supported optional features of the API as described in clause 7.8 of 3GPP TS 29.558 [4].
This attribute shall be provided in the HTTP POST request and in the response of successful resource creation.
	

	NOTE 1:	If acIds attribute is not included, it implies that the subscription corresponds to all ACs that can be served by the EAS(s) included this message.
NOTE 2:	The notificationDestination attribute may contain Notification Target Address URL received from the SNM-C as defined in clause 10.



* * * Next Change * * * *
[bookmark: _Toc101529396][bookmark: _Toc114864228][bookmark: _Toc143871376][bookmark: _Toc144134872][bookmark: _Toc144220151]6.4.5.2.5	Type: ACREventsSubscriptionPatch
Table 6.4.5.2.5-1: ACREventsSubscriptionPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	expTime
	DateTime
	O
	0..1
	Indicates the expiration time of the subscription. If the expiration time is not present, then it indicates that the EEC subscription never expires.
	

	easIds
	array(string)
	O
	1..N
	The list of application identifiers of the EASs, e.g. FQDN, URI.
	

	eventIds
	ACREventIDs
	O
	0..1
	Specifies the events for which EEC is subscribing.
	

	notificationDestination
	Uri
	O
	0..1
	URI where the ACR Information Notification should be delivered to. This attribute shall be present in HTTP POST message to EES. (NOTE)
	

	NOTE:	The notificationDestination attribute may contain with Notification Target Address URL received from the SNM-C as defined in clause 10.



* * * Next Change * * * *
[bookmark: _Toc70160835][bookmark: _Toc101529479][bookmark: _Toc114864313][bookmark: _Toc143871464][bookmark: _Toc144134960][bookmark: _Toc144220239]8.1.5.2.4	Type: ECSServProvSubscription
Table 8.1.5.2.4-1: Definition of type ECSServProvSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eecId
	string
	M
	0..1
	Represents a unique identifier of the EEC.
	

	ueId
	Gpsi
	O
	0..1
	Represents the identifier of the UE.
	

	acProfs
	array(ACProfile)
	O
	1..N
	Information about services the EEC wants to connect to. 
	

	expTime
	DateTime
	O
	0..1
	Indicates the expiration time of the subscription. If the expiration time is not present, then it indicates that the EEC subscription never expires.
	

	eecSvcContSupp
	array(ACRScenario)
	O
	0..1
	The ACR scenarios supported by the EEC for service continuity. If this attribute is not present, then the EEC does not support service continuity.
	

	connInfo
	array(ConnectivityInfo)
	O
	0..N
	List of connectivity information for the UE.
	

	notificationDestination
	Uri
	O
	0..1
	The notification target address containing the URI where the service provisioning notification should be delivered to. This attribute may be present in HTTP POST message to ECS. (NOTE 1)
(NOTE 2, NOTE 3).
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by Subscriber to request the ECS to send a test notification as defined in clause 7.6 of 3GPP TS 29.558 [4]. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in clause 7.6 of 3GPP TS 29.558 [4].
	Notification_websocket

	ecspIds
	array(string)
	O
	1..N
	Indicates to the ECS which EES providers are preferred by the EEC.
	EdgeApp_2

	eecTriggerRequest
	boolean
	O
	0..1
	Indicates to the ECS, whether the application triggering is required by the EEC.

"false" (default): the EEC doesn’t not require triggers.
"true": the EEC requires triggers.

(NOTE 2)
	EdgeApp_2

	suppFeat
	SupportedFeatures
	O
	0..1
	Used to negotiate the supported optional features of the API as described in clause 7.8 of 3GPP TS 29.558 [4].
This attribute shall be provided in the HTTP POST request and in the response of successful resource creation.
This attribute also shall be provided in the HTTP PUT request and in the response of successful resource modification.
	

	NOTE 1:	The notification target address can terminate at the EEC (e.g. in an IoT device) if the deployment supports EEC reachability, or it can terminate at a push notification service. Details of the push notification service are out of scope of this release. 
NOTE 2:	Either notificationDestination or eecTriggerRequest may be included in the service provisioning subscription request.
NOTE 3:	The notificationDestination attribute may contain Notification Target Address URL received from the SNM-C as defined in clause 10.




* * * Next Change * * * *
[bookmark: _Toc34309551][bookmark: _Toc43231167][bookmark: _Toc43296098][bookmark: _Toc43400215][bookmark: _Toc43400832][bookmark: _Toc45216657][bookmark: _Toc51938209][bookmark: _Toc51938744][bookmark: _Toc88808482][bookmark: _Toc138329547]10	SEAL services
The EEL can utilize following SEAL services to support EEL services:
a)	notification management as specified in 3GPP TS 24.542 [ref10] to receive notifications; and the EEC shall:
1)	initiate the notification channel creation procedures on SNM-C as specified in clause 6.2.2.1 in 3GPP TS 24.542 [ref10] to obtain the Notification Target Address (e.g. URL) and use it in the subscribe methods shared to EES and ECS;
2)	handle the notification messages received from SNM-C as specified in clause 6.2.3 in 3GPP TS 24.542 [ref10]; and
3)	initiate the notification channel deletion procedures on SNM-C as specified in clause 6.2.4.1 in 3GPP TS 24.542 [ref10].

* * * End of Changes * * * *
