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1. Introduction
<Introduction part (optional)>
2. Reason for Change
[bookmark: _Hlk138929913]TS 23.436 describes the roles of the ADAE server and the ADAEC in edge load analytics.
3. Conclusions
[bookmark: _Hlk138929942]Added ADAE server and ADAEC procedure.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.559.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc136498949]6.3	Network slice related application data analytics
[bookmark: _Toc136498950]6.3.1	General
These clauses describe the procedures on the ADAE server and ADAE client side when a consumer such as a VAL server subscribes to the slice-specific application performance analytics. The VAL performance analytics are performed based on ongoing VAL sessions and data from VAL server or database.
[bookmark: _Toc136498951]6.4	Network slice configuration recommendation based on application analytics
[bookmark: _Toc136498952]6.4.1	General
These clauses describe the procedures on the ADAE server and ADAE client side when a consumer such as a VAL server subscribes to the slice usage pattern based on collected data of the slice performance analytics in the past.
[bookmark: _Toc136498953]* * * Next Change * * * *
6.35	Edge load analytics
[bookmark: _Toc136498954]6.35.1	General
These clauses describe the procedures on the ADAE server and ADAE client side when an analytics consumer subscribes to or requests the edge load analytics performed based on data collected from the EDN (EAS and/or EES) and A-ADRF.
* * * Next Change * * * *
6.3.2	ADAE server procedure
To subscribe to the data producer for edge load data collection, the ADAES shall send an HTTP POST request message, constructed according to procedures specified in IETF RFC 9110 [XX], wherein the ADAES:
a)	shall set the Request-URI to the URI identifying the A-ADRF according to the pattern "{apiRoot}/adaes-sc/<apiVersion>/data-event/{dataEventId}/configurtions/{configurationId}", where:
1)	"dataEventId" identifying the identity of an event for the edge load data collection; and
2)	"configurationId" identifying the edge load data collection subscription configuration; and
b)	with a body containing:
1)	data-collection-req;
2)	optionally analytics-id;
3)	optionally data-producer-list with one or more data producer IDs;
4)	at least one of:
i)	destination-eas-id;
ii)	destination-ees-id; and
iii)	dnn;
5)	optionally data-producer-profile;
6)	optionally area; and
7)	optionally time-interval; and
c)	shall set the "Host" header field to the URI identifying of the ADAEC and the port information.
Upon receipt an HTTP POST request with a Request-URI according to the pattern "{apiRoot}/adae-sc/<apiVersion>/data-event/{dataEventId}/configurtions/{configurationId}” where:
a)	“dataEventId” identifying the identity of an event for the edge load analytics; and
b)	“configurationId” identifying the edge load data collection notification configuration; and
with a body containing:
a)	data-output;
b)	data-type;
c)	optionally analytics-id; and
d)	at least one of:
1)	destination-eas-id;
2)	destination-ees-id; and
3)	dnn,
the ADEA-S shall determine the sender identity to confirm whether the sender is the authorized ADAEC. If:
a)	the ADAEC is not the authorized data producer, the ADAES shall respond with an HTTP 401 (Unauthorized) response message; or
b)	the ADAEC is the authorized data producer, the ADAES shall respond with an HTTP 204 (No Content) and pass the contents to the upper layer.
* * * Next Change * * * *
6.3.3	ADAE client procedure
Upon receipt an HTTP POST request message with a Request-URI according to the pattern "{apiRoot}/adae-sc/<apiVersion>/data-event/{dataEventId}/configurtions/{configurationId}", where:
a)	"dataEventId" identifying the identity of an event for the edge load analytics collection; and
b)	"configurationId" identifying the edge load data collection subscription configuration; and
with a body containing:
a)	data-collection-req;
b)	optionally analytics-id;
c)	optionally data-producer-list with one or more data producer IDs;
d)	at least one of:
1)	destination-eas-id;
2)	destination-ees-id; and
3)	dnn;
e)	optionally data-producer-profile;
f)	optionally area; and
g)	optionally time-interval,
the ADAEC shall determine the sender identity to confirm whether the sender is authorized or not. If:
a)	the sender is not the authorized ADAES, the ADAEC shall respond with an HTTP 401 (Unauthorized) response message and avoid the rest of steps; or
b)	the sender is the authorized ADAES and the ADAEC shall response by HTTP 204 (No Content).
If the ADAES has subscribed to the ADAEC for the edge load data collection, if the ADAEC is to transmit the edge load data collection output to the ADAES, the ADAEC shall send the information by an HTTP POST request, constructed according to procedures specified in IETF RFC 9110 [XX], wherein the ADAEC:
a)	shall set the Request-URI to the URI identifying the data producer according to the pattern "{apiRoot}/adae-sc/<apiVersion>/data-event/{dataEventId}/configurtions/{configurationId}" where:
1)	"dataEventId" identifying the identity of an event for the edge load analytics; and
2)	"configurationId" identifying the edge load data collection notification configuration; and
b)	with a body containing:
1)	data-output;
2)	data-type;
3)	optionally analytics-id; and
4)	at least one of:
i)	destination-eas-id;
ii)	destination-ees-id; and
iii)	dnn; and
c)	shall set the "Host" header field to the URI identifying of the ADAES and the port information.
NOTE:	How the ADAEC determines whether the edge performance analytics are to be transmitted to the ADAES due to a threshold, a certain periodicity, or any other configuration, is outside the scope of 3GPP.
* * * End of Changes * * * *

